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*** 1st Change ***
5.2.x
HTTP Status code

Table 5.2.x-1 lists HTTP status codes applicable for T8 interface for the current release. If the SCEF or SCS/AS receive a response with a status code not listed in the table below, it shall treat it based on the class of the status code as defined in IETF RFC 7231 [3].

Table 5.2.x-1: T8 HTTP status codes

	Status Code 
	Description

	200 OK
	The HTTP request has succeeded. The information returned with the response is dependent on the method used in the request. 

	201 Created
	The HTTP POST request has been fulfilled and resulted in a new resource being created at the SCEF.

	204 No Content
	The SCEF has fulfilled the request but does not need to return an entity-body.

	400 Bad Request
	The request could not be understood by the SCEF due to malformed syntax. The sender should not repeat the request without modifications. 

	401 Unauthorized
	Authentication for the SCS/AS (including authorization for authentication credentials) to access services as described in clause 6 fails.

	403 Forbidden
	The SCEF understood the request, but is refusing to fulfill it.

	404 Not Found
	The SCEF has not found any resources matching the Request-URI.

	409 Conflict
	Resource provided in the URI already exists and has not been deleted at the SCEF; or the change cannot be made due to conflict with current state of the resource at the SCEF.

	412 Precondition Failed
	The precondition given in one or more of the request-header fields evaluated to false when it was tested on the recipient. 

	500 Internal Server Error
	The recipient encountered an unexpected condition which prevented it from fulfilling the request. 

	501 Not Implemented
	The recipient does not support the functionality required to fulfill the request. 

	503 Service Unavailable
	The recipient is currently out of service.


*** 2nd Change ***

4.4.13
Procedures for setting up an AS session with required QoS

This procedure is used to set up an AS session with required QoS for the service as defined in 3GPP TS 23.682 [2]. 
For initial AS session creation, the SCS/AS shall send an HTTP POST message to the SCEF. The body of HTTP POST message shall include SCS/AS Identifier, UE IP address, Flow description, QoS reference. And it may also include TLTRI, time period and/or traffic volume for sponsored data connectivity purpose.

After receiving the HTTP POST message, the SCEF shall authorize the request and may check if the total number of requested QoS reference has exceeded the limit for the SCS/AS. If the authorization is successful, the SCEF shall map the SCS/AS Identifier to AF Application Identifier, and if required, map the SCS/AS Identifier to ASP Identity and Sponsor Identity. 
NOTE 1:
Before the QoS reference is mapped to Rx parameters, the SCEF can perform a mapping from the name space of the 3rd party SCS/AS to the name space of the operator.

NOTE 2:
The QoS reference referring to pre-defined QoS information in the SCEF can be mapped to media component descriptions (e.g. bandwidth, media type) according to SLA.
If the authorization performed by the SCEF is successful, then the SCEF shall act as an AF to interact with the PCRF via the Rx interface as defined in 3GPP TS 29.214 [10] or 3GPP TS 29.201 [13] and trigger a PCRF initiated IP-CAN Session Modification. The SCEF shall also request to be notified about the transmission resource status, i.e. INDICATION_OF_SUCCESSFUL_RESOURCES_ALLOCATION, INDICATION_OF_RELEASE_OF_BEARER, INDICATION_OF_FAILED_RESOURCES_ALLOCATION, and optionally INDICATION_OF_LOSS_OF_BEARER and INDICATION_OF_RECOVERY_OF_BEARER in the Specific-Action AVP.
The SCEF, after receiving the AAA message over the Rx interface from the PCRF with successful result code, shall create a resource which represents AS session, addressed by a URI that contains the SCS/AS identity and an SCEF-created AS session identifier, and shall respond to the SCS/AS with a 201 Created message, including the result in the body of the HTTP response and a Location header field containing the URI for the created resource. The SCS/AS shall use the URI received in the Location header in subsequent requests to the SCEF to refer to this AS session. Otherwise, the SCEF shall send an HTTP response to the SCS/AS with a corresponding status code and include the result in the body of the HTTP response. If the SCEF receives a response with an error code from the PCRF, the SCEF shall not create the resource and respond to the SCS/AS with a status code set to 500 Internal Server Error.

In order to update the established AS session, the SCS/AS may send an HTTP PUT message to request to replace all properties in the existing resource, addressed by the URI received in the response to the request that has created the resource. The SCS/AS Identifier, UE IP address and TLTRI (if available) shall remain unchanged from previously provided values. After receiving such message, the SCEF shall make the change and interact with the PCRF to modify the Rx session (as defined in 3GPP TS 29.214 [10] or 3GPP TS 29.201 [13]). After receiving the response with successful result code from the PCRF, the SCEF shall replace all properties of the existing resource and send an HTTP response to the SCS/AS with a corresponding status code and include the result in the body of the HTTP response. If the SCEF receives a response with an error code from the PCRF, the SCEF shall not update the resource and respond to the SCS/AS with a status code set to 500 Internal Server Error
The SCS/AS may also send an HTTP PATCH message to request to change some created properties (e.g. Flow Description). After receiving the HTTP PATCH message, the SCEF shall make the change and interact with the PCRF to modify the Rx session (as defined in 3GPP TS 29.214 [10] or 3GPP TS 29.201 [13]). After receiving the response from the PCRF, the SCEF shall send an HTTP response to the SCS/AS with a corresponding status code and include the result in the body of the HTTP response.
If the SCEF receives a traffic plane notification (e.g. the usage threshold is reached or transmission resource lost), or if the SCEF gets informed that the Rx session is terminated (e.g. due to a release of PDN connection), the SCEF shall send an HTTP POST message including the notified event (e.g. session terminated) and the accumulated usage (if received from the PCRF) to the SCS/AS. The SCS/AS shall respond with an HTTP response to confirm the received notification.
In order to remove the established AS session, the SCS/AS shall send an HTTP DELETE message. After receiving the HTTP DELETE message, the SCEF shall remove all properties and interact with the PCRF to terminate the Rx session (as defined in 3GPP TS 29.214 [10] or 3GPP TS 29.201 [13]). After receiving the response from the PCRF, the SCEF shall send an HTTP response to the SCS/AS with a corresponding status code and include the accumulated usage (if received from the PCRF).


*** End of Changes ***
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