Page 1



3GPP TSG-CT WG3 Meeting #95
C3-181273
Montreal, Canada, 26 February - 2 March 2018
	5PCR-Form-v0.3 

	PSEUDO  CR

	
	

	(

	Spec. number:
	29.122
	Current version:
	0.5.0
	(



	Title:                     
(

	Completing Websocket related corrections

	
	

	Source:            
    (

	Nokia, Nokia Shanghai-Bell

	
	

	Work item code:  
(

	NAPS-CT
	

	
	

	Reason for           (
   

change:

	At the last CT3 meeting, contribution C3-180357 was agreed. This pCR introduced optional Websocket transport. However, due to overlap with other PCRs also agreed at that meeting, that principle could not be implemented everywhere. The present pCR aims to correct those leftovers according to the principle agreed at the last meeting.

	
	

	Summary of 

change:                (

	The present pCR correct those leftovers according to the principle agreed at the last meeting and adds Websocket support to the ChargeableParty API and the GroupMessageDeliveryViaMBMS API.

	
	

	Consequences    (
  

if not agreed:
	Inconsistent specification.

	
	

	Other specs         (

	

	affected(if any):
	

	
	 

	
	

	Other comments (

	


*** 1st Change ***
5.2.5.1
General

The SCEF and SCS/AS shall support the delivery of Notifications using a separate HTTP connection towards an address as assigned the SCS/AS described in subclause 5.2.5.2.
An SCEF and SCS/AS may support testing a notification connection as described in subclause 5.2.5.2. An SCEF and SCS/AS may support the delivery of Notification using Websocket (IETF RFC 6455 [32]) as described in subclause 5.2.5.4.


*** 2nd Change ***

5.5.2.1.2
Type: ChargeableParty

This type represents the configuration of a chargeable party. The same structure is used in the configuration request and configuration response.

Table 5.5.2.1.2-1: Definition of type ChargeableParty

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 1)

	id
	ResourceId
	0..1
	SCEF-chosen identifier of this chargeable party transaction. Shall be absent in POST requests to create a resource, and shall be present otherwise.
	

	scsAsId
	ScsAsId
	1
	Identifies the SCS/AS
	

	tltrId
	TltrId
	0..1
	SCS/AS-chosen correlator. May be provided by the SCS/AS in the request to create a resource. Shall be provided in the body of all subsequent request and response if it was present in the body of the resource creation request.
	

	self
	Link
	0..1
	Link to this resource. This parameter shall be supplied by the SCEF in HTTP responses that include an object of ChargeableParty type.
	

	notificaionDestination
	Link
	0..1
	Contains the URL to receive the notification of bearer level events from the SCEF.
	

	requestTestNotification
	Boolean
	0..1
	Set to true by the SCS/AS to request the SCEF to send a test notification as defined in clause 5.2.5.1a. Set to false or omitted otherwise.


	Notification_test_event

	websockNotifConfig
	WebsockNotifConfig
	0..1
	Configuration parameters to set up notification delivery over Websocket protocol. See subclause 5.2.5.3.
	Notification_websocket

	ipv4Addr 

(NOTE 2)
	Ipv4Addr
	0..1
	Identifies the IPv4 address.
	

	ipv6Addr 

(NOTE 2)
	Ipv6Addr
	0..1
	Identifies the IPv6 address.
	

	mediaComponents
	MediaComponent
	1..N
	Describes the application flows.
	

	sponsorInformation
	SponsorInformation
	1
	Describes the sponsor information such as who is sponsoring the traffic.
	

	sponsoringEnabled
	boolean
	1
	Indicates sponsoring status.
	

	referenceId
	BDTReferenceId
	0..1
	The reference ID for a previously selected policy of background data transfer.
	

	usageThreshold
	UsageThreshold
	0..1
	Time period and/or traffic volume.
	

	NOTE 1:
Properties marked with a feature as defined in subclause 5.5.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

NOTE 2:
Either ipv4 or ipv6 address shall be provided.


*** 3rd Change ***

5.5.3.4
Event Notification

5.5.3.4.1
Introduction
This resource allows the SCEF to notify the SCS/AS of the bearer level event.

5.5.3.4.2
Resource definition

Resource URI: {notificationUrl}
This resource shall support the resource URI variables defined in table 5.5.3.4.2-1.

Table 5.5.3.4.2-1: Resource URI variables for resource "Event Notification"
	Name
	Definition

	notificationUrl
	Reference provided by the SCS/AS when the SCS/AS requests to sponsor the traffic from the beginning or to become the chargeable party at a later point.


5.5.3.4.3
Resource methods

5.5.3.4.3.1
Notification via HTTP POST

The POST method allows to notify SCS/AS of the bearer level event(s) by the SCEF and the SCS/AS shall respond to the message. 
This method shall support request and response data structures, and response codes, as specified in the table 5.5.3.4.3.1-1.
Table 5.5.3.4.3.1-1.: Data structures supported by the POST request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	NotificationData
	1
	Representation of the bearer level notification.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	n/a
	1
	200 OK
	This case represents a successful notification of bearer level event(s).

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


5.5.3.4.3.2
Notification via Websocket 

If supported by both SCS/AS and SCEF and successfully negotiated, the NiddConfigurationStatusNotification may alternatively be delivered through the Websocket mechanism as defined in subclause 5.2.5.3.
*** 4th Change ***

5.5.4
Used Features
The table below defines the features applicable to the ChargeableParty API. Those features are negotiated as described in subclause 5.2.7.
Table 5.5.4-1: Features used by ChargeableParty API

	Feature
	M/O
	Description

	Notification_websocket
	O
	The delivery of notifications over Websocket is supported according to subclause 5.2.5.3. This feature requires that the Notification_test_event featute is also supported.

	Notification_test_event
	O
	The testing of notifications  connections is supported according to subclause 5.2.5.1a.

	Feature:
A short name that can be used to refer to the bit and to the feature, e.g. "Notification".

M/O:
Defines if the implementation of the feature is mandatory ("M") or optional ("O") in this 3GPP Release. 

Description:
A clear textual description of the feature.


*** 5th Change ***

5.8.2.1.3
Type: GroupMessageDeliveryViaMBMS

This type represents the group message delivery via MBMS. 

Table 5.8.2.1.3-1: Definition of type GroupMessageDeliveryViaMBMS

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE)

	scsAsId
	ScsAsId
	1
	Identifies the SCS/AS
	

	tltrId
	TltrId
	1
	Identifies the long-term transaction that identifies the present resource. This parameter shall be used by the SCEF to derive the Resource URI.
	

	self
	Link
	0..1
	Link to this resource. This parameter shall be supplied by the SCEF in HTTP responses that include an object of GroupMessageDeliveryViaMBMS type
	

	notificationDestination
	Link
	0..1
	A URI indicating the notification destination where T8 notification requests shall be delivered
	

	requestTestNotification
	Boolean
	0..1
	Set to true by the SCS/AS to request the SCEF to send a test notification as defined in clause 5.2.5.1a. Set to false or omitted otherwise.


	Notification_test_event

	websockNotifConfig
	WebsockNotifConfig
	0..1
	Configuration parameters to set up notification delivery over Websocket protocol. See subclause 5.2.5.3.
	Notification_websocket

	externalGroupId
	ExternalGroupId
	0..1
	Identifies a user group as defined in subclause 4.6.2 of 3GPP TS 23.682 [2].
	

	locationInfo
	LocationInfo
	0..1
	Restricts the distribution of the group message.
	

	accuracy
	Accuracy
	0..1
	Indicates the format of the location info, e.g. either a list of cell IDs, or a list of MBMS Service Areas, or civic addresses, or a geographic area, or a combination of any of the above
	

	messageDeliveryStartTime
	dateTime
	0..1
	Identifies the absolute time at which the SCS/As starts to distribute the data. If absent, it indicates the message shall be sent immediately.
	

	groupMessagePayload
	FFS
	0..1
	Indicates the payload the SCS/AS intends to deliver to the UEs.
	

	acceptancesStatus
	boolean
	0..1
	Indicates whether the activation of MBMS bearer corresponding to the TMGI was accepted or rejected.
	

	scefMessageDeliveryIPv4
	Ipv4Addr
	0..1
	Indicates the Ipv4 address where the SCEF wants to receive the data.
	

	scefMessageDeliveryIPv6
	Ipv6Addr
	0..1
	Indicates the Ipv6 address where the SCEF wants to receive the data.
	

	scefMessageDeliveryPort
	integer
	0..1
	Indicates the port number where the SCEF wants to receive the data.
	

	NOTE:
Properties marked with a feature as defined in subclause 5.8.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.


Editor’s note:
It is FFS whether acceptancesStatus is needed and the HTTP result code is enough to indicate the result of the MBMS bearer activation.
*** 6th Change ***

5.8.3.7
Group Message Delivery via MBMS Notification
5.8.3.7.1
Introduction
This resource allows the SCEF report the delivery trigger status to the SCS/AS to indicate whether group message delivery was triggered successful.

5.8.3.7.2
Resource definition

Resource URI: {notificationUrl}

This resource shall support the resource URI variables defined in table 5.8.3.6.2-1.

Table 5.8.3.7.2-1: Resource URI variables for resource "Group Message Delivery via MBMS Notification"
	Name
	Definition

	notificationUrl
	A URI indicating the notification destination where T8 notification requests shall be delivered.
This URI can be provided within the field “notificationUrl” in the GroupMessageDeliveryviaMBMS type. If this field is not provided with the GroupMessageDeliveryviaMBMS, then preconfigured notification URI shall be used by the SCEF.


5.8.3.7.3
Resource methods

5.8.3.7.3.1
Notification via POST

To report the status of the delivery trigger status to the SCS/AS, the SCEF shall use the HTTP POST method on the notification point as follows:

-
the body of the message is encoded in JSON format with the data structure defined in table 5.8.2.1.4-1.
The possible response messages from the SCS/AS, depending on whether the POST request is successful or unsuccessful, are shown in Table 5.8.3.6.3.4-1.

Table 5.6.3.7.3.1-1: Data structures supported by the POST request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	GroupMessageDeliveryNotification
	1
	The delivery status notification.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	Acknowledgement
	1
	200 OK
	The successful acknowledgement of the notification with a body.

	
	(None)
	
	204 No Content
	The successful acknowledgement of the notification without a body.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


5.8.3.7.3.2
Notification via Websocket 

If supported by both SCS/AS and SCEF and successfully negotiated, the Group Message Delivery via MBMS Notification may alternatively be delivered through the Websocket mechanism as defined in subclause 5.2.5.3.
*** 7th Change ***

5.8.4
Used Features
The table below defines the features applicable to the GroupMessageDeliveryviaMBMS API. Those features are negotiated as described in subclause 5.2.7.
Table 5.8.4-1: Features used by GroupMessageDeliveryviaMBMS API

	Feature
	M/O
	Description

	Notification_websocket
	O
	The delivery of notifications over Websocket is supported according to subclause 5.2.5.3. This feature requires that the Notification_test_event featute is also supported.

	Notification_test_event
	O
	The testing of notifications  connections is supported according to subclause 5.2.5.1a.

	Feature:
A short name that can be used to refer to the bit and to the feature, e.g. "Notification".

M/O:
Defines if the implementation of the feature is mandatory ("M") or optional ("O") in this 3GPP Release. 

Description:
A clear textual description of the feature.


*** End of Changes ***
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