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Proposed changes:
*** 1st Change ***
5.6.1
General

This subclause specifies the application data model supported by the API.

The Npcf_SMPolicyControl API allows the SMF to retrieve the session management related policy from the PCF as defined in 3GPP TS 23.503 [6].
Table 5.6.1-1 specifies the data types defined for the Npcf_SMPolicyControl service based interface protocol.

Table 5.6.1-1: Npcf_SMPolicyControl specific Data Types

	Data type
	Section defined
	Description
	Applicability

	SmPolicyControl
	5.6.2.2
	Contains the parameters to request the SM policies and the SM policies authorized by the PCF.
	

	SmPolicyControlRequest
	5.6.2.3
	Contains the parameters to request the SM policies.
	

	SmPolicyControlPolicy
	5.6.2.4
	Contains the SM policies authorized by the PCF.
	

	SmPolicyControlNotification
	5.6.2.5
	Contains the update of the SM policies
	

	PccRule
	5.6.2.6
	Contains the PCC rule information.
	

	QoSInformation
	5.6.2.7
	Contains the QoS parameters.
	

	RedirectInformation
	5.6.2.8
	Contains the redirect information.
	

	FlowInformation
	5.6.2.9
	Contains the flow information.
	

	FlowStatus
	5.6.3.3
	Indicates the flow status.
	

	ReportingLevel
	5.6.3.4
	Indicates the reporting level.
	

	MeteringMethod
	5.6.3.5
	Indicates the metering method.
	

	RedirectAddressType
	5.6.3.7
	Indicates the redirect address type.
	

	
	
	
	

	UsageMonitoringInformation
	5.6.3.a
	Contains the usage monitoring information
	

	VolumeThreshold
	5.6.3.b
	Contains the volume threshold
	

	
	
	
	

	
	
	
	


NOTE:
Data type PCC rules will be defined in this specification later.
Table 5.6.1-2 specifies data types re-used by the Npcf_SMPolicyControl service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Npcf_SMPolicyControl service based interface. 

Table 5.6.1-2: Npcf_SMPolicyControl re-used Data Types

	Data type
	Reference
	Comments
	Applicability

	Supi
	FFS3GPP TS 29.571 [11]
	The identification of the user (i.e. IMSI, NAI).
	

	Dnn
	3GPP TS 29.571 [11]
	The DNN the user is connected to.
	

	PduSessionId
	3GPP TS 29.571 [11]
	The identification of the PDU session.
	

	Link (FFS)
	3GPP TS 29.571 [11]
	
	

	AccessType
	3GPP TS 29.571 [11]
	The identification of the type of access network.
	

	RatType
	3GPP TS 29.571 [11]
	The identification of the RAT type.
	

	Ipv4Addr
	3GPP TS 29.571 [11] 
	The Ipv4 address allocated for the user.
	

	Ipv6Prefix
	3GPP TS 29.571 [11]
	The Ipv6 prefix allocated for the user.
	

	Pei
	3GPP TS 29.571 [11]
	The Identification of a Permanent Equipment.
	

	UserLocationInformation
	3GPP TS 29.571 [1]
	
	

	UeTimeZone
	3GPP TS 29.571 [11]
	
	

	NetworkId
	3GPP TS 29.571 [1]
	The identification of the Network.
	

	ChargingInformation
	3GPP TS 29.571 [11]
	
	

	Bitrate
	3GPP TS 29.571 [11]
	
	

	DefaultQoSInformation
	3GPP TS 29.571 [11]
	Identifies the information of the default QoS.
	

	AfSignallingProtocol
	FFS
	
	

	SupportedFeature
	3GPP TS 29.571 [11]
	Used to negotiate the applicability of the optional features defined in table 5.8-1.
	

	Datetime
	3GPP TS 29.571 [11]
	Indicate a UTC time.
	

	DurationSec
	3GPP TS 29.571 [11]
	Identifies a period of time in units of seconds.
	


Editor's note:
A parameter of the SupportedFeature type needs to be added to a suitable resource.

*** 2nd Change ***

5.6.2.4
Type SmPolicyControlDecision 
Table 5.6.2.4-1: Definition of type SmPolicyControlDecision
	Attribute name
	Data type
	Cardinality
	Description

	pccRules
	PccRule

	0..N
	List of PCC Rules with content as described in subclause 5.7.1.

	authorizedSessionAmbr
	BitRate (FFS)
	0..1
	Authorized Session-AMBR

	authorizedDefaultQosInformation
	defaultQosInformation (FFS)
	0..1
	Authorized default QoS information.

	usageMonitoringInformation
	UsageMonitoringInformation
	0..N
	Authorized usage monitoring information.


Editor's note:
It is FFS whether the accumulated usage report is defined in this TS or in TS 29.508.

*** 3rd Change ***

5.6.2.a
Type UsageMonitoringInformation

Table 5.6.2.a-1: Definition of type UsageMonitoringInformation
	Attribute name
	Data type
	P
	Cardinality
	Description

	monitoringKey
	string
	M
	1
	Indicates an identifier to a usage monitoring control instance.

	usageMonitoringLevel
	UsageMonitoringLevel
	O
	0..1
	Indicate whether the usage monitoring instance applies to the PDU session or to one or more PCC rules.

	usageMonitoringReport
	boolean
	O
	0..1
	Indicates whether accumulated usage is to be reported by the SMF regardless of whether a condition where the usage report shall be generated are met.
When present, it shall be set as follows:
- true: accumulated usage is to be reported by the  SMF regardless of whether a condition where the usage report shall be generated is met. 
- false (default): accumulated usage is to be reported by the SMF when a condition where the usage report shall be generated is met.

	usageMonitoringSupport
	boolean
	O
	0..1
	Indicates whether usage monitoring shall be disabled for certain Monitoring Key.
When present, it shall be set as follows:
- true: disabled for certain Monitoring Key.
- false (default): not disabled for certain Monitoring Key.

	volumeThreshold
	VolumeThreshold
	O
	0..1
	Indicates a volume threshold.

	timeThreshold
	DurationSec
	O
	0..1
	Indicates a time threshold.

	monitoringTime
	Datetime
	O
	0..1
	Indicates the time at which the UP function is expected to reapply the thresholds

	subsequentVolumeThreshold
	VolumeThreshold
	O
	0..1
	Indicates a volume threshold after the Monitoring Time.

	subsequentTimeThreshold
	DurationSec
	O
	0..1
	Indicates a time threshold after the Monitoring.

	inactivityDetectionTime
	DurationSec
	O
	0..1
	Defines the period of time after which the time measurement shall stop, if no packets are received.

	
	
	
	
	


5.6.2.b
Type VolumeThreshold

Table 5.6.2.b-1: Definition of type VolumeThreshold
	Attribute name
	Data type
	P
	Cardinality
	Description

	totalVolumeThreshold
	Int64
	O
	0..1
	Indicates a volume threshold in both downlink and uplink.

	downlinkVolumeThreshold
	Int64
	O
	0..1
	Indicates a volume threshold in downlink.

	uplinkVolumeThreshold
	Int64
	O
	0..1
	Indicates a volume threshold in uplink.


*** 4th Change ***

5.6.3
Simple data types and enumerations

This subclause will define simple data types and enumerations that can be referenced from data structures defined in the previous subclauses.

5.6.3.1
Introduction

This subclause defines simple data types and enumerations that can be referenced from data structures defined in the previous subclauses.

5.6.3.2
Simple data types

The simple data types defined in table 5.6.3.2-1 shall be supported.

Table 5.6.3.2-1: Simple data types

	Type Name
	Type Definition
	Description
	Applicability

	
	<one simple data type, e.g.Boolean, integer, null, number, string>
	
	


5.6.3.3
Enumeration: FlowDirection 
Table 5.6.3.3-1: Enumeration FlowDirection 
	Enumeration value
	Description
	Applicability

	DOWNLINK
	The corresponding filter applies for traffic to the UE.
	

	UPLINK
	The corresponding filter applies for traffic from the UE.
	

	BIDIRECTIONAL
	The corresponding filter applies for traffic both to and from the UE.
	


Editor's note: An Unspecified value would be required if the data type is used to report filter information received from the UE.

5.6.3.4
Enumeration: ReportingLevel 

Table 5.6.3.4-1: Enumeration ReportingLevel

	Enumeration value
	Description

	SERVICE_IDENTIFIER_LEVEL
	Indicates that the usage shall be reported on service id and rating group combination level.

	RATING_GROUP_LEVEL
	Indicates that the usage shall be reported on rating group level.

	SPONSORED_CONNECTIVITY_LEVEL
	Indicates that the usage shall be reported on sponsor identity and rating group combination level.


5.6.3.5
Enumeration: MeteringMethod
Table 5.6.3.5-1: Enumeration MeteringMethod

	Enumeration value
	Description

	DURATION
	Indicates that the duration of the service data flow traffic shall be metered.

	VOLUME
	Indicates that volume of the service data flow traffic shall be metered.

	DURATION_VOLUME
	Indicates that the duration and the volume of the service data flow traffic shall be metered.

	EVENT
	Indicates that events of the service data flow traffic shall be metered.


5.6.3.x
Enumeration: UsageMonitoringLevel
Table 5.6.3.x-1: Enumeration UsageMonitoringLevel
	Enumeration value
	Description

	SESSION_LEVEL
	indicates that the usage monitoring instance applies to the entire IP-CAN session.

	PCC_RULE_LEVEL
	indicates that the usage monitoring instance applies to one or more PCC rules

	
	

	
	


*** End of Changes ***
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