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	The SMF may need to report some information e.g. access network inforamtion when the RAN/NAS cause feature is surppoted, when the SMF delete the individual SM policy resource. 
We proposal a custom operations to be used for this case.

	
	

	Summary of 
change:                (

	A custom operation is defined to delete the individual SM policy.
A new data type is defined.
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if not agreed:
	SMF can’t report the information when the SMF delete the individual SM policy resource.
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Proposed changes:
*** 1st Change ***
5.3.1
Resource Structure
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Figure 5.3.1-1: Resource URI structure of the Npcf_SMPolicyControl API

Table 5.3.1-1 provides an overview of the resources and applicable HTTP methods.

Table 5.3.1-1: Resources and methods overview

	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	SM Policies
	{apiRoot}/
npcf-smpolicycontrol/
v1/sm-policies
	
	

	
	
	
	

	
	
	
	

	
	
	POST
	Create a new Individual SM Policies resource for an SUPI and PDU Session ID supplied by the SMF.

	
	
	
	

	
	
	
	

	Individual SM Policy
	{apiRoot}/
npcf-smpolicycontrol/
v1/sm-policies/{smPolicyId}
	PATCH


	Update an existing Individual SM Policies resource.

	
	
	GET
	Read the Individual SM Policies resource.

	
	{apiRoot}/
npcf-smpolicycontrol/
v1/sm-policies/{smPolicyId}/delete
	delete

(POST)
	Delete the Individual SM Policies resource.

	
	
	
	


Editor's note: Whether PATCH or customer operation is applicable to PULL policies is FFS.


*** 2nd Change ***

5.3.3
Resource:  Individual SM Policy

And so on if there are more than two resources supported by the service. Same structure as in subclause 5.3.2.

5.3.3.1
Description
The individual SM Policy resource represents an individual SM Policy created in the PCF and associated with the SUPI and PDU session ID.
5.3.3.2
Resource definition

Resource URI: {apiRoot}/npcf-smpolicycontrol/v1/sm-policies/{smPolicyId}
This resource shall support the resource URI variables defined in table 5.3.3.2-1.

Table 5.3.3.2-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See subclause 5.1

	smPolicyId
	Unique identifier of the individual SM Policy resource.

	
	


5.3.3.3
Resource Standard Methods

5.3.3.3.1
GET
This method shall support the URI query parameters specified in table 5.3.3.3.1-1.

Table 5.3.3.3.1-1: URI query parameters supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 5.3.3.3.1-2 and the response data structures and response codes specified in table 5.3.3.3.1-3.

Table 5.3.3.3.1-2: Data structures supported by the GET Request Body on this resource

	Data type
	P
	Cardinality
	Description

	n/a
	
	 
	


Table 5.3.3.3.1-3: Data structures supported by the GET Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	SmPolicyControl
	M
	1 
	200 OK
	An individual SM Policy resources for the SUPI and PDU session id are returned successfully.

 

	
	
	
	FFS( error case)
	


Editor's Note:

The description of failure cases is FFS




	
	
	
	
	

	
	
	
	
	




	
	
	
	

	
	
	
	



	
	
	
	

	

	
	
	
	
	


5.4
Custom Operations without associated resources

Editor’s note:
 It is FFS whether to model “custom operations without associated resources” as custom operations applying on a top-level resource, so as to model all the APIs specified in the 5GC with resources and service operations applying on resources.

5.4.1
Overview
This subclause will specify custom operations without any associated resource (i.e. RPC) supported by this API. 

Table 5.4.1-1: Custom operations without associated resources

	Custom operation URI
	Mapped HTTP method
	Description

	{reousceUri}/delete
	POST
	Delete an individual SM Policy resource

	
	
	


5.4.2
Operation: delete


5.4.2.1
Description

This sublause will describe the custom operation and what it is used for, and the custom operation’s URI. 

5.4.2.2
Operation Definition

 This custom operation delete an individual SM Policy resource in the PCF
This operation shall support the response data structures and response codes specified in tables 5.4.2.2-1 and 5.4.2.2-2.

Table 5.4.2.2-1: Data structures supported by the POST Request Body on this resource

	Data type
	P
	Cardinality
	Description

	SmPolicyDeleteData
	 O
	0..1
	 Parameters to be sent to the SMF when the individual SM policy is deleted.


Table 5.4.2.2-2: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	n/a
	
	
	204 No Content
	This case represents a successful deletion of the individual SM policy resource.




5.4.3
Operation: < operation 2>

And so on if there are more than two custom operations supported by the service. Same structure as in subclause 5.4.2.
*** 3rd Change ***

5.6.1
General

This subclause specifies the application data model supported by the API.

The Npcf_SMPolicyControl API allows the SMF to retrieve the session management related policy from the PCF as defined in 3GPP TS 23.503 [6].
Table 5.6.1-1 specifies the data types defined for the Npcf_SMPolicyControl service based interface protocol.

Table 5.6.1-1: Npcf_SMPolicyControl specific Data Types

	Data type
	Section defined
	Description
	Applicability

	SmPolicyControl
	5.6.2.2
	Contains the parameters to request the SM policies and the SM policies authorized by the PCF.
	

	SmPolicyControlRequest
	5.6.2.3
	Contains the parameters to request the SM policies.
	

	SmPolicyControlPolicy
	5.6.2.4
	Contains the SM policies authorized by the PCF.
	

	SmPolicyControlNotification
	5.6.2.5
	Contains the update of the SM policies
	

	SmPolicyDeleteData
	5.6.2.6
	Contains the parameters to be sent to the PCF when the individual SM policy is deleted
	

	PccRule
	5.6.2.7
	Contains the PCC rule information.
	

	QoSInformation
	5.6.2.8
	Contains the QoS parameters.
	

	RedirectInformation
	5.6.2.9
	Contains the redirect information.
	

	FlowInformation
	5.6.2.10
	Contains the flow information.
	

	FlowStatus
	5.6.3.3
	Indicates the flow status.
	

	ReportingLevel
	5.6.3.4
	Indicates the reporting level.
	

	MeteringMethod
	5.6.3.5
	Indicates the metering method.
	

	RedirectAddressType
	5.6.3.7
	Indicates the redirect address type.
	

	MonitoringKey
	FFS
	Contains the monitoring key.
	

	
	
	
	


NOTE:
Data type PCC rules will be defined in this specification later.
Table 5.6.1-2 specifies data types re-used by the Npcf_SMPolicyControl service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Npcf_SMPolicyControl service based interface. 

Table 5.6.1-2: Npcf_SMPolicyControl re-used Data Types

	Data type
	Reference
	Comments
	Applicability

	Supi
	FFS3GPP TS 29.571 [11]
	The identification of the user (i.e. IMSI, NAI).
	

	Dnn
	3GPP TS 29.571 [11]
	The DNN the user is connected to.
	

	PduSessionId
	3GPP TS 29.571 [11]
	The identification of the PDU session.
	

	Link (FFS)
	3GPP TS 29.571 [11]
	
	

	AccessType
	3GPP TS 29.571 [11]
	The identification of the type of access network.
	

	RatType
	3GPP TS 29.571 [11]
	The identification of the RAT type.
	

	Ipv4Addr
	3GPP TS 29.571 [11] 
	The Ipv4 address allocated for the user.
	

	Ipv6Prefix
	3GPP TS 29.571 [11]
	The Ipv6 prefix allocated for the user.
	

	Pei
	3GPP TS 29.571 [11]
	The Identification of a Permanent Equipment.
	

	UserLocationInformation
	3GPP TS 29.571 [1]
	
	

	UeTimeZone
	3GPP TS 29.571 [11]
	
	

	NetworkId
	3GPP TS 29.571 [1]
	The identification of the Network.
	

	ChargingInformation
	3GPP TS 29.571 [11]
	
	

	Bitrate
	3GPP TS 29.571 [11]
	
	

	DefaultQoSInformation
	3GPP TS 29.571 [11]
	Identifies the information of the default QoS.
	

	AfSignallingProtocol
	FFS
	
	

	SupportedFeature
	3GPP TS 29.571 [11]
	Used to negotiate the applicability of the optional features defined in table 5.8-1.
	


Editor's note:
A parameter of the SupportedFeature type needs to be added to a suitable resource.

*** 4th Change ***

5.6.2.6
Type SmPolicyDeleteData 

Table 5.6.2.6-1: Definition of type SmPolicyDeleteData
	Attribute name
	Data type
	Cardinality
	Description

	userLocationInformation
	UserLocationInformation (FFS)
	0..1
	The location of the served UE is camping.

	ueTimeZone
	TimeZone (FFS)
	0..1
	The time zone where the served UE is camping.


Editor's note:
More parameters may need to be added later.

*** End of Changes ***
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