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*** 1st Change ***

4.1.4
PCC rules

4.1.4.1
PCC rules definition
A PCC rule is a set of information elements enabling the detection of a service data flow and providing parameters for policy control and/or charging control.There are two different types of PCC rules as defined in 3GPP TS 23.503 [6]:

-
Dynamic PCC rules. PCC rules that are dynamically provisioned by the PCF to the SMF. These PCC rules may be either predefined or dynamically generated in the PCF. Dynamic PCC rules can be installed, modified and removed at any time.

-
Predefined PCC rules. PCC rules that are preconfigured in the SMF. Predefined PCC rules can be activated or deactivated by the PCF at any time. Predefined PCC rules within the PCF may be grouped allowing the PCF to dynamically activate a set of PCC rules.

A PCC rule consists of: 

Table 4.1.4.1-1: PCC rule information elements 

	Information name
	Description
	Category

	Rule identifier
	Uniquely identifies the PCC rule, within a PDU Session.

It is used between PCF and SMF for referencing PCC rules.
	Mandatory

	5QI
	Identifier for the authorized QoS parameters for the service data flow.
	Mandatory

	ARP
	The Allocation and Retention Priority for the service data flow consisting of the priority level, the pre-emption capability and the pre-emption vulnerability
	Mandatory

	Service Data Flow Template
	For IP PDU traffic: Either a list of service data flow filters or an application identifier that references the corresponding application detection filter for the detection of the service data flow.

For Ethernet PDU traffic: Combination of traffic patterns of the Ethernet PDU traffic.


	Mandatory

	
	Charging
	

	Charging key
	The charging system (OCS or OFCS) uses the charging key to determine the tariff to apply to the service data flow.
	Optional

	Service identifier
	The identity of the service or service component the service data flow in a rule relates to.
	Optional

	Sponsor Identifier
	An identifier, provided from the AF which identifies the Sponsor, used for sponsored flows to correlate measurements from different users for accounting purposes.
	Optional

	Application Service Provider Identifier
	An identifier, provided from the AF which identifies the Application Service Provider, used for sponsored flows to correlate measurements from different users for accounting purposes.
	Optional

	Charging method
	Indicates the required charging method for the PCC rule.

Values: online, offline or neither.
	Optional 

	Measurement method
	Indicates whether the service data flow data volume, duration, combined volume/duration or event shall be measured.

This is applicable to reporting, if the charging method is online or offline.

Note: Event based charging is only applicable to predefined PCC rules and PCC rules used for application detection filter (i.e. with an application identifier).
	Optional

	Application Function Record Information
	An identifier, provided from the AF, correlating the measurement for the Charging key/Service identifier values in this PCC rule with application level reports.
	Optional

	Service identifier level reporting
	Indicates that separate usage reports shall be generated for this Service identifier.

Values: mandated or not required
	Optional

	
	Policy control
	

	Gate status
	The gate status indicates whether the service data flow, detected by the service data flow template, may pass (Gate is open) or shall be discarded (Gate is closed).
	Optional

	QoS Notification Control (QNC)
	Indicates whether notifications are requested from 3GPP RAN when the GFBR can no longer (or again) be fulfilled for a QoS Flow during the lifetime of the QoS Flow. 
	Optional




	Reflective QoS Control 
	Indicates to apply reflective QoS for the SDF.
	Optional

	MBR (UL/DL)
	The uplink maximum bitrate authorized for the service data flow
	Optional

	GBR (UL/DL)
	The downlink maximum bitrate authorized for the service data flow
	Optional

	UL sharing indication
	Indicates resource sharing in uplink direction with service data flows having the same value in their PCC rule
	Optional

	DL sharing indication
	Indicates resource sharing in downlink direction with service data flows having the same value in their PCC rule
	Optional

	Redirect
	Redirect state of the service data flow (enabled/disabled)
	Optional

	Redirect Destination
	Controlled Address to which the service data flow is redirected when redirect is enabled
	Optional

	
	Usage Monitoring Control
	

	Monitoring key
	The PCF uses the monitoring key to group services that share a common allowed usage.
	Optional

	Indication of exclusion from session level monitoring
	Indicates that the service data flow shall be excluded from PDU Session usage monitoring
	Optional

	
	Traffic Steering Enforcement Control
	

	Traffic steering policy identifier(s)
	Reference to a pre-configured traffic steering policy at the SMF


	Optional

	Data Network Access Identifier
	Identifier of the target Data Network Access. 
	Optional

	Data Network Access Change report
	Indicates whether a notification in case of change of DNAI at addition/change/removal of the UPF is requested, as well as the destination(s) for where to provide the notification. The notification information includes the target DNAI and an indication of early and/or late notification.
	Optional




The above information is organized into a set of decision data objects as defined in subclause 4.1.4.x. The exact encoding of PCC rules is defined in subclause 5.6.2.6.
*** 2nd Change ***

4.1.4.x
Decision data definition
Decision data is a grouping of cohesive information elements describing a specific type of decision, e.g. QoS, charging, etc. While there is a number of different decision data types, they do share certain common properties. As such, decision data is organized into a class hierarchy as follows:
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Decision data can shall consist of: 
- 
an identifier;

- 
a decision data type;
- 
an activation and deactivation time;
The decision data encoding table is defined in 5.6.2.z. Decision data subtypes are defined in the following subclauses.
4.1.4.x.1
Traffic control data definition
Traffic control data defines how traffic data flows associated with a rule are treated (e.g. blocked, redirected). The traffic control data encoding table is defined in 5.6.2.z1.
Editor’s note: This subclause requires further definition.
4.1.4.x.2
QoS data definition
QoS data defines QoS parameters (e.g. bitrates) associated with a rule. The QoS data encoding table is defined in 5.6.2.7.
Editor’s note: This subclause requires further definition.
4.1.4.x.3
Charging data definition
Charging data defines charging related parameters (e.g. rating group) associated with a rule. The charging data encoding table is defined in 5.6.2.z3.
Editor’s note: This subclause requires further definition.
4.1.4.x.4
Quota data definition
Quota data defines usage monitoring information associated with a rule. The Quota data encoding table is defined in 5.6.2.z4.
Editor’s note: This subclause requires further definition.
4.1.4.x.5
Sponsoring data definition
Sponsoring data defines sponsoring related information associated with a rule (e.g. sponsor ID). The sponsoring data encoding table is defined in 5.6.2.z5.
Editor’s note: This subclause requires further definition.
*** 3rd Change ***

5.6.1
General

This subclause specifies the application data model supported by the API.

The Npcf_SMPolicyControl API allows the SMF to retrieve the session management related policy from the PCF as defined in 3GPP TS 23.503 [6].
Table 5.6.1-1 specifies the data types defined for the Npcf_SMPolicyControl service based interface protocol.

Table 5.6.1-1: Npcf_SMPolicyControl specific Data Types

	Data type
	Section defined
	Description
	Applicability

	ChargingData
	5.6.2.z2
	Contains charging related parameters. Inherits all parameters from DecisionData.
	

	DecisionData
	5.6.2.z
	A base data type containing cohesive decision data. This data type is typically only used as a parent data type for other data types such as QoSData.
	

	FlowInformation
	5.6.2.9
	Contains the flow information.
	

	FlowStatus
	5.6.3.3
	Indicates the flow status.
	

	MeteringMethod
	5.6.3.5
	Indicates the metering method.
	

	MonitoringKey
	FFS
	Contains the monitoring key.
	

	PccRule
	5.6.2.6
	Contains the PCC rule information.
	

	QoSData
	5.6.2.7
	Contains the QoS parameters.
	

	QuotaData
	5.6.2.z3
	Contains usage monitoring related control information. Inherits all parameters from DecisionData.
	

	RedirectAddressType
	5.6.3.7
	Indicates the redirect address type.
	

	RedirectInformation
	5.6.2.8
	Contains the redirect information.
	

	ReportingLevel
	5.6.3.4
	Indicates the reporting level.
	

	
	
	
	

	SmPolicyControl
	5.6.2.2
	Contains the parameters to request the SM policies and the SM policies authorized by the PCF.
	

	SmPolicyControlRequest
	5.6.2.3
	Contains the parameters to request the SM policies.
	

	SmPolicyControlPolicy
	5.6.2.4
	Contains the SM policies authorized by the PCF.
	

	SmPolicyControlNotification
	5.6.2.5
	Contains the update of the SM policies
	

	TrafficControlData
	5.6.2.z1
	Contains parameters determining how flows associated with a PCCRule are treated (blocked, redirected, etc). Inherits all parameters from DecisionData.
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	



Table 5.6.1-2 specifies data types re-used by the Npcf_SMPolicyControl service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Npcf_SMPolicyControl service based interface. 

Table 5.6.1-2: Npcf_SMPolicyControl re-used Data Types

	Data type
	Reference
	Comments
	Applicability

	Supi
	FFS3GPP TS 29.571 [11]
	The identification of the user (i.e. IMSI, NAI).
	

	Dnn
	3GPP TS 29.571 [11]
	The DNN the user is connected to.
	

	PduSessionId
	3GPP TS 29.571 [11]
	The identification of the PDU session.
	

	Link (FFS)
	3GPP TS 29.571 [11]
	
	

	AccessType
	3GPP TS 29.571 [11]
	The identification of the type of access network.
	

	RatType
	3GPP TS 29.571 [11]
	The identification of the RAT type.
	

	Ipv4Addr
	3GPP TS 29.571 [11] 
	The Ipv4 address allocated for the user.
	

	Ipv6Prefix
	3GPP TS 29.571 [11]
	The Ipv6 prefix allocated for the user.
	

	Pei
	3GPP TS 29.571 [11]
	The Identification of a Permanent Equipment.
	

	UserLocationInformation
	3GPP TS 29.571 [1]
	
	

	UeTimeZone
	3GPP TS 29.571 [11]
	
	

	NetworkId
	3GPP TS 29.571 [1]
	The identification of the Network.
	

	ChargingInformation
	3GPP TS 29.571 [11]
	
	

	Bitrate
	3GPP TS 29.571 [11]
	
	

	DefaultQoSInformation
	3GPP TS 29.571 [11]
	Identifies the information of the default QoS.
	

	AfSignallingProtocol
	FFS
	
	

	SupportedFeature
	3GPP TS 29.571 [11]
	Used to negotiate the applicability of the optional features defined in table 5.8-1.
	


Editor's note:
A parameter of the SupportedFeature type needs to be added to a suitable resource.
*** 4th Change ***

5.6.2.4
Type SmPolicyControlDecision 
Table 5.6.2.4-1: Definition of type SmPolicyControlDecision
	Attribute name
	Data type
	Cardinality
	Description

	pccRules
	map(PccRule)

	0..N
	A map of PCC Rules with the key being the PCCRule ruleId and content the PCCRule as described in subclause 5.6.2.6.

	decisionData
	Map(DecisionData)
	0..N
	A map of DecisionData keyed by DecisionData’s decisionId and content being the DecisionData as defined in 5.6.2.z or its sub-structures.  

	authorizedSessionAmbr
	BitRate (FFS)
	0..1
	Authorized Session-AMBR

	authorizedDefaultQosInformation
	defaultQosInformation (FFS)
	0..1
	Authorized default QoS information.



*** 5th Change ***

5.6.2.6
Type PccRule 

Table 5.6.2.6-1: Definition of type PccRule
	
	
	
	

	
	
	
	

	Attribute name
	Data type
	P
	Cardinality
	Description

	ruleId
	string
	M
	1
	Uniquely identifies the PCC rule, within a PDU session.

	Scope
	PolicyScope
	M
	1
	Determines the scope of the PCC rule: session, flows, application,predefined or predefined group

	Precedence
	interger
	O
	0..1
	Determines the order, in which service data flow templates consisting of service data flow filters are applied at service data flow detection at the UPF.

	decisionDataIds
	string
	C
	0..N
	A list of decision data ids (QoS, charging, etc) associated with this rule.

	activationTime
	datetime
	O
	0..1
	The time when the PCC rule shall be activated.

	deactivationTime
	datetime
	O
	0..1
	The time when the PCC rule shall be deactivated.


The ruleId attribute uniquely identifies the PCC rule within a PDU session. 
The scope object indicates the scope of the rule and whether it’s a session level PCC rule, a flow level PCC rule, an application, pre-defined or a pre‑defined group of PCC rules. When the scope applies to flows or applications, further information is provided to describe the flows or applications to which the scope applies.

5.6.2.y
Type PolicyScope

Table 5.6.2.y-1: Definition of type PolicyScope

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	type
	Enum
	M
	1
	Determines whether the scope is at the session, flow, application or is predefined. Possible values are: [session, flow, application, predefined]
	

	FFS
	
	
	
	
	


Editor’s note: It is FFS whether to handle additional data for “flow” and “application” types, new subtypes of PolicyScope are defined (e.g. FlowScope including FlowInformation and ApplicationScope including ApplicationIdentifier) or whether conditional attributes are added to PolicyScope.
5.6.2.z
Type DecisionData
Table 5.6.2.z-1: Definition of type DecisionData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	decisionId
	string
	M
	1
	Uniquely identifies the decision data within a PDU session.
	

	activationTime
	datetime
	O
	0..1
	The time when the decision data shall be activated.
	

	deactivationTime
	datetime
	O
	0..1
	The time when the decision data shall be deactivated.
	


5.6.2.z1
Type TrafficControlData

The type TrafficControlData inherits all attributes from its parent object DecisionData. In addition to the inherited attributes, the below table defines TrafficControlData specific attributes.

Table 5.6.2.z1-1: Definition of type TrafficControlData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	flowAction
	FFS
	
	
	Enum determining what action to perform on traffic. Possible values are: [enable, disable, enable_uplink, enable_downlink, redirect]
	

	FFS
	
	
	
	
	

	
	
	
	
	
	


5.6.2.z2
Type ChargingData

The type ChargingData inherits all attributes from its parent object DecisionData. In addition to the inherited attributes, the below table defines ChargingData specific attributes.

Table 5.6.2.z2-1: Definition of type ChargingData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	meteringMethod 
	
	
	
	
	

	offline
	
	
	
	
	

	online
	
	
	
	
	

	ratingGroup
	
	
	
	
	

	serviceId
	
	
	
	
	

	FFS
	
	
	
	
	


5.6.2.z3
Type QuotaData

The type QuotaData inherits all attributes from its parent object DecisionData. In addition to the inherited attributes, the below table defines QuotaData specific attributes.

Table 5.6.2.z3-1: Definition of type QuotaData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	FFS
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	


5.6.2.z4
Type SponsoringData

The type SponsoringData inherits all attributes from its parent object DecisionData. In addition to the inherited attributes, the below table defines SponsoringData specific attributes.

Table 5.6.2.z4-1: Definition of type SponsoringData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	FFS
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	


*** 6th Change ***

5.6.2.7
Type QoSData
The type QoSData inherits all attributes from its parent object DecisionData. In addition to the inherited attributes, the below table defines QoSData specific attributes.
Table 5.6.2.7-1: Definition of type QoSData
	Attribute name
	Data type
	P
	Cardinality
	Description

	5QI
	Integer
	M
	1
	Identifier for the authorized QoS parameters for the service data flow.

	maxRequestedBandwidthUl
	Bitrates
	O
	1
	Indicates the max bandwidth in uplink.

	maxRequestedBandwidthDl
	Bitrates
	O
	1
	Indicates the max bandwidth in downlink.

	guaranteed-BitrateUl
	Bitrates
	O
	1
	Indicates the guaranteed bandwidth in uplink.

	guaranteed-BitrateDL
	Bitrates
	O
	1
	Indicates the max guaranteed in downlink.

	allocation-RetentionPriority
	AllocationRetentionPriority (FFS)
	M
	1
	Indicates the allocation and retention priority.


*** End of Changes ***
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