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* * * 1st Change * * * *

4.2.2
Npcf_PolicyAuthorization_Create service operation

4.2.2.1
General

The Npcf_PolicyAuthorization_Create service operation authorizes the request from the NF service consumer, and optionally communicates with Npcf_SMPolicyControl service to determine and install the policy according to the information provided by the NF service consumer.

The Npcf_PolicyAuthorization_Create service operation creates an application session context in the PCF.

The following procedures using the Npcf_PolicyAuthorization_Create service operation are supported:

-
Initial Provisioning of service information.
-
Initial provisioning of sponsored connectivity information.

* * * 2nd Change * * * *

4.2.2.x
Initial provisioning of sponsored connectivity information
This procedure is used by an AF to indicate sponsored data connectivity when Sponsored Connectivity feature is supported.
The AF shall provide in the "AppSessionContext" data type of the HTTP POST request message described in subclause 4.2.2.2 an application service provider identity and a sponsor identity within the "aspId" attribute and "sponId" attribute. Additionally, the AF may provide an indication to the PCF of sponsored data connectivity not enabled by including the "sponStatus" attribute set to "SPONSOR_DISABLED".
Editor's note:
The support of usage monitoring of sponsored data connectivity is FFS.

When the AF indicated to enable sponsored data connectivity, and the UE is roaming in a VPLMN, the following procedures apply:
-
If the AF is located in the HPLMN, for home routed roaming case and when the operator policies do not allow accessing the sponsored data connectivity with this roaming case, the H-PCF shall reject the service request and shall indicate in the HTTP response message the cause for the rejection.
-
If the AF is located in the VPLMN, the V-PCF shall reject the service request and shall indicate in the HTTP response message the cause for the rejection.
When the AF indicated to enable sponsored data connectivity, and the UE is non-roaming or roaming with the home routed case and the operator policies allow accessing the sponsored data connectivity with this roaming case, the following procedures apply:
-
If the SMF does not support sponsored connectivity and the required reporting level for that service indicates a sponsored connectivity level according to 3GPP TS 29.512 [8], then the PCF shall reject the request and shall indicate in the HTTP response message the cause for the rejection.

-
If the SMF supports sponsored data connectivity feature or the required reporting level is different from sponsored connectivity level as described in 3GPP TS 29.512 [8], then the PCF, based on operator policies, shall check whether it is required to validate the sponsored connectivity data. If it is required, it shall perform the authorizations based on sponsored data connectivity profiles. If the authorization fails, the PCF shall indicate in the HTTP response message the cause for the rejection. The response may include a list of Application Service Providers and their applications per sponsor.
NOTE:
The PCF is not required to verify that a trust relationship exists between the operator and the sponsors.
The PCF shall reply the AF as described in subclause 4.2.2.2.

Editor's note:
Description of failure cases is FFS.
* * * 3rd Change * * * *

4.2.3
Npcf_PolicyAuthorization_Update service operation

4.2.3.1
General

The Npcf_PolicyAuthorization_Update service operation provides updated application level information from the NF service consumer and optionally communicates with the Npcf_SMPolicyControl service to determine and install the policy according to the information provided by the NF service consumer.

The Npcf_PolicyAuthorization_Update service operation updates an application session context in the PCF.

The following procedures using the Npcf_PolicyAuthorization_Update service operation are supported:

-
Modification of service information.
-
Modification of sponsored connectivity information.
* * * 4th Change * * * *

4.2.3.n
Modification of sponsored connectivity information
This procedure is used by an AF to modify sponsored data connectivity when Sponsored Connectivity feature is supported.
The AF may use HTTP PUT method or HTTP PATCH method to modify the sponsored connectivity information.
When using HTTP PUT method, the AF shall include in the body of the HTTP PUT request message described in subclause 4.2.3.2 the modified "Individual Application Session Context" resource with the new or updated sponsored information within the "aspId" and/or "sponId" and/or "sponStatus" attributes.
When using HTTP PATCH method, the AF shall include in the HTTP PATCH request message described in subclause 4.2.3.2:

-
the modification to apply to the "Individual Application Session Context" resource to provide an application service provider identity and a sponsor identity within the "aspId" attribute and "sponId" attribute, and optionally an indication of whether to enable or disable sponsored data connectivity within the "sponStatus" attribute set to the applicable value; or
-
the modification to apply to the "aspId" and/or "sponId" attributes, and/or to the "sponStatus" attribute if "sponStatus" attribute was previously provided.
If the AF requests to enable sponsored data connectivity the AF shall change the "sponStatus" attribute value to "SPONSOR_ENABLED".
If the AF requests to disable sponsored data connectivity the AF shall provide an indication to disable sponsored data connectivity to the PCF by setting the "sponStatus" attribute to "SPONSOR_DISABLED".
Editor's note:
The support of usage monitoring of sponsored data connectivity is FFS.

When the AF indicated to enable sponsored data connectivity, and the UE is roaming with the visited access case, the following procedures apply:
-
If the AF is located in the HPLMN, for home routed roming case and when operator policies do not allow accessing the sponsored data connectivity with this roaming case, the H-PCF shall reject the service request and shall indicate in the HTTP response message the cause for the rejection.

-
If the AF is located in the VPLMN, the V-PCF shall reject the service request and shall indicate in the HTTP response message the cause for the rejection.

When the AF indicated to enable sponsored data connectivity, and the UE is in the non-roaming case or roaming with the home routed case and the operator policies allow accessing the sponsored data connectivity with this roaming case, the following procedures apply:
-
If the SMF does not support sponsored connectivity and the required reporting level for that service indicates a sponsored connectivity level according to 3GPP TS 29.512 [8], then the PCF shall reject the request and shall indicate in the HTTP response message the cause for the rejection.

-
If the SMF supports sponsored data connectivity feature or the required reporting level is different from sponsored connectivity level as described in 3GPP TS 29.512 [8], then the PCF, based on operator policies, shall check whether it is required to validate the sponsored connectivity data. If it is required, it shall perform the authorizations based on sponsored data connectivity profiles. If the authorization fails, the PCF shall indicate in the HTTP response message the cause for the rejection. The response may include a list of Application Service Providers and their applications per sponsor.
NOTE:
The PCF is not required to verify that a trust relationship exists between the operator and the sponsors.
The PCF shall reply the AF as described in subclause 4.2.3.2.

Editor's note:
This text needs to be enhanced with encoding details corresponding to the PATCH modification.

Editor's note:
Description of failure cases is FFS.
* * * 5th Change * * * *

5.6.2.3
Type AppSessionContextReqData
Table 5.6.2.3-1: Definition of type AppSessionContextReqData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	AfAppId
	AfAppId
	O
	0..1
	AF application identifier.
	

	afChargId
	AfChargingId
	O
	0..1
	AF charging identifier. This information may be used for charging correlation with QoS flow.
	

	aspId
	AspId
	C
	0..1
	Application service provider identity.
	Sponsor Connectivity Feature.

	Dnn
	Dnn
	O
	0..1
	Data Network Name.
	

	medComponents
	MediaComponent
	O
	0..N
	Media Component information.
	

	sponId
	SponId
	C
	0..1
	Sponsor identity.
	Sponsor Connectivity Feature.

	sponStatus
	SponsoringStatus
	O
	0..1
	Indication of whether sponsored connectivity is enabled or disabled/not enabled.

The absence of the attribute indicates that the sponsored connectivity is enabled.
	Sponsor Connectivity Feature.

	Supi
	Supi
	O
	0..1
	Subscription Permanent Identifier.
	

	ueIpv4
	Ipv4Addr
	C
	0..1
	The IPv4 Address of the served UE.
	

	ueIpv6
	Ipv6Addr
	C
	0..1
	The IPv6 Address of the served UE.
	

	
	
	
	
	
	


Editor's note:
It is FFS the complete set of attributes and data types to be supported by the AppSessionContextReqData data type.

* * * 6th Change * * * *

5.6.3
Simple data types and enumerations


5.6.3.1
Introduction

This subclause defines simple data types and enumerations that can be referenced from data structures defined in the previous subclauses.

5.6.3.2
Simple data types

The simple data types defined in table 5.6.3.2-1 shall be supported.

Table 5.6.3.2-1: Simple data types

	Type Name
	Type Definition
	Description
	Applicability

	AspId
	string
	Contains an identity of an application service provider.
	Sponsored Connectivity Feature.

	SponId
	string
	Contains an identity of an sponsor.
	Sponsor Connectivity Feature.


* * * 7th Change * * * *

5.6.3.n
Enumeration: SponsoringStatus
The enumeration "SponsoringStatus" represents whether the the sponsored data connectivity is enabled or disabled/not-enabled.
Table 5.6.3.n-1: Enumeration SponsoringStatus
	Enumeration value
	Description
	Applicability

	SPONSOR_DISABLED
	Sponsored data connectivity is disabled or not enabled.
	Sponsored Connectivity Feature.

	SPONSOR_ENABLED
	Sponsored data connectivity is enabled.
	Sponsored Connectivity Feature.


* * * 8th Change * * * *

5.8
Feature negotiation

The optional features in table 5.8-1 are defined for the Npcf_PolicyAuthorization API. They shall be negotiated using the extensibility mechanism defined in subclause 6.6 of 3GPP TS 29.500 [5].
Table 5.8-1: Supported Features
	Feature number
	Feature Name
	Description

	FFS
	Sponsored Connectivity
	Indicates support of sponsored data connectivity. If the PCF supports this feature, the AF may provide sponsored data connectivity to the SUPI.


Editor's note:
The feature number and feature name for sponsored data connectivity is FFS.

* * * End of Changes * * * *
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