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change:

	The resource structure for the Npcf_PolicyAuthorization exposes the event information as a subresource
//{apiRoot}/npcf-policyauthorization/v1/{appSessionId}/events-subscription

enabling CRUD operations on the information related to events independently of the operations on the service information (media component information).
However, for efficiency purposes, it has been introduced the possibility to handle both types of information, events and service requirements, simultaneously within the same operations, and thus, making possible to create, update, read and delete both, an individual application session context resource and an events subscription resource with an HTTP request. 

The data corresponding to both resources is then composed in the same JSON document in the corresponding HTTP messages. 
In this context, it is not necessary to keep two separate resources. 

The independent manipulation of event subscription information and service information can be achieved using PATCH on a consolidated resource, with the advantage that the service producer does not need to maintain additional subresources with the extra logic to handle additional HTTP interfaces. 
Therefore, it is recommended:

·  to handle both, service information and events subscription data within the Individual Application Session Context resource;
·  to use PATCH for partial resource modifications; and

·  to use PUT for modifications of the complete resource.
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	Inefficient resource structure for the Npcf_PolicyAuthorization API .
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Proposed changes:
* * * 1st Change * * * *

5.3.1
Resource Structure
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Figure 5.3.1-1: Resource URI structure of the Npcf_PolicyAuthorization API



Table 5.3.1-1 provides an overview of the resources and applicable HTTP methods.

Table 5.3.1-1: Resources and methods overview

	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	Application Sessions
	//{apiRoot}/
npcf-policyauthorization/v1
/app-sessions
	POST
	Npcf_PolicyAuthorization_Create. Creates a new Individual Application Session Context resource.

	Individual Application Session Context
	//{apiRoot}/
npcf-policyauthorization/v1
/app-sessions/{appSessionId}
	PUT
	Npcf_PolicyAuthorization_Update. Updates an existing Individual Application Session Context resource.

	
	
	PATCH
	Npcf_PolicyAuthorization_Update. Updates an existing Individual Application Session Context resource.

	
	
	DELETE

(FFS)
	Npcf_PolicyAuthorization_Delete. Deletes an existing Individual Application Session Context resource.

	
	
	GET
	Reads an existing Individual Application Session Context resource.

	
	
	

	

	
	
	

	

	
	
	

	




Editor's note:
It is FFS whether DELETE can be used to delete an existing Individual Application Session Context resource or if a custom operation is required instead.
* * * 2nd Change * * * *

5.3.3.3.X
PATCH
This method shall support the URI query parameters specified in table 5.3.3.3.X-1.

Table 5.3.3.3.X-1: URI query parameters supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 5.3.3.3.X-2 and the response data structures and response codes specified in table 5.3.3.3.X-3.

Table 5.3.3.3.X-2: Data structures supported by the PATCH Request Body on this resource

	Data type
	P
	Cardinality
	Description

	AppSessionContextUpdateData
	M
	1
	Contains the modification(s) to apply to the Individual Application Session Context resource.


Table 5.3.3.3.X-3: Data structures supported by the PATCH Response Body on this resource

	Data type
	P
	Cardinality
	Response codes
	Description

	AppSessionContext
	M
	1
	200 OK
	Successful case.

The Individual Application Session Context resource was modified and a representation of that resource is returned.

	n/a
	
	
	204 No content
	Successful case.

The Individual Application session context resource was modified.


Editor's note:
Error responses need to be added.

* * * 3rd Change * * * *

5.6.1
General

This subclause specifies the application data model supported by the API.

Table 5.6.1-1 specifies the data types defined for the Npcf_PolicyAuthorization service based interface protocol.

Table 5.6.1-1: Npcf_PolicyAuthorization specific Data Types

	Data type
	Section defined
	Description
	Applicability

	AppSessionContext
	5.6.2.2
	Represents an Individual Application Session Context resource.
	

	AppSessionContextUpdateData (FFS)
	5.6.2.x
	Describes the modifications to an Individual Application Session Context resource
	


Table 5.6.1-2 specifies data types re-used by the Npcf_PolicyAuthorization service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Npcf_PolicyAuthorization service based interface.

Table 5.6.1-2: Npcf_PolicyAuthorization re-used Data Types

	Data type
	Reference
	Comments
	Applicability

	Dnn
	3GPP TS 29.571 [12]
	
	

	Ipv4Addr
	3GPP TS 29.571 [12]
	
	

	Ipv6Addr
	3GPP TS 29.571 [12]
	
	

	Supi
	3GPP TS 29.571 [12]
	
	

	SupportedFeature
	3GPP TS 29.571 [12]
	Used to negotiate the applicability of the optional features defined in table 5.8-1.
	


Editor's note:
A parameter of the SupportedFeature type needs to be added to a suitable resource.
Editor's note:
It is FFS the complete set of data types (defined for the API and re-used by the API) to be supported.

* * * 4th Change * * * *

5.6.2.x
Type AppSessionContextUpdateData

Table 5.6.2.x-1: Definition of type AppSessionContextUpdateData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	
	
	
	
	
	

	
	
	
	
	
	


Editor's note:
It is FFS the complete set of attributes and data types to be supported by the AppSessionContextUpdateData data type.

* * * End of Changes * * * *
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