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*** 1st Change ***

5.4.2.3
Encoding Proposal 1: RESTful HTTP with Policy as PCF resource and custom operation to update policy at AMF
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Figure 5.4.2.3-1: Proposed Resource URI structure of the Npcf_AMPolicyControl API

Table 5.4.2.3-1: Proposed resources and methods overview for the Npcf_AMPolicyControl service

	Resource name
	Resource URI
	HTTP method
	Request body
	Successful response body
	Meaning

	AM Policies
	{apiRoot}/
npcf-am-policy-control/
v1/policies/
	POST
	NpcfAMPolicyControlRequest
	NpcfAMPolicyControl
	Create a new Individual AM Policy resource for a supi supplied by the AMF.

	Individual AM Policy
	{apiRoot}
/npcf-am-policy-control/
v1/policies/
{policyId}
	PUT
(FFS)
	NpcfAMPolicyControlRequest
	NpcfAMPolicyControl
	Update an existing Individual AM Policy resource for a supi supplied by the AMF.

	
	
	PATCH
(FFS)
	FFS
	FFS
	Update an existing Individual AM Policy resource for a supi supplied by the AMF.

	
	
	GET

(FFS)
	none
	NpcfAMPolicyControl
	Read the Individual AM Policy resource for a supi supplied by the AMF.

	
	
	DELETE
	none
	none
	Delete the Individual AM Policy resource for a supi supplied by the AMF.


Editor's note:
It is also FFS whether to use different data types in the bodies of the related request and response.
Editor's note:
It is FFS whether PUT/PATCH methods and the related GET method are required to cover possible resource updates requested by the AMF invoking Npcf_AMPolicyControl_Get service operation.

Editor's note:
It is FFS if further changes are required in the resource structure.
Table 5.4.2.3-2: Proposed methods overview for the Npcf_AMPolicyControl_UpdateNotify service operation

	Resource name
	URI
	HTTP method
	Request body
	Successful response body
	Meaning

	AM Policy Notification
	{notificationURI}
	POST
	Npcf_AMPolicyControlNotification
	none
	Notify the AMF about updated policies.


Editor's note:
The HTTP method and body for notifications are still FFS. An efficient encoding of partial Notifications is also FFS.
Table 5.4.2.3-3: Proposed type NpcfAMPolicyControl

	Attribute name
	Data type
	Cardinality
	Description

	request
	Npcf_AMPolicyControlRequest
	1
	

	policy
	Npcf_AMPolicyControlPolicy
	1
	


Table 5.4.2.3-4: Proposed type NpcfAMPolicyControlRequest

	Attribute name
	Data type
	Cardinality
	Description

	supi
	Supi (FFS)
	1
	Subscription Permanent Identifier

	notificationURI
	Uri (FFS)
	0..1
	Identifies the recipient of Notifications sent by the PCF.

	gpsi
	Gpsi (FFS)
	0..1
	Generic Public Subscription Identifier

	accessType
	AccessType
	0..1
	The Access Type where the served UE is camping.

	ratType
	RatType (FFS)
	0..1
	The RAT Type where the served UE is camping.

	servingNetwork
	NetworkId (FFS)
	0..1
	The serving network where the served UE is camping.

	userLocationInformation
	UserLocationInformation (FFS)
	0..1
	The location of the served UE is camping.

	ueTimeZone
	TimeZone (FFS)
	0..1
	The time zone where the served UE is camping.

	permanentEquipmentIdentifier
	PermanentEquipmentIdentifier (FFS)
	0..1
	The Permanent Equipment Identifier of the served UE.

	serviceAreaRestriction
	ServiceAreaRestriction
	0..1
	Service Area Restriction


NOTE 1:
The Supi, Uri, RatType, AccessType, NetworkId, UserLocationInformation, TimeZone, and PermanentEquipmentIdentifier Data Types should be specified as common data types applicable for multiple APIs.

Table 5.4.2.3-5: Proposed type Npcf_AMPolicyControlNotification

	Attribute name
	Data type
	Cardinality
	Description

	supi
	Supi (FFS)
	1
	Subscription Permanent Identifier

	uePolicy
	UePolicy
	0..1
	UE policy (see subclause 5.8).

	amfAccessAndMobilityManagementControlPolicy
	AmfAccessAndMobilityManagementControlPolicy
	0..1
	AMF Access and Mobility Management Control Policy (see subclause 5.6).


Table 5.4.2.3-6: Proposed type Npcf_AMPolicyControlPolicy

	Attribute name
	Data type
	Cardinality
	Description

	uePolicy
	UePolicy
	0..1
	UE policy (see subclause 5.8).

	amfAccessAndMobilityManagementControlPolicy
	AmfAccessAndMobilityManagementControlPolicy
	0..1
	AMF Access and Mobility Management Control Policy (see subclause 5.6).


Table 5.4.2.3-7: Proposed type UePolicy

	Attribute name
	Data type
	Cardinality
	Description

	accessNetworkDiscoverySelectionPolicy
	FFS
	0..1
	

	urspRules
	UrspRule
	0..N
	UE Route Selection Policy (URSP) rules


Table 5.4.2.3-8: Proposed type UrspRule

	Attribute name
	Data type
	Cardinality
	Description

	trafficFilter
	TrafficFilter (FFS)
	0..1
	Traffic Filter Information. (NOTE)

	applicationIdentifier
	ApplicationIdentifier (FFS)
	0..1
	Application Identifier (NOTE)

	nonSeamlessOffloadRules
	NonSeamlessOffloadRule
	0..N
	Non-seamless Offload Rules (more than one rule allowed, one per Non-3GPP access type).

	slices
	SliceInfo
	0..N
	Describes the network slices that matching traffic is allowed to use. More than one instance allowed, provided in priority order.

	continuityTypes
	ContinuityType
	0..3
	Describes the required SSC mode(s) as defined in see subclause 5.6.9.2 of 3GPP TS 23.501 [2] for matching traffic. More than one instance allowed, provided in priority order.

	dnns
	Dnn (FFS)
	0..N
	The required DNN(s) for the matching traffic (more than one instance allowed, provided in priority order).

	accessType
	AccessType
	1..2
	Indicates the type of access (3GPP or non-3GPP) on which the PDU session should be established for the matching traffic. More than one instance allowed, provided in priority order.

	NOTE:
Either trafficFilter or applicationIdentifier shall be included.


NOTE 2:
The TrafficFilter, ApplicationIdentifier, Dnn, ContinuityType and AccessType Data Types should be specified as common data types applicable for multiple APIs.

Editor's note:
The data type TrafficFilter is FFS. If uplink and downlink filters cannot be included together in one instance, the cardinality of trafficFilter needs to be adjusted to "0..2".

Table 5.4.2.3-9: Proposed type NonSeamlessOffloadRule

	Attribute name
	Data type
	Cardinality
	Description

	trafficTreatment
	TrafficTreatment
	0..1
	Indicated whether matching traffic is Prohibited, Preferred, or Permitted to be offloaded.

	non3gppAccessType
	Non3gppAccessType (FFS)
	0..1
	Optional parameter to indicate the Non-3GPP access network type for which the traffic treatment applies.


Table 5.4.2.3-10: Proposed Enumeration TrafficTreatment

	Enumeration value
	Description

	PROHIBITED
	Matching traffic is Prohibited to be offloaded.

	PREFERRED
	Matching traffic is Preferred, to be offloaded.

	PERMITTED
	Matching traffic is Permitted to be offloaded.


Table 5.4.2.3-11: Proposed type SliceInfo

	Attribute name
	Data type
	Cardinality
	Description

	sliceType
	integer
	1
	Indicates expected Network Slice behaviour in terms of features and services. Standardised values are "1" for enhanced Mobile Broadband (eMBB), "2" for ultra-reliable low latency communications (URLLC), and "3" for massive IoT (MIoT), but non-standard values can also be used.

	slice Differentiator
	FFS
	0..1
	Optional parameter that complements the Slice/Service type(s) to allow further differentiation for selecting a Network Slice instance from the potentially multiple Network Slice instances that all comply with the indicated Slice/Service type.


NOTE 3:
The SliceInfo Type should be specified as common data type applicable for multiple APIs.

Table 5.4.2.3-12: Proposed Enumeration ContinuityType

	Enumeration value
	Description

	SSC_MODE_1
	As defined in subclause 5.6.9.2 of 3GPP TS 23.501 [2].

	SSC_MODE_2
	As defined in subclause 5.6.9.2 of 3GPP TS 23.501 [2].

	SSC_MODE_3
	As defined in subclause 5.6.9.2 of 3GPP TS 23.501 [2].


Table 5.4.2.3-13: Proposed Enumeration AccessType

	Enumeration value
	Description

	3GPP_ACCESS
	

	NON_3GPP_ACCESS
	


NOTE 4:
The Enumeration AccessType should be specified as common data type applicable for multiple APIs.

Table 5.4.2.3-14: Proposed type AmfAccessAndMobilityManagementControlPolicy

	Attribute name
	Data type
	Cardinality
	Description

	serviceAreaRestriction
	ServiceAreaRestriction
	0..1
	Service Area Restriction Policy

	rfspIndex
	UInteger (FFS)
	0..1
	RAT/Frequency Selection Priority Index
Note: Is encoded as unsigned integer with 256 values in LTE.


Table 5.4.2.3-15: Proposed type ServiceAreaRestriction

	Attribute name
	Data type
	Cardinality
	Description

	allowedTais
	Tai (FFS)
	0..N
	A list of allowed Tracking Area Identities. (NOTE 2)

	notAllowedTais
	Tai (FFS)
	0..N
	A list of not allowed Tracking Area Identities. (NOTE 2)

	allowedTaNumber
	UInteger (FFS)
	0..1
	The maximum number of allowed TAs within a list of allowed TAs defined in the AMF. Default is 0. (NOTE 1, NOTE 2)

	unlimitedAllowedTa
	Boolean
	0..1
	Indicates whether all of the allowed TAs within a list of allowed TAs defined in the AMF are allowed. Default is "FALSE". (NOTE 1, NOTE 2)

	NOTE 1:
If unlimitedAllowedTa with value "TRUE" is provided, this overrides any value of allowedTaNumber including the default "0".

NOTE 2:
AllowedTais may be provided in combination with allowedTaNumber or unlimitedAllowedTa. However, notAllowedTAIs shall not be provided in combination with allowedTais, allowedTaNumber or unlimitedAllowedTa with value "TRUE".


NOTE 5:
The UInteger data type (for unsigned integer) and the Tai (for tracking area identity) should be specified as common data type applicable for multiple APIs.

*** 2nd Change ***

5.4.2.4
Encoding Proposal 2: RESTful HTTP with Policy as AMF resource


[image: image3.emf]{apiRoot}/

npcf-am-policy-control/v1

/subscriptions

/{subscriptionId}


Figure 5.4.2.4-1: Proposed Resource URI structure of the Npcf_AMPolicyControl API

Table 5.4.2.4-1: Proposed resources and methods overview for the Npcf_AMPolicyControl service

	Resource name
	Resource URI
	HTTP method
	Request body
	Successful response body
	Meaning

	AM Policies Subscription
	{apiRoot}/
npcf-am-policy-control/
v1/subscriptions
	POST
	NpcfAMPolicyControlSubscription
	NpcfAMPolicyControl
	Create a new Individual AM Subscription resource for a SUPI supplied by the AMF.

	Individual AM Policy Subscription
	{apiRoot}
/npcf-am-policy-control/
v1/subscriptions/
{subscriptionId}
	PUT
(FFS)
	Npcf_AMPolicyControlSubscription
	Npcf_AMPolicyControSubscription
	Update an existing Individual AM Policy resource for a SUPI supplied by the AMF.

	
	
	PATCH
(FFS)
	FFS
	FFS
	Update an existing Individual AM Policy resource for a SUPI supplied by the AMF.

	
	
	GET
	none
	Npcf_AMPolicyControlSubscription
	Read the Individual AM Policy resource for a SUPI supplied by the AMF.

	
	
	DELETE
	none
	none
	Delete the Individual AM Policy resource for a SUPI supplied by the AMF.



Stage 2 requires that Policy information can be provided both as response to a Npcf_AMPolicyControl_Get, and as Npcf_AMPolicyControl_UpdateNotify request. The information can be quite extensive and includes a possibly high number of USRP rules. Some related issues are:

-
How to achieve maximum communality in the implementation of Npcf_AMPolicyControl_Get and Npcf_AMPolicyControl_UpdateNotify?

-
How to enable an effective update for both cases?

The service consumer subscribes to policies by supplying the Individual AM Policy Subscription resource including the notificationURI. The PCF does not return policies in the HTTP response to that subscription. The PCF rather immediately sends an HTTP request towards notificationURI to create or update the policy resource at the service consumer (AMF) as depicted in figure 5.4.2.4-2 and described in table 5.4.2.4-2.
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Figure 5.4.2.4-2: Proposed Resource URI structure for resources at the service consumer (AMF) for the Npcf_AMPolicyControl API

Editor's note:
It is FFS whether to introduce resources between the {notificationURI} and the AM Policy that enable the PCF (e.g. for restoration purposes) to read the installed policies for several subscribers. The URI structure could then for instance be {notificationURI}/{sessionID}/policies.
Table 5.4.2.4-2: Proposed resources and methods overview for resources at the service consumer (AMF) of the Npcf_AMPolicyControl service 

	Resource name
	URI
	HTTP method
	Request body
	Successful response body
	Meaning

	AM Policy
	{notificationURI}/
policy
	PUT
	Npcf_AMPolicyControlPolicy
	FFS
	Install new AM policy or replace existing AM policy at the service consumer.

	
	
	PATCH
	FFS
	FFS
	Update existing AM policy at the service consumer.

	
	
	GET
	-
	Npcf_AMPolicyControlPolicy
	Read existing AM policy.

	
	
	DELETE

(FFS, NOTE)
	-
	-
	Delete existing AM policy at the service consumer.

	UE Policy
	{notificationURI}/
policy/
ue-policy
	PUT
	UePolicy
	FFS
	Install new UE policy or replace existing UE policy at the service consumer.

	
	
	PATCH
	FFS
	FFS
	Update existing UE policy at the service consumer.

	
	
	GET
	-
	UePolicy
	Read existing UE policy.

	
	
	DELETE
	-
	-
	Delete existing UE policy at the service consumer.

	URSP Rules
	{notificationURI}/
policy/
ue-policy/
ursp-rules
	PUT
	1..N
UrspRule
	FFS
	Install new URSP Rules or replace existing URSP Rules at the service consumer.

	
	
	PATCH
	FFS
	FFS
	Update existing URSP rules at the service consumer.

	
	
	GET
	-
	1..N
UrspRule
	Read existing URSP rules.

	
	
	DELETE
	-
	-
	Delete existing URSP rules at the service consumer.

	Individual URSP Rule
	{notificationURI}/
policy/
ue-policy/
ursp-rules/
{urspRuleId}
	PUT
	UrspRule
	FFS
	Install new URSP rule or replace existing URSP rule at the service consumer.

	
	
	PATCH
	FFS
	FFS
	Update existing URSP rule at the service consumer.

	
	
	GET
	-
	UrspRule
	Read existing URSP rule.

	
	
	DELETE
	-
	-
	Delete existing URSP rule at the service consumer.

	AMF Access and Mobility ManagementControl Policy
	{notificationURI}/
amf-policy
	PUT
	AmfAccessAndMobilityManagementControlPolicy
	FFS
	Install new or replace existing AMF Access and Mobility ManagementControl Policy at the service consumer.

	
	
	PATCH
	FFS
	FFS
	Update existing AMF Access and Mobility ManagementControl Policy at the service consumer.

	
	
	GET
	-
	AmfAccessAndMobilityManagementControlPolicy
	Read existing AMF Access and Mobility ManagementControl Policy.

	
	
	DELETE
	-
	-
	Delete existing AMF Access and Mobility ManagementControl Policy at the service consumer.

	NOTE:
If the SMF deletes the Individual SM PDUSessioPolicy Subscription resource, the corresponding SM Policies resource is also deleted in the SMF without a DELTE request from the PCF


Table 5.4.2.4-3: Proposed type Npcf_AMPolicyControlSubscription

	Attribute name
	Data type
	Cardinality
	Description

	supi
	Supi (FFS)
	1
	Subscription Permanent Identifier

	notificationURI
	Uri (FFS)
	1
	Identifies the recipient of Notifications sent by the PCF.

	gpsi
	Gpsi (FFS)
	0..1
	Generic Public Subscription Identifier

	accessType
	AccessType
	0..1
	The Access Type where the served UE is camping.

	ratType
	RatType (FFS)
	0..1
	The RAT Type where the served UE is camping.

	servingNetwork
	NetworkId (FFS)
	0..1
	The serving network where the served UE is camping.

	userLocationInformation
	UserLocationInformation (FFS)
	0..1
	The location of the served UE is camping.

	ueTimeZone
	TimeZone (FFS)
	0..1
	The time zone where the served UE is camping.

	permanentEquipmentIdentifier
	PermanentEquipmentIdentifier (FFS)
	0..1
	The Permanent Equipment Identifier of the served UE.

	serviceAreaRestriction
	ServiceAreaRestriction
	0..1
	Service Area Restriction


NOTE 1:
The Supi, Uri, Gpsi, AccessType, RatType, NetworkId, UserLocationInformation, TimeZone, and PermanentEquipmentIdentifier Data Types should be specified as common data types applicable for multiple APIs.

Table 5.4.2.4-4: Proposed type Npcf_AMPolicyControlPolicy

	Attribute name
	Data type
	Cardinality
	Description

	supi
	Supi (FFS)
	1
	Subscription Permanent Identifier

	uePolicy
	UePolicy
	0..1
	UE policy (see subclause 5.8).

	amfAccessAndMobilityManagementControlPolicy
	AmfAccessAndMobilityManagementControlPolicy
	0..1
	AMF Access and Mobility Management Control Policy (see subclause 5.6).


Table 5.4.2.4-5: Proposed type UePolicy

	Attribute name
	Data type
	Cardinality
	Description

	accessNetworkDiscoverySelectionPolicy
	FFS
	0..1
	

	urspRules
	UrspRule
	0..N
	UE Route Selection Policy (URSP) rules


Table 5.4.2.4-6: Proposed type UrspRule

	Attribute name
	Data type
	Cardinality
	Description

	urspRuleId
	UrspRuleId
	1
	

	trafficFilter
	TrafficFilter (FFS)
	0..1
	Traffic Filter Information. (NOTE)

	applicationIdentifier
	ApplicationIdentifier (FFS)
	0..1
	Application Identifier (NOTE)

	nonSeamlessOffloadRules
	NonSeamlessOffloadRule
	0..N
	Non-seamless Offload Rules (more than one rule allowed, one per Non-3GPP access type).

	slices
	SliceInfo
	0..N
	Describes the network slices that matching traffic is allowed to use.

	continuityTypes
	ContinuityType
	0..3
	Describes the required SSC mode(s) as defined in see subclause 5.6.9.2 of 3GPP TS 23.501 [2] for matching traffic. More than one instance allowed, provided in priority order.

	dnns
	Dnn (FFS)
	0..N
	The required DNN(s) for the matching traffic (more than one instance allowed, provided in priority order).

	accessType
	AccessType
	1..2
	Indicates the type of access (3GPP or non-3GPP) on which the PDU session should be established for the matching traffic. More than one instance allowed, provided in priority order.

	NOTE:
Either trafficFilter or applicationIdentifier shall be included.


NOTE 2:
The TrafficFilter, ApplicationIdentifier, Dnn and AccessType Data Types should be specified as common data types applicable for multiple APIs.

Editor's note:
The data type TrafficFilter is FFS. If uplink and downlink filters cannot be included together in one instance, the cardinality of trafficFilter needs to be adjusted to "0..2".

Table 5.4.2.4-7: Proposed type NonSeamlessOffloadRule

	Attribute name
	Data type
	Cardinality
	Description

	trafficTreatment
	TrafficTreatment
	0..1
	Indicated whether matching traffic is Prohibited, Preferred, or Permitted to be offloaded.

	non3gppAccessType
	Non3gppAccessType (FFS)
	0..1
	Optional parameter to indicate the Non-3GPP access network type for which the traffic treatment applies.


Table 5.4.2.4-8: Proposed Enumeration TrafficTreatment

	Enumeration value
	Description

	PROHIBITED
	Matching traffic is Prohibited to be offloaded.

	PREFERRED
	Matching traffic is Preferred, to be offloaded.

	PERMITTED
	Matching traffic is Permitted to be offloaded.


Table 5.4.2.4-9: Proposed type SliceInfo

	Attribute name
	Data type
	Cardinality
	Description

	sliceType
	integer
	1
	Indicates expected Network Slice behaviour in terms of features and services. Standardised values are "1" for enhanced Mobile Broadband (eMBB), "2" for ultra-reliable low latency communications (URLLC), and "3" for massive IoT (MIoT), but non-standard values can also be used.

	sliceDifferentiator
	FFS
	0..1
	Optional parameter that complements the Slice/Service type(s) to allow further differentiation for selecting a Network Slice instance from the potentially multiple Network Slice instances that all comply with the indicated Slice/Service type.


NOTE 3:
The SliceInfo Type should be specified as common data type applicable for multiple APIs.

Table 5.4.2.4-10: Proposed Enumeration ContinuityType

	Enumeration value
	Description

	SSC_MODE_1
	As defined in subclause 5.6.9.2 of 3GPP TS 23.501 [2].

	SSC_MODE_2
	As defined in subclause 5.6.9.2 of 3GPP TS 23.501 [2].

	SSC_MODE_3
	As defined in subclause 5.6.9.2 of 3GPP TS 23.501 [2].


Editor's note:
It is FFS if the ContinuityType Enumeration Types should be specified as common data type applicable for multiple APIs

Table 5.4.2.4-11: Proposed Enumeration AccessType

	Enumeration value
	Description

	3GPP_ACCESS
	

	NON_3GPP_ACCESS
	


NOTE 4:
The Enumeration AccessType should be specified as common data type applicable for multiple APIs.

Table 5.4.2.4-12: Proposed type AmfAccessAndMobilityManagementControlPolicy

	Attribute name
	Data type
	Cardinality
	Description

	serviceAreaRestriction
	ServiceAreaRestriction
	0..1
	Service Area Restriction Policy

	rfspIndex
	UInteger (FFS)
	0..1
	RAT/Frequency Selection Priority Index
Note: Is encoded as unsigned integer with 256 values in LTE.


Table 5.4.2.4-13: Proposed type ServiceAreaRestriction

	Attribute name
	Data type
	Cardinality
	Description

	allowedTais
	Tai (FFS)
	0..N
	A list of allowed Tracking Area Identities. (NOTE 2)

	notAllowedTais
	Tai (FFS)
	0..N
	A list of not allowed Tracking Area Identities. (NOTE 2)

	allowedTaNumber
	UInteger (FFS)
	0..1
	The maximum number of allowed TAs within a list of allowed TAs defined in the AMF. Default is 0. (NOTE 1, NOTE 2)

	unlimitedAllowedTa
	Boolean
	0..1
	Indicates whether all of the allowed TAs within a list of allowed TAs defined in the AMF are allowed. Default is "FALSE". (NOTE 1, NOTE 2)

	NOTE 1:
If unlimitedAllowedTa with value "TRUE" is provided, this overrides any value of allowedTaNumber including the default "0".

NOTE 2:
AllowedTais may be provided in combination with allowedTaNumber or unlimitedAllowedTa. However, notAllowedTAIs shall not be provided in combination with allowedTais, allowedTaNumber or unlimitedAllowedTa with value "TRUE".


NOTE 5:
The UInteger data type (for unsigned integer) and the Tai (for tracking area identity) should be specified as common data type applicable for multiple APIs.

*** End of Changes ***
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