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Discussion
At the previous CT3 meeting, Tdoc C3-176371 exlored three options to align the procedure to create resources (POST) with REST common practice:
· Solution 1: Remove the TLTRI from HTTP requests. TLTRI continues to be used as resource identifier and resources are created via POST (i.e. server chooses TLTRI).

· Solution 2: The client selects the TLTRI and uses HTTP PUT to create resources. TLTRI continues to be used as resource identifier. 

· Solution 3: The TLTRI is no longer used as resource identifier. Resources are created via HTTP POST and the server allocates an idependent resource identifier. The TLTRI is exchanged as part of the resource representation within HTTP request bodies (CallbackData in subscription Creation request or ClientCorelatorData in other type of request). 
· There was preference for Solution 3, and it was suggested to allow the client to omit the TLTRI if not needed by the implementation.
Note that also CT4 has discussed a related topic. It was made clear that there are two patterns for resource creation in REST:

1) Creation by PUT ("Store" archetype): The client determines the full URI of the created resource (including any identifiers). The client passes the URI of the resource to be created, plus the body parameters in a PUT request

2) Creation by POST ("Collection" archetype): The server determines the identifier of a resource to be created, and appends it to the URI of the parent resource (the collection). The client passes the URI of the collection resource, plus the body parameters in a POST request.

Tdoc C3-176375 has introduced an editor's note to pinpoint the issue.

The present pCR proposes a resolution for this Editor's note, as follows:

· Each resource that is created at the server contains in its URI a server-created resource identifier, instead of the TLTRI.

· This URI is mentioned in the procedures. We are doing a REST design, and one basic principle is "Give everything a URI". So the URI identifies a resource.

· The TLTRI is a kind of "client correlator" (chosen by the client for correlation purposes). It can still present in the representation of the created resource, if it was passed by the client in the resource creation payload body. The client may pass TLTRI. If passed, the server shall put it in the resource and return it in all responses that return a representation of the resource. 

· Same pattern is applied for TTRI in NIDD API. There is another Tdoc (180136) dealing with TTRI in all other APIs.

· Some ENs are added where inconsistencies are detected or questions occur that are not related to the main purpose of the present pCR.
Proposed Changes
*** Change 1 ***

4.4
Procedures over T8 reference point
Editor's note: More procedures may need to be defined if they were defined in stage 2.

4.4.1
Introduction
All procedures that operate across the T8 reference point, as specified in 3GPP TS 23.682 [2], are specified in the following subclauses.
4.4.2
Monitoring Procedures

4.4.2.1
General
These procedures are used by an SCS/AS to perform monitoring event configuration via the T8 interface. The SCEF uses the monitoring procedures to report the monitoring events that are detected by the MME/SGSN, HSS or PCRF. These procedures can also be used by the SCEF towards the SCS/AS to indicate the removal of a previously configured monitoring request.

4.4.2.2
Monitoring Events Configuration
In order to subscribe a new monitoring event configuration, the SCS/AS shall send an HTTP POST message to the SCEF. The body of the HTTP POST message shall include SCS/AS Identifier, TTRI, Monitoring Type and may include TLTRI, External Identifier(s) or MSISDN(s) or External Group ID, Maximum Number of Reports, Monitoring Duration, T8 Destination Address and Group Reporting Guard Time, wherein, the External Identifier or MSISDN indicates the subscription for an individual UE and the External Group ID indicates a group of UEs. Besides, the body of the HTTP request message:

-
may include Maximum detection time to allow the SCS/AS after which to be informed that the UE is no longer reachable if the Monitoring type is for Loss of connectivity; 
-
shall include Reachability type and may include Maximum Latency, Maximum Response Time, Suggested Number of Reports and Idle Status Indication if the Monitoring type is for UE reachability; 
-
shall include Location type and may include accuracy and Minimum Reporting Interval if the monitoring type is for Location Reporting; 
-
shall include Association type if the monitoring type is for Change of IMSI-IMEI(SV) Assocation;
-
may include PLMN information if the monitoring is for Roaming Status;
-
may include Idle Status Indication if the monitoring is for Avaliability after DDN failure;

-
shall include Location type and Geographic Area if the monitoring is for Number of UEs in a geographic area.
The corresponding parameters are as defined in the MonitoringEventSubscription type in Table 5.3.2.1.2-1.

Upon receipt of the HTTP POST message, if the SCS/AS is authorized to perform the request, the SCEF shall store the above parameters and 

-
may assign an SCEF Reference ID according to the received TLTRI; and based on operator policies, shall

-
check the values of the Maximum Latency, Maximum Response Time or the Suggested number of downlink packets within the allowed range according to the SLA and whether the Idle Status Indication is included for UE reachability event; 
-
map the accuracy into permissible granularity for location reporting event; 
-
map the Geographic area into a list of cells, eNodeBs and/or RAI(s)/TAI(s) and derive the corresponding MME(s)/SGSN(s), for number of UEs present in a geographic area event.
The SCEF shall create a new resource which represents the monitoring event subscription, addressed by a URI as defined in 5.3.3.3.2 that contains the SCS/AS identifier and an SCEF-created subscription identifier, and shall respond to the SCS/AS with a 201 Created message, including a Location header field containing the URI for the created resource and the trigger. The SCS/AS shall use the URI received in the Location header in subsequent requests to the SCEF to refer to this device triggering transaction.
The SCEF shall offer the monitoring event configuration to the HSS, the MME/SGSN or the PCRF, which are defined in subclauses 4.4.2.2.1, 4.4.2.2.2 and 4.4.2.2.3.
In order to delete a previously configured monitoring event subscription at the SCEF, the SCS/AS shall send an HTTP DELETE message to the SCEF, using the URI received in the response to the request that has created the device triggering transaction resource. Subsequently, the SCEF shall offer the monitoring event deletion request to the HSS or MME/SGSN which are defined in subclauses 4.4.2.2.1 and 4.4.2.2.2, and return a success or error response.
Editor's note:
More detailed procedures will be specified later.
4.4.2.2.1
Monitoring Events Configuration via HSS
The procedure in the present subclause applies for the subscription to the following monitoring events: Loss of connectivity, UE reachability, Location Reporting, Change of IMSI-IMEI(SV) Association, Roaming Status, Communication Failure and Availability after DNN Failure. 

If operator policies indicate that the monitoring is performed via HSS, the SCEF shall send a Configuration Information Request message to the HSS via S6t as specified in 3GPP TS 29.336 [11] to subscribe a new monitoring event configuration at the HSS upon receipt of the HTTP POST message from the SCS/AS. Upon receipt of the response from the HSS if it indicates the configuration for a Group of UEs, then the SCEF shall send an HTTP response message to acknowledge the SCS/AS the successful group processing request which also links to the resource URI as defined in subclause 5.3.3.3.2. 
Upon receipt of the Configuration Information Response message from the HSS which includes the acknowledge acceptance of the monitoring event, if it indicates the configuration for a single UE, the SCEF shall send an HTTP response to the SCS/AS which also links to the resource URI as defined in subclause 5.3.3.3.2. If it indicates the configuration for a group of UEs, then

-
if no Group Reporting Guard Time is received, the SCEF shall send an HTTP POST request message including the monitoring event report derived from the HSS to the SCS/AS; 
-
Otherwise, the SCEF shall accumulate all of the configuration results received from the HSS for the group members until the Group Reporting Guard Time expires, and send an HTTP POST request message including the monitoring event reports for the group members received at the Group Reporting Guard Time and an indication whether the message is an intermediate or last one; 
The SCS/AS shall send an HTTP response to acknowledge the SCEF about the handling result of the received request.
If informed by the SCS/AS in an HTTP DELETE message to delete a previously configured monitoring event subscription resource , the SCEF shall send the Configuration Information Request message to indicate the HSS to delete the corresponding monitoring event configuration. Upon receipt of the result from the HSS, the SCEF shall send an HTTP response message to the SCS/AS.
4.4.2.2.2
Monitoring Events Configuration directly via MME/SGSN

The procedure in the present subclause applies for the subscription to the monitoring event: Number of UEs in a geographic area.
If operator policies indicate that the monitoring is performed directly via MME/SGSN, the SCEF shall send a Configuration Information Request message to the MME/SGSN via T6a/b as specified in 3GPP TS 29.128 [12] to subscribe a new monitoring event configuration at the MME/SGSN upon receipt of the HTTP POST message from the SCS/AS.

Upon receipt of the Configuration Information Response message from the MME/SGSN which includes the acknowledge acceptance of the monotoring, the SCEF shall send an HTTP response including the 201 Created status code to the SCS/AS which also links to the resource URIs as defined in subclause 5.3.3.3.2. 

If informed by the SCS/AS in an HTTP DELETE message to delete a previously configured monitoring event subscription resource, the SCEF shall send the Configuration Information Request message to indicate the MME/SGSN to delete the corresponding monitoring event configuration. Upon receipt of the result from the MME/SGSN, the SCEF shall send an HTTP response message to the SCS/AS.
4.4.2.2.3
Monitoring Events Configuration via PCRF
The procedure in the present subclause applies for the subscription to the following monitoring events: the location reporting event and communication failure event. 
Upon receipt of the HTTP POST message from the SCS/AS, if operator policies indicate that the monitoring is performed via PCRF, the SCEF shall act as an AF and interact with the PCRF via Rx interface to subscribe the events for a single UE.

The SCEF shall support monitoring event procedures as specified in Annex D.1 of 3GPP TS 29.214 [10] over Rx interface. 
Upon receipt of the response from the PCRF which includes the acknowledge acceptance of the monitoring event, the SCEF shall send an HTTP response as defined in subclause 5.3.3.3.2 
to the SCS/AS. 

Editor's note:
The procedure for a group of UEs processing over Nt interface will be specified later.
4.4.3
Procedures for resource management of Background Data Transfer
These procedures are used by an SCS/AS to perform the resource management of background data transfer (BDT) to a set of UEs, i.e. the SCS/AS requests a time window and related conditions from the SCEF via the T8 interface.

In order to create a resource for the background data transfer policy, the SCS/AS shall send an HTTP POST message to the SCEF to negotiate the transfer policy. The body of the HTTP POST message shall include SCS/AS Identifier, TTRI, Volume per UE (total volume for both DL and UL or separate volume for DL and/or UL), Number of UEs, Desired Time Window and optionally TLTRI  and a geographic area information. After receiving the HTTP POST message, if the SCS/AS is authorized, the SCEF shall map the SCS/AS Identifier to ASP Identifier and negotiate the transfer policy with the PCRF as defined in 3GPP TS 29.154 [9]. After receiving the response including the determined transfer policies from the PCRF, the SCEF shall create a resource which represents the BDT subscription, addressed by a URI that contains the SCS/AS identity and an SCEF-created subscription identifier, and shall respond to the SCS/AS with a 201 Created message, including a Location header field containing the URI for the created resource and the trigger, which may also include Reference ID and a set of transfer policies. The SCS/AS shall use the URI received in the Location header in subsequent requests to the SCEF to refer to this device triggering transaction.
The SCS/AS may also send an HTTP PUT message to request starting an update for negotiation of background data transfer policy. The body of the HTTP PUT message shall include data as described in the POST message. The SCS/AS Identifier and optional TLTRI shall remain unchanged from previously provided values. After receiving such request, if the SCS/AS is authorized, the SCEF shall negotiate the transfer policy with the PCRF as defined in 3GPP TS 29.154 [9]. After receiving the response including the determined transfer policies from the PCRF, the SCEF shall send an HTTP response to the SCS/AS with a corresponding status code and may include Reference ID and a set of transfer policies.
Editor's note:
Whether the soundbound interface supports negotiation update is FFS.
If more than one policy is included in the HTTP response, the SCS/AS shall send an HTTP PATCH  message to inform the SCEF the transfer policy selected by the SCS/AS. After receiving the HTTP PATCH message, the SCEF shall send an HTTP response to the SCS/AS with a corresponding status code and interact with the PCRF as defined in 3GPP TS 29.154 [9]. 
The SCS/AS may also send an HTTP DELETE message to request to remove an individual resource identified by the URI received in the response to the request that has created resource a URI. After receiving such request, the SCEF shall delete the resource and send an HTTP response to the SCS/AS with a corresponding status code.

NOTE:
The SCEF can also remove the resource when the last window end time in transfer policies expires. 
Editor's note:
Error handling needs to be defined when the SCEF receives the error information from the PCRF.
4.4.4
Procedures for changing the chargeable party at session set up or during the session
This procedure is used by an SCS/AS to either request to sponsor the traffic from the beginning or to request becoming the chargeable party at a later point in time via the T8 interface.

When setting up the connection between the AS and UE, the SCS/AS may request to become the chargeable party for the session to be set up by sending an HTTP POST message to the SCEF. The body of the HTTP POST message shall include SCS/AS Identifier, TTRI, UE IP address, Flow description, Sponsor ID, ASP ID, Sponsoring Status, and optionally TLTRI, time period and/or traffic volume used for sponsoring. The SCS/AS may also request to activate a previously selected policy of background data transfer by including Reference ID in the body of the HTTP POST message.
After receiving the HTTP POST message, if the SCS/AS is authorized, SCEF shall map the SCS/AS Identifier to AF Application Identifier and send a request to Rx interface as defined in 3GPP TS 29.214 [10] or 3GPP TS 29.201 [13].
Then the SCEF shall act as an AF to interact with the PCRF via the Rx interface as defined in 3GPP TS 29.214 [10] or 3GPP TS 29.201 [13] and trigger a PCRF initiated IP-CAN Session Modification. After receiving a successful response from the PCRF, the SCEF shall create a resource which represents the chargeable party transaction, addressed by a URI that contains the SCS/AS identity and an SCEF-created transaction identifier, and shall respond to the SCS/AS with a 201 Created message, including a Location header field containing the URI for the created resource. The SCS/AS shall use the URI received in the Location header in subsequent requests to the SCEF to refer to this chargeable party transaction.

In order to update the sponsoring status of an established AS session, the SCS/AS shall send an HTTP PATCH message to request to change Sponsoring Status. When receiving the HTTP PATCH message, the SCEF shall make the change and interact with the PCRF to modify the Rx session as defined in 3GPP TS 29.214 [10] or 3GPP TS 29.201 [13]. After receiving the response from the PCRF, the SCEF shall send an HTTP response to the SCS/AS with a corresponding status code and include the result in the body of the HTTP response.
If the SCEF receives a notification indicating the usage threshold is reached, the SCEF may, according to the SLA, allow the AS session to continue and the sponsoring will be ended, or terminate the AS session and delete the resource, or provide a new usage threshold to the PCRF.

In order to remove the established AS session, the SCS/AS shall send an HTTP DELETE message. After receiving the HTTP DELETE message, the SCEF shall remove all properties of the resource and interact with the PCRF to terminate the Rx session (as defined in 3GPP TS 29.214 [10] or 3GPP TS 29.201 [13]). After receiving the response from the PCRF, the SCEF shall send an HTTP response to the SCS/AS with a corresponding status code.
Editor's note:
Error handling needs to be defined when the SCEF receives the error information from the PCRF.
4.4.5
Procedures for Non-IP Data Delivery

4.4.5.1
General
This procedure is used by an SCS/AS to support the Non-IP Data Delivery (NIDD) via SCEF. It performs the NIDD configuration via the T8 interface. It also includes the mobile terminated (MT) and mobile originated (MO) communication with UEs via the T8 interface.

Error handling for the procedures in this subclause shall be handled based on subclause 5.2.6.

4.4.5.2
NIDD Configuration
For a NIDD configuration creation, the SCS/AS shall send an HTTP POST message to the SCEF. The body of the HTTP POST message shall include External Identifier or MSISDN, SCS/AS Identifier, TTRI, NIDD Duration, , PDN Connection Establishment Option, and Reliable Data Service Configuration, and may include TLTRI. The Reliable Data Service Configuration includes port numbers on UE and SCEF that are used to identify specific applications for data transfer between UE and SCS/AS and an indication if reliable data service acknowledgement is enabled or not.
Upon receipt of the HTTP POST request from the SCS/AS to create a NIDD configuration, the SCEF shall check whether the SCS/AS is authenticated and authorized to create NIDD configuration, and also authorize the NIDD configuration. If authorization is successful, the SCEF shall create an NIDD configuration resource for the SCS/AS identifier and TLTRI. Upon successful creation of the NIDD configuration, the SCEF shall create a resource which represents the NIDD configuration, addressed by a URI that contains the SCS/AS identity and an SCEF-created NIDD configuration identifier, and shall respond to the SCS/AS with a 201 Created message, including a Location header field containing the URI for the created resource. When the SCS/AS receives the URI in the Location header, it shall use this URI in subsequent requests to the SCEF to refer to this NIDD configuration.
For a NIDD configuration modification, the SCS/AS shall send an HTTP PATCH message to the SCEF, using the URI received in the response to the request that has created the NIDD configuration resource. Upon receipt of the HTTP PATCH request from the SCS/AS to update the parameters of the NIDD configuration, the SCEF shall check whether the SCS/AS is authenticated and authorized to update NIDD configuration. If the authorization is successful, the SCEF shall verify that the resource to be modified already exists as identified by the URI. If the NIDD configuration resource is found, the SCEF shall update the NIDD configuration as requested. Upon successful update of the requested NIDD configuration, the SCEF shall respond to the SCS/AS with a 200 OK success message indicating that the NIDD configuration resource was successfully updated.
Editor's note:
Which properties cannot be changed in the PATCH request needs to be defined.

NOTE:
The SCS/AS can include optional downlink non-IP data together with the NIDD configuration information in creation or modification cases.
For a NIDD configuration cancel, the SCS/AS shall send an HTTP DELETE message to the SCEF, using the URI received in the response to the request that has created the NIDD configuration resource. Upon receipt of the HTTP DELETE message from the SCS/AS, the SCEF shall check whether the SCS/AS is authenticated and authorized to delete NIDD configuration. If the authorization is successful, the SCEF shall verify that the NIDD configuration resource identified by the URI already exists. If the configuration resource exists, the SCEF shall delete the requested configuration, and perform related NIDD procedure to EPC network elements if applicable. Upon successful deletion of requested NIDD configuration, the SCEF shall respond to the SCS/AS with a 200 OK success message indicating that the NIDD configuration was successfully cancelled. As an alternative to the 200 OK success message, the SCEF may send a 204 No Content success message without any message content to the SCS/AS. 
4.4.5.3
Mobile Terminated NIDD procedure
If the SCS/AS needs to perform a downlink non-IP data delivery, the SCS/AS shall send an HTTP POST message to the SCEF, identifying an existing NIDD configuration resource. The body of the HTTP POST message shall include External Identifier or MSISDN, non-IP data, Reliable Data Service Configuration, Maximum Latency, Priority, and PDN Connection Establishment Option, and may include TTRI. The Reliable Data Service Configuration includes port numbers on UE and SCEF that are used to identify a specific application for data transfer between UE and SCS/AS and an indication if reliable data service acknowledgement is enabled or not.
Upon receipt of a HTTP POST request from the SCS/AS for a downlink data delivery, the SCEF shall verify the NIDD configuration resource already exists based on the URI passed, the SCEF shall also check whether the SCS/AS is authorised to send NIDD requests, and that the SCS/AS has not exceeded the quota or rate of data submission. If the NIDD configuration resource is found and the SCS/AS is authorised, the SCEF shall determine the EPS Bearer Context based on the APN associated with the NIDD configuration and the User Identity. If the SCEF EPS bearer context is not found in the SCEF, depending on PDN Connection Establishment Option, the SCEF may reject the request with an error message to the SCS/AS or may send a 202 Accept message to accept the request by buffering in SCEF, and will deliver the non-IP data later. If the SCEF EPS bearer context is found in the SCEF, the SCEF shall continue the downlink non-IP data delivery procedure as the defined 3GPP TS 29.128 [12].

Based on the delivery result from the MME/SGSN, the SCEF shall send a 201 Created message indicating the downlink non-IP data delivery is successful along with the acknowledge information, or the SCEF shall send an error message for the delivery failure. 
If the status code is 201 or 202, a Location header shall be included in the response that provides the URI of the resource identifying this individual downlink data delivery. The SCS/AS shall use the URI received in the Location header in subsequent requests to the SCEF to refer to this individual downlink data delivery.
Editor's note: It is to be determined if a further operation can be performed on the individual NIDD resource if the code is 201. If that's not the case, revert back to 200, exclude the Location header, and only allow PUT if the resource creation request returned 202. This needs to be specified.
When the SCS/AS decides to replace the pending downlink data delivery in SCEF, the SCS/AS shall send an HTTP PUT message to the SCEF, using the URI received in the response to the request that has created the individual downlink data delivery resource. Upon receipt of a HTTP PUT request from the SCS/AS, the SCEF shall check whether a pending request exists with the same URI. If a pending request is found and the received request doesn’t contain any non-IP data, then the buffered data shall be purged, and the SCEF shall send a 200 OK message along with the delivery report to the SCS/AS. If a pending request is found and the new request contains non-IP data, then the previous buffered data shall be replaced. After that, the SCEF shall perform the downlink data delivery with the new non-IP data and response proper HTTP response back to the SCS/AS. 

When a pending request is delivered by the SCEF, and the SCEF gets the delivery result from the MME/SGSN, the SCEF shall also send an HTTP POST message to notify the delivery result for the pending request. Upon receipt of the request, the SCS/AS shall acknowledge the notification with the HTTP response.

4.4.5.4
Mobile Originated NIDD procedure
When the SCEF receives the non-IP data from MME/SGSN (or IWK-SCEF) as defined in 3GPP TS 29.128 [12], and finds an SCEF EPS bearer context and the associated NIDD configuration. The SCEF shall determine the SCS/AS by the corresponding NIDD configuration, and send an HTTP POST request to the SCS/AS to notify the uplink non-IP data. The body of the HTTP POST message shall include External Identifier or MSISDN, non-IP data, NIDD configuration identifier, TLTRI (if available), Reliable Data Service Configuration. The Reliable Data Service Configuration includes port numbers on UE and SCEF that are used to identify a specific application for data transfer between UE and SCS/AS and an indication if reliable data service acknowledgement is enabled or not.
Upon receipt of the request, if the SCS/AS knows the NIDD configuration identified by the NIDD configuration identifier and optional TLTRI, the SCS/AS shall acknowledge a 200 message to the SCEF.

4.4.5.5
NIDD Authorisation Update procedure
When the SCEF receives a NIDD Authorisation Update Request message from HSS to update a user's NIDD authorisation as defined in 3GPP TS 29.336 [11], the SCEF shall determine the SCS/AS with the corresponding NIDD Configuration, and send an HTTP POST message to the SCS/AS to notify the NIDD Authorisation Update. The body of the HTTP POST message shall include External Identifier or MSISDN, NIDD configuration identifier, TLTRI (if available), NIDD configuration status. Upon receipt of the request, the SCS/AS shall acknowledge the request with the HTTP response

Editor's note:
The NIDD configuration resource handling for SCEF in this procedure is FFS. 
4.4.6
Procedures for Device Triggering

The procedures are used by the SCS/AS to deliver the device trigger via T8 interface.
In order to create a new device trigger, the SCS/AS shall send an HTTP POST message to the SCEF. The body of the HTTP POST message shall include the External Identifier or MSISDN, SCS/AS Identity, TTRI, trigger reference number, validity period, priority, Application Port ID and trigger payload, and may include TLTRI.

Upon receipt of the corresponding HTTP POST message, the SCEF shall check if the SCS/AS is authorised to send a trigger request and if the SCS/AS has exceeded its quota or rate of trigger submission. The SCEF shall also resolve the External Identifier or MSISDN to IMSI and retrieve the “Routing Information” from HSS for the triggering delivery. If the authorisation check fails, or if the quota or rate of trigger submission was exceeded, or if there is no valid subscription information or if the “Routing Information” cannot be found, then the SCEF shall reject the request with an error message to the SCS/AS. Otherwise, the SCEF shall perform the device trigger procedure over Tsp as defined in 3GPP TS 29.368 [24] and T4 as defined in 3GPP TS 29.337 [25]. Upon completion of this procedure, the SCEF shall create a resource which represents the triggering transaction, addressed by a URI that contains the SCS/AS identity and an SCEF-created transaction identifier, and shall respond to the SCS/AS with a 201 Created message, including the trigger and a Location header field containing the URI for the created resource. The SCS/AS shall use the URI received in the Location header in subsequent requests to the SCEF to refer to this device triggering transaction.
In order to replace an existing device trigger, the SCS/AS shall send an HTTP PUT message to the SCEF, using the URI received in the response to the request that has created the device triggering transaction resource. The body of the HTTP PUT message shall include SCS/AS Identity, TTRI,  trigger reference number, validity period, priority, Application Port ID and trigger payload, and may include TLTRI. The SCS/AS Identity and TLTRI shall remain unchanged from previously provided values.

After receiving the corresponding HTTP PUT message from the SCS/AS, the SCEF shall check if the SCS/AS is authorised to replace an existing device trigger and if the SCS/AS has not exceeded its quota or rate of trigger submission. If any of these checks fail, then the SCEF shall reject the message with an error. Otherwise, the SCEF shall replace the device triggering with the SMS-SC by performing the device trigger replace procedure over Tsp as defined in 3GPP TS 29.368 [24] and T4 as defined in 3GPP TS 29.337 [25]. Upon completion of this procedure, the SCEF shall send an HTTP response to the SCS/AS to indicate trigger replace success or failure.

In order to recall an existing device trigger, the SCS/AS shall send an HTTP DELETE message to the SCEF, using the URI received in the response to the request that has created the device triggering transaction resource.
After receiving the corresponding HTTP DELETE message from the SCS/AS, the SCEF shall check if the SCS/AS is authorised to send a recall trigger request and if the SCS/AS has not exceeded its quota or rate of trigger submission. The SCEF shall also check if the device triggering transaction resource referenced by the URI exists. If any of these checks fail, then the SCEF shall reject the message with an error. Otherwise, the SCEF shall recall the device triggering with the SMS-SC by performing the device trigger replace procedure over Tsp as defined in 3GPP TS 29.368 [24] and T4 as defined in 3GPP TS 29.337 [25]. Upon completion of this procedure, the SCEF shall send an HTTP response to the SCS/AS to indicate trigger recall success or failure.
When it receives the Message Delivery Report from the SMS/SC, the SCEF shall send an HTTP POST message to the SCS/AS to report the trigger delivery result. The body of the HTTP POST message shall include the identifier if the transaction, TTRI, TLTRI (if available), and cause. If available, the TLTRI shall be the same as the one assigned by the SCS/AS when the correlated device triggering transaction resource was created. The SCS/AS shall respond with an HTTP 200 response.
Editor's note: why not 204 No Content?
4.4.7
Procedures for Group Message Delivery 
4.4.7.1
General
This procedure is used by an SCS/AS to deliver a payload to a group of UEs. Two methods of Group Message Delivery via the T8 are specified:

-
Group Message Delivery via MBMS which is intended to efficiently distribute the same content to the members of a group that are located in a particular geographical area when MBMS is used;

-
Group Message Delivery via unicast MT NIDD for UEs which are part of the same External Group Identifier.

Error handling for the procedures in this subclause shall be handled based on subclause 5.2.6.
4.4.7.2
Group Message Delivery via MBMS

4.4.7.3
Group Message Delivery via unicast MT NIDD
Editor's note:
It’s FFS whether the NIDD procedure has dependency on this one.
4.4.8
Procedures for Reporting of Network Status
The procedures are used by the SCS/AS to be notified about a one-time or continuous network status information report via T8 interface. 
In order to create a new subscription to request for notifications about the network status, the SCS/AS shall send an HTTP POST message to the SCEF. The body of HTTP POST message shall include SCS/AS Identifier, TTRIand Geographic area, and may include TLTRI, time duration and threshold (s). After the SCEF authorized the HTTP request message, the SCEF shall create a resource which represents the subscription, addressed by a URI that contains the SCS/AS identity and an SCEF-created subscription identifier, and shall respond to the SCS/AS with a 201 Created message, including a Location header field containing the URI for the created resource, to acknowledge to the SCS/AS the successful subscription. The SCS/AS shall use the URI received in the Location header in subsequent requests to the SCEF to refer to this device triggering transaction. Then, the SCEF shall perform request of network status reporting procedure with the RCAF over Ns interface as defined in 3GPP TS 29.153 [30]. 
In order to update an existing subscription of continuous network status reporting, the SCS/AS shall send an HTTP PUT message to the SCEF, using the URI received in the response to the request that has created the device triggering transaction resource. After receiving the HTTP PUT message, the SCEF shall send an HTTP response to the SCS/AS with a corresponding status code and include the result in the body of the HTTP response. Then, the SCEF shall make the change and interact with the RCAF as defined in 3GPP TS 29.153 [30]. 
In order to remove an existing subscription of continuous network status reporting, the SCS/AS shall send an HTTP DELETE message to the SCEF, using the URI received in the response to the request that has created the device triggering transaction resource. Upon receipt of the HTTP DELETE message, the SCEF shall send an HTTP response to the SCS/AS with a corresponding status code. Then, the SCEF shall interact with the RCAF to terminate the continuous reporting of network status as defined in 3GPP TS 29.153 [30]. 
Editor's note:
Notification procedures will be defined later.
4.4.9
Procedures for Communication Pattern Parameters Provisioning
One or more set of CP parameters may be provisioned by the SCS/AS for a single UE or a group of UEs.
Editor's note: If multiple resources are created / patched in one go, this is a bulk creation / update pattern. We need to define a hand-crafted response as the Location header can only return one resource URI. Alternatively, we allow only one CP parameter set / TLTRI. It is FFS how this procedure can be aligned with the other, single-resource procedures.
In order to create a resource for CP parameter set(s), the SCS/AS shall send an HTTP POST message to the request URL including new provisioned CP parameters. The body of HTTP POST message shall include External Identifier or MSISDN for a single UE or External Group ID for a group of UEs, SCS/AS Identifier, TTRI and one or more set of CP information associated with TLTRI(s).

After receiving the HTTP POST message, the SCEF shall check if the SCS/AS is authorised. The SCEF may also check if the number of CP parameter sets(s) reaches the limitation based on operator policy or configuration.
After validation, the SCEF shall create resource(s) for each received TLTRI, use received TLTRI as SCEF Reference ID, and send Update CP Parameter Request message to the HSS for delivering the CP parameter set(s) as specified in 3GPP TS 29.336 [11].

After receiving the response for Update CP parameter Request, the SCEF shall send an HTTP response to the SCS/AS with a corresponding HTTP status code and include TTRI, a list of TLTRI(s) and result(s) in the body of the HTTP response message.

In order to add new CP parameter set(s), update and/or remove the existing CP parameter set(s), the SCS/AS may send an HTTP PATCH message to request to add new CP parameter set(s) by creating new resource(s), change some created properties (e.g. Validity Time) of the existing resource(s), and/or remove some or entire properties of the existing resource(s). After receiving the HTTP PATCH message, the SCEF shall make the change and send the CP parameter changes to the HSS as specified in 3GPP TS 29.336 [11]. After receiving the response from the HSS, the SCEF shall send an HTTP response to the SCS/AS with a corresponding status code and include TTRI, a list of TLTRI(s) and result(s) in the body of the HTTP response.

The SCS/AS may send a HTTP PUT message to request to replace an individual resource identified by the TLTRI. The body of the HTTP PUT message shall include External Identifier or MSISDN for a single UE or External Group ID for a group of UEs, SCS/AS Identifier, TTRI, TLTRI and set of CP information associated with the TLTRI. The External Identifier or MSISDN or External Group ID, SCS/AS Identifier and TLTRI shall remain unchanged from previously provided values. After receiving such request, the SCEF shall replace the resource and interact with the HSS as specified in 3GPP TS 29.336 [11]. After receiving the response from the HSS, the SCEF shall send an HTTP response to the SCS/AS with a corresponding status code.
The SCS/AS may send an HTTP DELETE message to request to remove an individual resource identified by a URI. After receiving such request, the SCEF shall delete the resource, use the TLTRI contained in the resource as SCEF Reference ID for Deletion, and interact with the HSS as specified in 3GPP TS 29.336 [11]. After receiving the response from the HSS, the SCEF shall send an HTTP response to the SCS/AS with a corresponding status code.
Editor's note:
Error handling needs to be defined when the SCEF receives the error information from the HSS.
4.4.10
Procedures for PFD Management
The PFDs associated with application identifier(s) may be created, updated or removed by the third party SCS/AS as defined in 3GPP TS 23.682 [2]. 
Editor's note: If multiple resources are created / patched in one go, this is a bulk creation / update pattern. We need to define a hand-crafted response as the Location header can only return one resource URI. Alternatively, we allow only one CP parameter set / TLTRI. It is FFS how this procedure can be aligned with the other, single-resource procedures.
In order to create PFDs resources for one or more external Application Identifier(s), the SCS/AS shall send an HTTP POST message to the request URL including one or more set of PFDs for external Application Identifier(s). The body of the HTTP POST message shall include SCS/AS Identifier, TTRI, external Application Identifier(s) and PFDs associated with its PFD Identifier(s), an Allowed Delay may be included for the external Application Identifier(s) as well.

After receiving the HTTP POST message, if the SCS/AS is authorized, the SCEF shall create resource(s) for each external Application identifier, and shall provision the PFDs to the PFDF as defined in 3GPP TS 29.250 [26]. When receiving the response from the PFDF, the SCEF shall send an HTTP response to the SCS/AS with a corresponding status code and include TTRI, a list of external Application Identifier(s) and result(s) in the body of the HTTP response.

In order to add new PFDs, update and/or remove the existing PFDs, the SCS/AS may send an HTTP PATCH message to request to add new PFDs by creating new resource(s), change some created properties (e.g. Allowed Delay) of the existing resource(s), and/or remove some or entire properties of the existing resource(s). After receiving the HTTP PATCH message, the SCEF shall make the change and send the change to the PFDF (i.e. create/update/remove PFDs) as defined in 3GPP TS 29.250 [26]. After receiving the response from the PFDF, the SCEF shall send an HTTP response to the SCS/AS with a corresponding status code and include TTRI, a list of external Application Identifier(s) and result(s) in the body of the HTTP response.

The SCS/AS may also send a HTTP DELETE message to request to remove an individual resource identified by the external Application Identifier. After receiving such request, the SCEF shall delete the resource and interact with the PFDF as defined in 3GPP TS 29.250 [26]. After receiving the response from the PFDF, the SCEF shall send an HTTP response to the SCS/AS with a corresponding status code.
Editor's note:
It is FFS that whether RPC style is more suitable for PFD management to match with the style of Nu interface.
Editor's note:
Error handling needs to be defined when the SCEF receives the error information from the PFDF.
Editor's note:
Which properties cannot be changed in the PATCH request needs to be defined.
4.4.11
Procedures for Enhanced Coverage Restriction Control
The procedures are used by an SCS/AS to query the status of, or to configure the enhanced coverage restriction for a UE via the T8 interface. 
In order to configure enhanced coverage restriction, the SCS/AS shall send an HTTP POST message to the SCEF including new configuration parameters. The body of the HTTP request shall include External Identifier or MSISDN, SCS/AS Identifier, TTRI, Request Type, and Enhanced Coverage Restriction Data. Upon receiving the HTTP POST message from the SCS/AS, the SCEF shall check whether the SCS/AS is authenticated and authorized to perform the request, if the authorization is successful, the SCEF shall send a Configuration Information Request to the HSS to configure the Enhanced Coverage Restrictions as defined in 3GPP TS 29.336 [11]. If the SCS/AS is not authorized, the SCEF shall send an HTTP response to the SCS/AS with a cause value indicating the failure reason.

Upon receipt of the response for configuration of Enhanced Coverage Restrictions from the HSS, the SCEF shall send an HTTP response to the SCS/AS with a corresponding status code.
Editor’s Note:
More detailed procedures will be specified later, e.g. handling of query the status of enhanced coverage restriction.
4.4.12
Procedures for Network Parameter Configuration
The procedures are used by an SCS/AS to request that the network consider setting the suggested network parameter values which can influence certain aspects of UE/network behaviour. The procedures are applicable for an individual UE or a group of UEs. 
In order to configure the suggested network parameters, the SCS/AS shall send an HTTP POST request message to the SCEF. The body of the HTTP request message shall include External Identifier(s) or MSISDN(s) or External Group Identifier, SCS/AS Identifier, TTRI, and may include TLTRI, Maximum Latency, Maximum Response Time and Suggested Number of Downlink Packets and Group Reporting Guard Time, wherein, the External Identifier or MSISDN indicates the subscription for an individual UE and the External Group Identifier indicates for a group of UEs. The corresponding parameters are as defined in the NetworkParameterConfiguration type in Table 5.13.2.1.2-1.

Upon receipt of the HTTP POST message, if the SCS/AS is authorized to perform the request, the SCEF shall check whether the Maximum Latency, Maximum Response Time and Suggested Number of Downlink Packets in the HTTP Request body are within the range defined by operator policies, if one or more of these parameters are not within the range, the SCEF may either reject the request message by sending an HTTP response to the SCS/AS to indicate which parameters are out of the range or modify the parameters which are not within the range by selecting different values which are in the range.

If the SCEF determines to configure the network parameters, the SCEF shall send the Configuration Information Request command to the HSS via S6t as defined in 3GPP TS 29.336 [11]. If the HSS accepts the request command, the SCEF shall create a resource which represents the network parameter configuration, addressed by a URI that contains the SCS/AS identity and an SCEF-created configuration identifier, and shall send a 201 Created status code to acknowledge the SCS/AS the successful group processing request in the HTTP response message if it indicates a group of UEs. The response shall include a Location header field containing the URI for the created resource. The SCS/AS shall use the URI received in the Location header in subsequent requests to the SCEF to refer to this device triggering transaction.
Editor's note: There may be an issue here. The 201 HTTP response was already sent, and the paragraph below indicates the sending of more responses. There can only be one HTTP response per HTTP request. To be fixed, or rewritten if these are alternative responses.
Upon receipt of the acknowledgement about the acceptance or rejection of the configuration request from the HSS, if it indicates the configuration for a single UE, the SCEF shall send an HTTP response to the SCS/AS about the acceptance of the network configuration request including the final suggested network parameters, cancelled TLTRI and a HTTP status code. If it indicates the configuration for a group of UEs, then

-
if no Group Reporting Guard Time is received, the SCEF shall send an HTTP POST request message with a cause code, the final suggested parameters, the indications for the discarded parameters, cancelled TLTRIs and a list of processing result for the group members received from the HSS to the SCS/AS; 
-
Otherwise, the SCEF shall accumulate all of the configuration results received from the HSS for the group members until the Group Reporting Guard Time expires, and send an HTTP POST request message with a cause code, the final suggested parameters, the indications for the discarded parameters, cancelled TLTRIs and the list of processing result for the group members received at the Group Reporting Guard Time and an indication whether the message is an intermediate or last one;

The SCS/AS shall send an HTTP response to acknowledge the SCEF about the handling result of the received request.
4.4.13
Procedures for setting up an AS session with required QoS

This procedure is used to set up an AS session with required QoS for the service as defined in 3GPP TS 23.682 [2]. 
For initial AS session creation, the SCS/AS shall send an HTTP POST message to the SCEF. The body of HTTP POST message shall include SCS/AS Identifier, UE IP address, Flow description, QoS reference, TTRI. And it may also include TLTRI, time period and/or traffic volume for sponsored data connectivity purpose.

After receiving the HTTP POST message, the SCEF shall authorize the request and may check if the total number of requested QoS reference has exceeded the limit for the SCS/AS. If the authorization is successful, the SCEF shall map the SCS/AS Identifier to AF Application Identifier, and if required, map the SCS/AS Identifier to ASP Identity and Sponsor Identity.
NOTE 1:
Before the QoS reference is mapped to Rx parameters, the SCEF can perform a mapping from the name space of the 3rd party SCS/AS to the name space of the operator.

NOTE 2:
The QoS reference referring to pre-defined QoS information in the SCEF can be mapped to media component descriptions (e.g. bandwidth, media type) according to SLA.
Then the SCEF shall act as an AF to interact with the PCRF via the Rx interface as defined in 3GPP TS 29.214 [10] or 3GPP TS 29.201 [13] and trigger a PCRF initiated IP-CAN Session Modification. The SCEF shall also request to be notified about the transmission resource allocation status, i.e. INDICATION_OF_SUCCESSFUL_RESOURCES_ALLOCATION and INDICATION_OF_FAILED_RESOURCES_ALLOCATION in the Specific-Action AVP.

When the SCEF is notified about that the transmission resource allocation corresponding to the QoS request is successful, the SCEF shall create a resource which represents AS session, addressed by a URI that contains the SCS/AS identity and an SCEF-created AS session identifier, and shall respond to the SCS/AS with a 201 Created message, including the result in the body of the HTTP response and a Location header field containing the URI for the created resource. The SCS/AS shall use the URI received in the Location header in subsequent requests to the SCEF to refer to this device triggering transaction. Otherwise, the SCEF shall send an HTTP response to the SCS/AS with a corresponding status code and include the result in the body of the HTTP response. 
Editor's note: Whether a separate notification instead of the HTTP response for reporting resource allocation result is needed is FFS.

In order to update the established AS session, the SCS/AS may send an HTTP PUT message to request to replace all properties in the existing resource, addressed by the URI received in the response to the request that has created the resource. The SCS/AS Identifier, UE IP address and TLTRI (if available) shall remain unchanged from previously provided values. After receiving such message, the SCEF shall make the change and interact with the PCRF to modify the Rx session (as defined in 3GPP TS 29.214 [10] or 3GPP TS 29.201 [13]). After receiving the response from the PCRF, the SCEF shall send an HTTP response to the SCS/AS with a corresponding status code and include the result in the body of the HTTP response.
The SCS/AS may also send an HTTP PATCH message to request to change some created properties (e.g. Flow Description). After receiving the HTTP PATCH message, the SCEF shall make the change and interact with the PCRF to modify the Rx session (as defined in 3GPP TS 29.214 [10] or 3GPP TS 29.201 [13]). After receiving the response from the PCRF, the SCEF shall send an HTTP response to the SCS/AS with a corresponding status code and include the result in the body of the HTTP response.

In order to remove the established AS session, the SCS/AS shall send an HTTP DELETE message. After receiving the HTTP DELETE message, the SCEF shall remove all properties and interact with the PCRF to terminate the Rx session (as defined in 3GPP TS 29.214 [10] or 3GPP TS 29.201 [13]). After receiving the response from the PCRF, the SCEF shall send an HTTP response to the SCS/AS with a corresponding status code.

Editor's note: Error handling needs to be defined when the SCEF receives the error information from the PCRF.
4.4.14
Procedures for MSISDN-less Mobile Originated SMS

The procedures are used by the SCEF to send the MSISDN-less MO-SMS to the SCS/AS via T8 interface.

When the SCEF receives the MSISDN-less MO SMS, the SCEF shall send an HTTP POST message including the MO SMS to the SCS/AS. The SCS/AS shall send an HTTP response to the SCEF to confirm the MO SMS submission.
Editor’s note:
 More detailed procedure needs to be defined later.
*** Change 2 ***

5.2.1.3.2
Simple data types
The reused datatypes defined in OpenAPI 3.0.0 [27] listed in table 5.2.1.3.2-1 and the simple data types defined in table 5.2.1.3.2-2 apply to several T8 APIs.
Table 5.2.1.3.2-1: Reused OpenAPI data types
	Type name
	Description

	boolean
	As defined in OpenAPI 3.0.0 [27], i.e. either value "true" or value "false" as defined in IETF RFC 7159 [5].

	integer
	As defined in OpenAPI 3.0.0 [27]

	number
	As defined in OpenAPI 3.0.0 [27]

	string
	As defined in OpenAPI 3.0.0 [27]

	NOTE:
Data type names defined in OpenAPI 3.0.0 [27] do not follow the convention to start with capital letters otherwise used in this specification.


Table 5.2.1.3.2-2: Simple data types applicable to several APIs
	Type name
	Description

	Bandwidth
	integer indicating a bandwidth in bits per second.

	BdtReferenceId
	string identifying a BDT Reference ID as defined in subclause 5.3.3 of 3GPP TS 29.154 [9]

	dateTime
	string with format "date-time" as defined in OpenAPI [27]

	DurationSec
	integer identifying a period of time in units of seconds

	ExternalId
	string containing a local identifier followed by "@" and a domain identifier. Both the local identifier and the domain identifier shall be encoded as strings that do not contain any "@" characters. See Clause 4.6.2 of 3GPP TS 23.682 [2] for more information.

	ExternalGroupId
	string containing a local identifier followed by "@" and a domain identifier. Both the local identifier and the domain identifier shall be encoded as strings that do not contain any "@" characters. See Clauses 4.6.2 and 4.6.3 of 3GPP TS 23.682 [2] for more information.

	GeographicArea
	(FFS)

	Ipv4Addr
	string identifying a IPv4 address formatted in the "dotted decimal" notation as defined in IETF RFC 1166 [28]

	Ipv6Addr
	string identifying a IPv6 address formatted according to clause 4 in IETF RFC 5952 [29]. The mixed IPv4 IPv6 notation according to clause 5 of IETF RFC 5952 [29] shall not be used.

	Link
	string formatted according to IETF RFC 3986 [7] identifying a referenced resource.

	Msisdn
	string formatted according to subclause 3.3. of 3GPP TS 23.003 [14] that describes an MSISDN

	Port
	Unsigned integer with valid values between 0 and 65535.

	ScsAsId
	string that identifies an SCS/AS.

	TltrId
	integer identifying an T8 long term transaction, chosen by the CSC/AS

	TtrId
	integer identifying an T8 short term transaction

	Uri
	string formatted according to IETF RFC 3986 [7].

	Identifier
	string chosen by the SCEF to serve as identifier in a resource URI

	Volume
	Unsigned integer identifying a volume in units of bytes


*** Change 3 ***

5.2.6
Error handling
Table 5.2.6-1 lists response bodies that are applicable to all APIs and as responses for all requests in the present specification unless otherwise specified.

Table 5.2.6-1: Response bodies supported for responses to all requests.
	Response body
	Data type
	Cardinality
	Response

codes
	Remarks
	Applied Methods

	
	ProblemDetails
	0..1
	400 Bad Request
	Incorrect parameters were passed in the request.

More information should be provided in the "detail" attribute of the "ProblemDetails" structure (see IETF RFC 7807 [8]). 

(NOTE 2)
	GET, POST PUT, PATCH, DELETE

	
	FFS
	FFS
	401 Unauthorized
	Upon receipt of the HTTP POST request from the SCS/AS, the SCEF will check whether the SCS/AS is authenticated (including authorization for authentication credentials) to access services as described in clause 6. If the authentication fails, the SCEF shall send a 401 message.

Editor's note:
The existence and format of the payload body depends on the authorization framework used and is FFS.
	GET, POST, PUT, PATCH, DELETE

	
	FFS
	FFS
	403 Forbidden
	Upon receipt of the HTTP request from the SCS/AS, after authentication, the SCEF will check whether the SCS/AS is authorized to invoke services as described in clause 6. If the authorization fails, the SCEF shall send a 403 message.

Editor's note:
The existence and format of the payload body depends on the authorization framework used and is FFS.
	GET, POST,  PUT, PATCH, DELETE

	
	ProblemDetails
	0..1
	404 Not Found
	The resource URI was incorrect, for instance because of a wrong "scsAsId" field.

More information may be provided in the "detail" attribute of the "ProblemDetails" structure (see IETF RFC 7807 [8]). 

(NOTE 2)
	GET, PUT, PATCH, DELETE

	
	ProblemDetails
	0..1
	409 Conflict
	The operation is not allowed given the current status of the resource.
This response shall be used when the creation of a resource with an  SCS/AS identifier and optional TLTRI is requested and a resource with the same such identifiers already exists and has not been deleted; or the change cannot be made due to conflict with current state of the resource.

More information should be provided in the "detail" attribute of the "ProblemDetails" structure (see IETF RFC 7807 [8]).
	POST, PUT, PATCH

	
	FFS
	FFS
	412 Precondition Failed
	Can be used according to IETF RFC 7232 [18]. 

Also used for the supported feature mechanism as described in subclause 5.2.7.
	GET, POST, PUT, PATCH, DELETE

	NOTE 1: 
In addition to the above response codes, the SCEF can also send other valid HTTP response codes, if applicable. The list of all valid HTTP response codes can be found in HTTP Status Code Registry at IANA [6].

NOTE 2: 
The MIME media type that shall be used within the related Content-Type header field is "application/problem+json", as defined in IETF RFC 7807 [8]).


*** Change 4.1 ***

5.3.2.1.2
Type: MonitoringEventSubscription

This type represents a subscription to monitoring events identified by a and SCS/AS identifier and a TLTRI. The same structure is used in the subscription request and subscription response.

Table 5.3.2.1.2-1: Definition of type MonitoringEventSubscription

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 3)

	id
	Identifier
	0..1
	SCEF-chosen identifier of this monitoring event subscription. Shall be absent in POST requests to create a resource, and shall be present otherwise.
	

	scsAsId
	ScsAsId
	1
	Identifies the SCS/AS
	

	tltrId
	TltrId
	0..1
	 SCS/AS-chosen correlator. May be provided by the SCS/AS in the request to create a resource. Shall be provided in the body of all subsequent request and response if it was present in the body of the resource creation request.
	

	ttrId
	TtrId
	1
	Identifies the short-term transaction that can be used to correlate a request with its response. A new TTRI shall be assigned by the SCS/AS each time its sends an HTTP request.
	

	self
	Link
	0..1
	Link to this resource. This parameter shall be supplied by the SCEF in HTTP responses that include an object of TltriMonitoringEventSubscription type
	

	externalId

	ExternalId
	0..1
	Each element uniquely identifies a user as defined in Clause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 1)
	(NOTE 5)

	msisdn
	Msisdn
	0..1
	Each element identifies the MS internal PSTN/ISDN number allocated for a UE.
(NOTE 1)
	(NOTE 5)

	externalGroupId
	ExternalGroupId
	0..1
	Identifies a user group as defined in Clause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 1)
	

	notificationDestination
	Link
	0..1
	An URI of a notification destination that T8 message shall be delivered to.
	(FFS)

	monitoringType
	MonitoringType
	1
	Enumeration of monitoring type. Refer to clause 5.3.2.4.3.
	

	maximumNumberOfReports
	Integer
	0..1
	Identifies the maximum number of event reports to be generated by the HSS, MME/SGSN as specified in subclause 5.6.0 of 3GPP TS 23.682 [2].

(NOTE 2)
	

	monitorExpireTime
	datetime
	0..1
	Identifies the absolute time at which the related monitoring event request is considered to expire, as specified in subclause 5.6.0 of 3GPP TS 23.682 [2].
(NOTE 2)
	

	groupReportingGuardTime
	Datetime (FFS)
	0..1
	Identifies the time for which the SCEF can aggregate the monitoring event reports detected by the UEs in a group and report them together to the SCEF/SCS/AS, as specified in subclause 5.6.0 of 3GPP TS 23.682 [2].
	

	maximumDetectionTime
	DurationSec
	0..1
	If "monitoring-Type" is “LOSS_OF_CONNECTIVITY”, this parameter may be included to identify the maximum period of time after which the UE is considered to be unreachable.
	Loss_of_connectivity_notification

	reachabilityType
	ReachabilityType
	0..1
	If "monitoring-Type" is “UE_REACHABILITY”, this parameter shall be included to identify whether the request is for “Reachability for SMS” or “Reachability for Data”, or both.
	Ue-reachability_notification

	maximumLatency
	DurationSec
	0..1
	If "monitoring-Type" is "UE_REACHABILITY", this parameter may be included to identify the maximum delay acceptable for downlink data transfers.
	Ue-reachability_notification

	maximumResponseTime
	DurationSec
	0..1
	If "monitoring-Type" is "UE_REACHABILITY", this parameter may be included to identify the length of time for which the UE stays reachable to allow the SCS/AS to reliably deliver the required downlink data.
	Ue-reachability_notification

	suggestedNumberOfDlPackets
	Integer
	0..1
	If "monitoringType" is "UE_REACHABILITY", this parameter may be included to identify the number of packets that the serving gateway shall buffer in case that the UE is not reachable.
	Ue-reachability-notification

	idleStatusIndication
	boolean
	0..1
	If "monitoringType" is set to "UE_REACHABILITY" or "AVAILABILITY_AFTER_DDN_FAILURE", this parameter may be included to indicate the notification of when a UE, for which PSM is enabled, transitions into idle mode.
-
"true": indicate enabling of notification
-
"false": indicate no need to notify
Default: "false".
	Ue-reachability_notification,

Availability_after_DDN_failure_notification



	locationType
	LocationType
	0..1
	If "monitoringType" is "LOCATION_REPORTING" or "NUMBER_OF_UES_IN_AN_AREA", this parameter shall be included to identify whether the request is for Current Location or Last known Location. 
(NOTE 4)
	Location_notification, Number_of_UEs_in_an_area_notification

	accuracy
	Accuracy
	0..1
	If "monitoring-Type" is "LOCATION_REPORTING", this parameter may be included to identify the desired level of accuracy of the requested location information, as described in subclause 4.9.2 of 3GPP TS 23.682 [2].
	Location_notification

	minimumReportInterval
	DurationSec
	0..1
	If "monitoring-Type" is "LOCATION_REPORTING", this parameter may be included to identify a minimum time interval between Location Reporting notifications.
	Location_notification

	associationType
	AssociationType
	0..1
	If "monitoring-Type" is "CHANGE_OF_IMSI_IMEI_ASSOCIATION", this parameter shall be included to identify whether the change of IMSI-IMEI or IMSI-IMEISV association shall be detected.
	Change_of_IMSI_IMEI_association_notification

	pLMNIndication
	boolean
	0..1
	If "monitoring-Type" is "ROAMING_STATUS", this parameter may be included to indicate the notification of UE's Serving PLMN ID.

· "true": The value shall be used to indicate enabling of notification;
· "false": The value shall be used to indicate disabling of notification.
Default: "false".
	Roaming_status_notification

	geographicArea
	GeographicArea
	0..1
	If "monitoring-Type" is "NUMBER_OF_UES_IN_AN_AREA", this parameter shall be included to indicate the area within which the SCS/AS requests the number of UEs.
	Number_of_UEs_in_an_area_notification

	NOTE 1:
One of the properties “externalId”, “msisdn” or “externalGroupId” shall be included.

NOTE 2: 
Inclusion of either "maximumNumberOfReports" (with a value higher than one) or "monitoringDuration" makes the Monitoring Request a Continuous Monitoring Request, where the SCEF sends Notifications until either the maximum number of requests or the monitoring duration is exceeded. Absence of both "maximumNumberOfReports" (with a value higher than one) or "monitoringDuration" makes the Monitoring Request a One-time Monitoring Request.
NOTE 3:
Properties marked with a feature as defined in subclause 5.3.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

NOTE 4:
In this release, for feature "Number_of_UEs_in_an_area_notification", locationType shall be set to "LAST_KNOWN_LOCATION".

NOTE 5:
The property does not apply for the feature “Number_of_UEs_in_an_area_notification”.


Editor's note:
The description about Monitoring Duration, property monitorExpireTime and the corresponding AVP in the southbound interface needs to be specified later.

Editor's note:
Handling if maximumNumberOfReports is exceeded is ffs.

Editor’s Note: Handling of the notificationDestination is FFS. 
*** Change 4.2 ***

5.3.2.2.2
Type: MonitoringEventNotification

This data type represents a monitoring event notification which is sent from the SCEF to the SCS/AS. 
Table 5.3.2.2.2-1: Definition of type MonitoringEventNotification

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE)

	subscriptionId
	Identifier
	1
	Identifier of the subscription to which this notification is related.
	

	tltrId
	TltrId
	0..1
	Correlator provided by the SCS/AS in the related subscription. Shall be present if provided by the SCS/AS during subscription creation.
	

	ttrId
	TtrId
	1
	Identifies the short-term transaction that can be used to correlate a request with its response.
	

	monitoringEventReports
	MonitoringEventReport
	1..N
	Monitoring reports.
	

	NOTE:
Properties marked with a feature as defined in subclause 5.3.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.


Editor's note:
TTRI is also present in stage 2 and is FFS.
*** Change 4.3 ***

5.3.3
Resource structure

5.3.3.1
General
All resource URIs of this API should have the following root:

{apiRoot}/3gpp_t8_monitoring_event/v1/

"apiRoot" is set as described in subclause 5.2.4. "apiName" shall be set to "3gpp_t8_monitoring_event" and "apiVersion" shall be set to "v1" for the current version defined in the present document. All resource URIs in the subclauses below are defined relative to the above root URI.
The following resources and HTTP methods are supported for this API:

Table 5.3.3.1-1: Resources and methods overview

	Resource name
	Resource URI
	HTTP method
	Meaning

	Monitoring Event Subscriptions
	3gpp_t8_monitoring_event/v1/{scsAsId}/subscriptions/
	GET
	Read all subscriptions for a given SCS/AS

	
	
	POST
	Create a new subscription to monitoring events

	Individual Monitoring Event Subscription
	3gpp_t8_monitoring_event/v1/{scsAsId}/subscriptions/{subscriptionId} 
	PUT
	Modify an existing subscription to monitoring events

	
	
	GET
	Read a subscription to monitoring events 

	
	
	DELETE
	Delete a subscription to monitoring events


*** Change 4.4 ***

5.3.3.2
Resource: Monitoring Event Subscriptions

[…]
5.3.3.2.3.4
POST
The POST method creates a new subscription resource to monitor events for a given SCS/AS. The SCS/AS shall initiate the HTTP POST request message and the SCEF shall respond to the message. The SCS/AS may provide the TLTRI in the message body. The SCEF shall construct the URI of the created resource.
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.3.3.2.3.4-1 and table 5.3.3.2.3.4-2.
Table 5.3.3.2.3.4-1: URI query parameters supported by the POST method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	


Table 5.3.3.2.3.4-2: Data structures supported by the POST request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	MonitoringEventSubscription
	1
	Parameters to register a subscription to notifications about monitoring events with the SCEF.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	MonitoringEventSubscription
	1
	201 Created
	The subscription was created successfully. 
The URI of the created resource shall be returned in the "Location" HTTP header.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


*** Change 4.5 ***

5.3.3.3
Resource: Individual Monitoring Events Subscription

5.3.3.3.1
Introduction
This resource allows an SCS/AS to subscribe to notifications about monitoring events at the SCEF.  
5.3.3.3.2
Resource definition

Resource URI: {apiRoot}/3gpp_t8_monitoring_event/v1/{scsAsId}/transactions/{subscriptionId}
This resource shall support the resource URI variables defined in table 5.2.3.2.2-1.

Table 5.3.3.3.2-1: Resource URI variables for resource "Individual Monitoring Event Transaction"
	Name
	Definition

	apiRoot
	See clause 5.2.4.

	scsAsId
	Identifier of the SCS/AS of type ScsAsId.

	subscriptionId
	Identifier of the subscription resource of type Identifier.


5.3.3.3.3
Resource methods

5.3.3.3.3.1
GET
The GET method allows to read a subscription resource to obtain details of an active subscription. The SCS/AS shall initiate the HTTP GET request message and the SCEF shall respond to the message. 
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.3.3.3.3.1-1 and table 5.3.3.3.3.1-2.
Table 5.3.3.3.3.1-1: URI query parameters supported by the GET method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	


Table 5.3.3.3.3.1-2: Data structures supported by the GET request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	none
	
	

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	MonitoringEventSubscription
	1
	200 OK
	The subscription information related to the request URI is returned.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


5.3.3.3.3.2
PUT
The PUT method modifies an existing subscription resource to update a subscription. The SCS/AS shall initiate the HTTP PUT request message and the SCEF shall respond to the message. 
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.3.3.3.3.2-1 and table 5.3.3.3.3.2-2.
Table 5.3.3.3.3.2-1: URI query parameters supported by the PUT method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	


Table 5.3.3.3.3.2-2: Data structures supported by the PUT request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	MonitoringEventSubscription
	1
	Parameters to register a subscription to notifications about monitoring events with the SCEF.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	MonitoringEventSubscription
	1
	200
 OK
	The subscription was updated successfully. 

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


5.3.3.3.3.3
PATCH

This HTTP method is not supported for the resource.
5.3.3.3.3.4
POST
This HTTP method is not supported for the resource.
5.3.3.3.3.5
DELETE

The DELETE method deletes the MonitoringEventSubscription resource and terminates the related monitoring subscription. The SCS/AS shall initiate the HTTP DELETE request message and the SCEF shall respond to the message. 
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.3.3.3.3.5-1 and table 5.3.3.3.3.5-2.
Table 5.3.3.3.3.5-1: URI query parameters supported by the DELETE method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	


Table 5.3.3.3.3.5-2: Data structures supported by the DELETE request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	none
	
	

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	none
	
	204 No Content
	The subscription was terminated successfully.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


*** Change 5.1 ***

5.4.2.1.2
Type: Bdt

This type represents a BDT subscription. The same structure is used in the subscription request and subscription response.

Table 5.4.2.1.2-1: Definition of type Bdt
	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE)

	id
	Identifier
	0..1
	SCEF-chosen identifier of this BDT subscription. Shall be absent in POST requests to create a resource, and shall be present otherwise.
	

	scsAsId
	ScsAsId
	1
	Identifies the SCS/AS
	

	tltrId
	TltrId
	0..1
	 SCS/AS-chosen correlator. May be provided by the SCS/AS in the request to create a resource. Shall be provided in the body of all subsequent request and response if it was present in the body of the resource creation request.
	

	ttrId
	TtrId
	1
	Identifies the short-term transaction that can be used to correlate a request with its response.
	

	self
	Link
	0..1
	Link to this resource. This parameter shall be supplied by the SCEF in HTTP responses that include an object of Bdt type
	

	volumePerUE
	UsageThreshold
	1
	Identifies the data volume expected to be transferred per UE.
	

	numberOfUEs
	Integer
	1
	Identifies the number of UEs.
	

	desiredTimeWindow
	TimeWindow
	1
	Identifies the time interval.
	

	geographicArea
	GeographicArea
	0..1
	Identifies the area within which the SCS/AS requests the number of UE.
	

	referenceId
	BdtReferenceId
	0..1
	Identifies a selected policy of background data transfer.
	

	transferPolicies
	TransferPolicy
	0..N
	Identifies an offered transfer policy.
	

	NOTE:
Properties marked with a feature as defined in subclause 5.4.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.


*** Change 5.2 ***

5.4.3
Resource structure

5.4.3.1
General
All resource URIs of this API should have the following root:

{apiRoot}/3gpp_t8_bdt/v1/

"apiRoot" is set as described in subclause 5.2.4. All resource URIs in the subclauses below are defined relative to the above root URI.
The following resources and HTTP methods are supported for this API:

Table 5.4.3.1-1: Resources and methods overview

	Resource name
	Resource URI
	HTTP method
	Meaning

	BDT Subscription
	3gpp_t8_bdt/v1/{scsAsId}/subscriptions
	GET
	Read all active background data transfer subscription resources for a given SCS/AS

	
	
	POST
	Create a new background data transfer subscription resource

	Individual BDT Subscription
	3gpp_t8_bdt/v1/{scsAsId}/subscriptions/{subscriptionId}
	PATCH
	Modify a background data transfer subscription resource to select one of the transfer policies offered by the SCEF

	
	
	GET
	Read a background data transfer subscription resource 

	
	
	DELETE
	Delete a background data transfer resource 


Editor's note:
The DELETE method is ffs.
*** Change 5.3 ***

5.4.3.2
Resource: BDT Subscriptions

[…]

5.4.3.2.3.4
POST

The POST method creates a new background data transfer subscription resource for a given SCS/AS . The SCS/AS shall initiate the HTTP POST request message and the SCEF shall respond to the message.
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.4.3.2.3.4-1 and table 5.4.3.2.3.4-2.
Table 5.4.3.2.3.4-1: URI query parameters supported by the POST method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	


Table 5.4.3.2.3.4-2: Data structures supported by the POST request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	Bdt
	1
	Parameters to register a subscription to request background data transfer related information with the SCEF.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	Bdt
	1
	201 Created
	The resource was created successfully.
The URI of the created resource shall be returned in the "Location" HTTP header.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


*** Change 5.4 ***

5.4.3.3
Resource: Individual BDT Subscription

5.4.3.3.1
Introduction
This resource allows the SCS/AS to manage resources for BDT using a long-term transaction.

5.4.3.3.2
Resource definition

Resource URI: {apiRoot}/3gpp_t8_bdt/v1/{scsAsId}/subscriptions/{subscriptionId}
This resource shall support the resource URI variables defined in table 5.4.3.3.2-1.

Table 5.4.3.3.2-1: Resource URI variables for resource "Individual BDT Subscription"
	Name
	Definition

	apiRoot
	See clause 5.2.4.

	scsAsId
	Identifier of the SCS/AS of type ScsAsId.

	subscriptionId
	Identifier of the subscription resource of type Identifier.


5.4.3.3.3
Resource methods

5.4.3.3.3.1
GET
The GET method allows to read an individual BDT subscription resource to obtain details of an active BDT subscription. The SCS/AS shall initiate the HTTP GET request message and the SCEF shall respond to the message.
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.4.3.3.3.1-1 and table 5.4.3.3.3.1-2.
Table 5.4.3.3.3.1-1: URI query parameters supported by the GET method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	


Table 5.4.3.3.3.1-2: Data structures supported by the GET request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	none
	
	

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	Bdt
	1
	200 OK
	The resource information related to the request URI is returned.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


5.4.3.3.3.2
PUT

Editor's note:
More detailed procedures will be specified later.
5.4.3.3.3.3
PATCH

The PATCH method allows the SCS/AS to modify an existing subscription resource, in order to notify the SCEF about the selected transfer policy. The SCS/AS shall initiate the HTTP PATCH message and the SCEF shall respond to the message.
This method shall support request and response data structures, and response codes, as specified in the table 5.4.3.3.3.3-1.
Table 5.4.3.3.3.3-1: Data structures supported by the PATCH request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	Bdt
	1
	Background data transfer policy selected by the SCS/AS.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	Bdt
	1
	FFS
	The resource was modified successfully.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


5.4.3.3.3.4
POST

This HTTP method is not supported for the resource.
5.4.3.3.3.5
DELETE

The DELETE method deletes the resource and terminates the BDT subscription. The SCS/AS shall initiate the HTTP DELETE message and the SCEF shall respond to the message.
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.4.3.3.3.5-1 and table 5.4.3.3.3.5-2.
Table 5.4.3.3.3.5-1: URI query parameters supported by the DELETE method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	


Table 5.4.3.3.3.5-2: Data structures supported by the DELETE request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	none
	
	

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	none
	
	204 No Content
	The resource was terminated successfully.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


*** Change 6.1 ***

5.5.2.1.2
Type: ChargeableParty

This type represents the configuration of a chargeable party. The same structure is used in the configuration request and configuration response.

Table 5.5.2.1.2-1: Definition of type ChargeableParty

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 1)

	id
	Identifier
	0..1
	SCEF-chosen identifier of this chargeable party transaction. Shall be absent in POST requests to create a resource, and shall be present otherwise.
	

	scsAsId
	ScsAsId
	1
	Identifies the SCS/AS
	

	tltrId
	TltrId
	0..1
	SCS/AS-chosen correlator. May be provided by the SCS/AS in the request to create a resource. Shall be provided in the body of all subsequent request and response if it was present in the body of the resource creation request.
	

	ttrId
	TtrId
	1
	Identifies the short-term transaction that can be used to correlate a request with its response. A new TTRI shall be assigned by the SCS/AS each time its sends an HTTP request.
	

	self
	Link
	0..1
	Link to this resource. This parameter shall be supplied by the SCEF in HTTP responses that include an object of ChargeableParty type
	

	ipv4Addr 

(NOTE 2)
	Ipv4Addr
	0..1
	IPv4 address
	

	ipv6Addr 

(NOTE 2)
	Ipv6Addr
	0..1
	IPv6 address
	

	mediaComponents
	MediaComponent
	1..N
	Describes the application flows
	

	sponsorInformation
	SponsorInformation
	1
	Describes the sponsor information such as who is sponsoring the traffic
	

	sponsoringEnabled
	boolean
	1
	Indicates sponsoring status.
	

	referenceId
	BDTReferenceId
	0..1
	The reference ID for a previously selected policy of background data transfer
	

	usageThreshold
	UsageThreshold
	0..1
	Time period and/or traffic volume
	

	NOTE 1:
Properties marked with a feature as defined in subclause 5.5.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

NOTE 2:
Either ipv4 or ipv6 address shall be provided.


*** Change 6.2 ***

5.5.3
Resource structure

5.5.3.1
General
All resource URIs of this API should have the following root:

{apiRoot}/3gpp_t8_chargeable_party/v1/

"apiRoot" is set as described in subclause 5.2.4. All resource URIs in the subclauses below are defined relative to the above root URI.
The following resources and HTTP methods are supported for this API:

Table 5.5.3.1-1: Resources and methods overview

	Resource name
	Resource URI
	HTTP method
	Meaning

	Chargeable Party Transactions
	3gpp_t8_chargeable_party/v1/{scsAsId}/transactions
	GET
	Read all chargeable party transaction resources for a given SCS/AS 

	
	
	POST
	Create a new chargeable party transaction resource

	Individual Chargeable Party Transaction
	3gpp_t8_chargeable_party/v1/{scsAsId}/transactions/{transactionId}
	GET
	Read a chargeable party transaction resource

	
	
	PATCH
	Activate or Deactivate sponsoring by a chargeable party.

	
	
	DELETE
	Delete an existing chargeable party transaction resource


*** Change 6.3 ***

5.5.3.2
Resource: Chargeable Party Transactions

 […]

5.5.3.2.3.4
POST

The POST method creates a new chargeable party transaction resource for a given SCS/AS . The SCS/AS shall initiate the HTTP POST request message and the SCEF shall respond to the message. The SCS/AS may provide the TLTRI in the message body. The SCEF shall construct the URI of the created resource.
This method shall support request and response data structures, and response codes, as specified in the table 5.5.3.2.3.4-1.
Table 5.5.3.2.3.4-1: Data structures supported by the POST request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	ChargeableParty
	1
	Parameters to create a chargeable party transaction with the SCEF.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	ChargeableParty
	1
	201 Created
	The transaction was created successfully. 
The URI of the created resource shall be returned in the "Location" HTTP header.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


*** Change 6.4 ***

5.5.3.3
Resource: Individual Chargeable Party Transaction

5.5.3.3.1
Introduction
This resource allows the SCS/AS to configure a chargeable party for some application flows using a long-term transaction.

5.5.3.3.2
Resource definition

Resource URI: {apiRoot}/3gpp_t8_chargeable_party/v1/{scsAsId}/transactions/{transactionId}
This resource shall support the resource URI variables defined in table 5.5.3.3.2-1.

Table 5.5.3.3.2-1: Resource URI variables for resource "Individual Chargeable Party Transaction"
	Name
	Definition

	apiRoot
	See clause 5.2.4.

	scsAsId
	Identifier of the SCS/AS of type ScsAsId.

	transactionId
	Identifier of the transaction of type Identifier.


5.5.3.3.3
Resource methods

5.5.3.3.3.1
GET
The GET method allows to read a transaction resource to obtain details of an active . The SCS/AS shall initiate the HTTP GET request message and the SCEF shall respond to the message. 
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.5.3.3.3.1-1 and table 5.5.3.3.3.1-2.
Table 5.5.3.3.3.1-1: URI query parameters supported by the GET method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	


Table 5.5.3.3.3.1-2: Data structures supported by the GET request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	none
	
	

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	ChargeableParty
	1
	200 OK
	The chargeable party transactions information related to the request URI is returned.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


5.5.3.3.3.2
PUT
This HTTP method is not supported for the resource.
5.5.3.3.3.3
PATCH

The PATCH method allows to change the sponsoring status of an active subscription. It also allows to activate a background data tranfer policy. The SCS/AS shall initiate the HTTP PATCH request message and the SCEF shall respond to the message. Only the properties "sponsoringEnabled", "usageThreshold" and "referenceId" are allowed to be changed.
This method shall support request and response data structures, and response codes, as specified in the table 5.5.3.3.3.3-1.
Table 5.5.3.3.3.3-1: Data structures supported by the PATCH request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	ChargeableParty
	1
	Sponsor status change, usage threshold change and/or background data transfer policy activation.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	ChargeableParty
	1
	200 OK
	The chargeable party transaction resource was modified successfully. 

The SCEF shall return a representation of the updated chargeable party transaction resource in the response payload body.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


5.5.3.3.3.4
POST
This HTTP method is not supported for the resource.
5.5.3.3.3.5
DELETE

The DELETE method allows to delete an active chargeable party transaction resource and to terminate the related chargeable party transaction. The SCS/AS shall initiate the HTTP DELETE request message and the SCEF shall respond to the message. 
This method shall support request and response data structures, and response codes, as specified in the table 5.5.3.3.3.5-1.
Table 5.5.3.3.3.5-1.: Data structures supported by the DELETE request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	none
	
	

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	none
	
	204 No Content
	The subscription was deleted successfully.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


*** Change 7.1 ***

5.6.2.1.2
Type: NiddConfiguration

This type represents the configuration for NIDD identified by an SCS/AS identifier and a TLTRI. The same structure is used in the configuration request and configuration response.

Table 5.6.2.1.2-1: Definition of type NiddConfiguration

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 1)

	id
	Identifier
	0..1
	SCEF-chosen identifier of this NIDD configuration. Shall be absent in POST requests to create a resource, and shall be present otherwise.
	

	scsAsId
	ScsAsId
	1
	Identifies the SCS/AS
	

	ttrId
	TtrId
	1
	Identifies the short-term transaction that can be used to correlate a request with its response.
	

	tltrId
	TltrId
	0..1
	SCS/AS-chosen correlator. May be provided by the SCS/AS in the request to create a resource. Shall be provided in the body of all subsequent request and response if it was present in the body of the resource creation request.
	

	self
	Link
	0..1
	Link to this resource. This parameter shall be supplied by the SCEF in HTTP responses that include an object of TltriNidd type
	

	externalId
	ExternalId
	0..1
	Each element uniquely identifies a user as defined in Clause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 2)
	

	msisdn
	Msisdn
	0..1
	Each element identifies the MS internal PSTN/ISDN number allocated for a UE.

(NOTE 2)
	

	duration
	dateTime
	1
	Identifies the absolute time at which the related NIDD Configuration request is considered to expire, as specified in subclause 5.13.2 of 3GPP TS 23.682 [2].
	

	reliableDataService
	boolean
	1
	The reliable data service (as defined in clause 4.5.15.3 of 3GPP TS 23.682 [2]) to indicate if a reliable data service acknowledgment is enabled or not.
	

	rdsPorts
	RdsPort
	0..N
	Indicates the port configuration that is used for reliable data transfer between specific applications using RDS (as defined in clause 5.2.4 and 5.2.5 of 3GPP TS 24.250 [31]).
	

	pdnEstablishmentOption
	PdnEstablishmentOptions
	0..1
	Indicate what the SCEF should do if the UE has not established the PDN connection and MT non-IP data needs to be sent. (wait for the UE to establish the PDN connection, respond with an error cause, or send a device trigger; see step 2 of the MT NIDD Procedure in clause 5.13.3 of 3GPP TS 23.682 [2])
The SCEF will use the value as the default preference from the SCS/AS when handling all MT non-IP packets associated with the NIDD connection.
	

	notificationDestination
	Link
	1
	An URI of a notification destination that T8 message shall be delivered to.
	

	maximumPacketSize
	integer
	0..1
	The Maximum Packet Size is the maximum NIDD packet size that was transferred to the UE by the SCEF in the PCO, see clause 4.5.14.1 of 3GPP TS 23.682 [2]. If no maximum packet size was provided to the UE by the SCEF, the SCEF sends a default configured max packet size to SCS/AS.
Unit: bit.
	

	niddDownlinkDataTransfers
	NiddDownlinkDataTransfer
	0..N
	The downlink data deliveries that needed to be executed by the SCEF.

Their SCS/AS identifier and TLTRID shall be equal to the ones in the NIDD configuration.
	

	status
	NiddStatus
	0..1
	May be supplied by the SCEF
	

	NOTE 1:
Properties marked with a feature as defined in subclause 5.6.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

NOTE 2:
One of the properties “externalIds” or “msisdns” shall be included.


5.6.2.1.3
Type: NiddDownlinkDataTransfer

This type represents received NIDD downlink data from the SCS/AS.

Table 5.6.2.1.3-1: Definition of type NiddDownlinkDataTransfer

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE)

	id
	Identifier
	0..1
	SCEF-chosen identifier of this downlink data transfer. Shall be absent in POST requests to create a resource, and shall be present otherwise.
	

	scsAsId
	ScsAsId
	1
	Identifies the SCS/AS
	

	niddConfigurationId
	Identifier
	0..1
	Identifier of the related NIDD configuration, as defined by the "id" attribute of the "NiddConfiguration" data type. Shall be absent in POST requests to create a resource, and shall be present otherwise.
	

	ttrId
	TtrId
	0..1
	SCS/AS-chosen correlator for the short-term transaction that can be used to identify this downlink data delivery. May be provided by the SCS/AS in the request to create a resource. Shall be provided in the body of all subsequent request and response if it was present in the body of the resource creation request.
	

	tltrId
	TltrId
	0..1
	SCS/AS-chosen correlator for the related NIDD configuration. May be provided by the SCS/AS in the request to create a resource. Shall be provided in the body of all subsequent request and response if it was present in the body of the resource creation request.
	

	externalId
	ExternalId
	0..1
	Each element uniquely identifies a user as defined in Clause 4.6.2 of 3GPP TS 23.682 [2].
	

	msisdn
	Msisdn
	0..1
	Each element identifies the MS internal PSTN/ISDN number allocated for a UE.
	

	self
	Link
	0..1
	Link to this resource. This parameter shall be supplied by the SCEF in HTTP responses that include an object of SendNiddUplinkDataRequest type
	

	data
	binary
	0..1
	The non IP data that needed to be delivered to UE from the SCS/AS.
The data field shall be absent, unless it’s used to purge the buffered downlink data in SCEF.
	

	reliableDataService
	boolean
	0..1
	The reliable data service (as defined in clause 4.5.15.3 of 3GPP TS 23.682 [2]) to indicate if a reliable data service acknowledgment is enabled or not.
	

	rdsPort
	RdsPort
	0..1
	Indicates the port configuration that is used for reliable data transfer between specific applications using RDS (as defined in clause 5.2.4 and 5.2.5 of 3GPP TS 24.250 [31]).
	

	maximumLatency
	long
	0..1
	
	

	priority
	integer
	0..1
	
	

	pdnEstablishmentOption
	PdnEstablishmentOptions
	0..1
	Indicate what the SCEF should do if the UE has not established the PDN connection and MT non-IP data needs to be sent (wait for the UE to establish the PDN connection, respond with an error cause, or send a device trigger; see step 2 of the MT NIDD Procedure in clause 5.13.3 of 3GPP TS 23.682 [2])

If PDN Connection Establishment Option is not provided with the non-IP packet, the SCEF uses the PDN Connection Establishment Option that was provided during NIDD Configuration to decide how to handle the absence of a PDN connection.
	

	deliveryStatus
	DeliveryStatus
	0..1
	This parameter shall be supplied by the SCEF in HTTP responses that include an object of SendNiddUplinkDataRequest type
	

	requestedRetransmissionTime
	dateTime
	0..1
	Identifies the absolute time at which the SCEF expects the SCS/AS to retransmit the non-IP data.
This parameter may be supplied by the SCEF for delivery status "FAILURE_TEMORARILY_NOT_REACHABLE"
	

	NOTE:
Properties marked with a feature as defined in subclause 5.6.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.


5.6.2.1.4
Type: NiddUplinkDataNotification

This type represents NIDD uplink data to be notified to the SCS/AS.

Table 5.6.2.1.4-1: Definition of type NiddUplinkDataNotification

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 1)

	niddConfigurationId
	Identifier
	1
	Identifier of the related NIDD configuration, as defined by the "id" attribute of the "NiddConfiguration" data type. 
	

	
	
	
	
	

	tltrId
	TltrId
	0..1
	SCS/AS-chosen correlator for the related NIDD configuration resource.
Shall be present if it was provided when the related NIDD configuration resource was created.
	

	externalId
	ExternalId
	0..1
	Each element uniquely identifies a user as defined in Clause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 2)
	

	Msisdn
	Msisdn
	0..1
	Each element identifies the MS internal PSTN/ISDN number allocated for a UE.

(NOTE 2)
	

	data
	binary
	0..1
	The non IP data that needed to be delivered to UE from the SCS/AS.
The data field shall be absent, unless it’s used to purge the buffered downlink data in SCEF.
	

	reliableDataService
	boolean
	0..1
	
	

	rdsPort
	RdsPort
	0..1
	Indicates the port configuration that is used for reliable data transfer between specific applications using RDS (as defined in clause 5.2.4 and 5.2.5 of 3GPP TS 24.250 [31]).
	

	NOTE 1:
Properties marked with a feature as defined in subclause 5.6.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

NOTE 2:
One of the properties “externalIds” or “msisdns” shall be included.


5.6.2.1.5
Type: NiddDownlinkDataDeliveryStatusNotification

This type represents the delivery status for a specific NIDD downlink data delievery.

Table 5.6.2.1.5-1: Definition of type NiddDownlinkDataDeliveryNotification

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE)

	niddConfigurationId
	Identifier
	1
	Identifier of the related NIDD configuration resource, as defined by the "id" attribute of the "NiddConfiguration" data type. 
	

	niddDownlinkDataTransferId
	Identifier
	1
	Identifier of the related NIDD downlink data transfer resource, as defined by the "id" attribute of the "NiddDownlinkDataTransfer" data type. 
	

	ttrId
	TtrId
	0..1
	SCS/AS-chosen correlator for the related downlink data delivery resource. Shall be present if it was provided when the related downlink data delivery resource was created.
	

	tltrId
	TltrId
	0..1
	SCS/AS-chosen correlator for the related NIDD configuration resource.

Shall be present if it was provided when the related NIDD configuration resource was created.
	

	deliveryStatus
	DeliveryStatus
	1
	
	

	requestedRetransmissionTime
	dataTime
	0..1
	Identifies the absolute time at which the SCEF expects the SCS/AS to retransmit the non-IP data.
This parameter may be supplied by the SCEF for delivery status "FAILURE_TEMORARILY_NOT_REACHABLE"
	

	NOTE:
Properties marked with a feature as defined in subclause 5.6.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.


Editor's note:
Whether the notification can be used for the multiple downlink data deliveries is for FFS.
5.6.2.1.6
Type: NiddConfigurationStatusNotifiation

This type represents an NIDD configuration status notification.
Table 5.6.2.1.6-1: Definition of type NiddConfigurationStatusNotification
	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 1)

	niddConfigurationId
	Identifier
	1
	Identifier of the related NIDD configuration resource, as defined by the "id" attribute of the "NiddConfiguration" data type. 
	

	
	
	
	
	

	tltrId
	TltrId
	0..1
	SCS/AS-chosen correlator for the related NIDD configuration resource. Shall be present if it was provided when the related NIDD configuration resource was created.
	

	externalId
	ExternalId
	0..1
	Each element uniquely identifies a user as defined in Clause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 2)
	

	msisdn
	Msisdn
	0..1
	Each element identifies the MS internal PSTN/ISDN number allocated for a UE.

(NOTE 2)
	

	status
	NiddStatus
	1
	
	

	NOTE 1:
Properties marked with a feature as defined in subclause 5.6.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

NOTE 2:
One of the properties “externalId” or “msisdn” shall be included.


*** Change 7.2 ***

5.6.3
Resource structure

5.6.3.1
General
All resource URIs of this API should have the following root:

{apiRoot}/3gpp_t8_nidd/v1/

"apiRoot" is set as described in subclause 5.2.4. "apiName" shall be set to "3gpp_t8_nidd" and "apiVersion" shall be set to "v1" for the version defined in the present document. All resource URIs in the subclauses below are defined relative to the above root URI.
The following resources and HTTP methods are supported for this API:

Table 5.6.3.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP method
	HTTP initiator
	Meaning

	NIDD configurations
	3gpp_t8_nidd/v1/{scsAsId}/configurations
	GET
	SCS/AS
	Read all NIDD configuration resources for a given SCS/AS 

	
	
	POST
	SCS/AS
	Create a new NIDD configuration resource.

	Individual NIDD configuration
	3gpp_t8_nidd/v1/{scsAsId}/configurations/{configurationId}
	PATCH
	SCS/AS
	Modify an existing NIDD configuration resource

	
	
	GET
	SCS/AS
	Read an NIDD configuration resource

	
	
	DELETE
	SCS/AS
	Delete an existing NIDD configuration resource

	NIDD downlink data deliveries
	3gpp_t8_nidd/v1/{scsAsId}/configurations/{configurationId}/downlink_data_deliveries
	GET
	SCS/AS
	Read all pending NIDD downlink data delivery resources related to a particular NIDD configuration resource.

	
	
	POST
	SCS/AS
	Create an NIDD downlink data delivery resource related to a particular NIDD configuration resource.

	Individual NIDD downlink data delivery
	3gpp_t8_nidd/v1/{scsAsId}/configurations/{configurationId}/downlink_data_deliveries/{ttrId}
	PUT
	SCS/AS
	Replace an NIDD downlink data delivery resource. 

	
	
	GET
	SCS/AS
	Read pending NIDD downlink data delivery resource

	NIDD Configuration Update Notification
	{notification_uri}
	POST
	SCEF
	Send notifications about the status of an NIDD configuration to the SCS/AS.

	NIDD Downlink Data Delivery Status Notification
	{notification_uri}
	POST
	SCEF
	Report a specific NIDD downlink data delivery result to the SCS/AS.

	NIDD Uplink Data Notification
	{notification_uri}
	POST
	SCEF
	Send an uplink non-IP data notification from the SCEF to the SCS/AS.


*** Change 7.3 ***

5.6.3.2
Resource: NIDD Configurations
[…]
5.6.3.2.3.4
POST
To create a NIDD configuration, the SCS/AS shall use the HTTP POST method on the "configurations" collection resource as follows:

-
the body of the message is encoded in JSON format with the data structure defined in table 5.6.2.1.2-1.
The possible response messages from the SCEF, depending on whether the POST request is successful or unsuccessful, are shown in Table 5.6.3.2.3.4-1.

Table 5.6.3.2.3.4-1: Data structures supported by the POST request/response by the resource
	Request body
	Data type
	Cardinality
	Remarks

	
	NiddConfiguration
	1
	Parameters to create and authorize a NIDD configuration with the SCEF.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	NiddConfiguration
	1
	201 Created
	The NIDD configuration was created successfully. 

The SCEF shall return a data structure of type "NiddConfiguration" in the response payload body.

The URI of the created resource shall be returned in the "Location" HTTP header.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1


Editor's note:
It’s FFS whether other values will be defined.
*** Change 7.4 ***

5.6.3.3
Resource: Individual NIDD Configuration

5.6.3.3.1
Introduction
This resource allows the SCS/AS to query/update/cancel the specific NIDD configuration at the SCEF.  
5.6.3.3.2
Resource definition

Resource URI: {apiRoot}/3gpp_t8_nidd/v1/{scsAsId}/configurations/{configurationId}
This resource shall support the resource URI variables defined in table 5.6.3.3.2-1.

Table 5.6.3.3.2-1: Resource URI variables for resource "Individual NIDD Transaction"
	Name
	Definition

	apiRoot
	See clause 5.2.4.

	scsAsId
	Identifier of the SCS/AS of type ScsAsId.

	configurationId
	Identifier of the configuration of type Identifier.


5.6.3.3.3
Resource methods

5.6.3.3.3.1
GET

5.6.3.3.3.2
PUT
5.6.3.3.3.3
PATCH
Assuming that a NIDD configuration has been created using the HTTP POST method described in subclause 5.6.3.2.3.4, partial updating of its properties can be performed by the SCS/AS by using the HTTP PATCH method on the “configuration” instance resource as follows:

-
the body of the message is encoded in JSON format with the data structure defined in table 5.6.2.1.2-1
The content body of the NIDD configuration update request shall contain updated partial representation of the configuration resource. The NIDD configuration properties as "scsAsId", and "tltrId"  (if set during resource creation) shall be presented in the content body, and only the properties "reliableDataService", "rdsPort" as well as "pdnEstablishmentOption" can be modified.
Editor's note:
It’s FFS for whether other NIDD configuration properties can be included in the HTTP PATCH request.
The possible response messages from the SCEF, depending on whether the PATCH request is successful or unsuccessful, are shown in Table 5.6.3.3.3.3-1.
Table 5.6.3.3.3.3-1: Data structures supported by the PATCH request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	NiddConfiguration
	1
	Parameters to update a NIDD configuration with the SCEF.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	NiddConfiguration
	1
	200 OK
	The NIDD configuration was modified successfully. 

The SCEF shall return an updated data structure of type "NiddConfiguration" in the response payload body.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


Editor's note:
It’s FFS whether other values will be defined.
5.6.3.3.3.4
POST
5.6.3.3.3.5
DELETE
To cancel a NIDD configuration, the SCS/AS shall use the HTTP DELETE method on the individual "NIDD configuration" resource which is indicated by the URI in the Location header of the HTTP POST response:

The possible response messages from the SCEF, depending on whether the DELETE request is successful or unsuccessful, are shown in Table 5.3x.2.2.3.3-1.

Table 5.3x.2.2.3.3-1.: Data structures supported by the DELETE request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	none
	
	.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	NiddConfiguration 
	1
	200 OK
	The NIDD configuration was cancelled successfully.

The SCEF shall return a data structure of type "NiddConfiguration" with a “TERMINATE” status in the response body.

	
	none
	
	204 No Content
	The NIDD configuration was cancelled successfully. The response body shall be empty. 



	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


Editor's note:
It’s FFS whether other values will be defined.

Editor's note:
It’s FFS whether other data type can be specified with 200 OK value.
5.6.3.4
Resource: NIDD downlink data deliveries

5.6.3.4.1
Introduction
This resource allows the SCS/AS to read all pending NIDD downlink data delivery resources for a particular NIDD configuration resource.
This resource also allows the SCS/AS to create an NIDD downlink data delivery. 
5.6.3.4.2
Resource definition

Resource URI: {apiRoot}/3gpp_t8_nidd/v1/{scsAsId}/configurations/{configurationId}/downlink_data_deliveries
This resource shall support the resource URI variables defined in table 5.6.3.4.2-1.

Table 5.6.3.4.2-1: Resource URI variables for resource "NIDD Downlink Data Deliveries"
	Name
	Definition

	apiRoot
	See clause 5.2.4.

	scsAsId
	Identifier of the SCS/AS of type ScsAsId.

	configurationId
	Identifier of the configuration of type Identifier.


5.6.3.4.3
Resource methods

5.6.3.4.3.1
GET

5.6.3.4.3.2
PUT

5.6.3.4.3.3
PATCH
5.6.3.4.3.4
POST
To deliver the downlink non-IP data, the SCS/AS shall use the HTTP POST method on the "downlink_data_deliveries" resource as follows:

-
the body of the message is encoded in JSON format with the data structure defined in table 5.6.2.1.3-1.
The possible response messages from the SCEF, depending on whether the POST request is successful or unsuccessful, are shown in Table 5.6.3.4.3.4-1.

Table 5.6.3.4.3.4-1: Data structures supported by the POST request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	NiddDownlinkDataTransfer
	1
	The parameters and non-IP data for the MT delivery.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	NiddDownlinkDataTransfer
	1
	200 OK
	The NIDD downlink data delivery was successful. 

The SCEF shall return a data structure of type "NiddDownlinkDataTransfer" in the response payload body.

	
	NiddDownlinkDataTransfer
	1
	202 Accepted
	The NIDD downlink data delivery request was accepted by the SCEF, the NIDD will be performed later.

The SCEF shall return a data structure of type "NiddDownlinkDataTransfer" in the response payload body, and shall return the URI of the resource representing the downlink data transfer in the "Location" header.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


Editor's note:
It’s FFS whether other values will be defined.
Editor's note: In the table above, it is FFS whether a successful download creates a resource that can be modified later (in that case, need to change status code to 201 and mandate returning a Location header) or not (can keep 200 OK).
5.6.3.4.3.5
DELETE
5.6.3.5
Resource: Individual NIDD downlink data delivery

5.6.3.5.1
Introduction
This resource allows the SCS/AS to read a pending NIDD downlink delivery resource, or to replace an NIDD downlink data delivery resource related to an NIDD configuration resource.

5.6.3.5.2
Resource definition

Resource URI: {apiRoot}/3gpp_t8_nidd/v1/{scsAsId}/configurations/{configurationId}/downlink_data_deliveries/{downlinkDataDeliveryId}
This resource shall support the resource URI variables defined in table 5.6.3.5.2-1.

Table 5.6.3.4.2-1: Resource URI variables for resource "Individual NIDD Downlink Data Delivery"
	Name
	Definition

	apiRoot
	See clause 5.2.4.

	scsAsId
	Identifier of the SCS/AS of type ScsAsId.

	configurationId
	Identifier of the configuration of type Identifier.

	downlinkDataDeliveryId
	Identifier of the downlink data delivery of type Identifier.


5.6.3.5.3
Resource methods

5.6.3.5.3.1
GET

5.6.3.5.3.2
PUT
To replace the buffered downlink non-IP data, the SCS/AS shall use the HTTP PUT method on the individual "downlink_data_delivery" resource as follows:

-
the body of the message is encoded in JSON format with the data structure defined in table 5.6.2.1.3-1.
The possible response messages from the SCEF, depending on whether the PUT request is successful or unsuccessful, are shown in Table 5.6.3.5.3.2-1.

Table 5.6.3.5.3.2-1: Data structures supported by the PUT request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	NiddDownlinkDataTransfer
	1
	The parameters and non-IP data for the MT delivery.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	NiddDownlinkDataTransfer
	1
	200 OK
	The NIDD downlink data delivery was successful. 

The SCEF shall return a data structure of type "NiddDownlinkDataTransfer" in the response payload body.

	
	NiddDownlinkDataTransfer
	1
	202 Accepted
	The NIDD downlink data delivery was accepted by the SCEF, the NIDD will be performed later.

The SCEF shall return a data structure of type "NiddDownlinkDataTransfer" in the response payload body.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


Editor's note:
It’s FFS whether other values will be defined.
5.6.3.5.3.3
PATCH
5.6.3.5.3.4
POST
5.6.3.5.3.5
DELETE

*** Change 8.1 ***

5.7.2.1.2
Type: DeviceTriggering

This type represents device triggering request identified by a TLTRI. The same structure is used in the request and response.

Table 5.7.2.1.2-1: Definition of type DeviceTriggering

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE)

	id
	Identifier
	0..1
	SCEF-chosen identifier of this device triggering transaction. Shall be absent in POST requests to create a resource, and shall be present otherwise.
	

	scsAsId
	ScsAsId
	1
	Identifies the SCS/AS
	

	tltrId
	TltrId
	1
	SCS/AS-chosen correlator. May be provided by the SCS/AS in the request to create a resource. Shall be provided in the body of all subsequent request and response if it was present in the body of the resource creation request.
	

	ttrId
	TtrId
	1
	Identifies the short-term transaction that can be used to correlate a request with its response. A new TTRI shall be assigned by the SCS/AS each time its sends an HTTP request.
	

	self
	Id
	0..1
	Link to this resource. This parameter shall be supplied by the SCEF in HTTP responses that include an object of DeviceTriggering type
	

	triggerReferenceNumber
	integer
	1
	The reference number is allocated by the initiator of a transaction and is used in all subsequent messages related to that transaction.
	

	validityPeriod
	DurationSec
	1
	The validity time in seconds for the specific action requested.
	

	priority
	Priority
	0..1
	Identifies the priority of the device trigger.
	

	applicationPortId
	Port
	0..1
	This is used to uniquely identify the triggering application addressed in the device.
	

	triggerPayload
	binary
	1
	The device triggering payload.
	

	notificationDestination
	Link
	0..1
	A URI indicating the notification destination for T8 notifications.
	

	deliveryResult
	DeliveryResult
	0..1
	The delivery result shall be included in the HTTP responses that indicate the delivery status of the device triggering.
	

	NOTE:
Properties marked with a feature as defined in subclause 5.7.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.


Editor´s note: It is FFS if trigger reference number is made redundant by the tltrId

5.7.2.1.3
Type: DeviceTriggeringDeliveryReportNotification

This type represents device triggering delivery report notification. 

Table 5.7.2.1.4-1: Definition of type DeviceTriggeringDeliveryReportNotification

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE)

	niddConfigurationId
	Identifier
	1
	Identifier of the related device triggering transaction resource, as defined by the "id" attribute of the "DeviceTriggering" data type. 
	

	tltrId
	TltrId
	0..1
	SCS/AS-chosen correlator for the related device triggering transaction resource. Shall be present if it was provided when the related device triggering transaction resource was created. 
	

	result
	DeliveryResult
	1
	OK, unknown or diverse failures
	

	NOTE:
Properties marked with a feature as defined in subclause 5.3.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.


*** Change 8.2 ***

5.7.3
Resource structure

5.7.3.1
General
All resource URIs of this API should have the following root:

{apiRoot}/3gpp_t8_device_triggering/v1/

"apiRoot" is set as described in subclause 5.2.4. All resource URIs in the subclauses below are defined relative to the above root URI.
The following resources and HTTP methods are supported for this API:

Table 5.7.3.1-1: Resources and methods overview

	Resource name
	Resource URI
	HTTP method
	HTTP initiator
	Meaning

	Device Triggering Transactions
	3gpp_t8_device_triggering/v1/{scsAsId}/transactions
	GET
	SCS/AS
	Read all active device triggering transaction resources for a given SCS/AS 

	
	
	POST
	SCS/AS
	Create a new device triggering transaction resource

	Individual Device Triggering Transaction
	3gpp_t8_device_triggering/v1/{scsAsId}/transactions/{transactionId}
	PUT
	SCS/AS
	Replace an existing device triggering transaction resource and the corresponding device trigger request

	
	
	GET
	SCS/AS
	Read a device triggering transaction resource 

	
	
	DELETE
	SCS/AS
	Delete an existing device triggering transaction resource and cancel the device triggering

	Device Triggering Delivery Report Notification
	{notification_uri}
	POST
	SCEF
	Report a device triggering delivery report to SCS/AS.


*** Change 8.3 ***

5.7.3.2
Resource: Device Triggering Transactions

5.7.3.2.1
Introduction
This resource allows the SCS/AS to read all active resources related to device triggering, and create a resource for a device triggering transaction with the SCEF.

5.7.3.2.2
Resource definition

Resource URI: {apiRoot}/3gpp_t8_device_triggering/v1/{scsAsId}/transactions/
This resource shall support the resource URI variables defined in table 5.7.3.2.2-1.

Table 5.7.3.2.2-1: Resource URI variables for resource "Device Triggering Transactions"
	Name
	Definition

	apiRoot
	See clause 5.2.4.

	scsAsId
	Identifier of the SCS/AS of type ScsAsId.


5.7.3.2.3
Resource methods

5.7.3.2.3.1
GET

5.7.3.2.3.2
PUT
5.7.3.2.3.3
PATCH
5.7.3.2.3.4
POST

To create a long-term transaction for a device triggering, the SCS/AS shall use the HTTP POST method on the "transactions" collection resource as follows:

-
the body of the message is encoded in JSON format with the data structure defined in table 5.7.2.1.2-1.
The possible response messages from the SCEF, depending on whether the POST request is successful or unsuccessful, are shown in Table 5.7.3.2.3.4-1.

Table 5.7.3.2.3.4-1: Data structures supported by the POST request/response by the resource
	Request body
	Data type
	Cardinality
	Remarks

	
	DeviceTriggering
	1
	Parameters to request a device triggering delivery.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	DeviceTriggering
	1
	201 Created
	The long term transaction for the device triggering was created successfully. 

The SCEF shall return a data structure of type "DeviceTriggering" in the response payload body.

The URI of the created resource shall be returned in the "Location" HTTP header.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1


Editor's note:
It’s FFS whether other values will be defined.
*** Change 8.4 ***

5.7.3.3
Resource: Individual Device Triggering Transaction

5.7.3.3.1
Introduction
This resource allows the SCS/AS to operate a specific pending device triggering by using a long-term transaction.

5.7.3.3.2
Resource definition

Resource URI: {apiRoot}/3gpp_t8_device_triggering/v1/{scsAsId}/transactions/{transactionId}
This resource shall support the resource URI variables defined in table 5.7.3.3.2-1.

Table 5.7.3.3.2-1: Resource URI variables for resource "Individual Device Triggering Transaction"
	Name
	Definition

	apiRoot
	See clause 5.2.4.

	scsAsId
	Identifier of the SCS/AS of type ScsAsId.

	transactionId

	Identifier of the transaction resource of type Identifier.


5.7.3.3.3
Resource methods

5.7.3.3.3.1
GET

5.7.3.3.3.2
PUT

A pending device triggering delivery can be replaced by the SCS/AS. To replace the pending device triggering, the SCS/AS shall use the HTTP PUT method on the “transaction” instance resource as follows:

-
the body of the message is encoded in JSON format with the data structure defined in table 5.7.2.1.2-1
The parameters of “scsAsId”, “tltrId” (if passed previously during resource creation) and “ttrId” shall be unchanged. Meanwhile, a new “triggerReferenceNumber” shall be provided. And other provided parameters in this request shall replace the parameters provided in previous request.
The possible response messages from the SCEF, depending on whether the PUT request is successful or unsuccessful, are shown in Table 5.7.3.3.3.2-1.
Table 5.7.3.3.3.2-1: Data structures supported by the PUT request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	DeviceTriggering
	1
	Parameters to replace a device triggering with the SCEF.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	DeviceTriggering
	1
	200 OK
	The device triggering was modified successfully. 

The SCEF shall return an updated data structure of type "DeviceTriggering" with the “DeliveryResult” field in the response payload body.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


5.7.3.3.3.3
PATCH
5.7.3.3.3.4
POST
5.7.3.3.3.5
DELETE

To cancel an ongoing device triggering delivery, the SCS/AS shall use the HTTP DELETE method on the individual "transaction" resource which is indicated by the URI in the Location header of the HTTP POST response:

The possible response messages from the SCEF, depending on whether the DELETE request is successful or unsuccessful, are shown in Table 5.7.3.3.3.5-1.

Table 5.7.3.3.3.5-1: Data structures supported by the DELETE request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	none
	
	.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	DeviceTriggering 
	1
	200 OK
	The Device Triggering delivery was cancelled successfully.

The SCEF shall return a data structure of type "DeviceTriggering" with a “TERMINATE” status in the response body.

	
	none
	
	204 No Content
	The Device Triggering was cancelled successfully. 

The SCEF shall not return a response payload. 



	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


*** Change 9.1 ***

5.9.2.1.2
Type: ReportingNetworkStatus
This type represents the configuration of reporting the network status identified by a TLTRI. The same structure is used in the configuration request and configuration response.

Table 5.9.2.1.2-1: Definition of type ReportingNetworkStatus
	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE)

	id
	Identifier
	0..1
	SCEF-chosen identifier of this network status reporting transaction. Shall be absent in POST requests to create a resource, and shall be present otherwise.
	

	scsAsId
	ScsAsId
	1
	Identifies the SCS/AS.
	

	tltrId
	TltrId
	1
	SCS/AS-chosen correlator. May be provided by the SCS/AS in the request to create a resource. Shall be provided in the body of all subsequent request and response if it was present in the body of the resource creation request.
	

	ttrId
	TtrId
	1
	Identifies the short-term transaction that can be used to correlate a request with its response. A new TTRI shall be assigned by the SCS/AS each time its sends an HTTP request.
	

	self
	Link
	0..1
	Link to this resource. This parameter shall be supplied by the SCEF in HTTP responses that include an object of ReportingNetworkStatus type.
	

	geographicArea
	GeographicArea
	1
	Identifies a geographic area.
	

	timeDuration
	datetime
	0..1
	Identifies the time for which a continuous reporting is requested.
	

	reportThreshold
	UInteger
	0..N
	Identifies a list of congestion level(s) that the SCS/AS requests to be informed of when reached.
	

	NOTE:
Properties marked with a feature as defined in subclause 5.9.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.


*** Change 9.2 ***

5.9.3
Resource structure

5.9.3.1
General
All resource URIs of this API should have the following root:

{apiRoot}/3gpp_t8_network_status_reporting/v1/

"apiRoot" is set as described in subclause 5.2.4. All resource URIs in the subclauses below are defined relative to the above root URI.
The following resources and HTTP methods are supported for this API:

Table 5.9.3.1-1: Resources and methods overview

	Resource name
	Resource URI
	HTTP method
	Meaning

	Network Status 

Reporting Transactions
	3gpp_t8_network_status_reporting/v1/{scsAsId}/transactions
	GET
	Read all network status reporting transaction resources for a given SCS/AS.

	
	
	POST
	Create a new network status reporting transaction resource.

	Individual Network Status 

Reporting Transaction
	3gpp_t8_network_status_reporting/v1/{scsAsId}/transactions/{transactionId}
	GET
	Read a network status reporting transaction resource.

	
	
	PUT
	Modify an existing continuous network status reporting transaction resource.

	
	
	DELETE
	Delete an existing continuous network status reporting transaction resource.


*** Change 9.3 ***

5.9.3.2
Resource: Network Status Reporting Transactions

5.9.3.2.1
Introduction
This resource allows the SCS/AS to read all active long-term transactions related to a network status reporting.

5.9.3.2.2
Resource definition

Resource URI: {apiRoot}/3gpp_t8_network_status_reporting/v1/{scsAsId}/transactions/
This resource shall support the resource URI variables defined in table 5.9.3.2.2-1.

Table 5.9.3.2.2-1: Resource URI variables for resource "Network Status Reporting Transactions"
	Name
	Definition

	apiRoot
	See clause 5.2.4.

	scsAsId
	Identifier of the SCS/AS of type ScsAsId.


5.9.3.2.3
Resource methods

5.9.3.2.3.1
GET
The GET method allows to read all active subscriptions for a given SCS/AS. The SCS/AS shall initiate the HTTP GET request message and the SCEF shall respond to the message.
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.9.3.2.3.1-1 and table 5.9.3.2.3.1-2.
Table 5.9.3.2.3.1-1: URI query parameters supported by the GET method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	


Table 5.9.3.2.3.1-2: Data structures supported by the GET request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	none
	
	

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	ReportingNetworkStatus
	0..N
	200 OK
	The information about the network status reporting transactions related to the request URI is returned.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


5.9.3.2.3.2
PUT

This HTTP method is not supported for the resource.
5.9.3.2.3.3
PATCH

This HTTP method is not supported for the resource.
5.9.3.2.3.4
POST

The POST method creates a new network status reporting transaction resource for a given SCS/AS. The SCS/AS shall initiate the HTTP POST request message and the SCEF shall respond to the message.
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.9.3.2.3.4-1 and table 5.9.3.2.3.4-2.
Table 5.9.3.2.3.4-1: URI query parameters supported by the POST method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	


Table 5.9.3.2.3.4-2: Data structures supported by the POST request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	ReportingNetworkStatus
	1
	Parameters to register a subscription to request notifications about network status information report with the SCEF.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	ReportingNetworkStatus
	1
	201 Created
	The subscription was created successfully. 
The URI of the created resource shall be returned in the "Location" HTTP header.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


5.9.3.2.3.5
DELETE

This HTTP method is not supported for the resource.
*** Change 9.4 ***

5.9.3.3
Resource: Individual Network Status Reporting Transaction

5.9.3.3.1
Introduction
This resource allows the SCS/AS to request for being notified about the network status using a long-term transaction.

5.9.3.3.2
Resource definition

Resource URI: {apiRoot}/3gpp_t8_network_status_reporting/v1/{scsAsId}/transactions/{transactionId}
This resource shall support the resource URI variables defined in table 5.9.3.3.2-1.

Table 5.9.3.3.2-1: Resource URI variables for resource "Individual Network Status Reporting Transaction"
	Name
	Definition

	apiRoot
	See clause 5.2.4.

	scsAsId
	Identifier of the SCS/AS of type ScsAsId.

	transactionId
	Identifier of the transaction resource of type Identifier.


5.9.3.3.3
Resource methods

5.9.3.3.3.1
GET
The GET method allows to read an active network status reporting transaction resource. The SCS/AS shall initiate the HTTP GET request message and the SCEF shall respond to the message.
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.9.3.3.3.1-1 and table 5.9.3.3.3.1-2.
Table 5.9.3.3.3.1-1: URI query parameters supported by the GET method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	


Table 5.9.3.3.3.1-2: Data structures supported by the GET request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	none
	
	

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	ReportingNetworkStatus
	1
	200 OK
	The transaction information related to the request URI is returned.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


5.9.3.3.3.2
PUT

Editor's Note: 
Whether this method can be supported for the resource is FFS.
5.9.3.3.3.3
PATCH

This HTTP method is not supported for the resource.
5.9.3.3.3.4
POST

This HTTP method is not supported for the resource.
5.9.3.3.3.5
DELETE

The DELETE method deletes the resource and terminates the related subscription. The SCS/AS shall initiate the HTTP DELETE request message and the SCEF shall respond to the message. 
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.9.3.3.3.5-1 and table 5.9.3.3.3.5-2.
Table 5.9.3.3.3.5-1: URI query parameters supported by the DELETE method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	


Table 5.9.3.3.3.5-2: Data structures supported by the DELETE request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	none
	
	

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	none
	
	204 No Content
	The subscription was terminated successfully.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


*** Change 10.1 ***

5.10.2
Data model

5.10.2.1
Resource data types

5.10.2.1.1
Introduction

This clause defines data structures to be used in resource representations.

 5.10.2.1.2
Type: CommunicationPatternInfo

This type represents the resources for communication pattern parameter provisioning. The same structure is used in the subscription request and subscription response.

Table 5.10.2.1.2-1: Definition of type CommunicationPatternInfo
	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 2)

	id
	Identifier
	0..1
	SCEF-chosen identifier of this subscription. Shall be absent in POST requests to create a resource, and shall be present otherwise.
	

	scsAsId
	ScsAsId
	1
	Identifies the SCS/AS
	

	tltrId
	TltrId
	0..1
	SCS/AS-chosen correlator. May be provided by the SCS/AS in the request to create a resource. Shall be provided in the body of all subsequent request and response if it was present in the body of the resource creation request.
	

	ttrId
	TtrId
	1
	Identifies the short-term transaction that can be used to correlate a request with its response.
	

	externalId
	ExternalId
	0..1
	Each element uniquely identifies a user as defined in Clause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 1)
	

	msisdn
	Msisdn
	0..1
	Each element identifies the MS internal PSTN/ISDN number allocated for a UE.
(NOTE 1)
	

	externalGroupId
	ExternalGroupId
	0..1
	Identifies a user group as defined in Clause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 1)
	

	self
	Link
	0..1
	Link to the resources. This parameter shall be supplied by the SCEF in HTTP responses that include an object of CommunicationPatternInfo type
	

	cpParameterSet
	CpParameterSet
	0..1
	Identifies a set of CP parameter information that may be part of this  CommunicationPatternInfo structure
	

	NOTE 1:
One of the properties “externalId”, “msisdn” or “externalGroupId” shall be included.
NOTE 2:
Properties marked with a feature as defined in subclause 5.10.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.


*** Change 10.2 ***

5.10.2.2.2
Type: CpParameterSet

This data type represents an offered communication pattern parameter set sent from the SCC/AS to the SCEF.
*** Change 10.3 ***

5.10.3
Resource structure

5.10.3.1
General
All resource URIs of this API should have the following root:

{apiRoot}/3gpp_t8_cp_parameter_provisioning/v1/

"apiRoot" is set as described in subclause 5.2.4. All resource URIs in the subclauses below are defined relative to the above root URI.
The following resources and HTTP methods are supported for this API:
Editor's note: whether "subscriptions" is the right term in this API is FFS (as there are no notifications, this is not a subscribe-notify API). Alternatives could be "transactions" or "parameter_sets" etc.

Table 5.10.3.1-1: Resources and methods overview

	Resource name
	Resource URI
	HTTP method
	Meaning

	CP provisioning Subscription
	3gpp_t8_cp_parameter_provisioning/v1/{scsAsId}/subscriptions
	GET
	Read all active CP parameter provisioning subscription resources for a given SCS/AS

	
	
	POST
	Create new subscription resources of provisioning CP parameter set(s) 

	
	
	PATCH
(FFS)
	

	Individual CP Provisioning Subscription
	3gpp_t8_cp_parameter_provisioning/v1/{scsAsId}/subscriptions/{tltrId}
	GET
	Read a CP parameter provisioning subscription resource 

	
	
	PUT
(FFS)
	

	
	
	PATCH
	Modify a CP parameter provisioning subscription resources 

	
	
	DELETE
	Delete a CP parameter provisioning subscription resources 


*** Change 10.4 ***

5.10.3.2
Resource: CP Provisioning Subscriptions

5.10.3.2.1
Introduction
This resource allows the SCS/AS to read all active long-term transactions related to CP parameter provisioning resource management.

5.10.3.2.2
Resource definition

Resource URI: {apiRoot}/3gpp_t8_cp_parameter_provisioning/v1/{scsAsId}/subscriptions/
This resource shall support the resource URI variables defined in table 5.10.3.2.2-1.

Table 5.10.3.2.2-1: Resource URI variables for resource " CP Provisioning Subscriptions"
	Name
	Definition

	apiRoot
	See clause 5.2.4.

	scsAsId
	Identifier of the SCS/AS of type ScsAsId.


5.10.3.2.3
Resource methods

5.10.3.2.3.1
GET
The GET method allows to read all active subscriptions for a given SCS/AS. The SCS/AS shall initiate the HTTP GET request message and the SCEF shall respond to the message. 
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.10.3.2.3.1-1 and table 5.10.3.2.3.1-2.
Table 5.10.3.2.3.1-1: URI query parameters supported by the GET method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	


Table 5.10.3.2.3.1-2: Data structures supported by the GET request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	none
	
	

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	CommunicationPatternInfo
	0..N
	200 OK
	The subscription information related to the request URI is returned.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


5.10.3.2.3.2
PUT

5.10.3.2.3.3
PATCH

5.10.3.2.3.4
POST

5.10.3.2.3.5
DELETE

*** Change 10.5 ***

5.10.3.3
Resource: Individual CP Provisioning Subscription

5.10.3.3.1
Introduction
This resource allows the SCS/AS to manage resources for CP parameter provisioning using a long-term transaction.

5.10.3.3.2
Resource definition

Resource URI: {apiRoot}/3gpp_t8_cp_parameter_provisioning/v1/{scsAsId}/subscriptions/{subscriptionId}
This resource shall support the resource URI variables defined in table 5.10.3.3.2-1.

Table 5.10.3.3.2-1: Resource URI variables for resource "Individual BDT Subscription"
	Name
	Definition

	apiRoot
	See clause 5.2.4.

	scsAsId
	Identifier of the SCS/AS of type ScsAsId.

	subscriptionId
	Identifier of the subscription resource of type Identifier.


5.10.3.3.3
Resource methods

5.10.3.3.3.1
GET
5.10.3.3.3.2
PUT

5.10.3.3.3.3
PATCH

The PATCH method allows to change (add/update/remove) CP parameter set(s) resources. The SCS/AS shall initiate the HTTP PATCH request message and the SCEF shall respond to the message. If it is used for updating an existing CP parameter set, only the property "cpParameterSet" is allowed to be changed.

This method shall support request and response data structures, and response codes, as specified in the table 5.14.3.3.3.3-1.
Table 5.10.3.3.3.3-1: Data structures supported by the PATCH request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	FFS
	1
	Change information in CP parameter set.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	FFS
	1
	200 OK
	The subscription was modified successfully. 

The SCEF shall return an updated subscription in the response payload body.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


5.10.3.3.3.4
POST

5.10.3.3.3.5
DELETE

The DELETE method allows to remove an active subscription. The SCS/AS shall initiate the HTTP DELETE request message and the SCEF shall respond to the message. 
This method shall support request and response data structures, and response codes, as specified in the table 5.10.3.3.3.5-1.
Table 5.10.3.3.3.5-1.: Data structures supported by the DELETE request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	none
	
	

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	none
	
	204 No Content
	The subscription was deleted successfully. The payload body shall be empty.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


*** Change 11.1 ***

5.13.1
Overview

The NetworkParameterConfiguration API is a RESTful API that allows the SCS/AS to send the suggested network parameters to influence certain aspects of UE/network behaviour such as the UE's PSM, extended idle mode DRX, and extended buffering configurations, as described in subclause 4.5.20 of TS 23.682 [2]. The NetworkParameterConfiguration API defines a set of data models, resources and the related procedures for the creation and management of the network parameter configuration. The corresponding JSON schema for the representation of the resources and operations defined by the NetworkParameterConfiguration API is provided in its complete form in Annex B.13. 
*** Change 11.2 ***

5.13.2.1.2
Type: NetworkParameterConfiguration

This type represents a configuration of network parameters. The same structure is used in the subscription request and subscription response.

Table 5.13.2.1.2-1: Definition of type NetworkParameterConfiguration

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 2)

	id
	Identifier
	0..1
	SCEF-chosen identifier of this network parameter configuration subscription. Shall be absent in POST requests to create a resource, and shall be present otherwise.
	

	scsAsId
	ScsAsId
	1
	Identifies the SCS/AS
	

	tltrId
	TltrId
	0..1
	SCS/AS-chosen correlator. May be provided by the SCS/AS in the request to create a resource. Shall be provided in the body of all subsequent request and response if it was present in the body of the resource creation request.
	

	ttrId
	TtrId
	1
	Identifies the short-term transaction that can be used to correlate a request with its response. A new TTRI shall be assigned by the SCS/AS each time its sends an HTTP request.
	

	self
	Link
	0..1
	Link to this resource. This parameter shall be supplied by the SCEF in HTTP responses that include an object of NetworkParameterConfiguration type
	

	externalId
	ExternalId
	0..1
	Each element uniquely identifies a user as defined in Clause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 1)
	

	msisdn
	Msisdn
	0..1
	Each element identifies the MS internal PSTN/ISDN number allocated for a UE.
(NOTE 1)
	

	externalGroupId
	ExternalGroupId
	0..1
	Identifies a user group as defined in Clause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 1)
	

	maximumLatency
	DurationSec
	0..1
	This parameter may be included to identify the maximum delay acceptable for downlink data transfers.
	

	maximumResponseTime
	DurationSec
	0..1
	This parameter may be included to identify the length of time for which the UE stays reachable to allow the SCS/AS to reliably deliver the required downlink data.
	

	suggestedNumberOfDlPackets
	Integer
	0..1
	This parameter may be included to identify the number of packets that the serving gateway shall buffer in case that the UE is not reachable.
	

	groupReportingGuardTime
	datetime
	0..1
	Identifies the time for which the SCEF can aggregate the reports detected by the UEs in a group and report them together to the SCS/AS, as specified in subclause 5.6.0 of 3GPP TS 23.682 [2].
	

	NOTE 1:
One of the properties “externalId”, “msisdn” or “externalGroupId” shall be included.

NOTE 2:
Properties marked with a feature as defined in subclause 5.13.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.


Editor's note:
It’s FFS whether type for groupReportingGuardTime is datetime or DurationSec.
*** Change 11.3 ***

5.13.3
Resource structure

5.13.3.1
General
All resource URIs of this API should have the following root:

{apiRoot}/3gpp_t8_network_parameter_configuration/v1/

"apiRoot" is set as described in subclause 5.2.4. "apiName" shall be set to "3gpp_t8_network_parameter_configuration" and "apiVersion" shall be set to "v1" for the version defined in the present document. All resource URIs in the subclauses below are defined relative to the above root URI.
The following resources and HTTP methods are supported for this API:
Editor's note: whether "subscriptions" is the right term in this API is FFS (as there are no notifications, this is not a subscribe-notify API). Alternatives could be "configurations" or "parameter_sets" etc.
Table 5.13.3.1-1: Resources and methods overview

	Resource name
	Resource URI
	HTTP method
	Meaning

	Network Parameter Configuration Subscription
	3gpp_t8_network_parameter_configuration /v1/{scsAsId}/subscriptions/
	GET
	Read all configurations for a given SCS/AS

	
	
	POST
	Create a new network parameter configuration 

	Individual Network Parameter Configuration Subscription
	3gpp_t8_network_parameter_configuration /v1/{scsAsId}/subscriptions/{subscriptionId} 
	PUT
	Modify an existing network parameter configuration

	
	
	PATCH
	Modify an existing network parameter configuration 

	
	
	GET
	Read the configurations 

	
	
	DELETE
	Delete a network parameter configuration 


*** Change 11.4 ***

5.13.3.2
Resource: Network Parameter Configuration Subscriptions

5.13.3.2.1
Introduction
This resource allows an SCS/AS to configure the network parameters.

5.13.3.2.2
Resource definition

Resource URI: {apiRoot}/3gpp_t8_network_parameter_configuration /v1/{scsAsId}/subscriptions/
This resource shall support the resource URI variables defined in table 5.13.3.2.2-1.

Table 5.13.3.2.2-1: Resource URI variables for resource "Network Parameter Configuration"
	Name
	Definition

	apiRoot
	See clause 5.2.4.

	scsAsId
	Identifier of the SCS/AS of type ScsAsId.


5.13.3.2.3
Resource methods

5.13.3.2.3.1
GET
The GET method allows to read all active configurations indicated by the resource URI as defined in subclause 5.13.3.2.2. The SCS/AS shall initiate the HTTP GET request message and the SCEF shall respond to the message. 
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.13.3.2.3.1-1 and table 5.13.3.2.3.1-2.
Table 5.13.3.2.3.1-1: URI query parameters supported by the GET method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	


Table 5.13.3.2.3.1-2: Data structures supported by the GET request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	none
	
	

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	NetworkParameterConfiguration
	0..N
	200 OK
	The subscription information related to the request URI is returned.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


5.13.3.2.3.2
PUT

This HTTP method is not supported for the resource.
5.13.3.2.3.3
PATCH
This HTTP method is not supported for the resource.
5.13.3.2.3.4
POST
The POST method creates a new subscription resource for a given SCS/AS. The SCS/AS shall initiate the HTTP POST request message and the SCEF shall respond to the message. The SCS/AS may provide the TLTRI in the message body. The SCEF shall construct the URI of the created resource.
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.13.3.2.3.4-1 and table 5.13.3.2.3.4-2.
Table 5.13.3.2.3.4-1: URI query parameters supported by the POST method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	


Table 5.13.3.2.3.4-2: Data structures supported by the POST request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	NetworkParameterConfiguration
	1
	Parameters to register a subscription to configure network parameters with the SCEF.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	NetworkParameterConfiguration
	1
	201 Created
	The configuration was created successfully. 
The URI of the created resource shall be returned in the "Location" HTTP header.

	
	ProblemDetails
	0..1
	?
	Indicates the parameters (i.e. Maximum Latency, Maximum Response Time or Suggested Number of Downlink Packets) are out of the range.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


5.13.3.2.3.5
DELETE

This HTTP method is not supported for the resource.
*** Change 11.5 ***

5.13.3.3
Resource: Individual Network Parameter Configuration

5.13.3.3.1
Introduction

This resource allows an SCS/AS to query, update and delete a network parameter configuration subscription indicated by the resource URI as defined in subclause 5.13.3.3.2.
5.13.3.3.2
Resource definition
Resource URI: {apiRoot}/3gpp_t8_network_parameter_configuration/v1/{scsAsId}/subscriptions/{subscriptionId}
This resource shall support the resource URI variables defined in table 5.13.3.3.2-1.
Table 5.13.3.2.2-1: Resource URI variables for resource "Individual AS Session with Required QoS"
	Name
	Definition

	apiRoot
	See clause 5.2.4.

	scsAsId
	Identifier of the SCS/AS of type ScsAsId.

	subscriptionId
	Identifier of the subscription resource of type Identifier.


5.13.3.3.3
Resource methods
5.13.3.3.3.1
GET
The GET method allows to read an active configuration indicated by the resource URI as defined in subclause 5.13.3.3.2. The SCS/AS shall initiate the HTTP GET request message and the SCEF shall respond to the message. 
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.13.3.3.3.1-1 and table 5.13.3.3.3.1-2.
Table 5.13.3.3.3.1-1: URI query parameters supported by the GET method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	
	
	
	


Table 5.13.3.3.3.1-2: Data structures supported by the GET request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	none
	
	

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	NetworkParameterConfiguration
	1
	200 OK
	The subscription information related to the request URI is returned. 

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


5.13.3.3.3.2
PUT

The PUT method modifies an existing configuration indicated by the resource URI as defined in subclause 5.13.3.3.2. The SCS/AS shall initiate the HTTP PUT request message and the SCEF shall respond to the message. 
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.13.3.3.3.2-1 and table 5.13.3.3.3.2-2.
Table 5.13.3.3.3.2-1: URI query parameters supported by the PUT method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	


Table 5.13.3.3.3.2-2: Data structures supported by the PUT request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	NetworkParameterConfiguration
	1
	Parameters to configure network parameters with the SCEF.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	FFS
	1
	FFS
	The resource was updated successfully. 

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


5.13.3.3.3.3
PATCH

Editor's note:
More detailed procedures will be specified later.
5.13.3.3.3.4
POST

This HTTP method is not supported for the resource.
5.13.3.3.3.5
DELETE

The DELETE method deletes the NetworkParameterConfiguration resource and terminates an existing configuration indicated by the resource URI as defined in subclause 5.13.3.3.2. The SCS/AS shall initiate the HTTP DELETE request message and the SCEF shall respond to the message.
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.13.3.3.3.5-1 and table 5.13.3.3.3.5-2.

Table 5.13.3.3.3.5-1: URI query parameters supported by the DELETE method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	
	
	
	


Table 5.13.3.3.3.5-2: Data structures supported by the DELETE request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	none
	
	

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	none
	
	204 No Content
	The subscription was terminated successfully.
The response body shall be empty.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


*** Change 12.1 ***

5.14.2.1.2
Type: AsSessionWithQoSSubscription

This type represents an AS session request with specific QoS for the service provided by the SCS/AS to the SCEF via T8 interface. The structure is used for subscription request and subscription response.

Table 5.14.2.1.2-1: Definition of type AsSessionWithQoSSubscription

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 1)

	id
	Identifier
	0..1
	SCEF-chosen identifier of this AS session with QoS transaction. Shall be absent in POST requests to create a resource, and shall be present otherwise.
	

	scsAsId
	ScsAsId
	1
	Identifies the SCS/AS
	

	tltrId
	TltrId
	0..1
	SCS/AS-chosen correlator. May be provided by the SCS/AS in the request to create a resource. Shall be provided in the body of all subsequent request and response if it was present in the body of the resource creation request.
	

	ttrId
	TtrId
	1
	Identifies the short-term transaction that can be used to correlate a request with its response. A new TTRI shall be assigned by the SCS/AS each time its sends an HTTP request.
	

	mediaComponents
	MediaComponent
	1..N
	Describe the data flow which requires QoS.
	

	qosReference
	string
	0..1
	Identifies a pre-defined QoS information
	

	ueIpv4Addr

(NOTE 2)
	Ipv4Addr
	0..1
	The IPv4 address of UE.
	

	ueIpv6Addr
(NOTE 2)
	Ipv6Addr
	0..1
	The IPv6 address of UE.
	

	usageThreshold
	UsageThreshold
	0..1
	Time period and/or traffic volume in which the QoS is to be applied.
	

	sponsorInfo
	SponsorInformation
	0..1
	Indicates a sponsor information
	

	NOTE 1:
Properties marked with a feature as defined in subclause 5.14.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

NOTE 2:
The property “ueIpv4Addr” or “ueIpv6Addr” shall be included.


Editor’s Note: Handling of mediaComponents and the qosReference is still FFS, such as the preference treatment when both of them are included in the AsSessionWithQoSSubscription, whether the using of MediaComponent data type to describe the data flow which requires QoS.
*** Change 12.2 ***

5.14.3.1
General
All resource URIs of this API should have the following root:

{apiRoot}/3gpp_t8_as_session_with_qos/v1/

"apiRoot" is set as described in subclause 5.2.4. "apiName" shall be set to "3gpp_t8_as_session_with_qos" and "apiVersion" shall be set to "v1" for the version defined in the present document. All resource URIs in the subclauses below are defined relative to the above root URI.
The following resources and HTTP methods are supported for this API:
Editor's note: whether "subscriptions" is the right term in this API is FFS (as there are no notifications, this is not a subscribe-notify API). Alternative could be "sessions" etc.

Table 5.14.3.1-1: Resources and methods overview

	Resource name
	Resource URI
	HTTP method
	Meaning

	AS Session with Required QoS subscriptions
	3gpp_t8_as_session_with_qos/v1/{scsAsId}/subscriptions/
	GET
	Get all subscription resources of an AS session with QoS for a given SCS/AS.

	
	
	POST
	Create a new AS session.

	Individual AS Session with Required QoS subscription
	3gpp_t8_as_session_with_qos/v1/{scsAsId}/subscriptions/{tltrId}
	GET
	Read a subscription resource of an AS session with required QoS.

	
	
	PUT
	Modify a subscription resource of an AS session with required QoS 

	
	
	PATCH
	Modify a subscription resource of an AS session with required QoS.

	
	
	DELETE
	Delete a subscription resource of an AS session with required QoS


*** Change 12.3 ***

5.14.3.2
Resource: AS Session with Required QoS subscriptions 
5.14.3.2.1
Introduction
This resource allows the SCS/AS to read all active AS session with required QoS subscription resources.
5.14.3.2.2
Resource definition

Resource URI: {apiRoot}/3gpp_t8_as_session_with_qos /v1/{scsAsId}/subscriptions/
This resource shall support the resource URI variables defined in table 5.14.3.2.2-1.

Table 5.14.3.2.2-1: Resource URI variables for resource "AS Session with Required QoS"
	Name
	Definition

	apiRoot
	See clause 5.2.4.

	scsAsId
	Identifier of the SCS/AS of type ScsAsId.


5.14.3.2.3
Resource methods

5.14.3.2.3.1
GET

The GET method allows to read all active subscriptions for a given SCS/AS. The SCS/AS shall initiate the HTTP GET request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.14.3.2.3.1-1 and table 5.14.3.2.3.1-2.
Table 5.14.3.2.3.1-1: URI query parameters supported by the GET method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	
	
	
	


Table 5.14.3.2.3.1-2: Data structures supported by the GET request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	none
	
	

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	AsSessionWithQoSSubscription
	0..N
	200 OK
	The subscription information related to the request URI is returned.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


5.14.3.2.3.2
PUT
This HTTP method is not supported for the resource.
5.14.3.2.3.3
PATCH
This HTTP method is not supported for the resource.
5.14.3.2.3.4
POST
The POST method creates a new subscription resource for a given SCS/AS. The SCS/AS shall initiate the HTTP POST request message and the SCEF shall respond to the message. The SCS/AS may provide the TLTRI in the body of the HTTP POST message. The SCEF shall construct the URI of the created resource using that URI.

This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.14.3.2.3.4-1 and table 5.14.3.2.3.4-2.
Table 5.14.3.2.3.4-1: URI query parameters supported by the POST method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	
	
	
	


Table 5.14.3.2.3.4-2: Data structures supported by the POST request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	AsSessionWithQoSSubscription
	1
	Parameters to create a subscription for an AS session with required QoS for the service requirement.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	AsSessionWithQoSSubscription
	1
	201

Created
	The subscription was created successfully. 
The URI of the created resource shall be returned in the "Location" HTTP header.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


5.14.3.2.3.5
DELETE

This HTTP method is not supported for the resource.
*** Change 12.4 ***

5.14.3.3
Resource: Individual AS Session with Required QoS Subscription

5.14.3.3.1
Introduction

This resource allows an SCS/AS to query, update and delete an AS session with required QoS subscriptions.
5.14.3.3.2
Resource definition
Resource URI: {apiRoot}/3gpp_t8_as_session_with_qos /v1/{scsAsId}/subscriptions/{subscriptionId}
This resource shall support the resource URI variables defined in table 5.14.3.3.2-1.
Table 5.14.3.2.2-1: Resource URI variables for resource "Individual AS Session with Required QoS"
	Name
	Definition

	apiRoot
	See clause 5.2.4.

	scsAsId
	Identifier of the SCS/AS of type ScsAsId.

	subscriptionId
	Identifier of the subscription resource of type Identifier.


5.14.3.3.3
Resource methods
5.14.3.3.3.1
GET
The GET method allows to read a subscription resource. The SCS/AS shall initiate the HTTP GET request message and the SCEF shall respond to the message. 
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.14.3.3.3.1-1 and table 5.14.3.3.3.1-2.
Table 5.14.3.3.3.1-1: URI query parameters supported by the GET method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	
	
	
	


Table 5.14.3.3.3.1-2: Data structures supported by the GET request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	none
	
	

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	AsSessionWithQoSSubscription
	1
	200 OK
	The subscription information related to the resource URI is returned. 

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


5.14.3.3.3.2
PUT

The PUT method allows to change the service information of an active subscription. The properties "scsAsId", "tltrId" (if present) and "ueIpv4Addr" or "ueIpv6Addr" shall remain unchanged from previously provided value.
This method shall support request and response data structures, and response codes, as specified in the table 5.14.3.3.3.2-1.
Table 5.14.3.3.3.2-1: Data structures supported by the PUT request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	AsSessionWithQoSSubscription
	1
	Set up AS session with required QoS.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	AsSessionWithQoSSubscription
	1
	200 OK
	The subscription was modified successfully. 

The SCEF shall return an updated subscription in the response payload body.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


5.14.3.3.3.3
PATCH

The PATCH method allows to change the service information of an active subscription.
This method shall support request and response data structures, and response codes, as specified in the table 5.14.3.3.3.3-1.
Table 5.14.3.3.3.3-1: Data structures supported by the PATCH request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	AsSessionWithQoSSubscriptionPatch
	1
	Partial update of an AS session with required QoS.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	AsSessionWithQoSSubscription
	1
	200 OK
	The subscription was modified successfully. 

The SCEF shall return an updated subscription in the response payload body.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


5.14.3.3.3.4
POST

This HTTP method is not supported for the resource.
5.14.3.3.3.5
DELETE

The DELETE method deletes the AsSessionWithQoSSubscription resource and terminates the related subscription. The SCS/AS shall initiate the HTTP DELETE request message and the SCEF shall respond to the message. 
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.14.3.3.3.5-1 and table 5.14.3.3.3.5-2.

Table 5.14.3.3.3.5-1: URI query parameters supported by the DELETE method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	
	
	
	


Table 5.14.3.3.3.5-2: Data structures supported by the DELETE request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	none
	
	

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	none
	
	204 No Content
	The subscription was terminated successfully.
The response body shall be empty.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


*** Change 13 ***

5.2.2
Usage of HTTP

For T8 APIs, support of HTTP/1.1 (IETF RFC 7230 [16], IETF RFC 7231 [17], IETF RFC 7232 [18], IETF RFC 7233 [19], IETF RFC 7234 [20] and IETF RFC 7235 [21]) over TLS (IETF RFC 5246 [4]) is mandatory and support of HTTP/2 (IETF RFC 7540 [22]) over TLS (IETF RFC 5246 [4]) is recommended. An SCS/AS desiring to use HTTP/2 shall use the HTTP upgrade mechanism to negotiate applicable HTTP version as described in IETF RFC 7540 [22].

Editor's note:
The usage of TLS and the TLS version needs to be confirmed by SA3.


*** Change 14 ***

B.6.1
NiddConfiguration
*** End of Changes ***
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