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*** 1st Change ***

4.1.4
PCC rules

4.1.4.1
PCC rules definition
A PCC rule is a set of information elements enabling the detection of a service data flow and providing parameters for policy control and/or charging control.There are two different types of PCC rules as defined in 3GPP TS 23.503 [6]:

-
Dynamic PCC rules. PCC rules that are dynamically provisioned by the PCF to the SMF. These PCC rules may be either predefined or dynamically generated in the PCF. Dynamic PCC rules can be installed, modified and removed at any time.

-
Predefined PCC rules. PCC rules that are preconfigured in the SMF. Predefined PCC rules can be activated or deactivated by the PCF at any time. Predefined PCC rules within the PCF may be grouped allowing the PCF to dynamically activate a set of PCC rules.

PCC rules shall consist of: 

-
a rule identifier;
-
a rule scope, determining whether the rule is predefined, applies to the entire PDU session, a set of flows, etc;

-
precedence value;
-
a set of references to decision data, as defined in subclause 4.1.4.x;

-
a rule activation and deactivation time.
The PCC rules encoding table is defined in subclause 5.6.2.x.
4.1.4.x
Decision data definition
Decision data is a grouping of cohesive information elements describing a specific type of decision, e.g. QoS, charging, etc. While there is a number of different decision data types, they do share certain common properties. As such, decision data is organized into a class hierarchy as follows:


[image: image1.emf]DecisionData

QoSData ChargingData QuotaData SponsoringData TrafficControlData


Decision data can shall consist of: 
- 
an identifier;

- 
a decision data type;
- 
an activation and deactivation time;
The decision data encoding table is defined in 5.6.2.z. Decision data subtypes are defined in the following subclauses.















4.1.4.x.1
Traffic control data definition
Traffic control data defines how traffic data flows associated with a rule are treated (e.g. blocked, redirected). The traffic control data encoding table is defined in 5.6.2.z1.
Editor’s note: This subclause requires further definition.
4.1.4.x.2
QoS data definition
QoS data defines QoS parameters (e.g. bitrates) associated with a rule. The QoS data encoding table is defined in 5.6.2.z2.
Editor’s note: This subclause requires further definition.
4.1.4.x.3
Charging data definition
Charging data defines charging related parameters (e.g. rating group) associated with a rule. The charging data encoding table is defined in 5.6.2.z3.
Editor’s note: This subclause requires further definition.
4.1.4.x.4
Quota data definition
Quota data defines usage monitoring information associated with a rule. The Quota data encoding table is defined in 5.6.2.z4.
Editor’s note: This subclause requires further definition.
4.1.4.x.5
Sponsoring data definition
Sponsoring data defines sponsoring related information associated with a rule (e.g. sponsor ID). The sponsoring data encoding table is defined in 5.6.2.z5.
Editor’s note: This subclause requires further definition.
*** 2nd Change ***
5.6.1
General

This subclause specifies the application data model supported by the API.

The Npcf_SMPolicyControl API allows the SMF to retrieve the session management related policy from the PCF as defined in 3GPP TS 23.503 [6].
Table 5.6.1-1 specifies the data types defined for the Npcf_SMPolicyControl service based interface protocol.

Table 5.6.1-1: Npcf_SMPolicyControl specific Data Types

	Data type
	Section defined
	Description
	Applicability

	Npcf_SMPolicyControl
	5.6.2.2
	
	

	Npcf_SMPolicyControlRequest
	5.6.2.3
	
	

	Npcf_SMPolicyControlPolicy
	5.6.2.4
	
	

	Npcf_SMPolicycontrolNotification
	5.6.2.5
	
	

	Pcc rules
	5.6.2.x
	
	



Table 5.6.1-2 specifies data types re-used by the Npcf_SMPolicyControl service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Npcf_SMPolicyControl service based interface. 

Table 5.6.1-2: Npcf_SMPolicyControl re-used Data Types

	Data type
	Reference
	Comments
	Applicability

	Supi
	FFS
	
	

	Dnn
	FFS
	
	

	PduSessionId
	FFS
	
	

	Link 
	3GPP TS 29.122
	
	

	AccessType

	FFS
	
	

	RatType
	FFS
	
	

	Ipv4Addr
	3GPP TS 29.122
	
	

	Ipv6AddrPrex
	FFS
	
	

	PermanentEquipmentIdentifier
	FFS
	
	

	UserLocationInformation
	FFS
	
	

	UeTimeZone
	FFS
	
	

	NetworkId
	FFS
	
	

	ChargingInformation
	FFS
	
	

	Bitrate
	FFS
	
	

	DefaultQoSInformation
	FFS
	
	


NOTE:
The Supi, PduSessionId, Link, AccessType, RatType, DNN, NetworkId, UserLocation, TimeZone, PEI, Ipv6AddressPrefix, ChargingInformation, BitRate, and defaultQosInformation Data Types should be specified as common data types applicable for multiple APIs.
*** 3rd Change ***

5.6.2.x
Type PCCRule

Table 5.6.2.x-1: Definition of type PCCRule

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	ruleId
	string
	M
	1
	Uniquely identifies the PCC rule, within a PDU session.
	

	scope
	PolicyScope
	M
	1
	Determines the scope of the PCC rule: session, flows, application,predefined or predefined group
	

	precedence
	interger
	O
	0..1
	Determines the order, in which service data flow templates consisting of service data flow filters are applied at service data flow detection at the UPF.
	

	decisionDataIds
	string
	C
	0..N
	A list of decision data ids (QoS, charging, etc) associated with this rule.
	

	activationTime
	datetime
	O
	0..1
	The time when the PCC rule shall be activated.
	

	deactivationTime
	datetime
	O
	0..1
	The time when the PCC rule shall be deactivated.
	


The ruleId attribute uniquely identifies the PCC rule within a PDU session. 
The scope object indicates the scope of the rule and whether it’s a session level PCC rule, a flow level PCC rule, an application, pre-defined or a pre‑defined group of PCC rules. When the scope applies to flows or applications, further information is provided to describe the flows or applications to which the scope applies. 
5.6.2.y
Type PolicyScope

Table 5.6.2.y-1: Definition of type PolicyScope

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	type
	enum
	M
	1
	Determines whether the scope is at the session, flow, application or is predefined. Possible values are: [session, flow, application, predefined]
	

	FFS
	
	
	
	
	


Editor’s note: It is FFS whether to handle additional data for “flow” and “application” types, new subtypes of PolicyScope are defined (e.g. FlowScope including FlowInformation and ApplicationScope including ApplicationIdentifier) or whether conditional attributes are added to PolicyScope.
5.6.2.z
Type DecisionData
Table 5.6.2.z-1: Definition of type DecisionData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	decisionId
	string
	M
	1
	Uniquely identifies the decision data within a PDU session.
	

	activationTime
	datetime
	O
	0..1
	The time when the decision data shall be activated.
	

	deactivationTime
	datetime
	O
	0..1
	The time when the decision data shall be deactivated.
	


5.6.2.z1
Type TrafficControlData

The type TrafficControlData inherits all attributes from its parent object DecisionData. In addition to the inherited attributes, the below table defines TrafficControlData specific attributes.

Table 5.6.2.z1-1: Definition of type TrafficControlData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	flowAction
	FFS
	
	
	Enum determining what action to perform on traffic. Possible values are: [enable, disable, enable_uplink, enable_downlink, redirect]
	

	FFS
	
	
	
	
	

	
	
	
	
	
	


5.6.2.z2
Type QoSData

The type QoSData inherits all attributes from its parent object DecisionData. In addition to the inherited attributes, the below table defines QoSData specific attributes.

Table 5.6.2.z1-1: Definition of type QoSData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	FFS
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	


5.6.2.z3
Type ChargingData

The type ChargingData inherits all attributes from its parent object DecisionData. In addition to the inherited attributes, the below table defines ChargingData specific attributes.

Table 5.6.2.z1-1: Definition of type ChargingData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	meteringMethod 
	
	
	
	
	

	offline
	
	
	
	
	

	online
	
	
	
	
	

	ratingGroup
	
	
	
	
	

	serviceId
	
	
	
	
	

	FFS
	
	
	
	
	


5.6.2.z4
Type QuotaData

The type QuotaData inherits all attributes from its parent object DecisionData. In addition to the inherited attributes, the below table defines QuotaData specific attributes.

Table 5.6.2.z4-1: Definition of type QuotaData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	FFS
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	


5.6.2.z5
Type SponsoringData

The type SponsoringData inherits all attributes from its parent object DecisionData. In addition to the inherited attributes, the below table defines SponsoringData specific attributes.

Table 5.6.2.z5-1: Definition of type SponsoringData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	FFS
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	


*** End of Changes ***
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