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	Reason for           (   

change:

	AF application session context termination procedure is not complete.

	
	

	Summary of 
change:                (
	Specified that if the HTTP DELETE request from the AF is accepted, the PCF shall send a "204 No Content" response to HTTP DELETE request, and added an example of an application session context termination. These requirements are aligned with stage 2 requirements in TS 23.502, subclause 5.2.5.3.4 which specifies the application session context identifier as mandatory input parameter and no other input or output parameters for the Npcf_PolicyAuthorization_Delete service operation.
However, it is FFS whether the application session context termination procedure can include input parameters, e.g. to request reporting access network information and output parameters as the accumulated usage and/or access information or other information the AF requested it. Thus 2 new editor's notes are added indicating that:
-
it is FFS whether the application session context termination procedure can include input parameters and in this case a custom operation is needed for the application session context termination procedure; and

-
it is FFS whether the application session context termination procedure includes output parameters and in this case the PCF will send to the AF a "200 OK" with the payload body containing information the AF requested it.

	
	

	Consequences    (  
if not agreed:
	AF application session context termination procedure remains incomplete.
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	affected(if any):
	

	
	

	
	

	Other comments (
	


Additional discussion(if needed):
…
Proposed changes:
* * * 1st Change * * * *

4.2.4.2
AF application session context termination

This procedure is used to terminate an AF/NEF application session context for the service as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [4].

NOTE:
The NEF acts as an AF to support the network exposure functionality.

Editor's note:
It is FFS whether the application session context termination procedure can include input parameters, e.g. to request reporting access network information. If this is the case, then for the application session context termination procedure a custom operation is needed.

Figure 4.2.4.2-1 illustrates an example of an application session context termination.
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Figure 4.2.4.2-1: Application session context termination
When an AF session is terminated, and if the AF application session context was created as described in subclause 4.2.2, the AF shall invoke the Npcf_PolicyAuthorization_Delete service operation to the PCF using an HTTP DELETE request, as shown in figure 4.2.4.2-1, step 1.

The AF shall set the request URI to "{apiRoot}/npcf-policyauthorization/v1/app-sessions/{appSessionId}".
When the PCF receives the HTTP DELETE request from the AF, indicating the termination of the AF application session context information, the PCF shall acknowledge that request by sending an HTTP response message with the corresponding status code. 
If the HTTP DELETE request from the AF is accepted, the PCF shall send to the AF a "204 No Content" response to HTTP DELETE request, as shown in figure 4.2.4.2-1, step 2. Afterwards, the PCF shall free the network resources allocated for the Service Data Flow(s) corresponding to the deleted AF application session context information. In order to do that, the PCF shall initiate the request for the removal of any related PCC rules from the SMF following the corresponding procedures specified in 3GPP TS 29.512 [8].

Editor's note:
It is FFS whether the application session context termination procedure includes output parameters. If this is the case, then the PCF will send to the AF a "200 OK" response including in the payload body the accumulated usage and/or access information or other information the AF requested it.
If the HTTP DELETE request from the AF is rejected, the PCF shall indicate in the response to HTTP DELETE request the cause for the rejection.

Editor's note:
Description of failure cases is FFS.
* * * 2nd Change * * * *


* * * 3rd Change * * * *



* * * End of Changes * * * *
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