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	Npcf_PolicyAuthorization_Notify service operation is not described.
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	Added description of a Npcf_PolicyAuthorization_Notify service operation.


	
	

	Consequences    (  
if not agreed:
	Npcf_PolicyAuthorization_Notify service operation will remain unspecified.

	
	

	Other specs         (
	

	affected(if any):
	

	
	

	
	

	Other comments (
	Reference [r1] is also added by P-CR "Service operation Npcf_PolicyAuthorization_Subscribe".
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Proposed changes:
* * * 1st Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".

[3]
3GPP TS 23.502: "Procedures for the 5G System; Stage 2".

[4]
3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System; Stage 2".

[5]
3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".

[6]
3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".

[7]
3GPP TS 29.513: "5G System; Policy and Charging Control signalling flows and QoS parameter mapping; Stage 3".

[8]
3GPP TS 29.512: "5G System; Session Management Policy Control Service; Stage 3".

[r1]
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* * * 2nd Change * * * *

4.2.5
Npcf_PolicyAuthorization_Notify service operation

4.2.5.1
General


The Npcf_PolicyAuthorization_Notify service operation enables notification to NF service consumers that the previously subscribed event for an active application session context occurred or that the application session context is no longer valid.
The following procedures using the Npcf_PolicyAuthorization_Notify service operation are supported:

-
notification about application session context event;
-
notification about application session context termination.
* * * 3rd Change * * * *

4.2.5.2
Notification about application session context event


This procedure is invoked by the PCF to notify the AF/NEF when a certain, previously subscribed, application session context event occurs, as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [4].

NOTE:
The NEF acts as an AF to support the network exposure functionality.

Figure 4.2.5.2-1 illustrates an example of notification about application session context event.
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Figure 4.2.5.2-1: Notification about application session context event
When the PCF determines that the event for the active AF application session context, to which the AF has subscribed to, occurred e.g. upon reception of an event notification for a PDU session from the SMF as described in 3GPP TS 29.508 [r1], the PCF shall invoke the Npcf_PolicyAuthorization_Notify service operation by sending the HTTP POST request (as shown in figure 4.2.5.2-1, step 1) to the AF using the notification URI received in the subscription creation (or modification), as specified in subclause 4.2.6. The PCF shall provide in the body of the HTTP POST request:

-
the event subscription identifier; and
-
for the reported event, the event identifier and the corresponding event information.
Upon the reception of the HTTP POST request from the PCF indicating that the PDU session and/or service related event occurred, the AF shall acknowledge that request by sending an HTTP response message with the corresponding status code.

If the HTTP POST request from the PCF is accepted, the AF shall acknowledge the receipt of the event notification with a 204 "No Content" response to HTTP POST request, as shown in figure 4.2.5.2-1, step 2.

If the HTTP POST request from the PCF is not accepted, the AF shall indicate in the response to HTTP POST request the cause for the rejection.

Editor's note:
This text needs to be enhanced with encoding details such as resources and attribute names once they are defined.

Editor's note:
Description of failure cases is FFS.

* * * 4th Change * * * *

4.2.5.3
Notification about application session context termination
This procedure is invoked by the PCF to notify the AF/NEF that the application session context is no longer valid, as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [4].

NOTE:
The NEF acts as an AF to support the network exposure functionality.

Figure 4.2.5.3-1 illustrates an example of notification about application session context termination.
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Figure 4.2.5.3-1: Notification about application session context termination
When the PCF determines that the AF application session context identifier is no longer valid, the PCF shall invoke the Npcf_PolicyAuthorization_Notify service operation by sending the HTTP POST request (as shown in figure 4.2.5.3-1, step 1) using the notification URI received in the subscription creation (or modification), as specified in subclause 4.2.6, to trigger the AF to request the application session context termination (see subclause 4.2.4.2). The PCF shall provide in the body of the HTTP POST request:

-
the application session context identifier; and
-
the application session context termination request.
Upon the reception of the HTTP POST request from the PCF requesting the application session context termination, the AF shall acknowledge that request by sending an HTTP response message with the corresponding status code.

If the HTTP POST request from the PCF is accepted, the AF shall acknowledge the receipt of the application session context termination request with a 204 "No Content" response to HTTP POST request (as shown in figure 4.2.5.3-1, step 2) and shall invoke the Npcf_PolicyAuthorization_Delete service operation to the PCF as described in subclause 4.2.4.

If the HTTP POST request from the PCF is not accepted, the AF shall indicate in the response to HTTP POST request the cause for the rejection.

Editor's note:
This text needs to be enhanced with encoding details such as resources and attribute names once they are defined.

Editor's note:
Description of failure cases is FFS.

* * * 5th Change * * * *



* * * End of Changes * * * *
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