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	Due to decision to use HTTP POST request for the Npcf_PolicyAuthorization_Create service operation related editor's note indicating it is FFS whether to use the HTTP POST or the HTTP PUT method is deleted.
Specified that if the HTTP POST request from the AF is accepted, the PCF shall send a 201 "Created" response to HTTP POST request, and added an example of an initial provisioning of service information.
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* * * 1st Change * * * *

4.2.2.2
Initial provisioning of service information

This procedure is used to set up an AF/NEF application session context for the service as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [4].

NOTE 1:
The NEF acts as an AF to support the network exposure functionality.

Figure 4.2.2.2-1 illustrates an example of an initial provisioning of service information.
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Figure 4.2.2.2-1: Initial provisioning of service information
When a new AF session is being established that requires PCC supervision, the AF shall invoke the Npcf_PolicyAuthorization_Create service operation by sending the HTTP POST request to the resource URI representing the "app-sessions" collection resource of the PCF, as shown in figure 4.2.2.2-1, step 1.

The AF shall include in an aSCReq payload body of the HTTP POST request a representation of the individual application session context resource to be created as described below.
The AF shall provide in the body of the HTTP POST request the full IP address of the UE, and the corresponding service information if available.
The AF may include the AF application identifier into the body of the HTTP POST request in order to indicate the particular service that the AF session belongs to.

The AF application identifier may be provided at both AF session level, and media information level. When provided at both levels, the AF application identifier provided at media information level shall have precedence.
The AF application identifier at the AF session level may be used to trigger the PCF to indicate to the SMF/UPF to perform the application detection based on the operator's policy as defined in 3GPP TS 29.512 [8].
When the PCF receives the HTTP POST request from the AF, the PCF shall apply session binding as described in 3GPP TS 29.513 [7]. To allow the PCF to identify the PDU session for which the HTTP POST request applies, the AF shall provide in the body of the HTTP POST request the full IPv4 or the full IPv6 address applicable to an IP flow or IP flows towards the UE. In case of private IP address being used, the AF may provide DNN information if available for session binding.
If the PCF fails in executing session binding, the PCF shall reject the Npcf_PolicyAuthorization_Create service operation with an HTTP response message including the corresponding status code.
If the request contains media information the PCF shall store the received service information. The PCF shall process the received service information according to the operator policy and may decide whether the request is accepted or not. The PCF may take the priority information into account when making this decision.
If the service information provided in the body of the HTTP POST request is rejected, the PCF shall indicate in the HTTP response message the cause for the rejection.
To allow the PCF and SMF/UPF to perform PCC rule authorization and QoS flow binding for the described service IP flows, the AF shall supply both source and destination IP addresses and port numbers, if such information is available.
The PCF shall check whether the received service information requires PCC rules to be created and provisioned as specified in 3GPP TS 29.513 [7]. Provisioning of PCC rules to the SMF shall be carried out as specified at 3GPP TS 29.512 [8].

If the PCF created individual application session context resource, the PCF shall send to the AF a 201 "Created" response to the HTTP POST request, as shown in figure 4.2.2.2-1, step 2. The PCF shall include in the 201 "Created" response a Location header field and an aSCResp payload body. The Location header field shall contain the URI of the created individual application session context resource i.e. "{apiRoot}/npcf-policyauthorization/v1/app-sessions/{appSessionId}", and the aSCResp payload body shall contain the representation of the created individual application session context resource. The acknowledgement towards the AF should take place before or in parallel with any required PCC rule provisioning towards the SMF.

NOTE 2:
The behaviour when the AF does not receive the HTTP response message, or when it arrives after the internal timer waiting for it has expired, or when it arrives with an indication different than a success indication, are outside the scope of this specification and based on operator policy.

Editor´s Note: This text needs to be enhanced with encoding details such as resources and attribute names once they are defined.

Editor's note:
Description of failure cases is FFS.
* * * End of Changes * * * *
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