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*** 1st Change ***
5.2.1.2.2
Type: MediaComponent
This type represents a media component. It shall comply with the provisions defined in table 5.2.1.2.2-1.

Table 5.2.1.2.2-1: Definition of MediaComponent data Type

	Attribute name
	Data type
	Cardinality
	Description

	mediaComponentNumber
	Integer
	1
	Indicates the ordinal number of the media component.

	mediaSubComponent
	MediaSubComponent
	0..N
	Contains the requested bitrate and filters for the set of IP flows identified by their common flow identifier.

	afApplicationIdentifer
	String
	0..1
	identifies a particular service.

	mediaType
	MediaType
	0..1
	Indicates the media type of the service.

	maxRequestedBandwidthUl
	Bandwidth
	0..1
	indicates the maximum requested bandwidth for an uplink IP flow.

	maxRequestedBandwidthDl
	Bandwidth
	0..1
	indicates the maximum requested bandwidth for a downlink IP flow.

	maxSupportedBandwidthUl
	Bandwidth
	0..1
	indicates the maximum supported bandwidth for an uplink IP flow.

	maxSupportedBandwidthDl
	Bandwidth
	0..1
	indicates the maximum supported bandwidth for an downlink IP flow.

	minDesiredBandwidthUl
	Bandwidth
	0..1
	indicates the minimum desired bandwidth for an uplink IP flow.

	minDesiredBandwidthDl
	Bandwidth
	0..1
	indicates the minimum desired bandwidth for an downlink IP flow.

	minRequestedBandwidthUl
	Bandwidth
	0..1
	indicates the minimum requested bandwidth for an uplink IP flow.

	minRequestedBandwidthDl
	Bandwidth
	0..1
	indicates the minimum requested bandwidth for an downlink IP flow.

	flowStatus
	FlowStatus
	0..1
	Indicates the status of the IP flow, e.g. enabled or disabled.

	prioritySharingIndicator
	PrioritySharingIndicator
	0..1
	Indicate that the related media component can use the same Allocation and Retention Priority as media component(s) which are assigned the same QCI in the PCRF belonging to other AF sessions for the same IP-CAN session that also contain the Priority-Sharing-Indicator AVP set to PRIORITY_SHARING_ENABLED.

	preEmptionCapability
	PreEmptionCapability
	0..1
	Indicates whether a service data flow can get resources that were already assigned to another service data flow with a lower priority level.

	preEmptionVulnerability
	PreEmptionVulnerability
	0..1
	Indicates whether a service data flow can lose the resources assigned to it in order to admit a service data flow with higher priority level.

	reservationPriority
	Integer
	0..1
	Indicates the reservation priority of the service request.

	rsBandwidth
	Bandwidth
	0..1
	Indicates the maximum required bandwidth for RTCP sender reports within the session component.

	rrBandwidth
	Bandwidth
	0..1
	Indicates the maximum required bandwidth for RTCP receiver reports within the session component.

	codecData
	String
	0..2
	Contains codec related information.

	sharingKeyDl
	Integer
	0..1
	Identifies what media components may share resource in the downlink direction.

	sharingKeyUl
	Integer
	0..1
	Identifies what media components may share resource in the uplink direction.

	contentVersion
	Integer
	0..1
	Indicates the version of some content, e.g. of the content of a media component.


Editor's note:
It’s FFS that whether the IMS & MCPTT related attributes are included in the MediaComponent Structure.

*** 2nd Change ***

5.2.1.2.5
Type: MediaSubComponent
This type represents a media subcomponent. It shall comply with the provisions defined in table 5.2.1.2.5-1.

Table 5.2.1.2.5-1: Definition of MediaSubComponent data Type

	Type name
	Data type
	Cardinality
	Description

	flowNumber
	Integer
	1
	Indicates the ordinal number of the IP flow(s)

	flowDescription
	String
	0..2
	Contains the packet fitlers of the IP flow(s).

	flowStatus
	FlowStatus
	0..1
	Indicates the status of the IP flow, e.g. enabled or disabled.

	flowUsage
	FlowUsage
	0..1
	Indicates the usage of the IP flow.

	maxRequestedBandwidthUl
	Bandwidth
	0..1
	indicates the maximum requested bandwidth for an uplink IP flow.

	maxRequestedBandwidthDl
	Bandwidth
	0..1
	indicates the maximum requested bandwidth for a downlink IP flow.

	afSignallingProtocol
	AFSignallingProtocol
	0..1
	Indicates the protocol used for signalling between the UE and the SCS/AS.

	tosTrafficClass
	String
	0..1
	Contains the Ipv4 Type-of-Service and mask field or the Ipv6 Traffic-Class field and mask field.


***3rd Change ***

5.2.1.3
Referenced Simple data types and enumerations
5.2.1.3.1
Simple data type
The simple data types defined in table 5.2.1.3.1-1 apply to several T8 APIs.

Table 5.2.1.3.1-1: Simple data types applicable to several APIs
	Type name
	Description

	BdtReferenceId
	String (FFS) identifying a BDT Reference ID

	boolean
	Either value "true" or value "false" as defined in IETF RFC 7159 [5]

	dateTime
	String containing a "date-time" as defined in IETF RFC 3339 [15]

	DurationSec
	Integer identifying a period of time in units of seconds

	ExternalId
	String containing a local identifier followed by "@" and a domain identifier. Both the local identifier and the domain identifier shall be encoded as strings that do not contain any "@" characters. See Clause 4.6.2 of 3GPP TS 23.682 [2] for more information.

	ExternalGroupId
	String containing a local identifier followed by "@" and a domain identifier. Both the local identifier and the domain identifier shall be encoded as strings that do not contain any "@" characters. See Clauses 4.6.2 and 4.6.3 of 3GPP TS 23.682 [2] for more information.

	GeographicArea
	(FFS)

	Ipv4Addr
	String identifying a IPv4 address as defined in IETF RFC 1166 [28]

	Ipv6Addr
	String identifying a IPv6 address as defined in IETF RFC 5952 [29]

	Volume
	Integer identifying a volume in units of bytes

	Msisdn
	String formatted according to subclause 3.3. of 3GPP TS 23.003 [14] that describes an MSISDN

	ScsAsId
	String that identifies an SCS/AS.

	TltrId
	Integer identifying an T8 long term transaction

	TtrId
	Integer identifying an T8 short term transaction

	Uri
	String formatted according to IETF RFC 3986 [7].

	Bandwidth
	Integer indicating a bandwidth in bits per second.


Editor's note:
The Type of BdtReferenceId should be aligned with southbound interfaces.
***4th Change ***

5.2.1.3.2
Enumeration: MediaType
The enumeration MediaType represents media type of the service.

Table 5.2.1.3.2-1: Enumeration MediaType
	Enumeration value
	Description

	AUDIO
	Indicates the audio media type.

	VIDEO
	Indicates the video media type.

	DATA
	Indicates the data media type.

	APPLICATION
	Indicates the application media type.

	CONTROL
	Indicates the control signalling media type.

	TEXT
	Indicates the text media type.

	MESSAGE
	Indicates the message media type.

	OTHER
	Indicates other media type.


***5th Change ***

5.2.1.3.3
Enumeration: FlowStatus
The enumeration Flowstatus represents flow status of the IP flow.

Table 5.2.1.3.3-1: Enumeration FlowStatus
	Enumeration value
	Description

	ENABLED-UPLINK
	Indicates to enable associated uplink IP flow(s) and to disable associated downlink IP flow(s).

	ENABLED-DOWNLINK
	Indicates to enable associated downlink IP flow(s) and to disable associated uplink IP flow(s).

	ENABLED
	Indicates to enable all associated IP flow(s) in both directions.

	DISABLED
	Indicates to disable all associated IP flow(s) in both directions.

	REMOVED
	Indicates to remove all associated IP flow(s).


***6th Change ***

5.2.1.3.4
Enumeration: PrioritySharingIndicator
The enumeration PrioritySharingIndicator represents that the related media component can use the same Allocation and Retention Priority as media component(s) which are assigned the same QCI in the PCRF belonging to other AF sessions for the same IP-CAN session that also contain the Priority-Sharing-Indicator AVP set to PRIORITY_SHARING_ENABLED.

Table 5.2.1.3.4-1: Enumeration PrioritySharingIndicator
	Enumeration value
	Description

	PRIORITY_SHARING_ENABLED
	Indicates that the related media component is allowed to share the Allocation and Retention Priority with media components belonging to other AF sessions that have also indicated that priority sharing is enabled.

	PRIORITY_SHARING_DISABLED
	Indicates that the related media component is not allowed to share the Allocation and Retention Priority with media components belonging to other AF sessions. This is the default value applicable if this AVP is not supplied.


***7th Change ***

5.2.1.3.5
Enumeration: PreEmptionCapability
The enumeration PreEmptionCapability represents whether a service data flow can get resources that were already assigned to another service data flow with a lower priority level.
Table 5.2.1.3.4-1: Enumeration PreEmptionCapability
	Enumeration value
	Description

	PRE-EMPTION_CAPABILITY_ENABLED
	Indicates that the service data flow or bearer is allowed to get resources that were already assigned to another service data flow or bearer with a lower priority level.

	PRE-EMPTION_CAPABILITY_DISABLED
	Indicates that the service data flow or bearer is not allowed to get resources that were already assigned to another service data flow or bearer with a lower priority level. 
This is the default value applicable if this AVP is not supplied.


***8th Change ***

5.2.1.3.6
Enumeration: PreEmptionVulnerability
The enumeration PreEmptionVulnerability represents whether a service data flow can lose the resources assigned to it in order to admit a service data flow with higher priority level.
Table 5.2.1.3.6-1: Enumeration PreEmptionVulnerability
	Enumeration value
	Description

	PRE-EMPTION_VULNERABILITY_ENABLED
	Indicates that the resources assigned to the service data flow or bearer can be pre-empted and allocated to a service data flow or bearer with a higher priority level. 
This is the default value applicable if this AVP is not supplied.

	PRE-EMPTION_VULNERABILITY_DISABLED
	Indicates that the resources assigned to the service data flow or bearer shall not be pre-empted and allocated to a service data flow or bearer with a higher priority level.


***9th Change ***
5.2.1.3.7
Enumeration: FlowUsage
The enumeration FlowUsage represents the usage of the IP flow.
Table 5.2.1.3.7-1: Enumeration FlowUsage
	Enumeration value
	Description

	NO_INFORMATION
	Indicates that no information about the usage of the IP flow is being provided.
This is the default value applicable if this AVP is not supplied.

	RTCP
	Indicates that the IP flow is used to transport RTCP.

	AF_SIGNALLING
	Indicates that the IP flow is used to transport AF Signalling Protocols.


***10th Change ***

5.2.1.3.8
Enumeration: AFSignallingProtocol
The enumeration AFSignallingProtocol represents the protocol used for signalling between the UE and the SCS/AS.
Table 5.2.1.3.8-1: Enumeration AFSignallingProtocol
	Enumeration value
	Description

	NO_INFORMATION
	Indicate that no information about the AF signalling protocol is being provided.

	SIP
	Indicates that the signalling protocol is Session Initiation Protocol


*** End of Changes ***
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