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Proposed changes:
* * * 1st Change * * * *

5.20
Event triggers

5.20.1
General
Event reporting functionality in 5G is realized by the PCF, the SMF and the AMF. The SMF performs PDU session related event triggers detection and reports the occurred events to the PCF using the Nsmf_EventExposure service. The AMF performs UE mobility related event triggers detection and reports the occurred events to the PCF using the Namf_EventExposure service.

* * * 2nd Change * * * *

5.20.2
SMF Event triggers handling
The SMF performs PDU session related event trigger detection. When an event matching an armed event trigger occurs, the SMF shall report the occurred event to the PCF by using the Nsmf_EventExposure_Notify service operation.

When multiple events occur simultaneously, the SMF may report the occurred events to the PCF within the same Nsmf_EventExposure_Notify service operation.
The event triggers define the conditions when the SMF shall interact again with the PCF after an PDU session establishment.

The PCF subscribes to new event triggers or remove armed event triggers from the SMF using the Nsmf_EventExposure service (if applicable). It shall be possible for the SMF to react on the event triggers. The PDU session related event triggers applicable for 5G are listed in table 5.20.2-1.
If the PCF wants to:

-
create subscription to one or more SMF detected event triggers; or

-
modify previously created subscription to SMF detected event triggers;
the PCF shall send the Nsmf_EventExposure_Subscribe service operation to the SMF.
If the PCF wants to delete previously created subscription to SMF detected event triggers the PCF shall send the Nsmf_EventExposure_UnSubscribe service operation to the SMF.
When an event matching an event trigger occurs, the SMF shall report the occurred event to the PCF by using the Nsmf_EventExposure_Notify service operation.

NOTE:
For the HTTP methods and resources to realize the Nsmf_EventExposure service operations see subclause 5.4.5.3.

Table 5.20.2-1: SMF detected event triggers to be reported to PCF
	Event trigger
stage 2 definition
	Event trigger

stage 3 definition
	Description

	PLMN change
	PLMN_CHANGE
	The UE has moved to another operators' domain.

	Session-AMBR change
	SESSION_AMBR_CHANGE
	The subscribed Session-AMBR has changed.

The Session-AMBR change event trigger shall trigger the PCF interaction for all changes in the data received in the SMF from the UDM.

	Default QoS change
	DEFAULT_QOS_CHANGE
	The subscribed QoS has changed.
The default QoS change event trigger reports a change in the default 5QI/ARP retrieved by the SMF from the UDM, as explained in subclause 5.7.2.7 of 3GPP TS 23.501 [2].
The default QoS change event trigger shall trigger the PCF interaction for all changes in the data received in the SMF from the UDM.

	Change in type of Access Type
	ACCESS_TYPE_CHANGE
	The access type of the PDU session has changed.

	Location change (serving area)
	SERVING_AREA_CHANGE
	The serving area of the UE has changed.

	Location change (serving CN node)
	USER_LOCATION_CHANGE
	The serving core network node of the UE has changed.

	Change of UE presence in Presence Reporting Area
	CHANGE_OF_UE_PRESENCE_IN_
PRESENCE_REPORTING_AREA
	The UE is entering/leaving a Presence Reporting Area.

	Out of credit
	OUT_OF_CREDIT
	Credit is no longer available.

	Enforced PCC rule request
	REVALIDATION_TIMEOUT
	SMF is performing a PCC rules request as instructed by the PCF.
The enforced PCC rule request event trigger shall trigger the SMF interaction to request PCC rules from the PCF for an established PDU session. This SMF interaction shall take place within the Revalidation time limit set by the PCF in the PDU session related policy information.

	UE IP address change
	UE_IP_ADDRESS_ALLOCATE
	A UE IP address has been allocated/released.
The UE IP address change event trigger shall trigger the SMF interaction with the PCF in case a UE IP address is allocated or released during the lifetime of the IP session.

	
	UE_IP_ADDRESS_RELEASE
	

	Access Network Charging Correlation Information
	CHARGING_CORRELATION_
EXCHANGE
	Access Network Charging Correlation Information has been assigned.
The Access Network Charging Correlation Information event trigger shall trigger the SMF to report the assigned access network charging identifier for the PCC rules that are accompanied with a request for this event at activation.

	Usage report
	USAGE_REPORT
	The PDU session or the Monitoring key specific resources consumed by a UE either reached the threshold or needs to be reported for other reasons. (NOTE 1)

	Start of application traffic detection and

Stop of application traffic detection
	APPLICATION_TRAFFIC_START
	The start or the stop of application traffic has been detected.
The Start of application traffic detection and Stop of application traffic detection events shall trigger an interaction with PCF once the requested application traffic is detected (i.e. Start of application traffic detection) or the end of the requested application traffic is detected (i.e. Stop of application traffic detection) unless it is requested within a specific PCC Rule to mute such a notification for solicited application reporting or unconditionally in case of unsolicited application reporting. (NOTE 2)

	
	APPLICATION_TRAFFIC_STOP
	

	Access Network Information report
	ACCESS_NETWORK_INFO_REPORT
	Access information as specified in the Access Network Information Reporting part of a PCC rule.
If the event trigger for Access Network Information reporting is set, the SMF shall check the need for access network information reporting after successful installation/ modification or removal of a PCC rule or upon termination of the PDU session. The SMF shall check the Access Network Information report parameters (User Location Report, UE Timezone Report) of the PCC rules and report the access network information to the PCF. The SMF shall not report any subsequent access network information updates received from the PDU session without any previous updates of related PCC rule unless the associated QoS flow or PDU session has been released.
(NOTE 3, NOTE 4)

	Credit management session failure
	CREDIT_MANAGEMENT_SESSION_FAILURE
	Transient/Permanent Failure as specified by the OCS.
The Credit management session failure event trigger shall trigger a SMF interaction with the PCF to inform about a credit management session failure and to indicate the failure reason, and the affected PCC rules.

	-
	UE_TIME_ZONE_CHANGE
	Indicates a change in the time zone the UE is currently located.

	-
	RAT_TYPE_CHANGE
	Triggered upon a change in RAT type (FFS).

	-
	REALLOCATION_OF_CREDIT
	FFS

	-
	SUCCESSFUL_RESOURCE_
ALLOCATION
	Indicates that resources have been successfully allocated for a PCC rule.

	NOTE 1:
If the Usage report event trigger is set and the volume or the time thresholds, earlier provided by the PCF, are reached, the SMF shall report this event to the PCF. If both volume and time thresholds were provided and the thresholds, for one of the measurements, are reached, the SMF shall report this event to the PCF and the accumulated usage since last report shall be reported for both measurements.
NOTE 2:
The application identifier and service data flow descriptions, if deducible, shall also be included in the report. An application instance identifier shall be included in the report both for Start and for Stop of application traffic detection when service data flow descriptions are deductible. This is done to unambiguously match the Start and the Stop events.
NOTE 3:
If the Access Network Information report parameter for the User Location Report is set and the user location (e.g. cell) is not available to the SMF, the SMF shall provide the serving PLMN identifier to the PCF which shall forward it to the AF.
NOTE 4:
If the SMF receives a request to install/modify or remove a PCC rule with Access Network Information report parameters (User Location Report, UE Timezone Report) set, the SMF shall initiate a PDU session modification to retrieve the current access network information of the UE and forward it to the PCF afterwards.


If, after received Nsmf_EventExposure_Notify service operation, the PCF decides to:

-
modify the SMF related policies, the PCF shall invoke the Npcf_SMPolicyControl_UpdateNotify service operation;
-
modify the subscribed event triggers, the PCF shall invoke the Nsmf_EventExposure_Subscribe service operation to the SMF; or
-
delete the subscribed event triggers, the PCF shall invoke the Nsmf_EventExposure_Unsubscribe service operation to the SMF.

* * * End of Changes * * * *

