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*** 1st Change ***

4.2.2
Npcf_SMPolicyControl_Get
4.2.2.1
General


The Npcf_SMPolicyControl_Get service operation provides means for the NF service consumer to request the Session Management related policies. 

The Session Management procedures of the NF service consumers and related to policies are defined in 3GPP TS  23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [6].
The following procedures using the Npcf_SMPolicyControl_Get service operation are supported:

-
Request of Session Management (SM) related policies
The NF Service Consumer shall request SM policies by using the HTTP POST method as shown in Figure 4.2.4.1-1.  
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1. POST .../sm-policycontol (SMSessionData)

  

2. 201 Created …/sm-policycontrols/{sm-policycontrolId}


Figure 4.2.2.1-1: SMPolicyControl Get
1.
The NF Service Consumer shall send a POST request to the PCF in the SM_PolicyControl message. The SUPI and Session ID identify the individual SM_Context the policies shall be created for.

2.
On success, "201 Created" shall be returned, the payload body of the response shall contain the representation of the created policies. 

*** End of Changes ***
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1. POST .../sm-policycontol (SMSessionData)  


2. 201 Created …/sm-policycontrols/{sm-policycontrolId}



