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*** 1st Change ***
5.4.4.3
Encoding Proposal 1: Restful HTTP with event subscriptions as sub-resource
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Figure 5.4.4.3-1: Proposed Resource URI structure of the Npcf_PolicyAuthorization API

Table 5.4.4.3-1: Proposed resources and methods overview for the Npcf_PolicyAuthorization service

	Resource name
	Resource URI
	HTTP method
	Request body
	Successful response body
	Meaning

	Npcf policy authorization
	{apiRoot}/
npcf-policyauthorization/
v1/
sessions
	POST (FFS, see editor's note)
	SessionRequest
	SessionAnswer
	Requests that the PCF creates a new session for Npcf policy authorization.

	Individual Npcf policy authorization
	{apiRoot}/
npcf-policyauthorization/
v1/
sessions/
{Sessionid}
	PUT
(FFS, see editor's note) 
	SessionRequest
	SessionAnswer
	Request that the PCF creates a new session for Npcf policy authorization, if it does not exist or updates an existing session.

	
	
	PATCH
(FFS, see editor's note)
	FFS
	FFS
	Partially updates session for Npcf policy authorization

	
	
	GET
	none
	Session
	Provides information about a session for Npcf policy authorization.

	
	
	DELETE
	none
	DeleteAnswer
	Instructs the PCF server to delete a session for Npcf policy authorization.

	Media Components
	{apiRoot}/
npcf-policyauthorization/
v1/
sessions/
{Sessionid}/
media-components
	PUT
(FFS)
	1..N
MediaComponent
	none
	Requests that the complete set of media components for a session is added or replaced.

	
	
	GET
	none
	1…N,
MediaComponent
	Gets information about the complete set of media components for a session

	Individual Media Component
	{apiRoot}/
npcf-policyauthorization/
v1/
sessions/
{Sessionid}/
media-components/
{mcNbr}
	PUT

(FFS, see editor's note) 
	MediaComponent
	none
	Request that the server creates a new media component, if it does not exist or updates an existing media component.

	
	
	PATCH
(FFS, see editor's note)
	FFS
	FFS
	Partially updates a media component

	
	
	GET
	none
	MediaComponent
	Provides information about a media component.

	
	
	DELETE
	none
	none
	Instructs the PCF to delete a media component.

	NPCF policy authorization event subscription
(FFS, see editor's note)
	{apiRoot}/
npcf-policyauthorization/
v1/sessions/[Sessionid}/event-subscription
	PUT
	EventSubscription
	none
	Allows the NF service consumers to subscribe to the notification of events or modify that subscription.

	
	
	DELETE
	none
	none
	Allows the NF service consumers to unsubscribe to the notification of events.


Editor's note:
It is FFS whether to use PUT or POST or to allow both for the creation of the policy authorization operation. If POST is used the client addresses the resource responsible for service creation at the server. The server allocates the session id (provided in the location header of 201 Created) having a more server centric solution. The advantage of POST is that it is the standard characteristic to create a new resource in Restful web development, uses a clear server centric solution and service creation and update are distinguished by the methods. The advantage of PUT is that the method is idempotent if the client uses the same session id for following request.
Editor's s note: It is FFS whether PATCH should only be supported as an optional method by the PCF. Depending on the selected encoding, PATCH can be not idempotent and not secure. The restriction for the server is that it is not allowed to react on GET request with data not completely patched. Normally PUT is used for service updating with the disadvantage to transport the complete representation of the resource and should normally be supported by the server in any case. Within this usage strategy for PUT the definition of meaningful sub-resources can be helpful (e.g. sub-resources for media component descriptions, sponsored data, etc.).
Editor's s note: It is FFS whether the "eventsubscription" should be defined as own subresource or related information only be included in the Individual Npcf policy authorization resource. The "eventsubscription" resource allows to address the DELETE message to the "eventsubscription" resource without a request body and to keep the active service operation with a session id.
Editor's note:
It is FFS if the mediacomponent subresource is required or related information only is only included in the Individual Npcf policy authorization resource. In the latter case media components could be updated using PATCH.
Table 5.4.4.3-2: Proposed resources and methods overview for the Npcf_PolicyAuthorization notification services

	Resource name
	Resource URI
	HTTP method
	Request body
	Successful response body
	Meaning

	Npcf policy_notification
	{notificationURI}
FFS (see editor's note)
	POST
	NotificationInformation
	none
	Informs the client about events.


Editor's s note: It is for FFS whether the notificationURI should be extendable by sub-resources defined. An application can be the event notification service to the resource {notificationURI}/eventid. Another application can be an asynchronous process in which the client waits for a longer time period for service compilation (e.g. a new service creation with POST will be answered with 202 Accepted to the resource {notificationURI}/notificationid) and after final service request compilation with a POST to {notificationURI}/notificationid which has to be answered with 200 OK by the client now.
Table 5.4.4.3-3: Proposed type Session
	Attribute name
	Data type
	Cardinality
	Description

	request
	ServiceRequest
	1
	

	answer
	ServiceRequestAnswer
	1
	


Table 5.4.4.3-4: Proposed type SessionRequest

	Attribute name
	Data type
	Cardinality
	Description

	supi
	Supi
	0..1
	

	dnn
	Dnn
	0..1
	

	ipDomainId
	IpDomainId
	0..1
	

	afAppId
	AfAppId
	0..1
	

	mediaComponents
	MediaComponent
	1..N
	

	afChargingId
	AfChargingId
	0..1
	

	subId
	SubscriptionID
	0..1
	

	resPrio
	ResPrio
	0..1
	

	ueIpv4
	Ipv4Addr
	0..1
	

	ueIpv6
	Ipv6Addr
	0..1
	

	svcURN
	SvcURN
	0..1
	Service-URN

	spConnData
	SpConnData
	0..1
	

	mpsId
	MpsId
	0..1
	MPS-Identifier

	refId
	RefId
	0..1
	

	eventSubscription
	EventSubscription
	0..1
	


Table 5.4.4.3-5: Proposed type MediaComponent
	Attribute name
	Data type
	Cardinality
	Description

	mcNumber
	UInteger
	1
	

	FFS
	
	
	

	
	
	
	


Table 5.4.4.3-6: Proposed type SessionAnswer
	Attribute name
	Data type
	Cardinality
	Description

	sessionId
	SessionId
	1
	

	ancID
	AncId
	0..1
	Access-Network-Charging-Identifier

	ancAddr
	Address (FFS)
	0..1
	Access-Network-Charging-Address

	acceptableSvcInfo

FFS if this should rather go to a negative response
	AcceptableSvcInfo
	0..1
	Accepable Service Info

	ipCanType (FFS, needs to cover 5GC)
	IpCanType (FFS)
	0..1
	

	netLocAccSupp
	NetLocAccSupp
	0..1
	

	ratType
	RatType
	0..1
	

	anTrusted
	boolean
	0..1
	Indicates whether the access network is trusted or untrusted for the Non-3GPP access network

	anGWAddr (FFS if this applies for 5GC)
	Address (FFS)
	0..1
	Carries the IP address of the ePDG used as IPSec tunnel endpoint with the UE

	flows
	Flows
	0..N
	

	retryInterval
	DurationSec
	0..1
	


Table 5.4.4.3-7: Proposed type Flows

	Attribute name
	Data type
	Cardinality
	Description

	FFS
	
	
	

	
	
	
	


Table 5.4.4.3-8: Proposed type EventSubscription
	Attribute name
	Data type
	Cardinality
	Description

	events
	Event (FFS)
	1..N
	

	notificationURI
	Uri
	1
	


Table 5.4.4.3-9: Proposed type DeleteAnswer

	Attribute name
	Data type
	Cardinality
	Description

	resCode
	ResCode
	0..1
	

	rpConnData
	SpConnData
	0..1
	

	uli
	UserLocationInformation
	0..1
	User-Location-Info

	uliTime
	DateTime
	0..1
	

	msTimeZone
	TimeZone
	0..1
	

	ueLocalIP
	DateTime
	0..1
	User-Location-Info-Time

	ranNasRelCause
	RanNasRelCause(FFS)
	0..1
	

	sgsnMccMnc
	SgsnMccMnc
	0..1
	

	twanId
	TWANId
	0..1
	

	netLocAccSupp
	NetLocAccSupp
	0..1
	

	tcpSrcPort
	Port(FFS)
	0..1
	

	udpSrcPort
	Port(FFS)
	0..1
	


Table 5.4.4.3-10: Proposed type NotificationInformation
	Attribute name
	Data type
	Cardinality
	Description

	event
	Event (FFS)
	1
	

	FFS
	
	
	


*** End of Changes ***
�PAGE \# "'Page: '#'�'"  �� Enter the specification number in this box. For example, 04.08 or 29.163. Do not prefix the number with anything . i.e. do not use "TS", "GSM" or "3GPP" etc.


�PAGE \# "'Page: '#'�'"  �� Enter the version of the draft specification here. This number is the version of the draft specification to which the PCR was written and (normally) to which it will be applied if it is agreed.  Make sure that the latest version of the draft specification  is used when creating the PCR. If unsure what the latest version is, go to  http://www.3gpp.org/ftp/specs/latest-drafts/� HYPERLINK "http://www.3gpp.org/3G_Specs/3G_Specs.htm" ���


�PAGE \# "'Page: '#'�'"  �� Enter a concise description of the subject matter of the PCR. It should be no longer than one line. 


One or more organizations (3GPP Individual Members) which drafted the PCR and are presenting it to the Working Group.


�PAGE \# "'Page: '#'�'"  �� Enter the acronym for the work item which is applicable to the change.  A list of work item acronyms can be found in the 3GPP work plan and/or the meeting agenda�


�PAGE \# "'Page: '#'�'"  �� Enter text which explains why the change is necessary.


�PAGE \# "'Page: '#'�'"  �� Enter text which describes the most important components of the change. i.e. How the change is made.


�PAGE \# "'Page: '#'�'"  �� Enter here the consequences if this PCR were to be rejected. 


�PAGE \# f"'Page: '#'�'"  �� If  other specs are affected by this change, then indicate the TS/TR number and the tdoc numbers of the  relevant  (P)CRs


�PAGE \# "'Page: '#'�'"  �� Enter any other information which may be needed by the group being requested to agree to the PCR. This could include special conditions which are not listed anywhere else above.





_1573564326.vsd
//{apiRoot}/ npcf-policyauthorization/v1


/sessions


/{Sessionid}


/media-components


/{mcNbr}



