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*** 1st Change ***

5.4.3.3
Encoding Proposal 1: RestFul HTTP with Policy as PCF resource and custom operation to update policy at SMF
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Figure 5.4.3.3-1: Proposed Resource URI structure of the Npcf_SMPolicyControl API

Editor's note:
It is FFS whether to introduce a "/userpolicies" between "{SUPI}" and "{PDUsessionId}".
Table 5.4.3.3-1: Proposed resources and methods overview for the Npcf_SMPolicyControl service

	Resource name
	Resource URI
	HTTP method
	Request body
	Successful response body
	Meaning

	SM Policies
	{apiRoot}/
npcf_sm_policy_control/
v1/
policies
	GET
	none
	1..N Npcf_SMPolicyControl
	Read all SM Policies resources at an AS.
Query parameters are FFS and can contain the NotificationURI (to identify all resources related to a given SMF).

	Individual SM Subscriber Policy
	{apiRoot}/
npcf_sm_policy_control/
v1/
policies/
{supi}
	GET
	none
	1..N Npcf_SMPolicyControl
	Read the Individual SM Subscriber Policy resources.

	
	
	DELETE
	none
	none
	Delete the Individual SM Subscriber Policy resource for.

	Individual SM PDUSessioPolicy
	{apiRoot}/
npcf_sm_policy_control/
v1/
policies/
{supi}/
{sessionID}
	PUT (FFS)
	Npcf_SMPolicyControlRequest
	Npcf_SMPolicyControlPolicy
	Create a new or update an existing Individual SM PDUSession Policy resource for a SUPI and sessionID supplied by the SMF. If an Individual SM Subscriber Policy Resource for the SUPI does not yet exist, it is also created.

	
	
	PATCH
(FFS)
	FFS
	FFS
	Update an existing Individual SM PDUSession Policy resource.

	
	
	GET
	none
	Npcf_SMPolicyControl
	Read the Individual SM PDUSession Policy resource.

	
	
	DELETE
	none
	none
	Delete the Individual SM PDUSession Policy resource.


Editor's note:
It is FFS whether to use PUT or POST for the creation of resources. It is also ffs whether to use different data types in the bodies of the related request and response.

Editor's note:
It is FFS whether the DELETE for the Individual SM Subscriber Policy resource is required.

Table 5.4.3.3-2: Proposed methods overview for the Npcf_SMPolicyControl service Notification

	Resource name
	URI
	HTTP method
	Request body
	Successful response body
	Meaning

	SM Policy Notification
	{notificationURI}
	POST
	Npcf_SMPolicyControlPolicy
	FFS
	Notify the SMF about updated policies.


Editor's note:
The HTTP method and body for notifications are still FFS. An efficient encoding of partial Notifications is also ffs.
Table 5.4.3.3-3: Proposed type Npcf_SMPolicyControl

	Attribute name
	Data type
	Cardinality
	Description

	request
	Npcf_SMPolicyControlRequest
	1
	

	policy
	Npcf_SMPolicyControlPolicy
	1
	


Table 5.4.3.3-4: Proposed type Npcf_SMPolicyControlRequest
	Attribute name
	Data type
	Cardinality
	Description

	supi
	SUPI (FFS)
	1
	Subscription Permanent Identifier

	pduSessionId
	PduSessionId (FFS)
	1
	PDU session Id

	dnn
	Dnn (FFS)
	1
	The DNN of the PDU session.

	notificationUri
	Link
	1
	Identifies the recipient of Notifications sent by the PCF.

	accessType
	AccessType
	0..1
	The Access Type where the served UE is camping.

	ratType
	RatType (FFS)
	0..1
	The RAT Type where the served UE is camping.

	servingNetwork
	NetworkId (FFS)
	0..1
	The serving network where the served UE is camping.

	userLocationInformation
	UserLocationInformation (FFS)
	0..1
	The location of the served UE is camping.

	ueTimeZone
	TimeZone (FFS)
	0..1
	The time zone where the served UE is camping.

	permanentEquipmentIdentifier
	PermanentEquipmentIdentifier (FFS)
	0..1
	The Permanent Equipment Identifier of the served UE.

	ipv4Address
	Ipv4Address (FFS)
	0..1
	The IPv4 Address of the served UE.

	ipv6AddressPrefix
	Ipv6AddressPrefix (FFS)
	0..1
	The Ipv6 Address Prefix of the served UE.

	chargingInformation
	ChargingInformation (FFS)
	0..1
	

	sessionAmbr
	BitRate (FFS)
	0..1
	

	defaultQosInformation
	defaultQosInformation (FFS)
	0..1
	


NOTE:
The SUPI, PduSessionId, Link, RatType, Dnn, NetworkId, UserLocationInformation, TimeZone, PermanentEquipmentIdentifier, Ipv4Address, Ipv6AddressPrefix, ChargingInformation, BitRate, and defaultQosInformation Data Types should be specified as common data types applicable for multiple APIs.

Table 5.4.3.3-5: Proposed type Npcf_SMPolicyControlNotification

	Attribute name
	Data type
	Cardinality
	Description

	supi
	SUPI (FFS)
	1
	Subscription Permanent Identifier

	sessionPolicy
	Npcf_SMPolicyControlPolicy
	1
	Session management policy (see subclause 5.7).

	terminationRequest
	Boolean
	0..1
	Request to terminate the PDU session. Default is "FALSE".


Table 5.4.3.3-6: Proposed type Npcf_SMPolicyControlPolicy
	Attribute name
	Data type
	Cardinality
	Description

	pccRules
	PccRule
	0..N
	List of PCC Rules with content as described in subclause 5.7.1.

	SessionAmbr
	BitRate (FFS)
	0..1
	

	defaultQosInformation
	defaultQosInformation (FFS)
	0..1
	


Table 5.4.3.3-7: Proposed type PCCRule

	Attribute name
	Data type
	Cardinality
	Description

	
	
	
	

	
	
	
	

	
	
	
	


Editor's note:
FFS. Provide content as described in subclause 5.7.1.

5.4.3.4
Encoding Proposal 2: RestFul HTTP with Policy as SMF resource
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Figure 5.4.3.4-1: Proposed Resource URI structure of the Npcf_SMPolicyControl API

Editor's note:
It is FFS whether to introduce a "/userpolicies" between "{supi}" and "{pduSessionId}".
Table 5.4.3.4-1: Proposed resources and methods overview for the Npcf_SMPolicyControl service

	Resource name
	Resource URI
	HTTP method
	Request body
	Successful response body
	Meaning

	Individual SM Subscriber Policy Subscription
	{apiRoot}/
npcf-sm-policy-control/
v1/
policy_subscriptions/
{supi}
	DELETE
	none
	none
	Delete the Individual SM Subscriber Policy resource.

	Individual SM PDUSessioPolicy Subscription
	{apiRoot}/
npcf-sm-policy-control/
v1/
policy_subscriptions/
{supi}/
{sessionID}
	PUT (FFS)
	Npcf_SMPolicyControlSubscription
	FFS
	Create a new or update an existing Individual SM PDUSession Policy resource for a SUPI and sessionID supplied by the SMF. If an Individual SM Subscriber Policy Resource for the SUPI does not yet exist, it is also created.

	
	
	PATCH
(FFS)
	FFS
	FFS
	Update an existing Individual SM PDUSession Policy resource.

	
	
	GET
	none
	Npcf_SMPolicyControlSubscription
	Read the Individual SM PDUSession Policy resource.

	
	
	DELETE
	none
	none
	Delete the Individual SM PDUSession Policy resource.


Editor's note:
It is FFS whether to use PUT or POST for the creation of resources. If POST is used, the supi and pduSessionId in the URI will needs to be replaced with a server-assigned resource identifier. It is also FFS whether to use different data types in the bodies of the related request and response.
Editor´s note:
It is also FFS whether to use different data types in the bodies of the related request and response.

Editor's note:
It is FFS whether the DELETE for the Individual SM Subscriber Policy resource is required.

Stage 2 requires that Policy information can be provided both as response to a Npcf_SMPolicyControl_Get, and as Npcf_SMPolicyControl_UpdateNotify request. The information is quite extensive and includes a possibly high number of PCC rules. Some related issues are

-
How to achieve maximum communality in the implementation of Npcf_SMPolicyControl_Get and Npcf_SMPolicyControl_UpdateNotify?

-
How to enable an effective update for both cases?

The service consumer subscribes to policies by supplying the Individual SM PDUSessionPolicy Subscription resource including the notificationURI. The PCF does not return policies in the HTTP response to that subscription. The PCF rather immediately sends an HTTP request towards notificationURI to create or update the policy resource at the SMF as depicted in figure 5.4.3.4-2 and described in table 5.4.3.4-2.
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Figure 5.4.3.4-2: Proposed Resource URI structure for resources at the service consumer (SMF) for the Npcf_SMPolicyControl API

Editor's note:
It is FFS whether to introduce resources between the {notificationURI} and the SM Policies that enable the PCF (e.g. for restoration purposes) to read the installed policies for several subscribers and/or the SM Policies for all PDU sessions of one subscriber. The URI structure could then for instance be {notificationURI}/{supi}/{sessionID}/policies.
Table 5.4.3.4-2: Proposed resources and methods overview for resources at the service consumer (SMF) of the Npcf_SMPolicyControl service

	Resource name
	URI
	HTTP method
	Request body
	Successful response body
	Meaning

	SM Policies 
	{notificationURI}/
policy
	PUT
	Npcf_SMPolicyControlPolicy
	FFS
	Install new policies or replace existing SM policies at the service consumer.

	
	
	PATCH
	FFS
	FFS
	Update existing SM policies at the service consumer.

	
	
	GET
	-
	Npcf_SMPolicyControlPolicy
	Read existing SM policies.

	
	
	DELETE (FFS, NOTE)
	-
	-
	Delete existing SM policies at the service consumer and request termination of corresponding PDU session.

	PCC Rules
	{notificationURI}/
policy/
pcc-rules
	PUT
	1..N
PccRule
	FFS
	Install new PCC Rules or replace existing PCC Rules at the service consumer.

	
	
	PATCH
	FFS
	FFS
	Update existing PCC rules at the service consumer.

	
	
	GET
	-
	1..N
PccRule
	Read existing PCC rules.

	
	
	DELETE
	-
	-
	Delete existing PCC rules at the service consumer.

	Individual PCC Rule
	{notificationURI}/
policy/
pcc-rules/
{PCCruleId}
	PUT
	PCCRule
	FFS
	Install new PCC rule or replace existing PCC rule at the service consumer.

	
	
	PATCH
	FFS
	FFS
	Update existing PCC rule at the service consumer.

	
	
	GET
	-
	PCCRule
	Read existing PCC rule.

	
	
	DELETE
	-
	-
	Delete existing PCC rule at the service consumer.

	NOTE: 
If the SMF deletes the Individual SM PDUSessioPolicy Subscription resource, the corresponding SM Policies resource is also deleted in the SMF without a DELTE request from the PCF


Table 5.4.3.4-3: Proposed type Npcf_SMPolicyControlSubscription

	Attribute name
	Data type
	Cardinality
	Description

	supi
	Supi (FFS)
	1
	Subscription Permanent Identifier

	pduSessionId
	PduSessionId (FFS)
	1
	PDU session Id

	dnn
	Dnn (FFS)
	1
	The DNN of the PDU session.

	notificationUri
	Uri
	1
	Identifies the recipient of Notifications sent by the PCF.

	gpsi
	Gpsi (FFS)
	0..1
	Generic Public Subscription Identifier

	accessType
	AccessType
	0..1
	The Access Type where the served UE is camping.

	ratType
	RatType (FFS)
	0..1
	The RAT Type where the served UE is camping.

	servingNetwork
	NetworkId (FFS)
	0..1
	The serving network where the served UE is camping.

	userLocationInformation
	UserLocationInformation (FFS)
	0..1
	The location of the served UE is camping.

	ueTimeZone
	TimeZone (FFS)
	0..1
	The time zone where the served UE is camping.

	permanentEquipmentIdentifier
	PermanentEquipmentIdentifier (FFS)
	0..1
	The Permanent Equipment Identifier of the served UE.

	ipv4Address
	Ipv4Address (FFS)
	0..1
	The IPv4 Address of the served UE.

	ipv6AddressPrefix
	Ipv6AddressPrefix (FFS)
	0..1
	The Ipv6 Address Prefix of the served UE.

	chargingInformation
	ChargingInformation (FFS)
	0..1
	

	sessionAmbr
	BitRate (FFS)
	0..1
	

	defaultQosInformation
	DefaultQosInformation (FFS)
	0..1
	


NOTE:
The Supi, PduSessionId, Gpsi, Uri, AceesType, RatType, Dnn, NetworkId, UserLocationInformation, TimeZone, PermanentEquipmentIdentifier, Ipv4Address, Ipv6AddressPrefix, ChargingInformation, BitRate, and DefaultQosInformation Data Types should be specified as common data types applicable for multiple APIs.

Table 5.4.3.4-4: Proposed type Npcf_SMPolicyControlPolicy

	Attribute name
	Data type
	Cardinality
	Description

	pccRules
	PccRule
	0..N
	List of PCC Rules with content as described in subclause 5.7.1.

	activePredefinedPccRules
	PccRuleId
	0..N
	List of activated predefined PCC Rules.

	sessionAmbr
	BitRate (FFS)
	0..1
	

	defaultQosInformation
	DefaultQosInformation (FFS)
	0..1
	


Editor's note:
It is FFS whether supi and PDU session Id are required as additional parameters.

Table 5.4.3.4-5: Proposed type PccRule

	Attribute name
	Data type
	Cardinality
	Description

	pccRuleId
	PccRuleId(FFS)
	1
	PCC Rule Id

	FFS
	
	
	

	
	
	
	


Editor's note:
FFS. Provide content as described in subclause 5.7.1.

5.4.3.5
Encoding Proposal 3: RestFul HTTP with with Policy as PCF resource and notification to trigger SMF to fetch new policy

This encoding proposal is identical to encoding proposal 1 with the exception that the proposed type Npcf_SMPolicyControlNotification does not contain policy, but only a trigger to fetch updated policy.

The SMF fetches policy using an HTTP GET when receiving such a notification.
5.4.3.6
Comparison of Proposals

Table 5.4.3.6-1: Comparison of Encoding Proposals

	
	Proposal 1
	Proposal 2
	Proposal 3

	Communality of policy provisioning between Get (Pull operation) and Notify (Push operation)
	No
	Yes
	Yes

	Efficient policy provisioning for initial GET
	Yes
	Less Efficient, as two HTTP Request response pairs required.
	Yes

	Efficient policy provisioning for subsequent GET (Pull operation, FFS if this is required)
	Only complete policy but no deltas can be provided.
	Two HTTP interactions, but possibility to provide only deltas in Policy
	Only complete policy but no deltas can be provided.

	Efficient policy provisioning for Notify (Push operation)
	Yes (Depends on Custom Operation design)
	Yes
	No, Two HTTP interactions, and no possibility tp provide only deltas in policy

	RestFul design
	Partial. A substantial part of the functionality (PUSH policy provisioning) uses Custom Operations.
	Yes
	Yes

	Efficient Deletion
	FFS
	FFS
	FFS


Editor's note:
This comparison is only preliminary and needs to be confirmed.
5.4.3.7
Conclusions

*** End of Changes ***
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