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Proposed changes:
* * * 1st Change * * * *

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. 
An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

5GC
5G Core Network

5QI
5G QoS Identifier
AF
Application Function

AMBR
Aggregate Maximum Bit Rate

AMF
Access and Mobility Management Function

AN
Access Network

APN
Access Point Name

ARP
Allocation and Retention Priority

BSF
Binding Support Functionality

BSON
Binary JSON

CBOR
Concise Binary Object Representation

CDDL
Concise Data Definition Language

DEI
Drop Eligible Indicator

DHCP
Dynamic Host Configuration Protocol

DL
Downlink

DN
Data Network

DNAI
Data Network Access Identifier

DNN
Data Network Name

DTLS
Datagram Transport Layer Security

EPC
Evolved Packet Core

GBR
Guaranteed Bit Rate

GPSI
Generic Public Subscription Identifier

HATEOAS
Hypermedia As The Engine Of Application State

HTTP
Hypertext Transfer Protocol

IDL
Interface Definition Language

JSON
JavaScript Object Notation

MAC
Media Access Control

MBR
Maximum Bit Rate

MPS
Multimedia Priority Service

NBIFOM
Network Based IP Flow Mobility

NEF
Network Exposure Function

NF
Network Function

NSSAI
Network Slice Selection Assistance Information

NWDAF
Network Data Analytics Function

OCS
Online Charging System

PCC
Policy and Charging Control

PCF
Policy Control Function

PCP
Priority Code Point

PEI
Permanent Equipment Identifier

PFDF
Packet Flow Description Function

QFI
QoS Flow Identifier

QoS
Quality of Service

REST
Representational State Transfer

RFSP
RAT Frequency Selection Priority

RPC
Remote procedure call

RQI
Reflective QoS Indicator
SCTP
Stream Control Transmission Protocol

SDF
Service Data Flow

SMF
Session Management Function

S-NSSAI
Single Network Slice Selection Assistance Information

SSC
Session and Service Continuity

SUPI
Subscription Permanent Identifier

TA
Tracking Area

TAI
Tracking Area Identity

TCP
Transmission Control Protocol

TLS
Transport Layer Security

UDM
Unified Data Management

UDP
User Datagram Protocol

UDR
Unified Data Repository

UL
Uplink

UPF
User Plane Function

URSP
UE Route Selection Policy

VID
VLAN Identifier

VLAN
Virtual Local Area Network

* * * 2nd Change * * * *

5.3.1.1
Policy request during UE registration

This procedure is performed when the UE needs to perform initial registration to the 5G system or needs to perform the registration with the AMF relocation.
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Figure 5.3.1.1-1: Policy request during UE registration
1.
The AMF receives the registration request from the AN. Since the AMF has not yet obtained Access and Mobility policy for the UE, the AMF selects the PCF as described in subclause 5.10.2 and invokes the Npcf_AMPolicyControl_Get service operation to request the PCF to create the policy context in the PCF and to retrieve the UE policies and/or Access and Mobility control policies. The request operation provides the SUPI, and may provide the access type, the PEI if received in the AMF, the User Location Information if available, the UE Time Zone if available, Serving Network, RAT type and List of Service Area Restriction elements, GPSI if received from the UDM during the update location procedure. The request also includes a Notification URI to indicate to the PCF where to send a notification when the policy/ies is/are updated.
2.
If PCF does not have the subscription data for the UE, the PCF invokes the Nudr_UnifiedDataManagement_Query service operation and includes in the request to the UDR the PCF Identifier and the Data Identifier which uniquely identifies the requested subscription data within the UDR i.e. SUPI.


The UDR responds to the PCF with the subscription data that may include UE policies and Access and Mobility control policies.
Editor's note:
The interaction between the PCF and UDR is FFS.

3.
The PCF makes the requested policy decision including, e.g. UE policies such as Service Area Restrictions, RAT Frequency Selection Priority (RFSP) Index and UE Route Selection Policy (URSP) and may determine applicable event trigger(s).

4.
The PCF responds to the AMF by including requested policy:

-
UE policy (see subclause 5.8) including UE Access Network discovery and selection policies and/or UE Route Selection Policies (URSP) of the UE; and/or

-
AMF Access and Mobility Policy (see subclause 5.6) including Service Area Restrictions, and/or a RAT Frequency Selection Priority (RFSP) Index,


as determined by the PCF.

5.
The PCF can subscribe to the Namf_EventExposure service.

NOTE:
The definition of the Namf_EventExposure service is out of scope of the present study.

* * * 3rd Change * * * *

5.3.2.1
Request of Session Management (SM) related policies
This procedure is performed when the UE requests to establish a PDU session.
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Figure 5.3.2.1-1: Request the SM related policies
1.
The SMF receives a PDU session establishment request from the UE. The SMF selects the PCF as described in subclause 5.10.3 and invokes the Npcf_SMPolicyControl_Get service operation to request the SM related policies in the PCF and to get the default PCC Rules for the PDU session. The request operation provides the SUPI, the PDU session ID and DNN. The request operation can provide the access type, the IPv4 address and/or the IPv6 network prefix (if available), the PEI and GPSI if received in the SMF, the User Location Information, the UE Time Zone, Serving Network, RAT type, charging information, the Session-AMBR and the default QoS information, if available. The request operation also includes a Notification URI to indicate to the PCF where to send a notification when the SM related policies are updated.

2.
If PCF does not have the subscription data for the SUPI and DNN, the PCF invokes the Nudr_UnifiedDataManagement_Query service operation to the UDR and includes the PCF Identifier and the Data Identifier which uniquely identifies the requested subscription data.


The UDR responds to the PCF with the subscription data.

Editor's note:
The interaction between the PCF and UDR are FFS.

3.
The PCF makes the policy decision to determine the information provided in step 4 and to determine the event trigger to subscribe to event(s) in step 5.

Editor's note:
Other policies determined by the PCF are FFS.

4.
The PCF responds to the SMF and includes in the response of the Npcf_SMPolicyControl_Get service operation the policy determined by the PCF. The policy information provided by the PCF is the PCC rules of the PDU session, the authorized Session-AMBR and the authorized default QoS information.
5.
Step 2 through step 3 as specified in subclause 5.3.3.1 "PCF initiated events subscription".

* * * 4th Change * * * *

5.3.3.1
PCF subscription to events

This procedure is performed when the PCF decides to subscribe to events for a PDU session.

Editor's note:
Other triggers to initiate the procedure are FFS.


[image: image3.emf]PCF

1. Policy decision

SMF

2. Nsmf_ EventExposure_Subscribe

3. Nsmf_ EventExposure_Subscribe resp


Figure 5.3.3.1-1: Subscription to events by the PCF

1.
The PCF makes policy decision to subscribe to events for the PDU session based on e.g. the operator policy or an AF request or when the UE subscription data is modified.

Editor's note:
The interaction between the PCF and the UDR, and the interaction between the PCF and the AF is FFS.

2.
The PCF may subscribe to events from the SMF by invoking Nsmf_EventExposure_Subscribe service operation indicating the PDU Session ID, UE ID (SUPI or GPSI or IP address and DNN), event correlation ID, and the subscribed event (including the event filters and the requested notification method (periodic, one time, on event detection) and optionally an immediate one time notification flag and reporting options (e.g. Maximum Number of Reports or Monitoring Duration). The PCF also supplies a Notification URI to indicate where to send notifications.

3.
The SMF provides a response to the Nsmf_EventExposure_Subscribe service operation.

Editor's note:
It is FFS whether the Nsmf_EventExposure_Unsubscribe service operation is used to update the set of subscribed event notifications or the Nsmf_EventExposure_Subscribe service operation is used instead.

* * * 5th Change * * * *

5.3.3.2
SMF Notification about subscribed events

This procedure is performed when the SMF notifies the PCFthat some PDU session related event(s) occurred for which the PCF has subscribed to event notifications.
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Figure 5.3.3.2-1: SMF Notification about the PCF subscribed event
1.
An event to which the PCF has subscribed occurs.

2.
The SMF sends the Nsmf_EventExposure_Notify service operation to the Notification URI provided by the PCF to indicate that an event previously subscribed by the PCF has occured. The SMF provides the PDU Session ID, UE ID (SUPI or GPSI or IP address and DNN), the Event correlation ID, and the Event Trigger describing the event.
3.
The PCF sends the response to the Nsmf_EventExposure_Notify operation.

4.
The PCF makes policy decision and if applicable, the PCF may send an event notification to the AF.

* * * 6th Change * * * *

5.4.2.2
Operations

Table 5.4.2.2-1: Operations of the Npcf_AMPolicyControl Service

	Service operation name
	Description
	Initiated by
	Inputs, required
	Inputs, optional
	Outputs, required
	Outputs, optional

	Npcf_AMPolicyControl_Get
	Provides the requested policy to the NF service consumer
	NF service consumer (AMF)
	SUPI,

Notification URI (NOTE)
	Access type,

Permanent Equipment Identifier (PEI),

GPSI,

User Location Information,

UE Time Zone,

Serving Network,

RAT type,

List of Service Area Restriction elements
	The requested policy:

UE policy (see subclause 5.8) including UE Access Network discovery and selection policies and/or UE Route Selection Policies (URSP); and/or, 

AMF Access and Mobility Policy (see subclause 5.6) including Service Area Restrictions, and/or RAT Frequency Selection Priority (RFSP) Index
	none

	Npcf_AMPolicyControl_UpdateNotify
	Provides updated policy to the NF service consumer.
	PCF
	SUPI,

Updated Policies:

UE policy (see subclause 5.8) and/or,

AMF Access and Mobility Policy (see subclause 5.6)
	none
	Success or Failure
	none

	Npcf_AMPolicyControl_Delete
	Provides means for the NF service consumer to delete the policy context.
	NF service consumer (AMF)
	SUPI
	none
	Success or Failure
	none

	NOTE:
The "Notification URI" corresponds to the "subscription to Notification indicator" in stage 2.


Editor's note:
Further stage 2 clarification on "List of Service Area Restriction elements" as optional input to the Npcf_AMPolicyControl_Get is required.

* * * 7th Change * * * *

5.4.2.3
Encoding Proposal 1: RestFul HTTP
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Figure 5.4.2.3-1: Proposed Resource URI structure of the Npcf_AMPolicyControl API

Table 5.4.2.3-1: Proposed resources and methods overview for the Npcf_AMPolicyControl service

	Resource name
	Resource URI
	HTTP method
	Request body
	Successful response body
	Meaning

	AM Policies
	{apiRoot}/
npcf_am_policy_control/
v1/policies/
	GET
	none
	1..N Npcf_AMPolicyControl
	Read all AM Policies resources at an PCF.
Query parameters are FFS and can contain the NotificationURI (to identify all resources related to a given AMF).

	Individual AM Policy
	{apiRoot}
/npcf_am_policy_control/
v1/policies/
{supi}
	PUT
	Npcf_AMPolicyControlRequest
	Npcf_AMPolicyControlPolicy
	Create a new or update an existing Individual AM Policy resource for a SUPI supplied by the AMF.

	
	
	PATCH
(FFS)
	FFS
	FFS
	Update an existing Individual AM Policy resource for a SUPI supplied by the AMF.

	
	
	GET
	none
	Npcf_AMPolicyControl
	Read the Individual AM Policy resource for a SUPI supplied by the AMF.

	
	
	DELETE
	none
	none
	Delete the Individual AM Policy resource for a SUPI supplied by the AMF.


Editor's note:
It is FFS whether to use PUT or POST for the creation of resources. It is also ffs whether to use different data types in the bodies of the related request and response.
Table 5.4.2.3-2: Proposed methods overview for the Npcf_AMPolicyControl service Notification

	Resource name
	URI
	HTTP method
	Request body
	Successful response body
	Meaning

	AM Policy Notification
	{notificationURI}
	POST
	Npcf_AMPolicyControlNotification
	none
	Notify the AMF about updated policies.


Editor's note:
The HTTP method and body for notifications are still FFS. An efficient encoding of partial Notifications is also FFS.
Table 5.4.2.3-3: Proposed type Npcf_AMPolicyControl

	Attribute name
	Data type
	Cardinality
	Description

	request
	Npcf_AMPolicyControlRequest
	1
	

	policy
	Npcf_AMPolicyControlPolicy
	1
	


Table 5.4.2.3-4: Proposed type Npcf_AMPolicyControl

	Attribute name
	Data type
	Cardinality
	Description

	supi
	SUPI (FFS)
	1
	Subscription Permanent Identifier

	notificationURI
	Link (FFS)
	0..1
	Identifies the recipient of Notifications sent by the PCF.

	accessType
	AccessType
	0..1
	The Access Type where the served UE is camping.

	ratType
	RatType (FFS)
	0..1
	The RAT Type where the served UE is camping.

	servingNetwork
	NetworkId (FFS)
	0..1
	The serving network where the served UE is camping.

	userLocationInformation
	UserLocationInformation (FFS)
	0..1
	The location of the served UE is camping.

	ueTimeZone
	TimeZone (FFS)
	0..1
	The time zone where the served UE is camping.

	permanentEquipmentIdentifier
	PermanentEquipmentIdentifier (FFS)
	0..1
	The Permanent Equipment Identifier of the served UE.

	serviceAreaRestriction
	ServiceAreaRestriction
	0..1
	Service Area Restriction

	gpsi
	Gpsi (FFS)
	0..1
	Generic Public Subscription Identifier


NOTE:
The SUPI, Link, RatType, dnn, UserLocationInformation, TimeZone, PermanentEquipmentIdentifier, and Gpsi Data Types should be specified as common data types applicable for multiple APIs.
Table 5.4.2.3-5: Proposed type Npcf_AMPolicyControlNotification

	Attribute name
	Data type
	Cardinality
	Description

	supi
	SUPI (FFS)
	1
	Subscription Permanent Identifier

	uePolicy
	UePolicy
	0..1
	UE policy (see subclause 5.8).

	amfAccessAndMobilityManagementControlPolicy
	AmfAccessAndMobilityManagementControlPolicy
	0..1
	AMF Access and Mobility Management Control Policy (see subclause 5.6).


Table 5.4.2.3-6: Proposed type Npcf_AMPolicyControlPolicy
	Attribute name
	Data type
	Cardinality
	Description

	uePolicy
	UePolicy
	0..1
	UE policy (see subclause 5.8).

	amfAccessAndMobilityManagementControlPolicy
	AmfAccessAndMobilityManagementControlPolicy
	0..1
	AMF Access and Mobility Management Control Policy (see subclause 5.6).


Table 5.4.2.3-7: Proposed type UePolicy

	Attribute name
	Data type
	Cardinality
	Description

	accessNetworkDiscoverySelectionPolicy
	FFS
	0..1
	

	urspRules
	UrspRule
	0..N
	UE Route Selection Policy (URSP) rules


Table 5.4.2.3-8: Proposed type UrspRule
	Attribute name
	Data type
	Cardinality
	Description

	trafficFilter
	TrafficFilter (FFS)
	0..1
	Traffic Filter Information. (NOTE)

	applicationIdentifier
	ApplicationIdentifier (FFS)
	0..1
	Application Identifier (NOTE)

	nonSeamlessOffloadRules
	NonSeamlessOffloadRule
	0..N
	Non-seamless Offload Rules (more than one rule allowed, one per Non-3GPP access type).

	slices
	SliceInfo
	0..N
	Describes the network slices that matching traffic is allowed to use.

	continuityTypes
	ContinuityType
	0..3
	Describes the required SSC mode(s) as defined in see subclause 5.6.9.2 of 3GPP TS 23.501 [2] for matching traffic. More than one instance allowed, provided in priority order.

	dnns
	Dnn (FFS)
	0..N
	The required DNN(s) for the matching traffic (more than one instance allowed, provided in priority order).

	accessType
	AccessType
	1..2
	Indicates the type of access (3GPP or non-3GPP) on which the PDU session should be established for the matching traffic. More than one instance allowed, provided in priority order.

	NOTE:
Either trafficFilter or applicationIdentifier shall be included.


NOTE:
The TrafficFilter, ApplicationIdentifier, Dnn and AccessType Data Types should be specified as common data types applicable for multiple APIs.
Editor's note:
The data type TrafficFilter is FFS. If uplink and downlink filters cannot be included together in one instance, the cardinality of trafficFilter needs to be adjusted to "0..2".
Table 5.4.2.3-9: Proposed type NonSeamlessOffloadRule
	Attribute name
	Data type
	Cardinality
	Description

	trafficTreatment
	TrafficTreatment
	0..1
	Indicated whether matching traffic is Prohibited, Preferred, or Permitted to be offloaded.

	non3gppAccessType
	Non3GPPAccessType (FFS)
	0..1
	Optional parameter to indicate the Non-3GPP access network type for which the traffic treatment applies.


Table 5.4.2.3-10: Proposed Enumeration TrafficTreatment

	Enumeration value
	Description

	PROHIBITED
	Matching traffic is Prohibited to be offloaded.

	PREFERRED
	Matching traffic is Preferred, to be offloaded.

	PERMITTED
	Matching traffic is Permitted to be offloaded.


Table 5.4.2.3-11: Proposed type SliceInfo
	Attribute name
	Data type
	Cardinality
	Description

	sliceType
	integer
	1
	Indicates expected Network Slice behaviour in terms of features and services. Standardised values are "1" for enhanced Mobile Broadband (eMBB), "2" for ultra-reliable low latency communications (URLLC), and "3" for massive IoT (MIoT), but non-standard values can also be used.

	slice Differentiator
	FFS
	0..1
	Optional parameter that complements the Slice/Service type(s) to allow further differentiation for selecting a Network Slice instance from the potentially multiple Network Slice instances that all comply with the indicated Slice/Service type.


NOTE:
The SliceInfo Type should be specified as common data type applicable for multiple APIs.
Table 5.4.2.3-12: Proposed Enumeration ContinuityType

	Enumeration value
	Description

	SSC_MODE_1
	As defined in subclause 5.6.9.2 of 3GPP TS 23.501 [2].

	SSC_MODE_2
	As defined in subclause 5.6.9.2 of 3GPP TS 23.501 [2].

	SSC_MODE_3
	As defined in subclause 5.6.9.2 of 3GPP TS 23.501 [2].


Editor's note:
It is FFS if the ContinuityType Enumeration Types should be specified as common data type applicable for multiple APIs
Table 5.4.2.3-13: Proposed Enumeration AccessType

	Enumeration value
	Description

	3GPP_ACCESS
	

	NON_3GPP_ACCESS
	


NOTE:
The Enumeration AccessType should be specified as common data type applicable for multiple APIs.
Table 5.4.2.3-14: Proposed type AmfAccessAndMobilityManagementControlPolicy

	Attribute name
	Data type
	Cardinality
	Description

	serviceAreaRestriction
	ServiceAreaRestriction
	0..1
	Service Area Restriction Policy

	rfspIndex
	UInteger (FFS)
	0..1
	RAT/Frequency Selection Priority Index
Note: Is encoded as unsigned integer with 256 values in LTE.


Table 5.4.2.3-15: Proposed type ServiceAreaRestriction
	Attribute name
	Data type
	Cardinality
	Description

	allowedTais
	TAI (FFS)
	0..N
	A list of allowed Tracking Area Identities. (NOTE 2)

	notAllowedTAIs
	TAI (FFS)
	0..N
	A list of not allowed Tracking Area Identities.

	allowedTaNumber
	UInteger (FFS)
	0..1
	The maximum number of allowed TAs. Default is 0. (NOTE 1)

	unlimitedAllowedTa
	Boolean
	0..1
	Indicates whether an unlimited number of TAs s allowed. Default is "FALSE". (NOTE 1, NOTE 2)

	NOTE 1:
If unlimitedAllowedTa with value "TRUE" is provided, this overrides any value of allowedTaNumber including the default "0".

NOTE 2:
If unlimitedAllowedTa with value "TRUE" is being provided, allowedTais shall not be provided.


NOTE:
The Uinteger data type (for unsigned integer) and the TAI (for tracking area identity) should be specified as common data type applicable for multiple APIs.
Editor's note:
It is FFS whether the sum of the number of allowed TAIs and the number of forbidden TAIs within the Service Area Restriction is 16 or below.
Editor's note:
The possibility to combine a list of allowed Tracking Area Identities with maximum number of allowed TAs and the related semantics are ffs.
Editor's note:
This data type is defined based on detailed requirements for AmfAccessAndMobilityManagementControlPolicy. It is FFS if this data type is also suitable to describe service area restrictions communicated from AMF to PCF.
* * * 8th Change * * * *

5.4.3.2
Operations

Table 5.4.3.2-1: Operations of the Npcf_SMPolicyControl Service

	Service operation name
	Description
	Initiated by
	Inputs, required
	Inputs, optional
	Outputs, required
	Outputs, optional

	Npcf_SMPolicyControl_Get
	Provides the requested policy to the NF service consumer.
	NF service consumer (SMF)
	SUPI,

PDU session ID,

DNN,

Notification URI (NOTE)
	Access type,

the IPv4 address and/or IPv6 network prefix,

Permanent Equipment Identifier (PEI),

GPSI,

User Location Information,

UE Time Zone, Serving Network,

RAT type,

charging information,

Session-AMBR,

default QoS information
	The requested PCC rules of the PDU session,

authorized session-AMBR,

authorized default QoS information
	none

	Npcf_SMPolicyControl_UpdateNotify
	Provides updated policy to the NF service consumer.
	PCF
	PDU session ID
	Updated PCC Rules of the PDU session,

Session-AMBR,

default QoS information,

PDU session termination request
	Success or Failure
	none

	Npcf_SMPolicyControl_Delete
	Provides means for the NF service consumer to delete the context of SM related policy.
	NF service consumer (SMF)
	PDU session ID and relevant information to the PCF
	none
	Success or Failure
	none

	NOTE:
The "Notification URI" corresponds to the "subscription to Notification indicator" in stage 2.


Editor's note:
Further stage 2 clarification on "relevant information to the PCF" as mandatory input to the Npcf_SMPolicyControl_Delete is required.

Editor's note:
The optional "PDU session termination request" input parameter to the Npcf_SMPolicyControl_UpdateNotify is not defined in stage 2, but stage 2 says that this procedure can be used to trigger the deletion of a PDU session (see step 1b of figure 4.3.4.2-1 within 3GPP TS 23.502 [3]).

Editor's note:
Further stage 2 clarification on "default QoS information" as optional input to the Npcf_SMPolicyControl_Get is required.

* * * 9th Change * * * *

5.4.3.3
Encoding Proposal 1: RestFul HTTP
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Figure 5.4.3.3-1: Proposed Resource URI structure of the Npcf_SMPolicyControl API

Editor's note:
It is FFS whether to introduce a "/userpolicies" between "{SUPI}" and "{PDUsessionId}".
Table 5.4.3.3-1: Proposed resources and methods overview for the Npcf_SMPolicyControl service

	Resource name
	Resource URI
	HTTP method
	Request body
	Successful response body
	Meaning

	SM Policies
	{apiRoot}/
npcf_sm_policy_control/
v1/
policies
	GET
	none
	1..N Npcf_SMPolicyControl
	Read all SM Policies resources at an AS.
Query parameters are FFS and can contain the NotificationURI (to identify all resources related to a given SMF).

	Individual SM Subscriber Policy
	{apiRoot}/
npcf_sm_policy_control/
v1/
policies/
{supi}
	GET
	none
	1..N Npcf_SMPolicyControl
	Read the Individual SM Subscriber Policy resources.

	
	
	DELETE
	none
	none
	Delete the Individual SM Subscriber Policy resource for.

	Individual SM PDUSessioPolicy
	{apiRoot}/
npcf_sm_policy_control/
v1/
policies/
{supi}/
{sessionID}
	PUT (FFS)
	Npcf_SMPolicyControlRequest
	Npcf_SMPolicyControlPolicy
	Create a new or update an existing Individual SM PDUSession Policy resource for a SUPI and sessionID supplied by the SMF. If an Individual SM Subscriber Policy Resource for the SUPI does not yet exist, it is also created.

	
	
	PATCH
(FFS)
	FFS
	FFS
	Update an existing Individual SM PDUSession Policy resource.

	
	
	GET
	none
	Npcf_SMPolicyControl
	Read the Individual SM PDUSession Policy resource.

	
	
	DELETE
	none
	none
	Delete the Individual SM PDUSession Policy resource.


Editor's note:
It is FFS whether to use PUT or POST for the creation of resources. It is also ffs whether to use different data types in the bodies of the related request and response.

Editor's note:
It is FFS whether the DELETE for the Individual SM Subscriber Policy resource is required.
Table 5.4.3.3-2: Proposed methods overview for the Npcf_SMPolicyControl service Notification

	Resource name
	URI
	HTTP method
	Request body
	Successful response body
	Meaning

	SM Policy Notification
	{notificationURI}
	POST
	Npcf_SMPolicyControlPolicy
	FFS
	Notify the SMF about updated policies.


Editor's note:
The HTTP method and body for notifications are still FFS. An efficient encoding of partial Notifications is also ffs.
Table 5.4.3.3-3: Proposed type Npcf_SMPolicyControl
	Attribute name
	Data type
	Cardinality
	Description

	request
	Npcf_SMPolicyControlRequest
	1
	

	policy
	Npcf_SMPolicyControlPolicy
	1
	


Table 5.4.3.3-4: Proposed type Npcf_SMPolicyControlRequest
	Attribute name
	Data type
	Cardinality
	Description

	supi
	SUPI (FFS)
	1
	Subscription Permanent Identifier

	pduSessionId
	PduSessionId (FFS)
	1
	PDU session Id

	dnn
	Dnn (FFS)
	1
	The DNN of the PDU session.

	notificationUri
	Link
	1
	Identifies the recipient of Notifications sent by the PCF.

	accessType
	AccessType
	0..1
	The Access Type where the served UE is camping.

	ratType
	RatType (FFS)
	0..1
	The RAT Type where the served UE is camping.

	servingNetwork
	NetworkId (FFS)
	0..1
	The serving network where the served UE is camping.

	userLocationInformation
	UserLocationInformation (FFS)
	0..1
	The location of the served UE is camping.

	ueTimeZone
	TimeZone (FFS)
	0..1
	The time zone where the served UE is camping.

	permanentEquipmentIdentifier
	PermanentEquipmentIdentifier (FFS)
	0..1
	The Permanent Equipment Identifier of the served UE.

	ipv4Address
	Ipv4Address (FFS)
	0..1
	The IPv4 Address of the served UE.

	ipv6AddressPrefix
	Ipv6AddressPrefix (FFS)
	0..1
	The Ipv6 Address Prefix of the served UE.

	chargingInformation
	ChargingInformation (FFS)
	0..1
	

	sessionAmbr
	BitRate (FFS)
	0..1
	

	defaultQosInformation
	defaultQosInformation (FFS)
	0..1
	

	gpsi
	Gpsi (FFS)
	0..1
	Generic Public Subscription Identifier


NOTE:
The SUPI, PduSessionId, Link, RatType, Dnn, NetworkId, UserLocationInformation, TimeZone, PermanentEquipmentIdentifier, Ipv4Address, Ipv6AddressPrefix, ChargingInformation, BitRate, defaultQosInformation, and Gpsi Data Types should be specified as common data types applicable for multiple APIs.
Table 5.4.3.3-5: Proposed type Npcf_SMPolicyControlNotification

	Attribute name
	Data type
	Cardinality
	Description

	supi
	SUPI (FFS)
	1
	Subscription Permanent Identifier

	sessionPolicy
	Npcf_SMPolicyControlPolicy
	1
	Session management policy (see subclause 5.7).

	terminationRequest
	Boolean
	0..1
	Request to terminate the PDU session. Default is "FALSE".


Table 5.4.3.3-6: Proposed type Npcf_SMPolicyControlPolicy
	Attribute name
	Data type
	Cardinality
	Description

	pccRules
	PccRule
	0..N
	List of PCC Rules with content as described in subclause 5.7.1.

	SessionAmbr
	BitRate (FFS)
	0..1
	

	defaultQosInformation
	defaultQosInformation (FFS)
	0..1
	


Table 5.4.3.3-7: Proposed type PCCRule
	Attribute name
	Data type
	Cardinality
	Description

	
	
	
	

	
	
	
	

	
	
	
	


Editor's note:
FFS. Provide content as described in subclause 5.7.1.

* * * 10th Change * * * *

5.4.5.2
Operations

Table 5.4.5.2-1: Stage 2 requirements for Operations of the Nsmf_EventExposure service

	Service Operation name
	Description
	Initiated by
	Input, required
	Input, optional
	Output, required
	Output, optional

	Nsmf_EventExposure_Notify
	Report UE PDU session related event(s) to the NF which has subscribed to the event report service
	SMF
	UE ID (SUPI or GPSI or IP address and DNN), PDU Session ID, Event Trigger, Event correlation ID 
	Event specific parameter list, DNAI
	none
	none

	Nsmf_EventExposure_Subscribe
	This service operation is used by an NF to subscribe for event notifications on a specified PDU session.
	NF service consumer (PCF, NEF, AMF, or AF)
	Notification URI (NOTE), PDU Session ID, Identification of UE(s) (a single UE ID (SUPI or GPSI or IP address and DNN) or identification for a group of UE(s), or "any UE"), Event correlation ID, Event filter, event notification method (periodic, one time, on event detection)
	immediate one time notification flag,

reporting options (e.g. Maximum Number of Reports or Monitoring Duration, Repetition Period for periodic reporting)
	none
	none

	Nsmf_EventExposure_UnSubscribe
	This service operation is used by an NF to unsubscribe from event notifications.
	NF service consumer (PCF, NEF, AMF, or AF)
	NF service consumer ID, PDU Session ID, Identification of UE(s) (a single UE ID SUPI or IP address and DNN, identification for a group of UE(s), any UE), Notify ID, Event filter, Event correlation ID
	none
	none
	none

	NOTE:
A Notification URI where to send Notifications is required because support of notification with two HTTP client-server pairs, as specified in subclause 5.5.1.1.9.2, has been selected. It is assumed that the NF ID in stage 2 corresponds to this.


Editor's note:
The Repetition Period for periodic reporting as optional input parameter to the subscribe is not explicitly mentioned in stage 2, but stage 2 only lists examples of reporting options.
* * * 11th Change * * * *

5.4.5.3
Encoding Proposal 1: RestFul HTTP
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Figure 5.4.5.3-1: Proposed Resource URI structure of the Nsmf_EventExposure API

Table 5.4.5.3-1: Proposed resources and methods overview for the Nsmf_EventExposure service

	Resource name
	Resource URI
	HTTP method
	Request body
	Successful response body
	Meaning

	SMF Notification Subscriptions
	{apiRoot}/
nsmf_event_exposure/
v1/
subscriptions/
	GET
	none
	1..N
Nsmf_EventExposure
	Read all SMF Notification Subscriptions at an SMF.
Query parameters are FFS and can contain the NotificationURI (to identify all resources related to a given PCF or NEF), and the SUPI.

	
	
	POST
	Nsmf_EventExposure
	Nsmf_EventExposure
	Create a new Individual SMF Notification Subscription resource.

	Individual SMF Notification Subscription 
	{apiRoot }/
nsmf_event_exposure/
v1/
subscriptions /
{subscriptionId}
	GET
	none
	Nsmf_EventExposure
	Read an Individual SMF Notification Subscription resource.

	
	
	PUT (FFS)
	Nsmf_EventExposure
	Nsmf_EventExposure
	Modify an existing Individual SMF Notification Subscription resource.

	
	
	DELETE
	none
	none
	Delete an Individual SMF Notification Subscription resource and cancel the related subscription.


Table 5.4.5.3-2: Proposed methods overview for the Nsmf_EventExposure service Notification

	Resource name
	URI
	HTTP method
	Request body
	Successful response body
	Meaning

	SMF Event Notification
	{notificationURI}
	POST
	Nsmf_EventExposureNotification
	FFS
	Notify the NF service consumer about subscribed events


Table 5.4.5.3-3: Proposed type Nsmf_EventExposure

	Attribute name
	Data type
	Cardinality
	Description

	supi
	SUPI (FFS)
	0..1
	Subscription Permanent Identifier (NOTE)

	ipv4Address
	Ipv4Address (FFS)
	0..1
	The IPv4 Address of the served UE. (NOTE)

	ipv6AddressPrefix
	Ipv6AddressPrefix (FFS)
	0..1
	The Ipv6 Address Prefix of the served UE. (NOTE)

	dnn
	Dnn (FFS)
	0..1
	DNN (NOTE)

	groupId
	GroupId
	0..1
	Identifies a group of UEs. (NOTE)

	anyUE
	Boolean
	0..1
	Default is "FALSE". (NOTE)

	pduSessionId
	PduSessionId (FFS)
	0,,1
	PDU session Id (NOTE)

	subscriptionId
	SubscriptionId (FFS)
	0..1
	Event correlation ID.
This parameter shall be supplied by the SMF in HTTP responses that include an object of Nsmf_EventExposure type.

	notificationURI
	Link
	1
	Identifies the recipient of Notifications sent by the SMF.

	eventSubscriptions
	EventSubscription
	1..N
	Subscribed events

	gpsi
	Gpsi (FFS)
	0..1
	Generic Public Subscription Identifier (NOTE)

	NOTE:
Either information about a single UE (i.e. supi, or gpsi, or dnn and IP Address Information (i.e. ipv4Address and/or ipv6AddressPrefix), all in combination with pduSessionId), or groupId, or anyUE set to "TRUE" shall be included.


NOTE:
The SUPI, PduSessionId, SubscriptionId, Link, Dnn, Ipv4Address, Ipv6AddressPrefix, GroupId, and Gpsi data types should be specified as common data types applicable for multiple APIs
Table 5.4.5.3-4: Proposed type Nsmf_EventExposureNotification

	Attribute name
	Data type
	Cardinality
	Description

	supi
	SUPI (FFS)
	1
	Subscription Permanent Identifier

	gpsi
	Gpsi (FFS)
	0..1
	Generic Public Subscription Identifier (NOTE)

	pduSessionId
	PduSessionId (FFS)
	1
	PDU session Id

	subscriptionId
	SubscriptionId (FFS)
	1
	Event correlation ID

	eventNotifications
	EventNotification
	1..N
	Notifications about Individual Events


Table 5.4.5.3-5: Proposed type EventSubscription

	Attribute name
	Data type
	Cardinality
	Description

	event
	SmfEvent
	1
	Subscribed events

	notificationMethod
	NotificationMethod
	0..1
	If "notificationMethod" is not supplied, the default value "ON_EVENT_DETECTION" applies.

	immediateNotification
	Boolean
	0..1
	Default is "FALSE".

	maxReportNbr
	UInteger (FFS)
	0..1
	If omitted, there is no limit.

	monitoringDuration
	Duration (FFS)
	0..1
	If omitted, there is no limit.

	repetitionPeriod
	Duration (FFS)
	0..1
	Is supplied for notification Method "periodic".


NOTE:
The Duration data type and the UInteger (for unsigned integer) should be specified as common data type applicable for multiple APIs.
Table 5.4.5.3-6: Proposed Enumeration SmfEvent

	Enumeration value
	Description

	SMF_CHANGE
	

	UPF_CHANGE
	

	APPLICATION_TRAFFIC_START
	

	APPLICATION_TRAFFIC_STOP
	

	PDU_SESSION_USAGE_REPORTING
	

	PDU_SESSION_RELEASE
	

	OUT_OF_CREDIT
	


Editor's note:
Stage 2 indicates that this list is not yet complete.
Table 5.4.5.3-7: Proposed Enumeration NotificationMethod

	Enumeration value
	Description

	PERIODIC
	

	ONE_TIME
	

	ON_EVENT_DETECTION
	


Table 5.4.5.3-8: Proposed type EventNotification

	Attribute name
	Data type
	Cardinality
	Description

	event
	SmfEvent
	1
	Event that is notified

	dnai
	Dnai (FFS)
	0..1
	DN Access Identifier

	FFS
	FFS
	0..1
	Depending on the event type, additional information can be required


NOTE:
The Dnai data type should be specified as common data type applicable for multiple APIs.
* * * End of Changes * * * *
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