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*** 1st Change ***

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. 
An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

5GC
5G Core Network
5QI
5G QoS Indicator
AF
Application Function

AMBR
Aggregate Maximum Bit Rate

AMF
Access and Mobility Management Function

AN
Access Network
APN
Access Point Name

ARP
Allocation and Retention Priority
BSON
Binary JSON
CBOR
Concise Binary Object Representation
CDDL
Concise Data Definition Language
DHCP
Dynamic Host Configuration Protocol
DN
Data Network

DNAI
Data Network Access Identifier
DNN
Data Network Name

DTLS
Datagram Transport Layer Security

EPC
Evolved Packet Core

GBR
Guaranteed Bit Rate
HATEOAS
Hypermedia As The Engine Of Application State
HTTP
Hypertext Transfer Protocol

IDL
Interface Definition Language
JSON
JavaScript Object Notation
MBR
Maximum Bit Rate

MPS
Multimedia Priority Service

NEF
Network Exposure Function

NSSAI
Network Slice Selection Assistance Information
NWDA
Network Data Analytics
OCS
Online Charging System
PCC
Policy and Charging Control

PCF
Policy Control Function

PFDF
Packet Flow Description Function
QFI
QoS Flow Identity
QoS
Quality of Service

REST
Representational State Transfer
RFSP
RAT Frequency Selection Priority
RPC
Remote procedure call
RQI
Reflective QoS Indicator
SCTP
Stream Control Transmission Protocol
SDF
Service Data Flow

SMF
Session Management Function
S-NSSAI
Single Network Slice Selection Assistance Information

SSC
Session and Service Continuity
SUPI
Subscriber Permanent Identifier

TCP
Transmission Control Protocol

TLS
Transport Layer Security

UDM
Unified Data Management
UDP
User Datagram Protocol
UDR
Unified Data Repository
UPF
User Plane Function
URSP
UE Route Selection Policy
*** 2nd Change ***

5.8
UE Policies


5.8.1
General

The PCF will provide UE policies to the AMF via the N15 reference point. Two types of UE policies are defined in 3GPP TS 23.501 [2]:

-
UE Access Network discovery and selection policies; and
-
UE Route Selection Policies (URSP).


5.8.2
UE Access Network discovery and selection policies

These policies are used for the UE to select non-3GPP accesses and to decide how to route traffic between the selected 3GPP and non 3GPP accesses.

Editor's note:
The structure of these policies remains unspecified in stage 2.

5.8.3
UE Route Selection Policies (URSP)

These policies are used by the UE to determine how to route outgoing traffic.

The following information needs to be provided as part of each UE Route Selection Policy:

-
Traffic Filter: Filter information for the traffic (flow information or application identifier). The traffic that matches the traffic filter of an URSP rule is referred to as the "matching traffic" for this URSP rule.
-
Non-seamless Offload (more than one instance allowed, one per Non-3GPP access type, provided in priority order). It includes:

a)
Traffic-Treatment: Traffic [Prohibited, Preferred, Permitted] to be offloaded to non-3GPP access outside of a PDU session.
b)
Non-3GPP Access Type: Optional parameter to indicate the Non-3GPP network for which the traffic treatment applies.


-
Slice info (more than one instance allowed, provided in priority order). It includes S-NSSAI information, i.e.:

a)
Slice/Service Type: Indicates expected Network Slice behaviour in terms of features and services. Standardised Slice/Service types are "1" for enhanced Mobile Broadband (eMBB)", "2" for ultra- reliable low latency communications (URLLC), and "3" for massive IoT (MIoT), as specified in table 5.15.2.2-1 in 3GPP TS 23.501 [2], but non-standard Slice/Service types can also be used.
b)
Slice Differentiator: Optional parameter that complements the Slice/Service type(s) to allow further differentiation for selecting a Network Slice instance from the potentially multiple Network Slice instances that all comply with the indicated Slice/Service type.

Editor's note:
What info is provided by the PCF as part of this information remains unspecified in stage 2.

-
Continuity Type (more than one instance allowed, provided in priority order). It indicates the required SSC mode(s) as defined in subclause 5.6.9.2 of 3GPP TS 23.501 [2] [SSC Mode 1, SSC Mode 2, SSC Mode 3] for the matching traffic.
-
DNN (more than one instance allowed, provided in priority order). It includes the required DNN(s) for the matching traffic. It is used to associate the matching traffic with one or more DNNs.
-
Access Type (more than one instance allowed, provided in priority order): It indicates the type of access (3GPP or non-3GPP) on which the PDU session should be established for the matching traffic. If the UE needs to establish a PDU session for the matching traffic, this indicates the type of access (3GPP or non-3GPP) on which the PDU session should be established. It may also indicate a prioritized list of accesses on which the PDU session establishment should be attempted.

Editor's note:
It is FFS if the size of the UE policies to be transferred and frequency of the rules update from the PCF to the UE would require additional transport options.
Editor's note:
It is FFS if part of the policies can be transferred via UDM.
*** End of Changes ***
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