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*** 1st Change ***

4.4.6
Procedures for Device Triggering

The procedures are used by the SCS/AS to deliver the device trigger via T8 interface.
In order to create a new device trigger, the SCS/AS shall send an HTTP POST message to the SCEF. The body of the HTTP POST message shall include the External Identifier or MSISDN, SCS/AS Identity, TTRI, TLTRI, trigger reference number, validity period, priority, Application Port ID and trigger payload.

Upon receipt of the corresponding HTTP POST message, the SCEF shall check if the SCS/AS is authorised to send a trigger request and if the SCS/AS has exceeded its quota or rate of trigger submission. The SCEF shall also resolve the External Identifier or MSISDN to IMSI and retrieve the “Routing Information” from HSS for the triggering delivery. If the authorisation check fails, or if the quota or rate of trigger submission was exceeded, or if there is no valid subscription information or if the “Routing Information” cannot be found, then the SCEF shall reject the request with an error message to the SCS/AS. Otherwise, the SCEF shall perform the device triggering delivery procedure as defined in 3GPP TS 29.337 [25] , and shall send an HTTP 200 response as a trigger submission confirmation to the SCS/AS.

In order to replace an existing device trigger, the SCS/AS shall send an HTTP PUT message to the SCEF. The body of the HTTP PUT message shall include SCS/AS Identity, TTRI, TLTRI, trigger reference number, validity period, priority, Application Port ID and trigger payload. Note that the SCS/AS Identity and TLTRI shall remain unchanged from previously provided values.
After receiving the request, the SCEF shall check if the SCS/AS is authorised to replace an existing device trigger and if the SCS/AS has not exceeded its quota or rate of trigger submission. The SCEF shall also check if the original device triggering with the specified SCS/AS Identity and TLTRI exists. If any of these checks fail, then the SCEF shall reject the message with an error. Otherwise, the SCEF shall replace the device triggering with the SMS-SC and send an HTTP 200 response to indicate trigger replace success.

In order to recall an existing device trigger, the SCS/AS shall send an HTTP DELETE message to the SCEF. 
After receiving the request, the SCEF shall check if the SCS/AS is authorised to send a recall trigger request and if the SCS/AS has not exceeded its quota or rate of trigger submission. The SCEF shall also check if the original device triggering with the specified SCS/AS Identity and TLTRI exists. If any of these checks fail, then the SCEF shall reject the message with an error. Otherwise, the SCEF shall recall the device triggering with the SMS-SC, and send an HTTP 200 response to indicate trigger recall success.

When it receives the Message Delivery Report from the SMS-SC, the SCEF shall send an HTTP POST message to the SCS/AS to report the trigger delivery result. The body of the HTTP POST message shall include TTRI, TLTRI, and cause. The TTRI shall be the same as the one assigned by the SCS/AS in the correlated device trigger request or device trigger replace. The SCS/AS shall respond with an HTTP 200 response.
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