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	The following definitions are given:
· For monitoring event location reporting, Minimum Reporting Interval which indicates minimum time interval between Location Reporting notifications;
· For monitoring event change of IMSI-IMEI association, the association type which indicates the notification of UE's Serving PLMN ID;

· For monitoring event roaming status, the PLMN information which indicates whether the change of IMSI-IMEI or IMSI-IMEISV association shall be detected;
· A monitoring event (Number of UEs present in a geographic are) and the corresponding parameters (Location type, Geographic Area) in the data modal and used feature;
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*** 1st Change ***
5.2.1.3
Referenced Simple data types
The simple data types defined in table 5.2.1.3-1 apply to several T8 APIs.

Table 5.2.1.3-1: Simple data types applicable to several APIs
	Type name
	Description

	BdtReferenceId
	String (FFS) identifying a BDT Reference ID

	boolean
	Either value "true" or value "false" as defined in IETF RFC 7159 [5]

	dateTime
	String containing a "date-time" as defined in IETF RFC 3339 [15]

	DurationSec
	Integer identifying a period of time in unit of seconds

	ExternalId
	String containing a local identifier followed by "@" and a domain identifier. Both the local identifier and the domain identifier shall be encoded as strings that do not contain any "@" characters. See Clause 4.6.2 of 3GPP TS 23.682 [2] for more information.

	ExternalGroupId
	String containing a local identifier followed by "@" and a domain identifier. Both the local identifier and the domain identifier shall be encoded as strings that do not contain any "@" characters. See Clauses 4.6.2 and 4.6.3 of 3GPP TS 23.682 [2] for more information.

	GeographicArea
	(FFS)

	IpAddress
	String (FFS)

	Msisdn
	String formatted according to subclause 3.3. of 3GPP TS 23.003 [14] that describes an MSISDN

	ScsAsId
	String that identifies an SCS/AS.

	TltrId
	Integer identifying an T8 long term transaction

	TtrId
	Integer identifying an T8 short term transaction

	Uri
	String formatted according to IETF RFC 3986 [7].


Editor's note:
The Type of BdtReferenceId should be aligned with southbound interfaces.
*** 2nd Change ***

5.3.2.1.2
Type: MonitoringEventSubscription

This type represents a subscription to monitoring events identified by a TLTRI. The same structure is used in the subscription request and subscription response.
Table 5.3.2.1.2-1: Definition of type MonitoringEventSubscription

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 3)

	scsAsId
	ScsAsId
	1
	Identifies the SCS/AS
	

	tltrId
	TltrId
	1
	Identifies the long-term transaction that identifies the present resource. This parameter shall be used by the SCEF to derive the Resource URI.
	

	ttrId
	TtrId
	1
	Identifies the short-term transaction that can be used to correlate a request with its response. A new TTRI shall be assigned by the SCS/AS each time its sends an HTTP request.
	

	self
	Link
	0..1
	Link to this resource. This parameter shall be supplied by the SCEF in HTTP responses that include an object of TltriMonitoringEventSubscription type
	

	externalId
	ExternalId
	0..N
	Each element uniquely identifies a user as defined in Clause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 1)
	

	msisdn
	Msisdn
	0..N
	Each element identifies the MS internal PSTN/ISDN number allocated for a UE.
(NOTE 1)
	

	externalGroupId
	ExternalGroupId
	0..1
	Identifies a user group as defined in Clause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 1)
	

	notificationDestination
	Link
	0..1
	An URI of a notification destination that T8 message shall be delivered to.
	(NOTE 5)

	monitoringType
	MonitoringType
	1
	Enumeration of monitoring types. Refer to clause 5.3.2.4.3.
	

	maximumNumberOfReports
	Integer
	0..1
	Identifies the maximum number of event reports to be generated by the HSS, MME/SGSN as specified in subclause 5.6.0 of 3GPP TS 23.682 [2].

(NOTE 2)
	

	monitoringDuration
	Datetime
	0..1
	Identifies the absolute time at which the related monitoring event request is considered to expire, as specified in subclause 5.6.0 of 3GPP TS 23.682 [2].
(NOTE 2)
	

	groupReportingGuardTime
	Datetime
	0..1
	Identifies the time for which the SCEF can aggregate the monitoring event reports detected by the UEs in a group and report them together to the SCEF/SCS/AS, as specified in subclause 5.6.0 of 3GPP TS 23.682 [2].
	

	maximumDetectionTime
	DurationSec
	0..1
	If "monitoring-Type" is “LOSS_OF_CONNECTIVITY”, this parameter may be included to identifiy the maximum period of time after which the UE is considered to be unreachable.


Editor's note:
whether the second or tenth seconds will be used is FFS.
	Loss_of_connectivity_notification

	reachabilityType
	Enum
	0..1
	If "monitoring-Type" is “UE_REACHABILITY”, this parameter shall be included to identifiy whether the request is for “Reachability for SMS” or “Reachability for Data”, or both.

Enumeration of Reachability Type.

Permitted values:

· "SMS": The request is for “Reachability for SMS”;

· "DATA": The request is for “Reachability for Data”;

· "SMS_AND_DATA": The request is both for “Reachability for SMS” and “Reachability for Data”.
	Ue-reachability_notification

	maximumLatency
	DurationSec
	0..1
	If "monitoring-Type" is “UE_REACHABILITY”, this parameter may be included to identifiy the maximum delay acceptable for downlink data transfers.

	Ue-reachability_notification

	maximumResponseTime
	DurationSec
	0..1
	If "monitoring-Type" is “UE_REACHABILITY”, this parameter may be included to identifiy the length of time for which the UE stays reachable to allow the SCS/AS to reliably deliver the required downlink data.

	Ue-reachability_notification

	suggestedNumberOfDlPackets
	Integer
	0..1
	If "monitoringType" is “UE_REACHABILITY”, this parameter may be included to identifiy the number of packets that the serving gateway shall buffer in case that the UE is not reachable.
	Ue-reachability-notification

	idleStatusIndication

	boolean
	0..1
	If "monitoringType" is set to “UE_REACHABILITY” or "AVAILABILITY_AFTER_DDN_FAILURE", this parameter may be included to indicate the notification of when a UE, for which PSM is enabled, transitions into idle mode.

· "true": indicate enabling of notification

· "false": indicate no need to notify
Default: "false".
	Ue-reachability_notification,
Availability_after_DDN_failure_notification



	locationType

	Enum
	0..1
	If "monitoringType" is “LOCATION_REPORTING” or " NUMBER_OF_UES_IN_A_AREA ", this parameter shall be included to identify whether the request is for Current Location or Last known Location. 
(NOTE 4)
Enumeration of Location Type.

Permitted values: 

· "CURRENT_LOCATION": The request is for “Current Location”;

· "LAST_KNOWN_LOCATION": The request is for “Last known Location”.
	Location_notification, Number_of_UEs_in_a_area_notification


	accuracy

	Enum
	0..1
	If "monitoring-Type" is “LOCATION_REPORTING”, this parameter may be included to identify the desired level of accuracy of the requested location information, as described in subclause 4.9.2 of 3GPP TS 23.682 [2].

Enumeration of Accuracy.

Permitted values:

· “CGI_ECGI”: The reporting accuracy is at cell level;

· “ENODEB”: The reporting accuracy is at eNodeB level;

· “TA_RA”: The reporting accuracy is at the TA/RA level;

· “PLMN”: The reporting accuracy is at the PLMN level.
	Location_notification

	minimumReportInterval
	DurationSecs
	0..1
	If "monitoring-Type" is “LOCATION_REPORTING”, this parameter may be included to identify a minimum time interval between Location Reporting notifications.
	Location_notification

	

	
	
	

	

	

	
	
	

	

	associationType
	Enum
	0..1
	If "monitoring-Type" is “CHANGE_OF_IMSI_IMEI_ASSOCIATION”, this parameter shall be included to identify whether the change of IMSI-IMEI or IMSI-IMEISV association shall be detected.
Enumeration of associationType.

Permitted values:

· “IMEI”: The value shall be used when the change of IMSI-IMEI association shall be detected;

· “IMEISV”: The value shall be used when the change of IMSI-IMEISV association shall be detected;
	Change_of_IMSI_IMEI_association_notification

	pLMNIndication
	boolean
	0..1
	If "monitoring-Type" is “ROAMING_STATUS”, this parameter may be included to indicate the notification of UE's Serving PLMN ID.
· "true": The value shall be used to indicate enabling of notification;
· "false": The value shall be used to indicate disabling of notification.
Default: "false".
	Roaming_status_notification

	geographicArea
	GeographicArea
	0..1
	If "monitoring-Type" is “NUMBER_OF_UES_IN_A_AREA”, this parameter shall be included to indicate the area within which the SCS/AS requests the number of UEs.
	Number_of_UEs_in_a_area_notification

	
	
	
	
	

	NOTE 1:
One of the properties “externalIds”, “msisdns” or “externalGroupId” shall be included.

NOTE 2: 
Inclusion of either "maximumNumberOfReports" (with a value higher than one) or "monitoringDuration" makes the Monitoring Request a Continuous Monitoring Request, where the SCEF sends Notifications until either the maximum number of requests or the monitoring duration is exceeded. Absence of both "maximumNumberOfReports" (with a value higher than one) or "monitoringDuration" makes the Monitoring Request a One-time Monitoring Request.
NOTE 3:
Properties marked with a feature (as defined in subclause 5.3.4 are applicable as described in subclause 5.2.7. If no properties is given, the related attribute applies for all the features.
NOTE 4:
In this release, for feature "Number_of_UEs_in_a_area_notification", locationType shall be set to "LAST_KNOWN_LOCATION".
NOTE 5:
This attribute not apply to feature “Number_of_UEs_in_a_area_notification”.


Editor's note:
Handling if maximumNumberOfReports is exceeded is ffs.

*** 3rd Change ***

5.3.2.4.3
Enumeration: MonitoringTypes
The enumeration MonitoringTypes represents monitoring types. It shall comply with the provisions defined in table 5.3.2.4.3-1.
Table 5.3.2.4.3-1: Enumeration MonitoringTypes
	Enumeration value
	Description
	Applicability (NOTE 1)

	LOSS_OF_CONNECTIVITY
	The SCS/AS requests to be notified when the 3GPP network detects that the UE is no longer reachable for signalling or user plane communication
	Loss_of_connectivity_notification

	UE_REACHABILITY
	The SCS/AS requests to be notified when the UE becomes reachable for sending either SMS or downlink data to the UE
	Ue-reachability_notification

	LOCATION_REPORTING
	The SCS/AS requests to be notified of the current location or the last known location of the UE
	Location_notification

	CHANGE_OF_IMSI_IMEI_ASSOCIATION
	The SCS/AS requests to be notified when the association of an ME (IMEI(SV)) that uses a specific subscription (IMSI) is changed
	Change_of_IMSI_IMEI_association_notification

	ROAMING_STATUS
	The SCS/AS queries the UE’s current roaming status and requests to get notified when the status changes
	Roaming_status_notification

	COMMUNICATION_FAILURE
	The SCS/AS requests to be notified of communication failure events
	Communication_failure_notification

	AVAILABILITY_AFTER_DDN_FAILURE
	The SCS/AS requests to be notified when the UE has become available after a DDN failure
	Availability_after_DDN_failure_notification

	NUMBER_OF_UES_IN_AN_AREA
	The SCS/AS requests to be notified the number of UEs in a given geographic area 
	Number_of_UEs_in_a_area_notification

	NOTE 1:
Properties marked with a feature (as defined in subclause 5.3.4 are applicable as described in subclause 5.2.7.
NOTE 2: 
More monitoring types can be added in the future based on stage 2.


Editor's note:
It’s FFS whether other values will be defined.

*** 3rd Change ***

5.3.4
Used Features

The table below defines the features applicable to the MonitoringEvent API. Those features are negotiated as described in subclause 5.2.7.
Table 5.3.4-1: Features used by MonitoringEvent API

	Feature
	M/O
	Description

	Loss_of_connectivity_notification
	O
	The SCS/AS is notified when the 3GPP network detects that the UE is no longer reachable for signalling or user plane communication

	Ue-reachability_notification
	O
	The SCS/AS is notified when the UE becomes reachable for sending either SMS or downlink data to the UE

	Location_notification
	O
	The SCS/AS is notified of the current location or the last known location of the UE

	Change_of_IMSI_IMEI_association_notification
	O
	The SCS/AS is notified when the association of an ME (IMEI(SV)) that uses a specific subscription (IMSI) is changed

	Roaming_status_notification
	O
	The SCS/AS is notified when the UE’s roaming status changes

	Communication_failure_notification
	O
	The SCS/AS is notified of communication failure events

	Availability_after_DDN_failure_notification
	O
	The SCS/AS is notified when the UE has become available after a DDN failure

	Number_of_UEs_in_a_area_notification
	O
	The SCS/AS is notified the number of UEs present in a given geographic area

	Feature:
A short name that can be used to refer to the bit and to the feature, e.g. "Notification".

M/O:
Defines if the implementation of the feature is mandatory ("M") or optional ("O") in this 3GPP Release. 

Description:
A clear textual description of the feature.


*** End of Changes ***
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