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Proposed changes:
*** 1st Change ***
7.3.x
Procedures for Application Trigger
The NEF provides a service for the AS to trigger an application level operation. The application payload is used to instruct the UE a procedure to be executed (e.g. PDU session establishment).
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Figure 7.3.x-1: Application Trigger procedure

1.
The NEF receives a Nnef_ApplicationTrigger service request with External Identifier or MSISDN, AS Identifier, validity period, Application Port ID and trigger payload. The Application Port ID is used to identify the receiving application within the UE. The validity period indicates for how long the trigger message is valid. If the trigger message does not reach the UE for the first time (e.g. the UE is temporarily not reachable), the NEF may try to resend the trigger message if it is still valid.

2.
The NEF checks whether the AS is authorised to send the Application Trigger based on the AS Identifier. The NEF also check whether the AS has exceeded its quota or rate of trigger submission.

3.
The NEF invokes the service provided by the UDM to determine the AMF which serves the UE and also to get the SUPI of the UE. The trigger payload and Application Port ID are included in the NAS container.

4.
The NEF invokes the service provided by the AMF to send the Application Trigger to the AMF.

5.
The NEF sends the Nnef_ApplicationTrigger response to the AS with trigger result.
*** Next Change ***

7.4.1
General

The external exposure network exposes the 3GPP network capabilities to the application consumers via NEF by providing a set of NEF service operations. The following NF services are specified for NEF:

Table 5.4-1: NF Services provided by NEF

	Service Name
	Description
	Reference
	Example Consumer
	Mechanism

	Nnef_ApplicationTrigger
	Provides the service of application trigger to the Requester.
	7.4.2
	AS
	Request-Response

	Nnef_EventExposure
	Provides the service of subscribing/unsubscribing/notifying Event Exposure.
	7.4.3
	AS
	Subscribe-Notify


Editor's note:
The current NEF services are not stable and could be updated as described in stage 2.

*** Next Change ***

7.4.2
Nnef_ApplicationTrigger service


7.4.2.1
General

This service provides an application level trigger payload towards a UE, in order to trigger the application specific procedure, e.g. start immediate or later communication with the AS by establishing a PDU session if it was not established. The application trigger also includes information for routing the trigger payload to the application in the UE and routing the response of the application back to the Application Server.
7.4.2.2
Operations

Table 7.4.2.2-1: Stage 2 requirements for Operations of the Nnef_ApplicationTrigger service

	Service Operations
	Initiated by
	Description
	Input (required)
	Input (optional)
	Output (required)
	Output (optional)

	Request
	NF service consumer (AS)
	Request to start an application trigger with application specific payload.
	UE ID (External Identifier or MSISDN), AS Identifier, validity period, Application Port ID and Trigger Payload.
	none
	The result of the trigger
	none


*** End of Changes ***
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