Page 1



3GPP TSG-CT WG3 Meeting #92
C3-175112
Kochi, India, Oct 23 - 27, 2017
	5PCR-Form-v0.3 

	PSEUDO  CR

	
	

	(

	Spec. number:
	29.890
	Current version:
	1.0.1
	(



	Title:                     
(

	Update on the description of UDR services

	
	

	Source:            
    (

	Huawei

	
	

	Work item code:  
(

	5GS_Ph1-CT
	

	
	

	Reason for           (
   

change:

	The UDR services defined in Stage 2 has been updated as the name for UDR has been changed into Unified Data Repository, it’s proposed to align it in Stage 3. 

	
	

	Summary of 

change:                (

	Update the description of UDR services, together with the related call flows. 

	
	

	Consequences    (
  

if not agreed:
	Conflict would occur between the definition of UDR services. 

	
	

	Other specs         (

	

	affected(if any):
	

	
	 

	
	

	Other comments (

	


Additional discussion(if needed):
…
Proposed changes:

*** 1st Change ***

4.2
Requirements for the 5G Policy Framework

5GPF requirement #1: The proposed stage 3 5G Policy Framework shall be aligned with the requirements as described in 3GPP TS 23.501 [2], Annex A.1. That is:

1)
A generic PCC framework as defined in 3GPP TS 23.203 [4] including relevant 5G applicable parts for the 5G Policy Framework:
a)
The 5G Policy Framework includes the following Functional Elements: The Policy Function (PCF), the Session Management Function (SMF), the Application Function (AF), the Online Charging System (OCS), the Unified Data Repository (UDR) and the Network Exposure Function (NEF).
b)
The PCF shall be able to evaluate operator policies that are triggered by events received from the SMF, NEF, the AF, and the OCS.

c)
The PCF shall provide Rules for application and service data flow detection, gating, QoS and flow based charging to the SMF.
d)
The Policy Framework shall be able to manage the Packet Filter Descriptions (PFDs) in the SMF by the 3rd party AS via the NEF.
e)
The Policy Framework shall support to negotiate the background data transfer policy with the 3rd party AS via the NEF.
f)
The PCF shall implement a Front End to access subscription information relevant for policy decisions in a Unified Data Repository (UDR) including dynamic profile updates pushed by the UDR.

g)
Traffic Steering Control for steering traffic shall be supported for the services on the DN side of the N6 reference point.
h)
The Policy Framework shall support IMS Services, Multimedia Priority Services, Emergency Services and Mission critical services.

NOTE:
The existing PCC framework is applicable to PDU sessions of IP Type only.

2)
Extensions to the PCC framework defined in 3GPP TS 23.203 [4] include:
a)
The 5G Policy Framework includes the following additional Functional Elements: the Access and Mobility Policy Enforcement Function (AMF) and the Network Data Analytics (NWDA).

b)
The PCF shall be able to provide Access and Mobility Management related policies and UE policies to the AMF.

c)
The PCF shall be able to evaluate operator policies that are triggered by events received from the AMF.

d)
For a subscriber roaming in a visited PLMN, the visited PLMN shall be able to receive the subscriber's mobility policy data. 
e)
The PCF shall be able to take input from Network Data Analytics (NWDA) into consideration for policies on assignment of network resources and for traffic steering policies.
Editor's note:
The list in bullets 1 and 2 covers the high level requirements that are addressed in the document so far according to the current status of the specification(s). Additional or modified requirements are to be added when the related information is agreed. 
Editor's note:
Current list of requirements for the Policy Framework are based on an informative Annex in TS 23.501. This has to be updated and has to refer to the proper specification(s) when this information is made normative in stage 2.
5GPF requirement #2: The proposed stage 3 5G Policy Framework interfaces shall, in addition to 5G functionality, support the EPC functionality as defined in 3GPP TS 23.203 [4] in order to allow interworking with EPC networks.

5GPF requirement #3: The proposed stage 3 5G Policy Framework shall provide a mechanism for PCC network functions discovery and selection

5GPF requirement #4: The proposed stage 3 5G Policy Framework shall be able to provide the QoS mapping mechanisms to apply the proper 5G QoS information based on the relevant QoS information as provided by the Application Function and/or Network Exposure Function.

5GPF requirement#5: It shall be possible to apply QoS control at service data flow level, QoS flow level or PDU session level in the SMF.
5GPF requirement #6: A PCC rule may be predefined or dynamically provisioned at establishment and during the life time of a PDU-CAN session. The latter is referred to as a dynamic PCC rule.

5GPF requirement#7: The number of real-time PCC interactions shall be minimized although not significantly increasing the overall system reaction time. This requires optimized interfaces between the PCC nodes.
*** 2nd Change ***
5.2.1
Policy Control Function (PCF)

The PCF is a functional element for policy control decision and flow based charging control functionalities. The PCF provides the following functions:

-
policy rules for application and service data flow detection, gating, QoS and flow based charging to the SMF.
-
Access and Mobility Management related policies to the AMF. The policies provided from PCF to AMF includes, but not limited to the Mobility policy (e.g. RFSP index).

-
UE policies that include Access Network discovery and selection policies and UE Route Selection Policies to the AMF.
The policy decisions made by the PCF may be based on one or more of the following:

-
Information obtained from the AF, e.g. the session, media and subscriber related information.

-
Information obtained from the Unified Data Repository (UDR). The PCF implements a Front End to access subscription information relevant for policy decisions in a Unified Data Repository.

-
Information obtained from the AMF, e.g. UE related and access related information.

-
Information obtained from the SMF.

-
Information obtained from the NWDAF.

-
Information obtained from the NEF.

-
Information obtained from another PCF in the roaming scenario.

-
Own PCF pre-configured information.

Editor's note:
It is FFS whether other entities will be added later.
*** 3rd Change ***
5.3.1.1
Create the context of UE related policies during UE registration
This procedure is performed when the UE needs to perform initial registration to the 5G system or perform the registration with the AMF relocation.
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Figure 5.3.1.1-1: Create the context of UE related policies
1.
The AMF receives the registration request from the AN. Since the AMF has not yet obtained Access and Mobility policy for the UE, the AMF selects the PCF according to clause 5.10.2, and sends the Npcf_AMPolicyControl_Get service operation to the PCF to create the context of the UE related policies in the PCF and to retrieve the UE policies and/or access and mobility control policies. The request operation provides the NF ID (i.e. AMF identity), the UE Permanent Identity (SUPI), the access type, the Permanent Equipment Identifier if received in the AMF, the User Location Information if available, the UE Time Zone if available, Serving Network, RAT type and List of Service Area Restriction elements if received from the UDM during the update location procedure. The request also includes an indication for the AMF to subscribe to notifications from the PCF when the context of UE related policies is updated.
Editor's note:
More parameters sent to the PCF by the AMF are FFS.


2.
If PCF does not have the subscription data for the UE Identity, the PCF sends the Nudr_Unified Data Management_Query operation including the PCF identity, the UE Permanent Identity (SUPI) and the requested subscription data to the UDR.

The UDR responds to the PCF with the subscription data that may include UE policies and access and mobility control policies.
3.
The PCF makes the policy decision including, e.g. Service Area Restrictions, applicable event trigger(s).

Editor's note:
Other policies determined by the PCF are FFS.

4.
The PCF responds to the AMF by including the UE policies and/or mobility control policies (List of Service Area Restriction elements and/or RFSP Index) determined by the PCF.

Editor's note:
Other information included in the response is FFS.

Editor's note:
Stage 2 uses UE Permanent ID as Input parameter, but does not define it elsewhere. It is assumed that the SUPI defined in 3GPP TS 23.501 [2] is meant.
Editor's note:
The following parameters are not included in Stage 2 for the Npcf_AMPolicyControl_Get service operation:
NF ID [Inputs, required];
Access type, Permanent Equipment Identifier, User Location Information, UE Time Zone, Serving Network, RAT type, List of Service Area Restriction elements [Inputs, optional];
URSP Policy [Outputs, required].
*** 4th Change ***

5.3.2.1
Create the context of Session Management (SM) related policies
This procedure is performed when the UE requests to establish a PDU session.
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Figure 5.3.2.1-1: Create the context of SM related policies
1.
The SMF receives a PDU session establishment request from the UE. The SMF selects the PCF according to clause 5.10.3, and sends the Npcf_SMPolicyControl_Get operation to the PCF including the NF ID (i.e. SMF identity), the UE Permanent identity (SUPI), the PDU session ID, DNN, subscription to notification indicator, IPv4 address/IPv6 prefix (if available), the Permanent Equipment Identifier if received in the SMF, the User Location Information, the UE Time Zone if available, Serving Network, RAT type, charging information. The request also includes an indication for the SMF to subscribe to notifications from the PCF when context of SM related policies is updated.

Editor's note:
Other parameters sent to the PCF by the SMF are FFS.


2.
If PCF does not have the subscription data for the SUPI and DNN, the PCF sends the Nudr_Unified Data Management Query operation to the UDR including the PCF identity, the UE Identity and the requested subscription data.


The UDR responds to the PCF with the subscription data.

3.
The PCF makes the policy decision including, e.g. PCC rules, event trigger.

Editor's note:
Other policies determined by the PCF are FFS.

4.
The PCF responds to the SMF by including the policy determined by the PCF. The information provided by the PCF may be the PCC rules of the PDU session, the authorized session AMBR and the authorized default QoS information.
Editor's note:
Other information included in the message is FFS.

5.
Step 2 through Step 3 as specified in subclause 5.3.2.4.1 "PCF initiated events subscription".

Editor's note:
The following parameters are not included in Stage 2 for the Npcf_SMPolicyControl_Get service operation:
NF ID, PDU session id, DNN [Inputs, required];
Acess type, the IPv4 address and/or IPv6 network prefix, Permanent Equipment Identifier, User Location Information, UE Time Zone, Serving Network, RAT type, charging information, Session AMBR, default QoS information [Inputs, optional];
authorized session AMBR, authorized default QoS Information [Outputs, required].
*** 5th Change ***

5.4.6
UDR service

5.4.6.1
General

NOTE:
Studies on the definition of the UDR service are out of scope of the present TR. The purpose of this subclause is to study the usage of the URD service for policy control.
Table 5.4.6.1-1: Operations of the Nudr_Unified_Data_Management Service
	Service operation name
	Description
	NF Consumers
	Inputs, required
	Inputs, optional
	Outputs, required
	Outputs, optional

	Nudr_Unified_Data_Management_Query
	NF consumer intends to retrieve user data from UDR.
	PCF
	Data ID
	None
	Requested data
	None

	Nudr_Unified_Data_Management_Create
	NF consumer intends to insert a new user data record into the UDR, e.g. when a provisioning FE consumer creates a profile for a new user, or creates a new service profile for an existing user.
	PCF
	Data ID, Data
	None
	Result
	None

	Nudr_Unified_Data_Management_Delete
	NF consumer intends to delete user data stored in the UDR, e.g. when a provisioning FE deletes a service profile for an existing user, or removes the profile of a user, or NF service consumer intends to delete an application data record.
	PCF
	
Data ID
	None
	Result
	None

	Nudr_Unified_Data_Management_Update
	Provisioning FE intends to update stored data in the UDR.
	PCF
	Data ID, Data
	None
	Result
	None

	Nudr_Unified_Data_Management_Subscribe
	NF consumer performs the subscription/un-subscription to notification to data modification in the UDR. The events can be changes on existingdata, addition of data.
	PCF
	Data ID,Subscription Type, Notification Address
	None
	Result
	None

	Nudr_Unified_Data_Management_Notify
	UDR notifies NF consumer(s) about modification of data, when data in the UDR is added, modified or deleted, and an FE needs to be informed about this, due to a previous subscription to notifications procedure or due to local configuration policy in the UDR.
	PCF
	Data ID, updated Data
	None
	Result
	None


*** End of Changes ***
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