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*** 2nd Change ***

5.2.5
Notifications

5.2.5.1
General

The SCEF and SCS/AS shall support the delivery of Notifications using a separate HTTP connection towards an address as assigned the SCS/AS described in subclause 5.2.4.2.

An SCEF and SCS/AS may in addition support the delivery of Notification using Websocket (see IETF RFC 6455 [x]) as described in subclause 5.2.5.3


5.2.5.2
Notification Delivery using a separate HTTP connection

If a delivery of notifications is required for an API, the SCS/AS shall provide an URI designating where to send HTTP Notifications to the SCEF.

NOTE:
The encoding of the URI in the resources of each API requiring Notifications is defined in Clause 5.

The SCEF shall take the role of the HTTP client on the HTTP connection for the delivery of Notifications. Subclause 5.2.2 shall also apply for this HTTP connection with the exception that an SCEF (rather than an SCS/AS) desiring to use HTTP/2 shall use the HTTP upgrade mechanism to negotiate applicable HTTP version.
5.2.5.2
Notification Delivery using Websocket

If a delivery of notifications is required for an API, the SCS/AS should initially request the SCEF to try to establish a separate HTTP connection for notification delivery according to subclause 5.2.4.2 by providing an URI designating where to send HTTP Notifications to the SCEF. The SCS/AS shall then also subscribe to the notification of a test event that triggers the SCEF to immediately send the related notification.

NOTE 1:
The encoding of the subscription of to the notification of the test event in the resources of each API requiring Notifications is defined in Clause 5.

If the SCS/AS does not receive the requested notification of the test event during a configured period after the subscription, and the SCEF/AS supports the WebsocketDelivery feature, the SCS/AS shall request the SCEF to provide a URI for an HTTP connection to upgrade to Websocket.

NOTE 2:
The encoding of the request for the URI in the resources of each API requiring Notifications is defined in Clause 5.

NOTE 3:
If the SCS/AS requested a delivery of notifications to a separate entity, it needs to be informed by that separate entity about the receipt of the test notification. That communication between the separate entity and the SCS/AS is out of scope of the present standard.

Upon the reception of the URI for the HTTP connection to upgrade to Websocket from the SCEF, the SCS/AS or a separate entity that is intended to receive the notification shall establish an HTTP connection towards that URI and shall upgrade that connection to the Websocket protocol (IETF RFC 6455 [x]) using the HTTP upgrade mechanism defined in IETF RFC 7230 [16].

NOTE 4:
For delivery of Notifications to a separate entity, the SCS/AS needs to provide the URI for the HTTP connection to upgrade to Websocket to that separate entity. That communication between the SCS/AS and the separate entity is out of scope of the present standard. 

Editor's note:
For each API that requires notification, the following needs to be defined: The WebsocketDelivery supported feature. The encoding of the subscription of to the notification of the test event. The encoding of the request for the URI for an HTTP connection to upgrade to Websocket and the provisioning of that URI.

Editor´s note:
A framing format for the notifications within the Websocket protocol needs to be defined. It is desired to exchange similar message as the HTTP messages for the Notification Delivery using a separate HTTP connection in subclause 5.2.4.2.

*** End of Changes ***

