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Additional discussion(if needed):
Stage 2 requires that first Notifications can be delivered in the responses to subscription requests, but also that the SCS/AS can request notifications to be delived to third entities.

It is currentley assumed in the stage 3 proposal that a separate Notification is alsway used in order to allow for a delivery to separate entities.

But the definition of the Type: MonitoringEventReport also prepares for an inclusion in the response; a parameter of that type woulkd then need to be added to TltriMonitoringEventSubscription type.

Proposed changes:

*** 1st Change ***

5.3
MonitoringEvent API
5.3.1
Overview

Editor's note:
This clause it put here to find a place for the proposed content. Once the overall resource structure has been defined, this content needs to be relocated to the appropriate clause. 
The MonitoringEvent API allows the SCS/AS to subscribe to notifications about specific events (as described in subclause 4.5.6.1 TS 23.682 [2]) in 3GPP networks and if the corresponding event is detected, allows the SCEF to report the event by sending notifications to the authorised users. 
The MonitoringEvent API follows RESTful design principles. All operations shall be performed using HTTP 1.1 (IETF RFC 7231 [3]) over TLS (IETF RFC 5246 [4]). The request and response body shall be encoded in JSON [5].

The SCS/AS uses the HTTP POST method to subscribe to notifications about monitoring events via the suitable 3GPP network element. Every HTTP request results in a response message that comes back with a status code and further information in its body, if required. The HTTP request initiator waits for this response before initiating a further request.

Editor's note:
Timeout procedures are FFS.
Editor's note:
HTTP 1.1 is used in the following clause, whether the HTTP 1.1 or HTTP 2.0 will be used is FFS.
5.3.2
Data model

5.3.2.1
Resource data types

5.3.2.1.1
Introduction

This clause defines data structures to be used in resource representations, including subscription resources.

5.3.2.1.2
Type: MonitoringEventSubscription

This type represents a subscription to monitoring events identified by an TLTRI. The same structure is used in the subscription request and subscription response.

Table 5.3.2.1.2-1: Definition of type MonitoringEventSubscription
	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 3)

	
	
	
	


	

	scsAsId
	ScsAsId
	1
	Identifies the SCS/AS
	

	tltrId
	TltrId
	1
	Identifies the long-term transaction that identifies the present resource. This parameter shall be used by the SCEF to derive the Resource URI.
	

	ttrId
	TtrId
	1
	Identifies the short-term transaction that can be used to correlate a request with its response. A new TTRI shall be assigned by the SCS/AS each time its sends an HTTP request.
	

	self
	Link
	0..1
	Link to this resource. This parameter shall be supplied by the SCEF in HTTP responses that include an object of TltriMonitoringEventSubscription type
	

	externalIds

	ExternalId
	0..N
	Each element uniquely identifies a user as defined in Clause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 1)
	

	msisdns
	Msisdn
	0..N
	Each element identifies the MS internal PSTN/ISDN number allocated for a UE.

(NOTE 1)
	

	externalGroupId
	ExternalGroupId
	0..1
	Identifies a user group as defined in Clause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 1)
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	monitoringTypes
	MonitoringTypes
	1..N
	Enumeration of monitoring types. Refer to clause 5.2.2.4.3.
	

	maximumDetectionTime
	Integer
	0..1
	If "monitoring-Type" is “LOSS_OF_CONNECTIVITY”, this parameter may be included to identifiy the maximum period of time after which the UE is considered to be unreachable.

Unit: seconds.
Editor's note:
whether the second or tenth seconds will be used is FFS.
	

	reachabilityType
	Enum
	0..1
	If "monitoring-Type" is “UE_REACHABILITY”, this parameter shall be included to identifiy whether the request is for “Reachability for SMS” or “Reachability for Data”, or both.

Enumeration of Reachability Type.

Permitted values:

· "SMS": The request is for “Reachability for SMS”;

· "DATA": The request is for “Reachability for Data”;

· "SMS_AND_DATA": The request is both for “Reachability for SMS” and “Reachability for Data”.
	

	maximumLatency
	Integer
	0..1
	If "monitoring-Type" is “UE_REACHABILITY”, this parameter may be included to identifiy the maximum delay acceptable for downlink data transfers.

Unit: seconds.
	

	maximumResponseTime
	Integer
	0..1
	If "monitoring-Type" is “UE_REACHABILITY”, this parameter may be included to identifiy the length of time for which the UE stays reachable to allow the SCS/AS to reliably deliver the required downlink data.

Unit: seconds.
	

	suggestedNumberOfDlPackets
	Integer
	0..1
	If "monitoringType" is “UE_REACHABILITY”, this parameter may be included to identifiy the number of packets that the serving gateway shall buffer in case that the UE is not reachable.
	

	idleStatusIndication

	boolean
	0..1
	If "monitoringType" is set to “UE_REACHABILITY”, this parameter may be included to indicate the notification of when a UE, for which PSM is enabled, transitions into idle mode.

· "true": indicate enabling of notification

· "false": indicate no need to notify
Default: "false".
	

	locationType

	Enum
	0..1
	If "monitoringType" is “LOCATION_REPORTING”, this parameter shall be included to identify whether the request is for Current Location or Last known Location. 

Enumeration of Location Type.

Permitted values: 

· "CURRENT_LOCATION": The request is for “Current Location”;

· "LAST_KNOWN_LOCATION": The request is for “Last known Location”.
	

	accuracy

	Enum
	0..1
	If "monitoring-Type" is “LOCATION_REPORTING”, this parameter may be included to identify the desired level of accuracy of the requested location information, as described in subclause 4.9.2 of 3GPP TS 23.682 [2].

Enumeration of Accuracy.

Permitted values:

· “CGI_ECGI”: The reporting accuracy is at cell level;

· “ENODEB”: The reporting accuracy is at eNodeB level;

· “TA_RA”: The reporting accuracy is at the TA/RA level.
	

	maximumNumberOfReports

	Integer
	0..1
	Identifies the maximum number of event reports to be generated by the HSS, MME/SGSN as specified in subclause 5.6.0 of 3GPP TS 23.682 [2].
(NOTE 2)
	

	monitoringDuration

	Datetime
	0..1
	Identifies the absolute time at which the related monitoring event request is considered to expire, as specified in subclause 5.6.0 of 3GPP TS 23.682 [2].
(NOTE 2)
	

	

	
	
	

	

	groupReportingGuardTime
	Datetime
	0..1
	Identifies the time for which the SCEF can aggregate the monitoring event reports detected by the UEs in a group and report them together to the SCEF/SCS/AS, as specified in subclause 5.6.0 of 3GPP TS 23.682 [2].
	

	NOTE 1:
One of the properties “externalIds”, “msisdns” or “externalGroupId” shall be included.

NOTE 2: 
Inclusion of either "maximumNumberOfReports" (with a value higher than one) or "monitoringDuration" makes the Monitoring Request a Continuous Monitoring Request, where the SCEF sends Notifications until either the maximum number of requests or the monitoring duration is exceeded. Absence of both "maximumNumberOfReports" (with a value higher than one) or "monitoringDuration" makes the Monitoring Request a One-time Monitoring Request.
NOTE 3:
Properties marked with a feature (as defined in subclause 5.3.4 are applicable as described in subclause 5.2.6.


Editor's note:
Handling if maximumNumberOfReports is exceeded is ffs.

Editor's note:
It’s FFS whether other values will be defined.
5.3.2.2
Notification data types

5.3.2.2.1
Introduction

This clause defines data structures to be used in notifications.

5.3.2.2.2
Type: MonitoringEventNotification

This data type represents a monitoring event notification which is sent form the SCEF to the SCS/AS. 
Table 5.3.2.2.2-1: Definition of type MonitoringEventNotification

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE)

	
	
	
	


	

	tltrId

	TltrId
	1
	
	

	ttrId
	TtrId
	1
	Identifies the short-term transaction that can be used to correlate a request with its response
	

	monitoringEventReports

	MonitoringEventReport
	1..N
	Monitoring reports.
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	


· 
· 
	

	NOTE:
Properties marked with a feature (as defined in subclause 5.3.4 are applicable as described in subclause 5.2.6.


Editor's note:
TTRI is also present in stage 2 and is ffs.
5.3.2.3
Referenced structured data types

5.3.2.3.1
Introduction
This clause defines structured data types that are referenced from data structures defined in the previous clauses.

5.3.2.3.2
Type: MonitoringEventReport

This data type represents a monitoring event notification which is sent form the SCEF to the SCS/AS. 
Table 5.3.2.3.2-1: Definition of type MonitoringEventReport
	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 1)

	externalId
	ExternalId
	0..N
	External identifier (NOTE 2)
	

	msisdn
	Msisdn
	0..N
	Identifies the MS internal PSTN/ISDN number (NOTE 2)
	

	monitoringType
	MonitoringTypes
	1
	The monitoring type (refer to clause 5.2.2.4.3)
	

	latitude
	Number
	0..1
	If "monitoringType" is “LOCATION_REPORTING”, this parameter may be included to indicate the latitude value for the UE.
	

	longitude
	Number
	0..1
	If "monitoringType" is “LOCATION_REPORTING”, this parameter may be included to indicate the longitude value for the UE.
	

	roamingStatus
	Enumeration (inlined)
	0..1
	If "monitoringType" is “ROAMING_STATUS”, this parameter shall be included to indicate whether the UE is on roaming status or not.

Enumeration of Roaming Status. 

Permitted values:

· “ROAMING”: The UE is on roaming status;
“NOT_ROAMING”: The UE is not on roaming status;
	

	NOTE 1:
Properties marked with a feature (as defined in subclause 5.3.4 are applicable as described in subclause 5.2.6.
NOTE 2:
Identifies users for which the event occurred. Can be omitted if the event occurred for all users identified by the TLTRI in the surrounding structure.


Editor's note:
It’s FFS whether other values will be defined. Data Type and encoding details for longitude and latitude is also FFS.
5.3.2.4
Referenced simple data types and enumerations
5.3.2.4.1
Introduction
This clause defines simple data types and enumerations that are referenced from data structures defined in the previous clauses. In addition, data types and enumerations defined in subclause 5.2.1 can be referenced.
5.3.2.4.2
Simple data types 

The simple data types defined in table 5.3.2.4.2-1 shall be supported.

Table 5.3.2.4.2-1: Simple data types

	Type name
	Description

	
	

	
	


5.3.2.4.3
Enumeration: MonitoringTypes
The enumeration MonitoringTypes represents monitoring types. It shall comply with the provisions defined in table 5.3.2.4.2-2.
Table 5.3.2.4.2-2: Enumeration MonitoringTypes
	Enumeration value
	Description
	Applicability (NOTE 1)

	LOSS_OF_CONNECTIVITY
	The SCS/AS requests to be notified when the 3GPP network detects that the UE is no longer reachable for signalling or user plane communication
	Loss_of_connectivity-notification

	UE_REACHABILITY
	The SCS/AS requests to be notified when the UE becomes reachable for sending either SMS or downlink data to the UE
	Ue-reachability-notification

	LOCATION_REPORTING
	The SCS/AS requests to be notified of the current location or the last known location of the UE
	location_

	CHANGE_OF_IMSI_IMEI_ASSOCIATION
	The SCS/AS requests to be notified when the association of an ME (IMEI(SV)) that uses a specific subscription (IMSI) is changed
Editor's note:
The clarification of this value is for FFS.
	Change_of_IMSI_IMEI_association_notification

	ROAMING_STATUS
	The SCS/AS queries the UE’s current roaming status and requests to get notified when the status changes
	Roaming_status_notification

	COMMUNICATION_FAILURE
	The SCS/AS requests to be notified of communication failure events
	Communication_failure_notification

	AVAILABILITY_AFTER_DDN_FAILURE
	The SCS/AS requests to be notified when the UE has become available after a DDN failure
	Availability_after_DDN_failure_notification

	NOTE 1:
Properties marked with a feature (as defined in subclause 5.3.4 are applicable as described in subclause 5.2.6.
NOTE 2: 
More monitoring types can be added in the future based on stage 2.


Editor's note:
differences between LOSS_OF_CONNECTIVITY and COMMUNICATION_FAILURE, as defined in TS 23.682, require further clarification.
Editor's note:
It’s FFS whether other values will be defined.
5.3.3
Resource structure

5.3.3.1
General
All resource URIs of this API shall have the following root:

{apiRoot}/3gpp_t8_monitoring_event/v1//

"ApiRoot" is configured by means outside the scope of the present document. It includes the scheme ( "https"), host and optional port, and an optional prefix string. " All resource URIs in the subclauses below are defined relative to the above root URI.
Editor's note:
This clause needs to be expanded to include statements about general HTTP usage, content type(s) supported, HTTPS support, {apiVersion} definition. It is FFS for the service resource data.

The following resources and HTTP methods are supported for this API:

Table 5.3.3.1-1: Resources and methods overview

	Resource name
	Resource URI
	HTTP method
	Meaning

	Monitoring Event Subscriptions
	3gpp_t8_monitoring_event/v1/{scsAsId}/subscriptions/
	GET
	Read all subscriptions for a given SCS/AS

	
	
	POST
	Create a new subscription to monitoring events for a given SCS/AS and a TLTRI selected by the SCS/AS

	Individual Monitoring Event Subscription
	3gpp_t8_monitoring_event/v1/{scsAsId}/subscriptions/{tltrId} 
	PUT
	Modify an existing subscription to monitoring events

	
	
	GET
	Read the subscriptions for a given SCS/AS and a given TLTRI

	
	
	DELETE
	Delete a subscription to monitoring events






5.3.3.2
Resource: Monitoring Event Subscriptions
5.3.3.2.1
Introduction
This resource allows an SCS/AS to read all active transactions for subscribtions to notifications about monitoring events at the SCEF.

5.3.3.2.2
Resource definition

Resource URI: {apiRoot}/3gpp_t8_monitoring_event/v1/{scsAsId}/subscriptions/
This resource shall support the resource URI variables defined in table 5.2.3.2.2-1.

Table 5.3.3.2.2-1: Resource URI variables for resource "Monitoring Event Transactions"
	Name
	Definition

	apiRoot
	See clause 5.2.3

	scsAsId
	Identifier of the SCS/AS of type ScsAsId


5.3.3.2.3
Resource methods

5.3.3.2.3.1
GET

The GET method allows to read all active subscription for a given SCS/AS. It is initiated by the SCS/AS and answered by the SCEF. 
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.3.3.2.3.1-1 and table 5.3.3.2.3.1-2.
Table 5.3.3.2.3.2-1: URI query parameters supported by the GET method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	


Table 5.3.3.2.3.2-2: Data structures supported by the GET request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	none
	
	

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	MonitoringEventSubscription
	0..N
	200 OK
	The subscription information for the SCS/AS in the request URI are returned.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.5-1


5.3.3.2.3.2
PUT
Not supported.
5.3.3.2.3.3
PATCH
Not supported.
5.3.3.2.3.4
POST
The POST method creates a new subscription resource for a given SCS/AS and a TLTRI selected by the SCS/AS. It is initiated by the SCS/AS and answered by the SCEF. The SCS/AS shall provide he TLTRI in the message body and the SCEF shall construct the URI of the created resource using that URI.
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.3.3.2.3.4-1 and table 5.3.3.2.3.4-2.
Table 5.3.3.2.3.4-1: URI query parameters supported by the POST method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	


Table 5.3.3.2.3.4-2: Data structures supported by the POST request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	MonitoringEventSubscription
	1
	Parameters to register a subscription to notifications about monitoring events with the SCEF.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	MonitoringEventSubscription
	1
	201 Created
	The subscription was created successfully. 



	
	ProblemDetails
	0..1
	409 Conflict
	The operation is not allowed given the current status of the resource.
This response shall be used when a subscription for the TLTRI and SCS/AS provided in the URI already exists and has not been deleted.

More information should be provided in the "detail" attribute of the "ProblemDetails" structure (see IETF RFC 7807 [8]).

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.5-1.


5.3.3.2.3.5
DELETE
Not supported.
5.3.3.3
Resource: Individual Monitoring Events Subscription

5.3.3.3.1
Introduction
This resource allows an SCS/AS to subscribe to notifications about monitoring events at the SCEF.
5.3.3.3.2
Resource definition

Resource URI: {apiRoot}/3gpp_t8_monitoring_event/v1/{scsAsId}/transactions/{tltrId}
This resource shall support the resource URI variables defined in table 5.2.3.2.2-1.

Table 5.3.3.3.2-1: Resource URI variables for resource "Individual Monitoring Event Transaction"
	Name
	Definition

	apiRoot
	See clause 5.2.3

	scsAsId
	Identifier of the SCS/AS of type ScsAsId

	tltId
	TLTID of type TltId


5.3.3.3.3
Resource methods

5.3.3.3.3.1
GET

The GET method allows to read all active subscription for a given SCS/AS indentified by a TLTRI. It is initiated by the SCS/AS and answered by the SCEF. 
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.3.3.3.3.1-1 and table 5.3.3.3.3.1-2.
Table 5.3.3.3.3.2-1: URI query parameters supported by the GET method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	


Table 5.3.3.3.3.2-2: Data structures supported by the GET request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	none
	
	

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	MonitoringEventSubscription
	1
	200 OK
	The subscription information for the SCS/AS and TLTRI in the request URI are returned.



	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.5-1


5.3.3.3.3.2
PUT
The PUT method modifies an existing subscription for a given SCS/AS and a TLTRI provided by the SCS/AS. It is initiated by the SCS/AS and answered by the SCEF. 
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.3.3.2.3.2-1 and table 5.3.3.2.3.2-2.
Table 5.3.3.2.3.2-1: URI query parameters supported by the PUT method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	


Table 5.3.3.2.3.2-2: Data structures supported by the PUT request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	MonitoringEventSubscription
	1
	Parameters to register a subscription to notifications about monitoring events with the SCEF.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	MonitoringEventSubscription
	1
	201 Created
	The subscription was created successfully. 



	
	ProblemDetails
	0..1
	409 Conflict
	The operation is not allowed given the current status of the resource.
This response shall be used when a subscription for the TLTRI and SCS/AS provided in the URI already exists and has not been deleted.
More information should be provided in the "detail" attribute of the "ProblemDetails" structure (see IETF RFC 7807 [8]).

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.5-1.


5.3.3.3.3.3
PATCH
Not supported.
5.3.3.3.3.4
POST
Not supported.




	
	
	
	

	
	
	
	



	
	
	
	

	
	
	
	

	
	
	
	

	

	
	
	
	
	



	
	
	
	
	


	
	
	
	
	


	
	
	
	
	


	
	
	
	
	


	



5.3.3.3.3.5
DELETE
The DELETE method deletes the TltriMonitoringEventSubscription resource and terminates all monitoring requests of the related SCS/AS. It is initiated by the SCS/AS and answered by the SCEF. 
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.3.3.2.3.5-1 and table 5.3.3.2.3.5-2.
Table 5.3.3.2.3.5-1: URI query parameters supported by the DELETE method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	


Table 5.3.3.2.3.5-2: Data structures supported by the DELETE request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	none
	
	

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	none
	
	204 No Content
	The subscription was terminated successfully.

	
	ProblemDetails
	0..1
	403 Forbidden
	The operation is not allowed given the current status of the resource. 

More information should be provided in the "detail" attribute of the "ProblemDetails" structure (see IETF RFC 7807 [8]).

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.5-1.


5.3.3.4
Monitoring Events Notification

5.3.3.4.1
Introduction
This resource allows the SCEF to send notifications about monitoring events to the SCS/AS. 

5.3.3.4.2
Resource definition
5.3.3.4.3
Resource methods
5.3.4
Used Features
The table below defines the features applicable to the MonitoringEvent API. Those features are negotiated as described in subclause 5.2.6.
Table 5.3.4-1: Features used by MonitoringEvent API
	Feature
	M/O
	Description

	Loss_of_connectivity-notification
	O
	The SCS/AS is notified when the 3GPP network detects that the UE is no longer reachable for signalling or user plane communication

	Ue-reachability-notification
	O
	The SCS/AS is notified when the UE becomes reachable for sending either SMS or downlink data to the UE

	location_
	O
	The SCS/AS is notified of the current location or the last known location of the UE

	Change_of_IMSI_IMEI_association_notification
	O
	The SCS/AS is notified when the association of an ME (IMEI(SV)) that uses a specific subscription (IMSI) is changed
Editor's note:
The clarification of this value is for FFS.

	Roaming_status_notification
	O
	The SCS/AS is notified when the UE’s roaming status changes

	Communication_failure_notification
	O
	The SCS/AS is notified of communication failure events

	Availability_after_DDN_failure_notification
	O
	The SCS/AS is notified when the UE has become available after a DDN failure

	Feature:
A short name that can be used to refer to the bit and to the feature, e.g. "Notification".

M/O:
Defines if the implementation of the feature is mandatory ("M") or optional ("O") in this 3GPP Release. 

Description:
A clear textual description of the feature.


*** 2nd Change ***

B.1.1
MonitoringEventSubscription

Editor's note:
Needs updates to allign with the main body.
The MonitoringEventSubscription data type defined in clause 5.2.2.1.2 can be shown using the following JSON schema:

{

            "id": {
"type": "string",

"description": " Identifier of this subscription. Set by the SCEF"

            },

            "externalIdentifiers ": {
"type": "array",

"description": "List of External Identifiers",

"items" : {

"type" : "string"

}

            },

            "msisdns": {
"type": "array",

"description": "List of MSISDNs",

"items" : {

"type" : "string"

}

            },
            "externalGroupId ": {
"type": "string",

"description": "Refer to Table 5.2.2.1.2-1 for detailed description"

            },

            "scsAsId": {
"type": "string",

"description": "SCS/AS Identifier"

            },

                "ttri": {

 "description": " Refer to Table 5.2.2.1.2-1 for detailed description ",

 "type": "integer"

                
},

                "tltri": {

 "description": " Refer to Table 5.2.2.1.2-1 for detailed description ",

 "type": "integer"

                
},

            "monitoringType": {
"type": "number",

"description": " Refer to Table 5.2.2.1.2-1 for detailed description "

            },

            "maximumDetectionTime": {
"type": "number",

"description": " Refer to Table 5.2.2.1.2-1 for detailed description "

            },

            "reachabilityType": {
"type": "number",

"description": " Refer to Table 5.2.2.1.2-1 for detailed description "

            },

            "maximumLatency": {
"type": "number",

"description": " Refer to Table 5.2.2.1.2-1 for detailed description "

            },

            "maximumResponseTime": {
"type": "number",

"description": " Refer to Table 5.2.2.1.2-1 for detailed description "

            },

            "suggestedNumberOfDlPackets": {
"type": "number",

"description": " Refer to Table 5.2.2.1.2-1 for detailed description "

            },

            "idleStatusIndication": {
"type": "number",

"description": " Refer to Table 5.2.2.1.2-1 for detailed description"

            },

            "locationType": {
"type": "number",

"description": " Refer to Table 5.2.2.1.2-1 for detailed description"

            },

            "accuracy":{

"type": "number"

"description": " Refer to Table 5.2.2.1.2-1 for detailed description",

                
},
            "maximumNumberOfReports": {
"type": "number",

"description": " Refer to Table 5.2.2.1.2-1 for detailed description"

            },

            "monitoringDuration ": {
"type": "time",

"description": " Refer to Table 5.2.2.1.2-1 for detailed description"

            },

            "tltriForDeletion": {
"type": "string",

"description": "Refer to Table 5.2.2.1.2-1 for detailed description"

            },

            "groupReportingGuardTime": {
"type": "time",

"description": "Refer to Table 5.2.2.1.2-1 for detailed description"

            },

}
*** End of Changes ***

�No such stage 2 requirement. Covered by the tltrId.


�The Restfull way to do this is to delete the resource. That is what I propose


�No such stage 2 requirement. This is covered by the tltrID.


�No stage 2 requirement


�DELETE and GET are added. No stsge 2 requirement for modifications.





