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*** 1st Change ***

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 23.203: “Policy and charging control architecture”.

[3]
3GPP TS 29.213: "Policy and Charging Control signalling flows and QoS parameter mapping"
[4]
3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications".
[5]
3GPP TS 29.212: "Policy and Charging Control (PCC); Reference points".
[6]
IETF RFC 793: "Transmission Control Protocol".

[7]
Void.
[8]
3GPP TS 33.210: "3G security; Network Domain Security (NDS); IP network layer security".
[9]
IETF RFC 2818: "HTTP Over TLS".
[10]
IETF RFC 3986: "Uniform Resource Identifier (URI): Generic Syntax"
[11]
IETF RFC 7159: "The JavaScript Object Notation (JSON) Data Interchange Format".

[12]
IETF draft-newton-json-content-rules-08: "A Language for Rules Describing JSON Content".
Editor's note:
The above document cannot be formally referenced until it is published as an RFC.
[13]
IETF RFC 6733: "Diameter Base Protocol".
[14]
3GPP TS 29.250: "Nu reference point between SCEF and PFDF for sponsored data connectivity".
[15]
3GPP TS 29.155: "Traffic steering control; Representational state transfer (REST) over St reference point".
[x0]
IETF RFC 7230: "Hypertext Transfer Protocol (HTTP/1.1): Message Syntax and Routing".
[x1]
IETF RFC 7231: "Hypertext Transfer Protocol (HTTP/1.1): Semantics and Content".
[x2]
IETF RFC 7232: "Hypertext Transfer Protocol (HTTP/1.1): Conditional Requests".
[x3]
IETF RFC 7233: "Hypertext Transfer Protocol (HTTP/1.1): Range Requests".
[x4]
IETF RFC 7234: "Hypertext Transfer Protocol (HTTP/1.1): Caching".
[x5]
IETF RFC 7235: "Hypertext Transfer Protocol (HTTP/1.1): Authentication".
*** 2nd Change ***

6.1
Introduction
The following layers of the protocol stack for the Gw/Gwn reference point between PCEF/TDF and PFDF are described in subclauses:

· TCP as defined in IETF RFC 793 [6] provides the communication service at the transport layer.

· An optional communication security layer can be added between the transport and the application delivery layer (see subclause 6).

· The application delivery layer provides the transport of the specific application communication data using HTTP as defined in IETF RFC 7230 [x0], IETF RFC 7231 [x1], IETF RFC 7232 [x2], IETF RFC 7233 [x3], IETF RFC 7234 [x4] and IETF RFC 7235 [x5].

· The specific application communication layer constitutes the transport of the JSON content type. 

Figure 6.1.1 illustrates the protocol stack of the RESTful Gw/Gwn reference point.
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Figure 6.1.1: Protocol stack of the Gw/Gwn reference point
 *** 3rd Change ***

6.3.4
HTTP status codes

HTTP status codes are used as defined in IETF RFC 7231 [x1]
*** End of Changes ***
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