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*** 1st Change ***

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications".
[3]
IETF RFC 7231: "Hypertext transfer protocol (HTTP/1.1): Semantics and Content".
[4]
IETF RFC 5246, "The Transport Layer Security (TLS) Protocol Version 1.2".

[5]
IETF RFC 7159: "The JavaScript Object Notation (JSON) Data Interchange Format".
[6]

Hypertext Transfer Protocol (HTTP) Status Code Registry at IANA, http://www.iana.org/assignments/http-status-codes
[7]
IETF RFC 3986: "Uniform Resource Identifier (URI): Generic Syntax".
[8]
IETF RFC 7807: "Problem Details for HTTP APIs".
[9]
3GPP TS 29.154: "Service capability exposure functionality over Nt reference point".
[10]
3GPP TS 29.214: "Policy and Charging Control over Rx reference point".
[a]
IETF RFC 7230: "Hypertext Transfer Protocol (HTTP/1.1): Message Syntax and Routing".

[b]
IETF RFC 7232: "Hypertext Transfer Protocol (HTTP/1.1): Conditional Requests".

[c]
IETF RFC 7233: "Hypertext Transfer Protocol (HTTP/1.1): Range Requests".

[d]
IETF RFC 7234: "Hypertext Transfer Protocol (HTTP/1.1): Caching".

[e]
IETF RFC 7235: "Hypertext Transfer Protocol (HTTP/1.1): Authentication".

[f]
IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
*** 2nd Change ***

5.2.2
Usage of HTTP
For T8 APIs, support of HTTP/1.1 (IETF RFC 7230 [a], IETF RFC 7231 [3] IETF RFC 7232 [b], IETF RFC 7233 [c], IETF RFC 7234 [d] and IETF RFC 7235 [e]) over TLS (IETF RFC 5246 [4]) is mandatory and support of HTTP/2 (IETF RFC 7540 [f]) over TLS (IETF RFC 5246 [4]) is recommended. An SCS/AS desiring to use HTTP/2 shall use the HTTP upgrade mechanism to negotiate applicable HTTP version as described in IETF RFC 7540 [f].

Editor's note:
The usage of TLS and the TLS version needs to be confirmed by SA3..

5.2.3
Content type

The bodies of HTTP request and successful HTTP responses shall be encoded in JSON format (see IETF RFC 7159 [5]). 
The MIME media type that shall be used within the related Content-Type header field is “application/json”, as defined in IETF RFC 7159 [5].

Note: This release only supports the content type JSON
*** 3rd Change ***

5.2.1
Overview

Editor's note:
This clause it put here to find a place for the proposed content. Once the overall resource structure has been defined, this content needs to be relocated to the appropriate clause. 
The MonitoringEvent API allows the SCS/AS to subscribe to notifications about specific events (as described in subclause 4.5.6.1 TS 23.682 [2]) in 3GPP networks and if the corresponding event is detected, allows the SCEF to report the event by sending notifications to the authorised users. 

The SCS/AS uses the HTTP POST method to subscribe to notifications about monitoring events via the suitable 3GPP network element. Every HTTP request results in a response message that comes back with a status code and further information in its body, if required. The HTTP request initiator waits for this response before initiating a further request.

Editor's note:
Timeout procedures are FFS.

*** End of Changes ***

