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*** 2nd Change ***

7.1
Reference Model
This clause will describe the Reference Architecture(s) for the Network Capability Exposure of the 5G system.
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Figure 7.1-1: 3GPP Architecture for Network Exposure
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Figure 7.1-2: 3GPP roaming Architecture for Network Exposure

Editor's note:
The overall architecture is assumed to inherit the corresponding one in 3GPP TS 23.682 [xx] with service based interface representations and may be subject to change according to 3GPP TS 23.501 [2].
Editor's note:
Whether Nnef service is also applicable for south bound interface is FFS (e.g. PFD GET service).
*** End of Changes ***
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