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	Reason for change:
	1. The PCRF needs to subscribe the IP-CAN_Type event trigger if the user is allowed to access multiple access types according to the subscriptions of the user. So the new restriction shall be added.
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3. The value provided by the 3GPP-PS-Data-Off-Status AVP is always valid until the new value is provided. Once the value “ACTIVE” is provided, the value shall be valid until the value “INACTIVE” is provided. So default value “INACTIVE(1)” is applicable if this AVP has not been supplied yet..

	
	

	Summary of change:
	1) If the network supports the multiple IP-CAN types and the user is allowed to access multiple access types, the PCRF shall subscribe the IP-CAN_CHANGE event trigger to the PCEF in order to support this feature.
2) UE is replaced by the IP-CAN session when the PCRF receives the AF serivce and check whether the request is accepted or rejected.

3) Update the descriptions of default value “INACTIVE”.
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Proposed changes:

*** 1st Change ***

4.5.29
3GPP PS Data Off Support
When the 3GPP-PS-Data-Off feature is supported, the PCEF and PCRF shall comply with the procedures specified in this subclause. This feature is used to prevent downlink traffic via 3GPP access except for 3GPP PS Data Off Exempt Services when activated by the user. The list of 3GPP PS Data Off Exempt Services shall be configured in the PCRF. If the network supports the multiple IP-CAN types and the user is allowed to access multiple access types, the PCRF shall subscribe the IP-CAN_CHANGE event trigger to the PCEF in order to support this feature.
NOTE 1:
The PCRF can be configured with a list of 3GPP PS Data Off Exempt Services per APN. The list of 3GPP PS Data Off Exempt Services for an APN can also be empty, or can allow for any service within that APN, according to operator policy.

NOTE 2:
For the PDN connection used for IMS services, the 3GPP Data Off Exempt Services are enforced in the IMS domain as specified 3GPP TS 23.228 [31]. Policies configured in the PCRF need to ensure that IMS services are allowed when the 3GPP Data Off status of the UE is set to "activated", e.g. by treating any service within a well-known IMS APN as 3GPP PS Data Off Exempt Services.

If the PCEF is informed that the 3GPP PS Data Off status of the UE is set to active for the IP-CAN session establishment, it shall set the 3GPP-PS-Data-Off-Status AVP set to ACTIVE (0) within the initial CCR command.

If the PCRF receives that initial CCR command with a 3GPP-PS-Data-Off-Status AVP set to ACTIVE (0) and the IP-CAN type of the IP-CAN session indicated as "3GPP-EPS", the PCRF shall configure the PCEF to block any downlink IP flows not relating to a service within the list of 3GPP PS Data Off Exempt Services, for instance by not installing any related dynamic PCC rule(s) or by not activating related predefined PCC rule(s) such as PCC rule(s) with wild-carded service data flow filters. The PCRF may also, subject to its normal policies, provide the Charging-Rule-Install AVP to install or activate PCC rule (s) for  service(s) from the list of 3GPP PS Data Off Exempt Services.

If the PCEF is informed that the 3GPP PS Data Off status of the UE changes, the PCEF shall provide the 3GPP_PS_DATA_OFF_CHANGE event trigger within the Event-Trigger AVP and the 3GPP-PS-Data-Off-Status AVP set to the value indicated by the UE within a CCR command. 

Upon receipt of a CCR with the 3GPP_PS_DATA_OFF_CHANGE , the IP-CAN_CHANGE, or, (if the NBIFOM feature is supported) the ADDITION_OF_ACCESS, the REMOVAL_OF_ACCESS, the UNAVAILABLITY_OF_ACCESS, or the AVAILABLITY_OF_ACCESS value within the Event-Trigger AVP the PCRF shall determine whether the 3GPP PS Data Off handling functionality (as described below) becomes active or inactive. The 3GPP PS Data Off handling functionality is active if, and only if,

-
the latest received 3GPP-PS-Data-Off-Status AVP is set to ACTIVE (0), and
NOTE 3:
If the 3GPP_PS_DATA_OFF_CHANGE event trigrer is received, the latest received value is the one received in the CCR command. Otherwise it corresponds to the stored value.

-
the UE uses an access with IP-CAN Type set to "3GPP-EPS".

NOTE 4:
If NBIFOM supported feature applies the UE can uses additional accesses.

If the PCRF determines that the 3GPP PS Data Off handling functionality becomes active, the PCRF shall configure the PCEF in such a way that (if NBIFON is active, only for the "3GPP-EPS" access type):

-
only downlink packets for services belonging to the list of 3GPP PS Data Off Exempt Services are forwarded; and

-
all other downlink packets are discarded by modifying or removing any related dynamic PCC rule(s) or by deactivating any related predefined PCC rule(s).

NOTE 5:
In order for the PCEF to prevent the services that do not belong to the list of 3GPP PS Data Off Exempted Services, if such services are controlled by dynamic PCC rules, PCRF can either close gates for te downlink direction via the Flow-Status AVP in related dynamic PCC rules or remove those dynamic PCC rules. If the services are controlled by predefined PCC rules, PCRF needs to deactivate those PCC rules. PCC rule(s) with wild-carded service data flow filters can be among the PCC rules that are modified. removed or disabled in that manner. It can then be necessary that the PCRF at the same time installs or activates PCC rules for data-off exempt services. The network configuration can ensure that at least one PCC Rule is bound to the default bearer when Data Off is activated in order to avoid a deletion of an existing PDN connection or in order to not fail a PDN connection establishment.

When the PCRF receives service information from the AF while the 3GPP PS Data Off handling functionality is active, the following applies:

-
If the AF session corresponds to a normal IP-CAN session, the PCRF shall check whether the corresponding service is a 3GPP PS Data Off Exempt Service and permissible according to the user´s subscription and the policies of the PCRF. If so, the PCRF shall install, modify or delete corresponding PCC rules. Otherwise, the PCRF shall reject the service information from the AF.

-
If the AF session corresponds to a multi-access IP-CAN session, and

-
the corresponding service is a 3GPP PS Data Off Exempt Service and permissible according to the user´s subscription and the policies of the PCRF; or

-
the corresponding service is no 3GPP PS Data Off Exempt Service but according to the user´s subscription and the policies of the PCRF it is permissible and will not be routed via the IP-CAN Type "3GPP-EPS".
-
then the PCRF shall install, modify or delete corresponding PCC rules. Otherwise, the PCRF shall reject the service information from the AF.

If the PCRF determines that the 3GPP PS Data Off handling functionality becomes inactive, the PCRF shall perform policy control decision and perform PCC rule operations to make sure that services are allowed according to the user’s subscription and operator policy (irrespective of whether they belong to the list of 3GPP PS Data Off Exempt Services).

NOTE 6:
The PCRF can then open gates via the Flow-Status AVP for active PCC associated to services not within the list 3GPP PS Data Off Exempt Services. The PCRF can also install PCC rules or activate predefined PCC rules for some services not belonging to the list 3GPP PS Data Off Exempt Services. If the PCRF activates or installs a PCC rule with wildcarded filters, it can remove or de-activate PCC rules for 3GPP PS Data Off Exempt Services that are made redundant by this PCC rule.
*** 2nd Change ***

5.3.133
3GPP-PS-Data-Off-Status AVP (Applicable access type 3GPP-EPS)

The 3GPP-PS-Data-Off-Status AVP (AVP code 2847) is of type Enumerated, and describes the 3GPP PS Data off status indicated by the UE.
The following values are defined:

ACTIVE (0)


This value is used to indicate that the UE activates the 3GPP PS Data off.
INACTIVE (1)


This value is used to indicate that the UE deactivates the 3GPP PS Data off. This is the default value applicable if this AVP has not been supplied yet.
*** End of Changes ***

