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*** 1st Change ***

5.6
NIDD API

5.6.1
Overview

5.6.2
Data model

5.6.2.1
Resource data types

5.6.2.1.1
Introduction

This clause defines data structures to be used in resource representations, including subscription resources.

5.6.2.1.2
Type: NiddConfiguration
This type represents the configuration for NIDD identified by a TLTRI. The same structure is used in the configuration request and configuration response.

Table 5.6.2.1.2-1: Definition of type NiddConfiguration
	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 1)

	scsAsId
	ScsAsId
	1
	Identifies the SCS/AS
	

	ttrId
	TtrId
	1
	Identifies the short-term transaction that can be used to correlate a request with its response.
	

	tltrId
	TltrId
	1
	Identifies the long-term transaction that identifies the present resource. This parameter shall be used by the SCEF to derive the Resource URI.
	

	self
	Link
	0..1
	Link to this resource. This parameter shall be supplied by the SCEF in HTTP responses that include an object of TltriNidd type
	

	externalId

	ExternalId
	0..1
	Each element uniquely identifies a user as defined in Clause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 2)
	

	msisdn
	Msisdn
	0..1
	Each element identifies the MS internal PSTN/ISDN number allocated for a UE.

(NOTE 2)
	

	duration
	dateTime
	1
	Identifies the absolute time at which the related NIDD Configuration request is considered to expire, as specified in subclause 5.13.2 of 3GPP TS 23.682 [2].
	

	reliableDataService
	boolean
	1
	The reliable data service (as defined in clause 4.5.15.3 of 3GPP TS 23.682 [2]) to indicate if a reliable data service acknowledgment is enabled or not.
	

	pdnEstablishmentOption
	PdnEstablishmentOptions
	0..1
	Indicate what the SCEF should do if the UE has not established the PDN connection and MT non-IP data needs to be sent. (wait for the UE to establish the PDN connection, respond with an error cause, or send a device trigger; see step 2 of the MT NIDD Procedure in clause 5.13.3 of 3GPP TS 23.682 [2])
The SCEF will use the value as the default preference from the SCS/AS when handling all MT non-IP packets associated with the NIDD connection.
	

	notificationDestination
	Link
	1
	An URI of a notification destination that T8 message shall be delivered to.
	

	maximumPacketSize
	integer
	0..1
	The Maximum Packet Size is the maximum NIDD packet size that was transferred to the UE by the SCEF in the PCO, see clause 4.5.14.1 of 3GPP TS 23.682 [2]. If no maximum packet size was provided to the UE by the SCEF, the SCEF sends a default configured max packet size to SCS/AS.
The unit is bit.
	

	niddDownlinkDataTransfers
	NiddDownlinkDataTransfer
	0..N
	The downlink data deliveries that needed to be executed by the SCEF.
Their SCS/AS identifier and TLTRID shall be equal to the ones in the NIDD configuration.
	

	status
	NiddStatus
	0..1
	May be supplied by the SCEF
	

	NOTE 1:
Properties marked with a feature (as defined in subclause 5.6.4 are applicable as described in subclause 5.2.6.
NOTE 2:
One of the properties “externalIds” or “msisdns” shall be included.


5.6.2.1.3
Type: NiddDownlinkDataTransfer
This type represents received NIDD downlink data from the SCS/AS.
Table 5.6.2.1.3-1: Definition of type NiddDownlinkDataTransfer
	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE)

	scsAsId
	ScsAsId
	1
	Identifies the SCS/AS
	

	ttrId
	TtrId
	1
	Identifies the short-term transaction that can be used to identify an downlink data delivery.
	

	tltrId
	TltrId
	1
	Identifies the long-term transaction that contains information that identifies the NIDD configuration resource.
	

	externalId

	ExternalId
	0..1
	Each element uniquely identifies a user as defined in Clause 4.6.2 of 3GPP TS 23.682 [2].
	

	msisdn
	Msisdn
	0..1
	Each element identifies the MS internal PSTN/ISDN number allocated for a UE.
	

	self
	Link
	0..1
	Link to this resource. This parameter shall be supplied by the SCEF in HTTP responses that include an object of SendNiddUplinkDataRequest type
	

	data
	binary
	0..1
	The non IP data that needed to be delivered to UE from the SCS/AS.
The data field shall be absent, unless it’s used to purge the buffered downlink data in SCEF.
	

	reliableDataService
	boolean
	0..1
	The reliable data service (as defined in clause 4.5.15.3 of 3GPP TS 23.682 [2]) to indicate if a reliable data service acknowledgment is enabled or not.
	

	maximumLatency
	long
	0..1
	
	

	priority
	integer
	0..1
	
	

	pdnEstablishmentOption
	PdnEstablishmentOptions
	0..1
	Indicate what the SCEF should do if the UE has not established the PDN connection and MT non-IP data needs to be sent (wait for the UE to establish the PDN connection, respond with an error cause, or send a device trigger; see step 2 of the MT NIDD Procedure in clause 5.13.3 of 3GPP TS 23.682 [2])

If PDN Connection Establishment Option is not provided with the non-IP packet, the SCEF uses the PDN Connection Establishment Option that was provided during NIDD Configuration to decide how to handle the absence of a PDN connection.
	

	deliveryStatus
	DeliveryStatus
	0..1
	This parameter shall be supplied by the SCEF in HTTP responses that include an object of SendNiddUplinkDataRequest type
	

	requestedRetransmissionTime
	dateTime
	0..1
	Identifies the absolute time at which the SCEF expects the SCS/AS to retransmit the non-IP data.
This parameter may be supplied by the SCEF for delivery status "FAILURE_TEMORARILY_NOT_REACHABLE"
	

	NOTE:
Properties marked with a feature (as defined in subclause 5.6.4 are applicable as described in subclause 5.2.6.


5.6.2.1.4
Type: NiddUplinkDataNotification
This type represents NIDD uplink data to be notified to the SCS/AS.
Table 5.6.2.1.4-1: Definition of type NiddUplinkDataNotification
	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 1)

	ttrId
	TtrId
	1
	Identifies the short-term transaction that can be used to correlate a request with its response.
	

	tltrId
	TltrId
	1
	Identifies the long-term transaction that identifies the NIDD configuration resource..
	

	externalId

	ExternalId
	0..1
	Each element uniquely identifies a user as defined in Clause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 2)
	

	Msisdn
	Msisdn
	0..1
	Each element identifies the MS internal PSTN/ISDN number allocated for a UE.

(NOTE 2)
	

	data
	binary
	0..1
	The non IP data that needed to be delivered to UE from the SCS/AS.
The data field shall be absent, unless it’s used to purge the buffered downlink data in SCEF.
	

	reliableDataService
	boolean
	0..1
	
	

	NOTE 1:
Properties marked with a feature (as defined in subclause 5.6.4 are applicable as described in subclause 5.2.6.
NOTE 2:
One of the properties “externalIds” or “msisdns” shall be included.


5.6.2.1.5
Type: NiddDownlinkDataDeliveryStatusNotification

This type represents the delivery status for a specific NIDD downlink data delievery.

Table 5.6.2.1.5-1: Definition of type NiddDownlinkDataDeliveryNotification
	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE)

	ttrId
	TtrId
	1
	Identifies the short-term transaction that can be used to identify an downlink data delivery resource.
	

	tltrId
	TltrId
	1
	Identifies the long-term transaction that contains information
	

	deliveryStatus
	DeliveryStatus
	1
	
	

	requestedRetransmissionTime
	dataTime
	0..1
	Identifies the absolute time at which the SCEF expects the SCS/AS to retransmit the non-IP data.
This parameter may be supplied by the SCEF for delivery status "FAILURE_TEMORARILY_NOT_REACHABLE"
	

	NOTE:
Properties marked with a feature (as defined in subclause 5.6.4 are applicable as described in subclause 5.2.6.


Editor's note:
Whether the notification can be used for the multiple downlink data deliveries is for FFS.
5.6.2.1.6
Type: NiddConfigurationStatusNotifiation
This type represents an NIDD configuration status notification.
Table 5.6.2.1.6-1: Definition of type NiddConfigurationStatusNotification
	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 1)

	ttrId
	TtrId
	1
	Identifies the short-term transaction that can be used to correlate a request with its response.
	

	tltrId
	TltrId
	1
	Identifies the long-term transaction that identifies the NIDD configuration resource.
	

	externalId

	ExternalId
	0..1
	Each element uniquely identifies a user as defined in Clause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 2)
	

	msisdn
	Msisdn
	0..1
	Each element identifies the MS internal PSTN/ISDN number allocated for a UE.

(NOTE 2)
	

	status
	NiddStatus
	1
	
	

	NOTE 1:
Properties marked with a feature (as defined in subclause 5.6.4 are applicable as described in subclause 5.2.6.
NOTE 2:
One of the properties “externalIds” or “msisdns” shall be included.


5.6.2.2
Referenced structured data types

None defined.
5.6.2.3
Referenced simple data types and enumerations
5.6.2.3.1
Introduction
This clause defines simple data types and enumerations that can be referenced from data structures defined in the previous clauses. In addition, data types and enumerations defined in subclause 5.2.1 can be referenced.
5.6.2.3.2
Simple data types 

The simple data types defined in table 5.6.2.3.2-1 shall be supported.

Table 5.6.2.3.2-1: Simple data types

	Type name
	Description

	
	


5.6.2.3.3
Enumeration: PdnEstablishmentOptions
The enumeration PdnEstablishmentOptions represents PDN establishment options that describe the network behaviour when there is no PDN connection towards the addressed UE.
Table 5.6.2.3.3-1: Enumeration PdnEstablishmentOptions
	Enumeration value
	Description
	Applicability (NOTE)

	WAIT_FOR_UE
	wait for the UE to establish the PDN connection 
	

	INDICATE_ERROR
	respond with an error cause
	

	SEND_TRIGGER
	send a device trigger
	

	NOTE 1:
Properties marked with a feature (as defined in subclause 5.6.4 are applicable as described in subclause 5.2.6.


5.6.2.3.4
Enumeration: DeliveryStatus
The enumeration DeliveryStatus represents the status of a downlink NIDD data delivery resource.
Table 5.6.2.3.4-1: Enumeration DeliveryStatus
	Enumeration value
	Description
	Applicability (NOTE)

	SUCCESS
	Success but details not provided
	

	SUCCESS_NEXT_HOP_ACKNOWLEDGED
	Successful delivery to the next hop with acknowledgment.
	

	SUCCESS_NEXT_HOP_UNACKNOWLEDGED
	Successful delivery to the next hop without acknowledgment
	

	SUCCESS_ACKNOWLEDGED
	Reliable delivery was acknowledged by the UE
	

	SUCCESS_UNACKNOWLEDGED
	Reliable delivery was not acknowledged by the UE
	

	TRIGGERING
	The SCEF is triggering the device and buffering the data.
	

	BUFFERING
	The SCEF is buffering the data
	

	BUFFERING_TEMPORARILY_NOT_REACHABLE
	The SCEF has been informed that the UE is temporarily not reachable but is buffering the data
	

	SENDING
	The SCEF has forwarded the data, but they may be stored elsewhere
	

	STOPPED_BUT_TRIGGERING
	The SCEF is triggering the device but did not buffer the data. The SCS AS may resubmit the data
	

	FAILURE
	Delivery failure but details not provided
	

	FAILURE_QUOTA_EXCEEDED
	
	

	FAILURE_RATE_EXCEEDED
	
	

	FAILURE_DATA TOO_LARGE
	
	

	FAILURE_TEMORARILY_NOT_REACHABLE
	The SCEF has aborted the delivery because the UE is temporarily not reachable. The SCEF may in addition indicate a requested re-submission time for the data.
	

	FAILURE_NEXT_HOP
	
	

	FAILURE_TIMEOUT
	
	

	NOTE 1:
Properties marked with a feature (as defined in subclause 5.6.4 are applicable as described in subclause 5.2.6.


5.6.2.3.5
Enumeration: NiddStatus
The enumeration NiddStatus represents the status of a NIDD configuration.

Table 5.6.2.3.5-1: Enumeration NiddStatus
	Enumeration value
	Description
	Applicability (NOTE)

	ACTIVE
	The NIDD configuration is active.
	

	TERMINATED_UE_NOT_AUTHORIZED
	The NIDD configuration was terminated because the UE´s authorisation was revoked.
	

	TERMINATED
	The NIDD configuration was terminated.
	

	NOTE 1:
Properties marked with a feature (as defined in subclause 5.6.4 are applicable as described in subclause 5.2.6.


5.6.3
Resource structure

5.6.3.1
General
All resource URIs of this API shall have the following root:

{apiRoot}/3gpp_t8_nidd/v1/

"ApiRoot" is set as described in subclause 5.2.3. "ApiName" shall be set to "3gpp_t8_nidd" and "apiVersion" shall be set to "v1" for the version defined in the present document. All resource URIs in the subclauses below are defined relative to the above root URI.
The following resources and HTTP methods are supported for this API:

Table 5.6.3.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP method
	HTTP initiator
	Meaning

	NIDD configurations
	3gpp_t8_nidd/v1/{scsAsId}/configurations
	GET
	SCS/AS
	Read all NIDD configuration resources for a given SCS/AS 

	
	
	POST

	SCS/AS

	Create a new NIDD configuration resource for a given SCS/AS and a TLTRI selected by the SCS/AS.

	Individual NIDD configuration
	3gpp_t8_nidd/v1/{scsAsId}/configurations/{tltrId}
	PATCH
	SCS/AS
	Modify an existing NIDD configuration resource for a given SCS/AS and a given TLTRI

	
	
	GET
	SCS/AS
	Read an NIDD configuration resource for a given SCS/AS and a given TLTRI

	
	
	DELETE
	SCS/AS
	Delete an existing NIDD configuration resource

	NIDD downlink data deliveries
	3gpp_t8_nidd/v1/{scsAsId}/configurations/{tltrId}/downlink_data_deliveries
	GET
	SCS/AS
	Read all pending NIDD downlink data delivery resources for a given SCS/AS and TLTRI.

	
	
	POST
	SCS/AS
	Create an NIDD downlink data delivery resource for given SCS/AS and TLTRI and a TTRI selected by the SCS/AS.

	Individual NIDD downlink data delivery
	3gpp_t8_nidd/v1/{scsAsId}/configurations/{tltrId}/downlink_data_deliveries /{ttrId}
	PUT
	SCS/AS
	Replace an NIDD downlink data delivery resource for given SCS/AS, TLTRI and TTRI. 

	
	
	GET
	SCS/AS
	Read pending NIDD downlink data delivery resource for a given SCS/AS TLTRI and TTRI

	NIDD Configuration Update Notification
	FFS
	FFS
	SCEF
	Send notifications about the status of an NIDD configuration to the SCS/AS.

	NIDD Downlink Data Delivery Status Notification
	FFS
	POST
	SCEF
	Report a specific NIDD downlink data delivery result to the SCS/AS for given TLTRI and TTRI.

	NIDD Uplink Data Notification
	FFS
	POST
	SCEF
	Send an uplink non-IP data notification from the SCEF to the SCS/AS for a given TLTRI and a TTRI selected by the SCEF.


5.6.3.2
Resource: NIDD Configurations
5.6.3.2.1
Introduction
This resource allows the SCS/AS to create an NIDD configuration at the SCEF, and read all NIDD configurations in the SCEF.
5.6.3.2.2
Resource definition

Resource URI: {apiRoot}/3gpp_t8_nidd/v1/{scsAsId}/configurations/
This resource shall support the resource URI variables defined in table 5.6.3.2.2-1.

Table 5.6.3.2.2-1: Resource URI variables for resource "NIDD Transactions"
	Name
	Definition

	apiRoot
	See clause 5.2.3

	scsAsId
	Identifier of the SCS/AS of type ScsAsId


5.6.3.2.3
Resource methods

5.6.3.2.3.1
GET

5.6.3.2.3.2
PUT
5.6.3.2.3.3
PATCH
5.6.3.2.3.4
POST
To create a NIDD configuration, the SCS/AS shall use the HTTP POST method on the "configurations" collection resource as follows:

-
the body of the message is encoded in JSON format with the data structure defined in table 5.6.2.1.2-1.
The possible response messages from the SCEF, depending on whether the POST request is successful or unsuccessful, are shown in Table 5.6.3.2.3.4-1.

Table 5.6.3.2.3.4-1: Data structures supported by the POST request/response by the resource
	Request body
	Data type
	Cardinality
	Remarks

	
	NiddConfiguration
	1
	Parameters to create and authorize a NIDD configuration with the SCEF.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	NiddConfiguration
	1
	201 Created
	The NIDD configuration was created successfully. 

The SCEF shall return a data structure of type "NiddConfiguration" in the response payload body.

On success, the HTTP response shall include a "Location" HTTP header that points to the created resource URI identified by the ScsAsId and the TltrId

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.5-1


Editor's note:
It’s FFS whether other values will be defined.
5.6.3.2.3.5
DELETE
5.6.3.3
Resource: Individual NIDD Configuration
5.6.3.3.1
Introduction
This resource allows the SCS/AS to query/update/cancel the specific NIDD configuration at the SCEF.  
5.6.3.3.2
Resource definition

Resource URI: {apiRoot}/3gpp_t8_nidd/v1/{scsAsId}/configurations/{tltrId}
This resource shall support the resource URI variables defined in table 5.6.3.3.2-1.

Table 5.6.3.3.2-1: Resource URI variables for resource "Individual NIDD Transaction"
	Name
	Definition

	apiRoot
	See clause 5.2.3

	scsAsId
	Identifier of the SCS/AS of type ScsAsId

	tltrId
	TLTRID of type TltrId


5.6.3.3.3
Resource methods

5.6.3.3.3.1
GET

5.6.3.3.3.2
PUT
5.6.3.3.3.3
PATCH
Assuming that a NIDD configuration has been created using the HTTP POST method described in subclause 5.6.3.2.3.4, partial updating of its properties can be performed by the SCS/AS by using the HTTP PATCH method on the “configuration” instance resource as follows:

-
the body of the message is encoded in JSON format with the data structure defined in table 5.6.2.1.2-1
The content body of the NIDD configuration update request shall contain updated partial representation of the configuration resource. The NIDD configuration properties as "scsAsId", "ttrId", and "tltrId" shall be presented in the content body, and only the properties "reliableDataService" as well as "pdnEstablishmentOption" can be modified.
Editor's note:
It’s FFS for whether other NIDD configuration properties can be included in the HTTP PATCH request.
The possible response messages from the SCEF, depending on whether the PATCH request is successful or unsuccessful, are shown in Table 5.6.3.3.3.3-1.
Table 5.6.3.3.3.3-1: Data structures supported by the PATCH request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	NIDDConfiguration
	1
	Parameters to update a NIDD configuration with the SCEF.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	NIDDConfiguration
	1
	200 OK
	The NIDD configuration was modified successfully. 

The SCEF shall return an updated data structure of type "NIDDConfiguration" in the response payload body.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.5-1.


Editor's note:
It’s FFS whether other values will be defined.
5.6.3.3.3.4
POST
5.6.3.3.3.5
DELETE
To cancel a NIDD configuration, the SCS/AS shall use the HTTP DELETE method on the individual "NIDD configuration" resource which is indicated by the URI in the Location header of the HTTP POST response:

The possible response messages from the SCEF, depending on whether the DELETE request is successful or unsuccessful, are shown in Table 5.3x.2.2.3.3-1..
Table 5.3x.2.2.3.3-1.: Data structures supported by the DELETE request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	none
	
	.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	NIDDConfiguration
	1
	200 OK
	The NIDD configuration was cancelled successfully.

The SCEF shall return a data structure of type "NIDDConfiguration" with a “TERMINATE” status in the response JSON body.

	
	none
	
	204 No Content
	The NIDD configuration was cancelled successfully without any response payload. 



	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.5-1.


Editor's note:
It’s FFS whether other values will be defined.
5.6.3.4
Resource: NIDD downlink data deliveries
5.6.3.4.1
Introduction
This resource allows the SCS/AS to read all pending NIDD downlink data delivery resources for given SCS/AS and TLTRI.
This resource also allow the SCS/AS to create an NIDD downlink data delivery. 
5.6.3.4.2
Resource definition

Resource URI: {apiRoot}/3gpp_t8_nidd/v1/{scsAsId}/configurations/{tltrId}/downlink_data_deliveries
This resource shall support the resource URI variables defined in table 5.6.3.4.2-1.

Table 5.6.3.4.2-1: Resource URI variables for resource "NIDD Downlink Data Deliveries"
	Name
	Definition

	apiRoot
	See clause 5.2.3

	scsAsId
	Identifier of the SCS/AS of type ScsAsId

	tltrId
	TLTRID of type TltrId


5.6.3.4.3
Resource methods

5.6.3.4.3.1
GET

5.6.3.4.3.2
PUT

5.6.3.4.3.3
PATCH
5.6.3.4.3.4
POST
To deliver the downlink non-IP data, the SCS/AS shall use the HTTP POST method on the "downlink_data_deliveries" resource as follows:

-
the body of the message is encoded in JSON format with the data structure defined in table 5.6.2.1.3-1.
The possible response messages from the SCEF, depending on whether the PUT request is successful or unsuccessful, are shown in Table  5.6.3.4.3.2-1.

Table 5.6.3.5.3.2-1: Data structures supported by the POST request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	NiddDownlinkDataTransfer
	1
	The parameters and non-IP data for the MT delivery.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	NiddDownlinkDataTransfer
	1
	200 OK
	The NIDD downlink data delivery was successful. 

The SCEF shall return a data structure of type "NiddDownlinkDataTransfer " in the response payload body.

	
	NiddDownlinkDataTransfer
	1
	202 Accept
	The NIDD downlink data delivery request was accepted by the SCEF, the NIDD will be performed later.

The SCEF shall return a data structure of type "NiddDownlinkDataTransfer" in the response payload body.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.5-1.


Editor's note:
It’s FFS whether other values will be defined.
5.6.3.4.3.5
DELETE
5.6.3.5
Resource: Individual NIDD downlink data delivery
5.6.3.5.1
Introduction
This resource allows the SCS/AS to read a pending NIDD downlink delivery, or to replace an NIDD downlink data delivery for given SCS/AS, TTRI and TLTRI.

5.6.3.5.2
Resource definition

Resource URI: {apiRoot}/3gpp_t8_nidd/v1/{scsAsId}/configurations/{tltrId}/downlink_data_deliveries/{ttrId}
This resource shall support the resource URI variables defined in table 5.6.3.5.2-1.

Table 5.6.3.4.2-1: Resource URI variables for resource "Individual NIDD Downlink Data Delivery"
	Name
	Definition

	apiRoot
	See clause 5.2.3

	scsAsId
	Identifier of the SCS/AS of type ScsAsId

	tltrId
	TLTRID of type TltrId

	ttrId
	TTRID of type TtrId


5.6.3.5.3
Resource methods

5.6.3.5.3.1
GET

5.6.3.5.3.2
PUT
To replace the buffered downlink non-IP data, the SCS/AS shall use the HTTP PUT method on the individual "downlink_data_delivery" resource as follows:

-
the body of the message is encoded in JSON format with the data structure defined in table 5.6.2.1.3-1.
The possible response messages from the SCEF, depending on whether the PUT request is successful or unsuccessful, are shown in Table  5.6.3.5.3.2-1.

Table 5.6.3.5.3.2-1: Data structures supported by the PUT request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	NiddDownlinkDataTransfer
	1
	The parameters and non-IP data for the MT delivery.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	NiddDownlinkDataTransfer
	1
	200 OK
	The NIDD downlink data delivery was successful. 

The SCEF shall return a data structure of type "NiddDownlinkDataTransfer " in the response payload body.

	
	NiddDownlinkDataTransfer
	1
	202 Accept
	The NIDD downlink data delivery was accepted by the SCEF, the NIDD will be performed later.

The SCEF shall return a data structure of type "NiddDownlinkDataTransfer" in the response payload body.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.5-1.


Editor's note:
It’s FFS whether other values will be defined.
5.6.3.5.3.3
PATCH
5.6.3.5.3.4
POST
5.6.3.5.3.5
DELETE
5.6.3.6
NIDD Configuration Update Notification

5.6.3.6.1
Introduction
This resource allows the SCEF to send notifications about the status of an NIDD configuration to the SCS/AS. 

5.6.3.6.2
Resource definition
5.6.3.6.3
Resource methods
5.6.3.7
NIDD Downlink Data Delivery Status Notification

5.6.3.7.1
Introduction
This resource allows the SCEF to send notifications about the status of downlink NIDD data delivery to the SCS/AS. 

5.6.3.7.2
Resource definition
Editor's note:
The Resource URI design is FFS.
5.6.3.7.3
Resource methods
5.6.3.7.3.1
Notification via HTTP POST
To report the delivery status of the downlink non-IP data delivery, the SCEF shall use the HTTP POST method on the notification endpoint as follows:

-
the body of the message is encoded in JSON format with the data structure defined in table 5.6.2.1.5-1.
The possible response messages from the SCS/AS, depending on whether the POST request is successful or unsuccessful, are shown in Table 5.6.3.7.3.1-1.

Table 5.6.3.7.3.1-1: Data structures supported by the POST request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	NiddDownlinkDataDeliveryStatusNotification
	1
	The Down link data delivery status notification.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	FFS
	1
	200 OK
	The successful acknowledgement of the notification.
.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.5-1..


Editor's note:
It’s FFS whether other values will be defined.
5.6.3.8
NIDD Uplink Data Notification

5.6.3.8.1
Introduction
This resource allows the SCEF to send notifications about received NIDD uplink data. 

5.6.3.8.2
Resource definition
Editor's note:
The Resource URI design is FFS.
5.6.3.8.3
Resource methods
5.6.3.8.3.1
Notification via HTTP POST
To send the uplink non-IP data to the SCS/AS, the SCEF shall use the HTTP POST method on the notification endpoint in SCS/AS as follows:

-
the body of the message is encoded in JSON format with the data structure defined in table 5.6.2.1.4-1.
The possible response messages from the SCS/AS, depending on whether the POST request is successful or unsuccessful, are shown in Table  5.6.3.8.3.1-1.

Table 5.6.3.8.3.1-1: Data structures supported by the POST request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	NiddUplinkDataNotification
	1
	The parameters and non-IP data for the NIDD uplink non-IP data notification.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	FFS
	1
	200 OK
	The successful acknowledgement of the uplink data notification

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.5-1.


Editor's note:
It’s FFS whether other values will be defined.
5.6.4
Used Features

The table below defines the features applicable to the NIDD API. Those features are negotiated as described in subclause 5.2.6.
Table 5.6.4-1: Features used by NIDD API

	Feature
	M/O
	Description

	
	
	

	Feature:
A short name that can be used to refer to the bit and to the feature, e.g. "Notification".

M/O:
Defines if the implementation of the feature is mandatory ("M") or optional ("O") in this 3GPP Release. 

Description:
A clear textual description of the feature.


*** 2nd Change ***

B.6
NIDD API

B.6.1
NIDDConfiguration
The NIDDConfiguration data type defined in clause 5.6.2.1.2 can be shown using the following JSON schema:

{


 "$schema": "http://json-schema.org/draft-04/schema#",


 "type": "object",


 "properties": {



 "externalId": {




 "description": "External Identifier",




 "type": "string"



},



 "msisdn": {




 "description": "MSISDN",




 "type": "string"



},



 "scsAsId": {




 "description": "SCS/AS Identifier",




 "type": "string",




 "format": "hostname"



},



 "ttrId": {




 "description": "T8 Transaction Reference ID",




 "type": "integer"



},



 "tltrId": {




 "description": "T8 Long Term Transaction Reference ID",




 "type": "integer"



},



 "duration": {




 "description": "Identifies the absolute time at which the related NIDD Configuration request is considered to expire",




 "type": "string",




 "format": "date-time"



},



 "notificationDestination": {




 "description": " Indicate where to send out the SCEF originated report and notification.",




 "type": "string"



},



 "pdnEstablishmentOption": {




 "description": " Indicate what the SCEF should do if the UE has not established the PDN connection and MT non-IP data needs to be sent.",




 "type": "string",




 "enum": [





"WAIT_FOR_UE",





"INDICATE_ERROR",





"SEND_TRIGGER"




]



},



 "reliableDataService": {




 "description": " indicate if a reliable data service acknowledgment is requested or not.",




 "type": "boolean"



},



 "niddDownlinkDataTransfers": {




 "description": " Non-IP data, when NIDD configuration request combines the MT NIDD.",




 "type": "string",



 "items": { "$ref": "#/definitions/niddDownlinkDataTransfer" }


},


"maximumPacketSize": {




"description": " The Maximum Packet Size is a configuration of the maximum NIDD packet size that was transferred to the UE.",




"type": "integer",




"minimum": 0



},



 "status": {




 "description": " The status of NIDD configuration ",




 "type": "string",




 "enum": [





"ACTIVE",





"TERMINATED_UE_NOT_AUTHORIZED",





"TERMINATED"




]



},


},


 "required": [



"scsAsId",



"ttrId",



"tltrId",


"notificationDestination"

]

}
B.6.2
NiddDownlinkDataTransfer
The NiddDownlinkDataTransfer data type defined in clause 5.6.2.1.3 can be shown using the following JSON schema:
{


 "$schema": "http://json-schema.org/draft-04/schema#",


 "type": "object",


 "properties": {



 "externalId": {




 "description": "External Identifier",




 "type": "string"



},



 "msisdn": {




 "description": "MSISDN",




 "type": "string"



},


 "scsAsId": {




 "description": "SCS/AS Identifier",




 "type": "string",




 "format": "hostname"



},


 "ttrId": {




 "description": " T8 Transaction Reference ID ",




 "type": "integer"



},



 "tltrId": {




 "description": " T8 Long Term Transaction Reference ID ",




 "type": "integer"



},



 "pdnEstablishmentOption": {




 "description": " Indicate what the SCEF should do if the UE has not established the PDN connection and MT non-IP data needs to be sent.",




 "type": "string",




 "enum": [





"WAIT_FOR_UE",





"INDICATE_ERROR",





"SEND_TRIGGER"




]



}, 


 "reliableDataService": {




 "description": " indicate if a reliable data service acknowledgment is requested or not.",




 "type": "boolean"



},



 "data": {




 "description": " Raw data, when NIDD configuration request combines the MT data deliver.",




 "type": "string",




"format": "binary"


},



 "maximumLatency": {




 "description": " Required maximum latency, when NIDD configuration request combines the MT NIDD.",




 "type": "integer",




 "minimum": 1



},



 "priority": {




 "description": " Required transfer priority, when NIDD configuration request combines the MT NIDD.",




 "type": "integer",




 "minimum": 0



},



"requestedRetransmissionTime": {




"description": "Identifies the absolute time at which the SCEF expects the SCS/AS to retransmite the non-IP data. ",




"type": "string",




"format": "date-time"



},


 "deliveryStatus": {




 "description": " The delivery status of the NIDD.",




 "type": "string",




 "enum": [





"SUCCESS",





"SUCCESS_NEXT_HOP_ACKNOWLEDGED",





"SUCCESS_NEXT_HOP_UNACKNOWLEDGED",





"SUCCESS_ACKNOWLEDGED",





"SUCCESS_UNACKNOWLEDGED",





"TRIGGERING",





"BUFFERING",





"BUFFERING_TEMPORARILY_NOT_REACHABLE",





"SENDING",





"STOPPED_BUT_TRIGGERING",





"FAILURE",





"FAILURE_QUOTA_EXCEEDED",





"FAILURE_RATE_EXCEEDED",





"FAILURE_DATA TOO_LARGE",





"FAILURE_TEMORARILY_NOT_REACHABLE",





"FAILURE_NEXT_HOP",





"FAILURE_TIMEOUT"



]



}

},


 "required": [



"scsAsId",



"ttrId",



"tltrId"


]
}
*** End of Changes ***

