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However, the current Sy procedures don’t support Sy session termination and how to report the invalidity of a policy counter in the PCRF based on the request from OCS should also be clarified. Hence some mechanisms needs to be defined or some existing procedures needs to be updated to fulfill requirements of the above 2 use cases.
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*** 1st Change ***

4.1
Overview

The Sy reference point is located between the Policy and Charging Rules Function (PCRF) and the Online Charging System (OCS). The Sy reference point enables transfer of policy counter status information relating to subscriber spending from OCS to PCRF and supports the following functions:

-
Request of policy counter status reporting from PCRF to OCS and subscribe to or unsubscribe from spending limit reports (i.e. notifications of policy counter status changes).

-
Notification of spending limit reports from OCS to PCRF.

-
Cancellation of spending limit reporting from PCRF to OCS.

Since the Sy reference point resides between the PCRF and OCS in the HPLMN, roaming with home routed or visited access as well as non-roaming scenarios are supported in the same manner.
The stage 2 level requirements for the Sy reference point are defined in 3GPP TS 23.203 [2].

Signalling flows related to the Sy interface are specified in 3GPP TS 29.213 [8].
Refer to Annex G of 3GPP TS 29.213 [8] for Diameter overload control procedures over the Sy interface.

Refer to Annex J of 3GPP TS 29.213 [8] for Diameter message priority mechanism procedures over the Sy interface.

Refer to Annex K of 3GPP TS 29.213 [8] for Diameter load control procedures over the Sy interface.

*** 2nd Change ***

4.5.2.3
Detailed behaviour of the PCRF

The PCRF shall acknowledge the request by sending a response with a Result-Code AVP set to DIAMETER_SUCCESS and use the status of the received policy counter(s) as input to its policy decision to apply operator defined actions, e.g. downgrade the QoS.

NOTE:
The values related to the status of a policy counter (e.g. valid, invalid or any other status) are not specified. The interpretation and actions related to the values are out of scope of 3GPP.
The PCRF shall ignore an unknown policy counter status report for all unknown policy counter identifiers in an SLA or in an SNR from the OCS.
If the PCRF receives an SNR command while it has an ongoing SLR transaction with the OCS, the PCRF shall update the policy counter information based on the SNR command. When the corresponding SLA command for the ongoing SLR transaction is eventually received, the PCRF shall only update policy counter information for counters that were not provided in the previously received SNR command.
If the PCRF receives a Policy-Counter-Status-Report with one or more Pending-Policy-Counter-Information AVPs, then at the time defined by the Pending-Policy-Counter-Change-Time AVP, the pending Policy-Counter-Status shall autonomously become the current status of a policy counter. Subsequently provided information for pending statuses of a policy counter shall overwrite the previously received information. If the pending policy counter statuses are applicable to a policy counter identifier but the Pending-Policy-Counter-Information AVPs are omitted in the new policy counter status report, the PCRF shall remove all the pending policy counter statuses.

*** 3rd Change ***

4.5.X
Sy Session Termination by the OCS
If the ASR feature is supported, and the OCS decides that the Sy session for a subscriber needs to be terminated (e.g. because subscriber is removed from an OCS system), the OCS shall send the Spending-Status-Notification-Request (SNR) conaining the SN-Request-Type AVP with bit 1 (Abort Session Request) set to the PCRF.

Upon receipt of the SNR conaining the SN-Request-Type AVP with bit 1 set, the PCRF shall acknowledge the receipt of the SNR by sending the Spending-Status-Notification-Answer (SNA) and shall then send a Final Spending Limit Report Request as specified in subclause 4.5.3. 
NOTE:
The termination of the Sy session causes the H-PCRF to make the applicable policy decision and act accordingly, i.e. sessions on other interfaces such as the Rx or Gx interface will remain established, unless the policy decision causes their termination.
*** 4th Change ***

5.1.6
Use of the Supported-Features AVP


The Supported-Features AVP is used during session establishment to inform the destination host about the required and optional features that the origin host supports. The client shall, in the first request in a Diameter session indicate the set of supported features. The server shall, in the first answer within the Diameter session indicate the set of features that it has in common with the client and that the server shall support within the same Diameter session. Any further command messages shall always be compliant with the list of supported features indicated in the Supported-Features AVPs during session establishment. Features that are not advertised as supported shall not be used to construct the command messages for that Diameter session. Unless otherwise stated, the use of the Supported-Features AVP on the Sy reference point shall be compliant with the requirements for dynamic discovery of supported features and associated error handling on the Cx reference point as defined in clause 7.2.1 of TS 29.229 [15].

The base functionality for the Sy reference point is the 3GPP Rel-11 standard and a feature is an extension to that functionality. If the origin host does not support any features beyond the base functionality, the Supported-Features AVP may be absent from the Sy commands. As defined in clause 7.1.1 of TS 29.229 [15], when extending the application by adding new AVPs for a feature, the new AVPs shall have the M bit cleared and the AVP shall not be defined mandatory in the command ABNF.

As defined in TS 29.229 [15], the Supported-Features AVP is of type grouped and contains the Vendor-Id, Feature-List-ID and Feature-List AVPs. On the Sy reference point, the Supported-Features AVP is used to identify features that have been defined by 3GPP and hence, for features defined in this document, the Vendor-Id AVP shall contain the vendor ID of 3GPP (10415). If there are multiple feature lists defined for the Sy reference point, the Feature-List-ID AVP shall differentiate those lists from one another.

On receiving an initial request application message, the destination host shall act as defined in clause 7.2.1 of TS 29.229 [15]. The following exceptions apply to the initial SLR/SLA command pair:

-
If the PCRF supports any supported features defined for Sy, the SLR shall include the features supported by the PCRF within Supported-Features AVP(s) with the 'M' bit cleared.
NOTE 2:
One instance of Supported-Features AVP is needed per Feature-List-ID.
-
If the SLR command does not contain any Supported-Features AVP(s) and the OCS supports no supported features defined for Sy functionality, the OCS shall not include the Supported-Features AVP in the SLA command. In this case, both PCRF and OCS shall not use any supported features defined for Sy.

Once the PCRF and OCS have negotiated the set of supported features during session establishment, the set of common features shall be used during the lifetime of the Diameter session.

The table below defines the features applicable to the Sy interface for the feature list with a Feature-List-ID of 1.

Table 5.1.6-1: Features of Feature-List-ID 1 used on the Sy interface
	Feature bit
	Feature
	M/O
	Description

	0
	ASR
	O
	Sy Session Termination by the OCS as specified in subclause 4.5.X

	Feature bit: The order number of the bit within the Feature-List AVP where the least significant bit is assigned number "0".

Feature: A short name that can be used to refer to the bit and to the feature, e.g. "EPS".

M/O: Defines if the implementation of the feature is mandatory ("M") or optional ("O").

Description: A clear textual description of the feature.


*** 5th Change ***

5.3.0
General

Table 5.3.0.1 describes the Diameter AVPs defined for the Sy reference point, their AVP Code values, types and possible flag values. The Vendor-Id header of all AVPs defined in the present document shall be set to 3GPP (10415).

Table 5.3.0.1: Sy specific Diameter AVPs

	Attribute Name
	AVP Code
	Clause defined
	Value Type 
	AVP Flag rules (Note 1)
	Applicability

(Note 2)

	
	
	
	
	Must
	May
	Should not
	Must not
	

	Pending-Policy-Counter-Information
	2905
	5.3.5
	Grouped
	M,V
	P
	
	
	

	Pending-Policy-Counter-Change-Time
	2906
	5.3.6
	Time
	M,V
	P
	
	
	

	Policy-Counter-Identifier
	2901
	5.3.1
	UTF8String
	M,V
	P
	
	
	

	Policy-Counter-Status
	2902
	5.3.2
	UTF8String
	M,V
	P
	
	
	

	Policy-Counter-Status-Report
	2903
	5.3.3
	Grouped
	M,V
	P
	
	
	

	SL-Request-Type
	2904
	5.3.4
	Enumerated
	M,V
	P
	
	
	

	SN-Request-Type
	2907
	5.3.7
	Unsigned32
	V
	P
	
	
	ASR

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	NOTE 1:
The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see IETF RFC 6733 [23].
NOTE 2:
AVPs marked with a supported feature are applicable as described in subclause 5.1.6.


*** 6th Change ***

5.3.2
Policy-Counter-Status AVP

The Policy-Counter-Status AVP (AVP code 2902) is of type UTF8String, and identifies the policy counter status applicable for a specific policy counter and subscriber.

NOTE:
The valid values for the Policy-Counter-Status AVP are specific for each Policy-Counter-Identifier value. The values (e.g. valid, invalid or any other status) are not specified. The interpretation and actions related to the defined values are out of scope of 3GPP.
*** 7th Change ***

5.3.X
SN-Request-Type AVP

The SN-Request-Type AVP (AVP code 2907) shall be of of type Unsigned32 and shall contain a bit mask, and informs the PCRF about the type of the Spending-Status-Notification-Request (SNR). The bit 0 shall be the least significant bit. For example, to get the value of bit 0, a bit mask of 0x0001 should be used.

The following values are defined, and multiple bits may be set in combination:
Table 5.3. 51: Pre-emption-Control-Info 

	Bit
	Name
	Description

	0
	Normal Request 
	This bit, when set, indicates that the the SNR is used only to convey a spending limit report as detailed in subclause 4.5.2. This shall be the default value that applies when the SN-Request-Type AVP is not included in an SNR.

	1
	Abort Session Request 
	This bit, when set, indicates that the the SNR is used to request the termination of the OCS session as detailed in subclause 4.5.X


*** 8th Change ***

5.6.4
Spending-Status-Notification-Request (SNR) command

The SNR command, indicated by the Command-Code field set to 8388636 and the 'R' bit set in the Command Flags field, is sent by the OCS to the PCRF as part of the Spending Limit Report procedure.

Message Format:

<SN-Request> ::= < Diameter Header: 8388636, REQ, PXY >

                 < Session-Id >

                 [ DRMP ]

                 { Origin-Host }

                 { Origin-Realm }

                 { Destination-Realm }

                 { Destination-Host }

                 { Auth-Application-Id }

                 [ Origin-State-Id ]
                 [ OC-Supported-Features ]

                *[ Policy-Counter-Status-Report ]
                 [ SN-Request-Type ]
                *[ Proxy-Info ]

                *[ Route-Record ]

                *[ AVP ]
*** End of Changes ***

