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*** 1st Change ***
7.3
System Procedures

This clause will analyse the System Procedures related to the Network Capability Exposure of the 5G system
7.3.1
Procedures for network external capability exposure
7.3.1.1
General

The NEF supports external exposure of capabilities of network functions. External exposure can be categorized as follows:
-
Monitoring capability: it is for monitoring of specific event for UE in 5G system and making such monitoring events information available for external exposure via the NEF.

-
Provisioning capability: it is for allowing external party to provision of information which can be used for the UE in 5G system.
-
Policy/Charging capability: it is for handling QoS and charging policy for the UE based on the request from external party.
7.3.1.2
Procedures for event monitoring
7.3.1.2.1
General

The NEF will be in charge to configure/delete the monitoring events in the corresponding NF and report the corresponding monitoring events within the 5GC. It shall support the following events for Event Exposure function as specified in table 7.3.1.2.-1.
Table 7.3.1.2-1: List of events for Event Exposure function
	Event
	Description
	Event reporting entity

	LOSS OF CONNECTIVITY
	The AS requests to be notified when the 3GPP network detects that the UE is no longer reachable for signalling or user plane communication.
	AMF

	UE REACHABILITY
	The AS requests to be notified when the UE becomes reachable for sending either SMS or downlink data to the UE.
	AMF (reachability for data)
UDM (reachability for SMS)

	LOCATION REPORTING
	The AS requests to be notified of the current location or the last known location of the UE. (NOTE 1)
	AMF

	CHANGE OF IMSI IMEI ASSOCIATION
	The AS requests to be notified when the association of an ME (IMEI(SV)) that uses a specific subscription (IMSI) is changed
	UDM

	ROAMING STATUS
	The AS queries the UE’s current roaming status and requests to get notified when the status changes. (NOTE 2)
	UDM

	COMMUNICATION FAILURE
	The AS requests to be notified of communication failure events
	AMF

	AVAILABILITY AFTER DDN FAILURE
	The AS requests to be notified when the UE has become available after a DL data delivery failure.
	AMF

	NUMBER OF UES PRESENT IN A GEOGRAPHICAL AREA
	The AS requests to know how many UEs are in the requested area (last known or current location).
	AMF

	NOTE 1:
Location granularity for event request, or event report, or both could be at cell level (Cell ID), TA level or other formats e.g. shapes (e.g. polygons, circles, etc.) or civic addresses (e.g. streets, districts, etc.) which can be mapped by NEF.

NOTE 2:
Roaming status means whether the UE is in HPLMN or VPLMN.


Editor's note: Events configuration via the PCF and event reporting by the PCF are FFS.
Editor's note: Whether more events are needed is FFS.
All the identified Monitoring Event Types in previous table (except for the monitoring of the number of UEs present in a geographical area) relate to events on a UE basis for which the configuration of monitoring events is done via the UDM. The UDM may further configure some monitoring events in the AMF depending on the event type and/or event reporting entity. For the monitoring of the number of UEs present in a geographical area, the monitoring event configuration is done via the AMF directly. When the configured event happens, the event reporting NF sends the report directly to the NEF.
7.3.1.2.2
Event Exposure Configuration
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Figure 7.3.1.2.1-1: NEF Event Exposure subscription
1. The AS subscribes to one or several event(s) (identified by Event Id). Reporting options defines the type of reporting requested (e.g. periodic reporting or event based reporting, for Monitoring Events). If the reporting event subscription is authorized by the NEF, the NEF records the association of the event trigger and the requester identity. 
2. The NEF subscribes to received event(s) to other NF (e.g. UDM).

3. 
The NEF acknowledges the event subscription request.
7.3.1.2.2
Event Exposure Notification
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Figure 7.3.1.2.2-1: NEF Event Exposure notification
1.
The NF detects the occurred event and sends the event report to the NEF, which has subscribed to the event before.
2.
The NEF further forwards to the AS the reporting event received.
7.3.1.3
Procedures for PFD management
Editor's note:
The procedures are FFS.
7.3.1.4
Procedures for Background Data Transfer Policy management and activation
Editor's note:
The procedures are FFS.
7.3.2
Procedures for network internal exposure

The NEF may subscribe to the status change of mobility, session, and/or policy data and may store the received data in the UDR if the NEF acts as a Front End. Such data may be exposed to the AF and other NF (e.g. NWDAF), and used for further data process.
The information flow is depicted in figure 7.3.2-1:

1. The NEF subscribes to received event(s) to other NF (e.g. AMF).
2. The NF acknowledges the event subscription request.
3-4. If the event subscription response includes event data, the NEF may store it in the UDR.
5.
The NF detects the occurred event and sends the event report to the NEF, which has subscribed to the event before.
6-7. The NEF may store the received event data in the UDR. 
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Figure 7.3.2-1: Network internal exposure
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NF reports detected event to the NEF by event exposure notification service
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4. Nudr_UserData_Management_Create response
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