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Proposed changes:
*** 1st Change ***

5.2.6
Network Exposure Function (NEF)
The NEF is a functional element to support the following functionality in 5G policy framework:

-
It provides a means to securely expose the services and capabilities provided by the PCF as described in clause 7.

-
It receives Packet Filter Descriptions (PFDs) associated with an application identifier from a 3rd party application server, and stores them in a Unified Data Repository (UDR). PFDs for the application identifier are further transferred between the NEF and the SMF via PGw interface to enable application detection.
-
It supports to negotiate the background data transfer policy between the PCF and a 3rd party application server, and activate the selected policy on behalf of the 3rd party application server.
Editor's note: The procedures for PFD management and background data transfer policy negotiation/activation will be described in clause 7.
*** 2nd Change ***
7.2
Functional entities

This clause will define the Functional Entities involved in the Network Capability Exposure of the 5G system.
7.2.1
NEF
The Network Exposure Function (NEF) supports the following functionality:

-
It provides a means to securely expose the services and capabilities provided by 3GPP network functions. The NEF may authenticate, authorize and throttle the Application Functions. In addition, it provides a means for the Application Functions to securely provide information to 3GPP network, e.g. Mobility Pattern, communication pattern.
-
It translates between information exchanged with the AF and information exchanged with the internal network function. For example, it translates between an AF-Service-Identifier and internal 5G Core information such as DNN, S-NSSAI, as described in clause 5.6.7 of 3GPP TS 23.501 [2].
-
It receives information from other network functions (based on exposed capabilities of other network functions). It may implement a Front End (i.e. NEF-FE) to store the received information as structured data to a Unified Data Repository (UDR). The stored information can be accessed and "re-exposed" by the NEF to other network functions and Application Functions, and used for other purposes such as analytics.
NOTE:
The NEF can access the UDR located in the same PLMN as the NEF.
7.2.2
AF
The Application Function (AF) interacts with the 3GPP Core Network via the NEF in order to access Network Capability Exposure.
NOTE:
An AS can act as an AF to interact with the NEF.
Editor's note:
It is FFS whether there is a scenario in Rel-15 where the AF exposes services to the other CN CP Network Functions.

Editor's note:
It is FFS whether there is a scenario in Rel-15 where the AF may use services exposed by the SMF.
*** End of Changes ***
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