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*** 1st Change ***
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 23.501: " System Architecture for the 5G System; Stage 2".
[3]
3GPP TS 23.502: "Procedures for the 5G System; Stage 2".

[4]
3GPP TS 23.203: "Policies and Charging control architecture; Stage 2".
[5]
IETF RFC 793: "Transmission Control Protocol".

[6]
IETF RFC 5246, "The Transport Layer Security (TLS) Protocol Version 1.2".

[7]
IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[8]
IETF RFC 7159: "The JavaScript Object Notation (JSON) Data Interchange Format".

[9]
IETF RFC 768: "User Datagram Protocol".
[10]
IETF draft-ietf-quic-transport-02: " QUIC: A UDP-Based Multiplexed and Secure Transport".

[11]
IETF draft-ietf-quic-tls-02: "Using Transport Layer Security (TLS) to Secure QUIC".

[12]
IETF draft-ietf-quic-http-02: "Hypertext Transfer Protocol (HTTP) over QUIC".

[13]
IETF draft-ietf-quic-recovery-02: "QUIC Loss Detection and Congestion Control".

[14]
IETF draft-newton-json-content-rules-08: "A Language for Rules Describing JSON Content".

[15]
IETF RFC 4960: "Stream Control Transmission Protocol".

[16]
3GPP TS 33.210: "3G security; Network Domain Security (NDS); IP network layer security".

[17]
IETF RFC 6733: "Diameter Base Protocol".

[18]
Architectural Styles and the Design of Network-based Software Architectures, UNIVERSITY OF CALIFORNIA, IRVINE, Roy Thomas Fielding, 2000.
[19]
IETF RFC 4862: "IPv6 Stateless Address Autoconfiguration".
[20]
IETF RFC 3736: "Stateless Dynamic Host Configuration Protocol (DHCP) Service for IPv6".

[21]
IETF RFC 3315: "Dynamic Host Configuration Protocol for IPv6 (DHCPv6)".
[22]
IETF RFC 2131: "Dynamic Host Configuration Protocol".

[23]
IETF RFC 1542: "Clarification and Extensions for the Bootstrap Protocol".

[24]
IETF RFC 4039: "Rapid Commit Option for the Dynamic Host Configuration Protocol version 4 (DHCPv4)".

[xa]
IETF RFC 6020: "YANG - A Data Modeling Language for the Network Configuration Protocol (NETCONF)".
[xb]
IETF RFC 6991: "Common YANG Data Types".
[xc]
IETF RFC 7950; "The YANG 1.1 Data Modeling Language".
[xd]
IETF RFC 7951: "JSON Encoding of Data Modeled with YANG".
[xe]
Open API Initiative, "OpenAPI 3.0.0 Specification", https://github.com/OAI/OpenAPI-Specification/blob/master/versions/3.0.0.md.
[xf]
3GPP TS 29.155: "Traffic steering control; Representational state transfer (REST) over St reference point".

[xg]
3GPP TS 29.250: "Nu reference point between SCEF and PFDF for sponsored data connectivity".

[xh]
3GPP TS 29.251: "Gw and Gwn reference points for sponsored data connectivity".

[xi]
3GPP TS 29.116: "Representational state transfer over xMB reference point between Content Provider and BM-SC".

[xj]
IETF draft-wright-json-schema-01: "JSON Schema: A Media Type for Describing JSON Documents".

[xk]
IETF draft-wright-json-schema-validation-01: "JSON Schema Validation: A Vocabulary for Structural Validation of JSON".

[xl]
IETF draft-ietf-cbor-7049bis-00: "Concise Binary Object Representation (CBOR)".
[xm]
IETF draft-ietf-cbor-cddl-00: "Concise data definition language (CDDL): a notational convention to express CBOR data structures".

[xn]
IETF draft-ietf-core-yang-cbor-04: "CBOR Encoding of Data Modeled with YANG".
[zz]
Draft ETSI GS MEC 009 V1.0.1 (2017): "Mobile Edge Computing (MEC); General principles for Mobile Edge Service APIs".

*** 2nd Change ***
3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. 
An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

AN
Access Network
CBOR
Concise Binary Object Representation

DN
Data Network

EPC
Evolved Packet Core

HTTP
Hypertext Transfer Protocol

IDL
Interface Definition Language
JSON
JavaScript Object Notation
PCC
Policy and Charging Control

QoS
Quality of Service

SCTP
Stream Control Transmission Protocol
TCP
Transmission Control Protocol

UDP
User Datagram Protocol
XML
Extensible Markup Language
*** 3rd Change ***

5.5.5
Interface Definition Language
5.5.5.1
General

JSON (see IETF RFC 7159 [16]) defines only a generic textual format for encoding data in objects and arrays. CBOR (see IETF draft-ietf-cbor-7049bis [xl]) is an alternative binary format to encode data, supporting similar constructs as JSON.

A need to further describe the data that can be transported in a JSON od CBOR for a given application has emerged. Several so-called interface definition languages (IDLs) are in use for that purpose. Those interface definition languages typically are supported by tooling that allows to verify if a JSON or CBOR file complies with an interface definition written in the corresponding language, and possibly also to generate APIs and related code in various programming languages to generate or parse conformant JSON or CBOR files. Some of the IDL do not only contain information related to JSON or CBOR bodies, but also related to the underlying transport protocols, and thus allow for tooling with more extensive automation.

Some such IDL are compared in what follows:

-
IETF draft-newton-json-content-rules [14] is used by 3GPP CT3 in several specifications (3GPP TS 29.155 [xf], 3GPP TS 29.250 [xg], 3GPP TS 29.251 [xh]);

-
IETF draft-wright-json-schema [xi] and IETF draft-wright-json-schema-validation [xj] are not directly referenced in 3GPP specs, but are used by the OpenAPI 3.0.0 Specification" [xe] (see below).
-
The predecessor version of the "OpenAPI 3.0.0 Specification" [xe] (also known as "Swagger") is used by 3GPP CT3 in 3GPP TS 29.116 [xi].

-
YANG (see IETF RFC 6020 [xa], IETF RFC 6991 [xb], IETF RFC 7950 [xc] and IETF RFC 7951 [xd]) was originally designed to be used in combination with the NETCONF network configuration protocol, but can also be applied for other RPC applications.

-
IETF draft-ietf-cbor-cddl [xm] is not used by 3GPP so far.
In addition to, or as an alternative to, describing the JSON content in one of those formal IDL, a more readable documentation in textual and/or tabular format is frequently used, e.g.:

-
3GPP TS 29.116 [xi] contains a tabular description in the main body plus a normative Annex with an OPenAPI specification.
-
The API Principles in ETSI GS MEC 009 [zz] suggest a normative description that mainly relies on Tables and provides a related template. In addition, it is recommended to provide an informative OpenAPI file.

5.5.5.2
Comparison of IDLs

Table 5.5.5.2-1: Comparison of IDLs.

	
	IETF draft-newton-json-content-rules [14]
	IETF draft-wright-json-schema [xi] and IETF draft-wright-json-schema-validation [xj]
	OpenAPI 3.0.0 Specification [xe]
	YANG (see IETF RFC 6020 [xa], IETF RFC 6991 [xb], IETF RFC 7950 [xc], IETF RFC 7951 [xd], and 
IETF draft-ietf-core-yang-cbor [vn])
	IETF draft-ietf-cbor-cddl [xm]

	Supported MIME Formats
	JSON 
	JSON
	JSON, XML
	JSON, XML, CBOR
	CBOR

	Supported Primitive Data types
	Boolean,
integer,
integer numbers in a range,
float,
double,
floating point numbers in a range,
strings,
URI (optionally including URI scheme)
regular expressions,
Fixed string values (e.g. allowing to define enumerations via groups)
	boolean

Integer with optional int32 or int64 format and/or range

Number with optional float or double format and/or range
string with optional byte, binary, date, date-time or password format,

enum
	boolean

Integer with optional int32 or int64 format and/or range

Number with optional float or double format and/or range
string with optional byte, binary, date, date-time or password format,

enum
	Boolean
int8, int16, int32, int64, uint8, uint16, uint32, and uint64, optional with range
decimal64, optional with range
string, optional with length and/or pattern
enumeration
bits

binary
	Boolean,
int, uint. nint
float, float16, float32, float64
bytes
text
choices (allows to describe enumerations), regular expressions

	Definition of own types supported
	yes, via named rules
	yes
	yes
	yes
	yes

	Including external definitions via URI supported
	yes
	yes
	yes
	yes
	no

	Support for transport protocol
	no
	no
	Extensive HTTP support well aligned with Restful style:
Allows to define HTTP methods applicable to data structures, including parameters and response codes.
	Allows to define input and output for RPCs. Direct mapping of RPC to NetConf defined, but can probably also be mapped to HTTP POST.
	no

	Stability of reference
	Individual IETF draft
	Individual IETF draft
	Webpage by OpenApi Specification, also including reference to outdated version of two individual IETF drafts.

However widely used in the OpenSource community and thus relatively stable.
	RFCs
	WG IETF draft

	Availability of tooling
	Some tools available e.g. at http://codalogic.github.io/jcr/
	Tools available at http://json-schema.org/implementations.html
	Tools available at https://swagger.io/
	Tools listed at http://www.yang-central.org/twiki/bin/view/Main/YangTools
	Little tooling at http://cbor.io/tools.html

	Forward compatibility
	Yes:
Additional properties within an Object are ignored
	Yes;
By default, additional properties within an Object are ignored, This can be controlled via the "additionalProperties" keyword.
	Yes;
By default, additional properties within an Object are ignored, This can be controlled via the "additionalProperties" keyword.
	FFS:

Supported Features can be marked, With Netconf transport, supported features and deviations from Basic functionality are negotiated at startup, but it is unclear how this mechanism can be used with HTTP transport (compare with clauses 5.6.2 to 5.6.4 of IETF RFC 7950 [xc]).
	Yes:
"Structs" can be extended with arbitrary key value pairs if a key value pair with wildcarded definition is included in their definition. How the receiver would handle such extensions is nor directly specified.

	Other aspects
	Simplest alternative considered
	Simple
	De-facto industry standard (widest acceptance in industry, at this moment).

Simpler to use than other more formal alternatives.

Powerful enough to address expected needs in 3GPP specifications. 
	Originally designed for Network Management, not as a general-purpose framework.

Steeper learning curve compared with other simpler approaches.
	Little tooling available.


5.5.5.3
Conclusions

In summary, due to the inclusion of the HTTP layer in the IDL and the possibility to describe not only RPCs, but also a Restful protocol design, and its wide industry acceptance, the "OpenAPI 3.0.0 Specification" [xe] is recommended to be used. However, due to the nature of related reference, the need for a human readable documentation, and the desire to allow different implementation methods, an OpenAPI IDL specification should only be informative. The normative specification should use textual and/or tabular format; the API Principles in ETSI GS MEC 009 [zz] can be considered as a template for that normative specification.

*** End of Changes ***
