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Proposed changes:
* * * 1st  Change * * * *

5.3
System Procedures

Editor’s Note: The procedures in this clause need to be aligned with the PCF service(s) or procedures defined in stage 2.
5.3.1
Procedures for Npcf_AMPolicyControl service
5.3.1.1
Create the context of UE related policies during UE registration
This procedure is performed when the UE needs to perform initial registration to the 5G system or perform the registration with the AMF relocation.
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Figure 5.3.1.1-1: Create the context of UE related policies
1.
The AMF receives the registration request from the AN. Since the AMF has not yet obtained Access and Mobility policy for the UE, the AMF sends Npcf_AMPolicyControl_Get service operation to the PCF to create the context of the UE related policies in the PCF and to retrieve the UE policies and/or access and mobility control policies. The request operation provides the NF ID, the UE Permanent Identity (SUPI), the access type, the Permanent Equipment Identifier if received in the AMF, the User Location Information if available, the UE Time Zone if available, Serving Network, RAT type and List of Service Area Restriction elements if received from the UDM during the update location procedure. The request also includes an indication for the AMF to subscribe to notifications from the PCF when the context of UE related policies is updated.
Editor's note:
More parameters sent to the PCF by the AMF are FFS.

Editor's note:
The PCF discovery and selection is FFS.

2.
If PCF does not have the subscription data for the UE Identity, the PCF sends the Nudr_User Data Management_Query operation including the PCF identity, the UE permanent Identity (SUPI) and the requested subscription data to the UDR.

3.
The UDR responds to the PCF with the subscription data that may include UE policies and access and mobility control policies.
4.
The PCF makes the policy decision including, e.g. Service Area Restrictions, applicable event trigger(s).

Editor's note:
Other policies determined by the PCF are FFS.

5.
The PCF responds to the AMF by including the UE policies and/or mobility control policies (List of Service Area Restriction elements and/or RFSP Index) determined by the PCF.

Editor's note:
Other information included in the response is FFS.

* * * 2nd  Change * * * *

5.3.1.2
Update the context of UE related policies
5.3.1.2.1
Update the context of UE related policies initiated by the AMF
This procedure is performed when the conditions impacting the access and mobility control policies change, e.g. UE location.

Editor's note:
Whether this procedure is needed is FFS.
5.3.1.2.2
Update the context of UE related policies initiated by the PCF

This procedure is performed when the UE policies and/or access and mobility control policies are changed.



[image: image4.emf]PCF

3. Npcf_AMPolicyControl_UpdateNotify_result

1. Policy decision

2. Npcf_AMPolicyControl_UpdateNotify

AMF


Figure 5.3.1.2.2-1: Update the context of UE related policies initiated by the PCF
1.
The PCF makes policy decisions to modify the context of UE related policies based on the changed condition, the changed UE policies, or access and mobility access control policies (e.g. subscription update, event notification that triggers the change of access and mobility control policy, analytics information received from the NWDA).

2.
The PCF sends the Npcf_AMPolicyControl_UpdateNotify operation to the AMF that has previously subscribed. If this procedure is required for access and control and mobility access policies, the request message also includes Service Area Restrictions and/or RFSP index. If this procedure is required for UE policies the request message includes URSP Policies. 
Editor's note:
More parameters sent by the PCF are FFS.

3.
The AMF enforces the corresponding policies and responds to the PCF.

* * * 3rd  Change * * * *

5.3.1.3
Delete the context of UE related policies
5.3.1.3.1
Delete the context of UE related policies initiated by the AMF
This procedure is performed when the UE deregisters from the network or the old AMF removes the context.
Editor's note:
Other triggers to initiate the procedure are FFS.
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Figure 5.3.1.3.1-1: Delete context of UE related policies initiated by the AMF
1.
The AMF sends the Npcf_AMPolicyControl_Delete operation to delete the context of UE related policies in  the PCF.

Editor's note:
The parameters sent to the PCF by the AMF are FFS.

2.
The PCF deletes the context of UE related policies.

Editor’s note: The interaction between the PCF and UDR is FFS.

3.
The PCF responds to the AMF.

5.3.1.3.2
Delete the context of UE related policies initiated by the PCF

This procedure is performed when the PCF decides to terminate the UE Context session.
Editor's note:
Whether this procedure is need is FFS.
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Figure 5.3.1.3.2-1: Delete the context of UE related policies initiated by the PCF
1.
The PCF makes policy decisions to terminate the context of UE related policies based on the external trigger, e.g. UE subscription data is deleted, or internal trigger, e.g. operator policy is changed.

2.
The PCF sends the Npcf_AMPolicyControl_UpdateNotify operation  to the AMF that has previously subscribed.

Editor's note:
The parameters sent by the PCF are FFS.

3.
The AMF sends the response to the Npcf_AMPolicyControl_UpdateNotify operation to the PCF.

4.
Step 1 through Step 3 in subclause 5.3.1.3.1 "Delete the context of UE related policies initiated by the AMF".
* * * 4th  Change * * * *

5.3.2
Procedures for Npcf_SMPolicyControl service
5.3.2.1
Create the context of Session Management (SM) related policies
This procedure is performed when the UE requests to establish a PDU session.
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Figure 5.3.2.1-1: Create the context of SM related policies
1.
The SMF receives a PDU session establishment request from the UE. The SMF sends the Npcf_SMPolicyControl_Get operation to the PCF including the NF ID, the UE Permanent identity (SUPI), the PDU session ID, DNN, subscription to notification indicator, IPv4 address/IPv6 prefix (if available), the Permanent Equipment Identifier if received in the SMF, the User Location Information, te UE Time Zone if available, Serving Network, RAT type, charging information. The request also includes an indication for the SMF to subscribe to notifications from the PCF when context of SM related policies is updated.

Editor's note:
Other parameters sent to the PCF by the SMF are FFS.

Editor's note:
The PCF discovery and selection is FFS.

2.
If PCF does not have the subscription data for the SUPI and DNN, the PCF sends the Nudr_User Data Management Query operation to the UDR including the PCF identity, the UE Identity and the requested subscription data.

3.
The UDR responds to the PCF with the subscription data.

4.
The PCF makes the policy decision including, e.g. PCC rules, event trigger.

Editor's note:
Other policies determined by the PCF are FFS.

5.
The PCF responds to the SMF by including the policy determined by the PCF. The information provided by the PCF may be the PCC rules of the PDU session, the authorized session AMBR and the authorized default QoS information.
Editor's note:
Other information included in the message is FFS.

6.
Step 2 through Step 3 as specified in subclause 5.3.2.4.1 "PCF initiated events subscription".

* * * 5th  Change * * * *

5.3.2.2
Update the context of Session Management (SM) related policies
5.3.2.2.1
PCF initiated update the context of SM related policies
This procedure is performed when the PCF decides to modify policy decisions for a PDU session.
Editor’s Note: Other triggers to initiate the procedure is FFS.



[image: image12.emf]PCF

3. Npcf_SMPolicyControl_UpdateNotify_result

1. Policy decision

2. Npcf_SMPolicyControl_UpdateNotify

SMF

4. Perform Step 2 and Step 3 as specified in 

subclause 5.3.2.4.1 "PCF initiated events subscription"


Figure 5.3.2.2.1-1: Update the context of SM related policies initiated by the PCF
1.
The PCF makes policy decisions to modify the information provided for the PDU session based on e.g. the operation policy or upon AF requests or the UE subscription data is modified.
Editor's note:
The interaction between the PCF and UDR, and the interaction between the PCF and AF is FFS.
2.
The PCF sends the Npcf_SMPolicyControl_UpdateNotify operation to the SMF that has previously subscribed.

Editor's note:
The parameters sent by the PCF are FFS.

3.
The SMF provides response to the notification operation.
4.
Step 2 through Step 3 as specified in subclause 5.3.2.4.1 "PCF initiated events subscription".
1. 

2. 

3. 
5.3.2.2.2
SMF initiated update the context of SM related policies
This procedure is performed when the SMF decides to modify a context of SM related policies.
Editor’s Note: Other triggers to initiate the procedure is FFS.
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Figure 5.3.2.2.2-1: Update the context of SM related policies initiated by the SMF event
1.
Step 2 through Step 4 as specified in subclause  5.3.2.4.2 "SMF Notification about subscribed events".
2.
Step 1 through Step 4 as specified in subclause 5.3.2.2.1 "Update the context of SM related policies initiated by the PCF".
1. 

2. 
3. 
* * * 6th  Change * * * *

5.3.2.3
Delete the context of SM related policies
5.3.2.3.1
Delete the context of SM related policies initiated by the SMF
This procedure is performed when the SMF requests to delete the context of SM related policies.
Editor's note:
Other triggers to initiate the procedure are FFS.
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Figure 5.3.2.3.1-1: Delete the context of SM related policies initiated by the SMF
1.
The SMF sends the Npcf_SMPolicyControl_Delete operation to the PCF with information to identify the context of SM related policies that was initially created. Additionally, the SMF may include usage monitoring information (if applicable) and access network information (if the PCF subscribed).

Editor's note:
The parameters sent to the PCF by the SMF are FFS.

2.
The PCF removes the corresponding context of SM related policies.

3.
The PCF responds to the SMF.

5.3.2.3.2
Delete the context of SM related policies initiated by the PCF
This procedure is performed when the PCF requests to delete a context of SM related policies.
Editor's note:
Other triggers to initiate the procedure are FFS.
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Figure 5.3.2.3.2-1: Delete the context of SM related policies initiated by the PCF
1.
The PCF makes policy decisions to delete the context of SM related policies based on the external trigger, e.g. UE subscription data is deleted, or internal trigger, e.g. operator policy is changed.

Editor's note: The interaction between the PCF and UDR is FFS.
2.
The PCF sends the Npcf_SMPolicyControl_UpdateNotify operation to request the release of the context of SM related policies to the SMF previously subscribed. The PCF includes information to identify the context of SM related policies and indication to remove the context.

Editor's note:
The parameters sent by the PCF are FFS.

3.
The SMF sends response to the Npcf_SMPolicyControl_UpdateNotify operation.
Editor's note:
The parameters sent by the SMF are FFS.

4.
Step 1 through step 3: as specified in subclause 5.3.2.3.1 "Delete the context of SM related policies initiated by the SMF", as needed.


* * * 7th  Change * * * *

5.3.2.4
Event Exposure
5.3.2.4.1
PCF subscription to events
This procedure is performed when the PCF decides to subscribe to events for a PDU session.
Editor's note:
Other triggers to initiate the procedure are FFS.
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Figure 5.3.2.4.1-1: Subscription to events by the PCF
1.
The PCF makes policy decision to subscribe to events for the PDU session based on e.g. the operation policy or upon AF requests or the UE subscription data is modified.
Editor's note:
The interaction between the PCF and the UDR, and the interaction between the PCF and the AF is FFS.
2.
The PCF may subscribe to events from the SMF by sending Nsmf_EventExposure_Subscribe operation indicating the context of SM related policies and the events that subscribes.
3.
The SMF provides response to the Nsmf_EventExposure_Subscribe operation.

5.3.2.4.2
SMF Notification about subscribed events
This procedure is performed when the SMF notifies the PCFthat the PDU session related event(s) occurred which the PCF has subscribed to the event report service events for a PDU session.
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Figure 5.3.2.4.2-1: SMF Notification about the PCF subscribed event
1.
An event to which the PCF has subscribed occurs.

2.
The SMF sends the Nsmf_EventExposure_Notify operation to the PCF to indicate that an event previously subscribed by the PCF has occured.
Editor's note:
The parameters sent to the PCF by the SMF are FFS.

3.
The PCF makes policy decision and/or sends an event notification to the AF.

4.
The PCF sends the response to the Nsmf_EventExposure_Notify operation.

* * * 8th  Change * * * *

5.4
Network Function Service Procedures

This clause will analyse the Network Function Service Procedures for the 5G Policy Framework. It includes (to be updated):

· Possible Service-based interfaces: Npcf, 

5.4.1
General
The following NF services are specified for PCF:

Table 5.4-1: NF Services provided by PCF
	Service Name
	Description
	Reference
	Example Consumer

	Npcf_AMPolicyControl
	This service provides access control, network selection and mobility management related policies to the AMF, UE Route Selection Policy to the UE via the AMF.
	5.4.2
	AMF

	Npcf_SMPolicyControl
	This service provides session related policies to the SMF.
	5.4.3
	SMF

	Npcf_PolicyAuthorization
	This service is to authorise an AF request and to create policies as requested by the authorised AF for the PDU-CAN session to which the AF session is bound.
	5.4.4
	AF/NEF


	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Editor's note:
The current PCF services are not stable and could be updated as described in stage 2.
* * * 9th  Change * * * *

5.4.2
Npcf_AMPolicyControl service

5.4.2.1
General

The Npcf_AMPolicyControl service provides access control, and mobility management related policies to the AMF, the UE Route Selection Policy to the UE via the AMF, which includes the following functionalities:

-
create policies based on the request from the AMF during UE registration;

-
notify the AMF of the updated policies which are subscribed; and

-
delete policies for the UE.

5.4.2.2
Operations

Table 5.4.2.2-1: Operations of the Npcf_AMPolicyControl Service
	Service operation name
	Description
	NF Consumers
	Inputs, Required
	Inputs, Optional
	Outputs, Required
	Outputs, Optional

	Npcf_AMPolicyControl_Get
	Provides the requested policy to the NF Consumer
	AMF
	NF ID,
UE Permanent ID (SUPI),
Subscription to notification indicator
	Access type,
Permanent Equipment Identifier,

User Location Information,

UE Time Zone,
Serving Network,
RAT type,

List of Service Area Restriction elements
	The requested policy of the UE, such as Service Area Restrictions,
RAT Frequency Selection Priority (RFSP) Index and 
UE Route Selection Policy (URSP) information
	None

	Npcf_AMPolicyControl_UpdateNotify
	Provides updated policy to the NF Consumer.
	AMF
	UE Permanent ID (SUPI),
Updated Policies such as Service Area Restrictions, RFSP Index and URSP Policy
	None
	Success or Failure
	None

	Npcf_AMPolicyControl_Delete
	Provides means for the NF Consumer to delete the context of UE related policy.
	AMF
	UE Permanent ID (SUPI)
	None
	Success or Failure
	None


* * * 10th  Change * * * *

5.4.3
Npcf_SMPolicyControl service

5.4.3.1
General

The Npcf_SMPolicyControl service provides session related policies to the SMF, which includes the following functionalities:

-
create policies based on the request from the SMF during a PDU session establishment;

-
notify the SMF of the updated policies which are subscribed; and

-
delete policies for a PDU session.

5.4.3.2
Operations
Table 5.4.3.2-1: Operations of the Npcf_SMPolicyControl Service
	Service operation name
	Description
	NF Consumers
	Inputs, Required
	Inputs, Optional
	Outputs, Required
	Outputs, Optional

	Npcf_SMPolicyControl_Get
	Provides the requested policy to the NF Consumer.
	SMF
	NF ID, UE Permanent ID (SUPI),

PDU session ID,

DNN,
Subscription to notification indicator
	Access type,
the IPv4 address and/or IPv6 network prefix,
Permanent Equipment Identifier,
User Location Information,
UE Time Zone, Serving Network,
RAT type,
charging information,
Session AMBR,
default QoS information
	The requested PCC rules of the PDU session,
authorized session AMBR,
authorized default QoS information
	None

	Npcf_SMPolicyControl_UpdateNotify
	Provides updated policy to the NF Consumer.
	SMF
	NF ID,
PDU session ID
	Updated PCC Rules of the PDU session,

Session AMBR,
default QoS information
	Success or Failure
	None

	Npcf_SMPolicyControl_Delete
	Provides means for the NF Consumer to delete the context of UE related policy or PDU session related policy.
	SMF
	PDU session ID and relevant information to the PCF
	None
	Success or Failure
	None


* * * 11th  Change * * * *

5.4.4
Npcf_PolicyAuthorization service

5.4.4.1
General
The is service is to authorise an AF request and to create policies as requested by the authorised AF for a PDU session to which the AF session is bound. This service allows the NF consumer to subscribe/unsubscribe the notification of events (e.g. change of access type or RAT type, changes of the PLMN identifier).

5.4.4.2
Operations
Table 5.4.4.2-1: Operations of the Npcf_PolicyAuthorization Service
	Service operation name
	Description
	NF Consumers
	Inputs, Required
	Inputs, Optional
	Outputs, Required
	Outputs, Optional

	Npcf_PolicyAuthorization_Create
	Authorizes the request from the application, and optionally communicates with Npcf_SessionPolicyControl service to determine and install the policy according to the information provided by the NF Consumer. Creates an application context in the PCF.
	AF/NEF
	NF ID,

the IP address of the UE
	UE identity if available, 
DNN if available, 
Media type, 
Media format, bandwidth requirements, 
sponsored data connectivity if applicable, 
flow description, 
AF application identifier, 
AF Communication Service Identifier, 
AF Record Identifier, 
Flow status, Priority indicator, 
emergency indicator, 
Application service provider, 
resource allocation outcome
	Success or Failure
	None

	Npcf_PolicyAuthorization_Update
	Provides updated application level information and communicates with Npcf_SessionPolicyControl service to determine and install the policy according to the information provided by the NF Consumer. Updates an application context in the PCF.
	AF/NEF
	NF ID, 
identification of the application context
	Media type, 
Media format, bandwidth requirements, 
sponsored data connectivity if applicable, 
flow description, 
AF application identifier, 
AF Communication Service Identifier, 
AF Record Identifier, 
Flow status, 
Priority indicator, 
Application service provider, 
resource allocation outcome
	Success or Failure
	None

	Npcf_PolicyAuthorization_Delete
	Provides means for the NF Consumer to delete the context of application level session information.
	AF/NEF
	Information to identify the context related to the application session
	None
	None
	None

	Npcf_PolicyAuthorization_Notify
	Provided by the PCF to notify NF consumers of the subscribed events, such as signalling path status of AF session, access type and RAT type, PLMN identifier, access network information, i.e. User Location Information and/or UE Time Zone, usage report, resource allocation outcome.
	AF/NEF
	NF ID, 
event to notify (signalling path status of AF session, access type and RAT type, 
PLMN identifier, 
access network information, i.e. User Location Information and/or UE Time Zone, 
usage report, 
resource allocation outcome)
	None
	The event information for the subscribed event type and event object
	None

	Npcf_PolicyAuthorization_Subscribe
	Provided by the PCF to enable NF consumers to explicitly subscribe the notification of events, such as change of access type or RAT type, changes of the PLMN identifier.
	AF/NEF
	NF ID, 
List of events (including the event type and event object) as specified in Npcf_PolicyAuthorization_Notify service operation, 
information to identify the context related to the application session
	None
	Success or Failure
	None

	Npcf_PolicyAuthorization_Unsubscribe
	Provided by the PCF to enable NF consumers to explicitly unsubscribe the notification of events as specified for Npcf_PolicyAuthorization_Subscribe operation.
	AF/NEF
	NF ID, 
List of events (including the event type and event object) as specified in Npcf_PolicyAuthorization_Notify service operation, 
information to identify the context related to the application session
	None
	Success or Failure
	None


* * * 12th  Change * * * *


* * * End of Changes * * * *
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