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*** 2nd Change ***
5.5.1.1.5
Extensibility Mechanisms
HTTP/1.1 contains an upgrade mechanism to change the protocol, which can be used to upgrade e.g. to HTTP/2. However, it is not expected that this mechanism is useful for 3GPP to extend applications on top of HTTP.

HTTP/1.1 can be extended by the definition of new header fields; recipients are recommended to ignore unrecognized header fields (see subclause 3.2.1 of IETF RFC 7230 [x0]). Such header fields can be, and already have been, defined by 3GPP (see below). In addition, new methods and status codes can be defined.

HTTP/2 continues to allow extensions via new header field, new methods and new status codes, but in addition extensions are permitted to use new frame types, new settings, or new error codes (see subclause 5.5 of IETF RFC 7540 [7]).

It is common practise to express the versions of an application that needs to be addressed in the URL. HTTP routeing will direct the request to a server that supports the URL, and thus also the version. A server can also support different versions of an application and select which version of an application code to invoke based on version information in an URL.

Whether the JSON payload within HTTP for an application can be extended without defining a new version of the application that is addressed via URL depends on the IDL that describes the payload: Such extensions are possible if information related to optional or added features is expressed in information elements that will be ignored by a recipient not supporting them. Such extensions are supported by some of the IDLs under consideration:

-
draft-newton-json-content-rules [14] specifies that additional properties within an object are ignored.

-
The OpenAPI 3.0.0 Specification [xe] specifies that by default, additional properties within an object are ignored; this can be controlled via the "additionalProperties" keyword.
Experience with Diameter applications in 3GPP has shown that 3GPP applications are frequently extended (typically in each release and also possibly with several independent optional features within one release). It was considered beneficial not to impact service routeing with those multiple extensions, but rather negotiate supported features between client and server, and 3GPP has designed a Diameter supported feature negotiation for that purpose.

Based on those experiences, 3GPP CT3 has designed a similar supported feature mechanism for HTTP based applications and uses this mechanism in 3GPP TS 29.155 [xf], 3GPP TS 29.250 [xg], 3GPP TS 29.251 [xh] and 3GPP TS 29.116 [xi]. The mechanism works as follows:

-
the "3gpp-Optional-Features" and "3gpp-Required-Features" HTTP header fields defined in 3GPP TS 29.155 [xf], allow an HTTP client to express in an HTTP request features it desires or requires using, respectively;

-
the "3gpp-Accepted-Features" HTTP header field defined in 3GPP TS 29.155 [xf] allows an HTTP client to express in an HTTP responses features it accepts to use;

-
those features can be used in subsequent communication between the client and server; and

-
the mechanism assumes that an IDL is used where information related to optional or added features is expressed in information elements that will be ignored by a recipient not supporting them.

NOTE:
The 3gpp-Required-Feature HTTP header requires a rejection of the HTTP request by a server not supporting a related feature. Using new versions of a service marked in the URL and/or known at the NRF could avoid that requests are rejected. This aspect, including the need for the "3gpp-Required-Features" HTTP header can be further assessed during related normative work.

*** End of Changes ***
