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*** 2nd Change ***
5.5.1.1
HTTP2/JSON
5.5.1.1.1
General

HTTP is protocol that is widely used in the Internet as transport protocol, for instance for Web Browsing or for applications following the Representational State Transfer (REST) or RESTful architectural principles (see [18]).

REST defines a set of architectural principles on how to design services that focus on a system's resources, RSET uses the create, read, update, and delete (CRUD) operations to handle such resources and HTTP methods can be directly mapped to those operations:

-
To create a resource on the server, use HTTP POST;

-
To retrieve a resource, use HTTP GET;

-
To change the state of a resource or to update it, use HTTP PUT;

-
To remove or delete a resource, use HTTP DELETE.

Application data in the HTTP Body can be binary or text encoded. JSON (see IETF RFC 7159 [8] and IETF draft-newton-json-content-rules [14])) is one language to describe the format of such text-based payloads.

The protocol HTTP2 (see IETF RFC 7540 [7]) is in the introduction phase. Compared to HTTP1.1, HTTP2 enables a more efficient use of network resources and a reduced perception of latency by introducing header field compression and allowing multiple concurrent exchanges on the same connection. It also introduces unsolicited push of representations from servers to clients.
5.5.1.1.2
HTTP/1.1
HTTP/1.1 is specified in IETF RFC 7230 [x0], 7231 [x1], 7232 [x2], 7233 [x3], 7234 [x4] and 7235 [x5].

The HTTP/1.1 architecture and routing mechanism are defined in IETF RFC 7230 [x0].

Some main characteristics of HTTP/1.1 are listed below:

-
Text formatted protocol: text-based framing and text-based HTTP Header; 

-
Text-based or binary-encoded HTTP Body (see subclauses 5.5.3 for further description and assessment of candidate protocols for Serialization);
-
Supports HTTP Pipelining: An HTTP client can send multiple HTTP requests to an HTTP server within one HTTP/1.1 connection without having to wait for the HTTP responses of the earlier requests; however the HTTP server shall send the responses in the same order as the corresponding requests, which can result in delayed responses if an earlier request cannot be responded yet (known as HOL blocking at HTTP level);

-
Practically requires to open multiple TCP connections towards the same server to mitigate the problem of HOL blocking when it is required to send multiple requests to that server;

-
Support of forwarding and routing mechanism, such as redirector, proxy;

-
TLS can be applied to provide a transport level security; and
-
Extendibility: both HTTP Header and Body can be extended;

5.5.1.1.3
HTTP/2

HTTP/2 is specified in IETF RFC 7540 [7] and IETF RFC 7541 [x6].

HTTP/2 does not obsolete the HTTP/1.1 message syntax. HTTP/1.1 semantics remain unchanged.
Some main characteristics of HTTP/2 are listed below:

-
Binary formatted protocol: binary framing, binary encoded HTTP Header; HTTP/2 sends binary frames, all with the same layout. Binary framing eases implementations figuring out the start and end of frames.
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HTTP/2 Frame Layout

-
Text-based or binary encoded HTTP Body (like supported by HTTP/1.1,  see subclauses 5.5.3  for further description and assessment of candidate protocols for Serialization);
-
Header compression, which enables to encode headers in 1 or 2 octets only (relying on static and/or dynamic tables for header compression);

-
Multiplexed streams: A stream is an independent, bi-directional sequence of frames exchanged between the client and server within an HTTP/2 connection. A single HTTP/2 connection can contain multiple concurrently open streams, with either endpoint interleaving frames from multiple streams this solves the problem of HOL of HTTP/1.1; 

-
One TCP connection per server is normally sufficient (a new TCP connection needs to be set up when exhausting the available unused streams ids);
-
Server side initiated push, which allows the server to proactively push information to the client that can be used upon subsequent matching requests from the client;
-
Stream based transfer with priority and dependency control: each stream has a priority which tells the peer which streams to consider most important in case of resource restraints at the server (e.g. overload); the client can also tell the server which other stream a particular stream depends on, to enable the server to prioritize the completion of the parent stream; and
-
Flow control at connection and stream's levels: the HTTP connection and each of its streams have their own advertised flow window that the other end is allowed to send data for.

5.5.1.1.4
Support of Notifications

5.5.1.1.5
Extensibility Mechanisms
5.5.1.1.6
Protocol Candidate TCP/TLS/HTTP2/JSON

In current deployments, HTTP is in most cases transported using TCP (see IETF RFC 793 [5]), which provides a reliable transport.

TLS (see IETF RFC 5246 [6]) can be applied to provide transport level security.

5.5.1.1.7
Protocol Candidate UDP/QUIC/HTTP2/JSON

IETF is currently specifying a new alternative transport protocol for HTTP called QUIC (see IETF draft-ietf-quic-transport [10], IETF draft-ietf-quic-tls [11], IETF draft-ietf-quic-http [12], and IETF draft-ietf-quic-recovery [13]).

QUIC is a multiplexed and secure transport protocol that runs on top of UDP. QUIC aims to provide a flexible set of features that allow it to be a general-purpose transport for multiple applications. QUIC implements techniques learned from experience with TCP, SCTP and other transport protocols. Using UDP as the substrate, QUIC seeks to be compatible with legacy clients and middleboxes. QUIC authenticates all of its headers and encrypts most of the data it exchanges, including its signalling. This allows the protocol to evolve without incurring a dependency on upgrades to middleboxes.
5.5.1.1.8
Evaluation of HTTP aspects
5.5.1.1.8.1
Selection of HTTP version

HTTP/1.1 is widely available but HOL blocking at HTTP level is a major concern for its possible use in the 5GC. This would require 5GC NFs acting as HTTP clients to open numerous concurrent TCP connections towards other 5GC NFs acting as HTTP servers. Text-based framing also results in a more complex and inefficient parsing of HTTP frames. 

HTTP/2 provides higher performances by supporting:

-
the multiplexing of HTTP requests over the same TCP connection without HOL blocking at HTTP level, thus also avoiding the need to open multiple TCP connections towards a same HTTP server;

-
binary framing, which allows easier and more efficient parsing of HTTP frames; 

-
header compression. 

Consequently HTTP/2 shall be used if an HTTP solution is adopted for the SBA protocol. 

5.5.1.1.8.2
Selection of Notification method

*** End of Changes ***
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