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Proposed changes:
*** 1st Change ***
3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. 
An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

AN
Access Network
AMF
Access and Mobility Management Function

DN
Data Network

DNN
Data Network Name

EPC
Evolved Packet Core

HTTP
Hypertext Transfer Protocol

JSON
JavaScript Object Notation
NSSP
Network Slice Selection Policy
PCC
Policy and Charging Control

PCF
Policy Control Function

QoS
Quality of Service

RFSP
RAT/Frequency Selection Priority

SCTP
Stream Control Transmission Protocol
SMF
Session Management Function

SSC
Session and Service Continuity

SSCMSP
SSC Mode Selection Policy
SUPI
Subscriber Permanent Identifier

TCP
Transmission Control Protocol

UDP
User Datagram Protocol
URSP
UE Route Selection Policy

*** 2nd Change ***

5.3.1
Procedures over N15 reference point

5.3.1.1
UE Context Establishment

This procedure is performed when the UE needs to perform initial registration to the 5G system or perform the registration with the AMF relocation.
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Figure 5.3.1.1-1 UE Context Establishment procedure
1. The AMF receives the registration request from the AN. Since no UE Context session exists, the AMPEF sends the Npcf_AMPolicyControl_Get Request message to the PCF to retrieve UE policies or access and mobility control policies. The Request message provides the UE Identity and, if available, Service Area Restrictions which are retrieved from the UDR during the update location procedure.

Editor's note:
More parameters sent to the PCF by the AMPEF are FFS.

Editor's note:
The PCF discovery and selection is FFS.

2. If PCF does not have the subscription data for the UE Identity, the PCF sends the Subscription Data Request message including the UE Identity to the UDR.

3. The UDR responds to the PCF with the subscription data that may include Service Area Restrictions, UE policies and access and mobility control policies.
4. The PCF makes the policy decision including, e.g. Service Area Restrictions, applicable event trigger(s).

Editor's note:
Other policies determined by the PCF are FFS.

5. The PCF responds to the AMPEF by including the UE policies and/or mobility control policies and event triggers determined by the PCF.

Editor's note:
Other information included in the response is FFS.

5.3.1.2
UE Context Modification

5.3.1.2.1

UE Context Modification initiated by the AMF
This procedure is performed when the conditions impacting the access and mobility control policies change, e.g. UE location. 
Editor's note:
Whether this procedure is needed is FFS.
5.3.1.2.2

UE Context Modification initiated by the PCF

This procedure is performed when the UE policies and/or access and mobility control policies arechanged.
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Figure 5.3.1.2.2-1 UE Context Modification initiated by the PCF
1. The PCF makes policy decisions to modify the UE Context based on the changed condition, the changed UE policies, or access and mobility access control policies (e.g. subscription update, event notification that triggers the change of access and mobility control policy, analytics information received from the NWDA).

2. The PCF sends the Npcf_AMPolicyControl_UpdateNotify Request message. If this procedure is required for access and control and mobility access policies, the request message also include Service Area Restrictions. If this procedure is required for UE policies the request message includes UE Policies. 
Editor's note:
More parameters sent by the PCF are FFS.

3. The AMF enforces the corresponding UE context and responds to the PCF.
5.3.1.3
UE Context Termination

5.3.1.3.1
UE Context Termination initiated by the AMF
This procedure is performed when the UE deregisters from the network or the old AMF terminates the session.
Editor's note:
Other triggers to initiate the procedure are FFS.
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Figure 5.3.1.3.1-1 UE Context Termination procedure
1. The AMF sends the Npcf_AMPolicyControl_Delete Request message to the PCF.

Editor's note:
The parameters sent to the PCF by the AMF are FFS.

2. The PCF terminates the UE Context.

Editor’s note: The interaction between the PCF and UDR is FFS.

3. The PCF responds to the AMF.

5.3.1.3.2
UE Context Termination initiated by the PCF

This procedure is performed when the PCF decides to terminate the UE Context session.
Editor's note:
Whether this procedure is need is FFS.
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 Figure 5.3.1.3.2-1 UE Context Termination initiated by the PCF
1. The PCF makes policy decisions to terminate the UE Context session based on the external trigger, e.g. UE subscription data is deleted, or internal trigger, e.g. operator policy is changed.

2. The PCF sends the UE Npcf_AMPolicyControl_UpdateNotify Request message to the UE and indicates to delete the UE context within the message.

Editor's note:
The parameters sent by the PCF are FFS.

3. The AMF removes the corresponding UE context and responds to the PCF.
*** 3rd Change ***

5.3.2
Procedures over N7 reference point

5.3.2.1
PDU-CAN Session Establishment
This procedure is performed when the UE requests to establish a PDU-CAN session.
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Figure 5.3.2.1-1 PDU-CAN Session establishment procedure
1. The SMF receives a PDU session establishment request from the UE. The UE sends the Npcf_SMPolicyControl_Get Service Request message including the Subscriber Permanent Identifier, DNN and IPv4 address/IPv6 prefix (if available) to the PCF.

Editor's note:
Other parameters sent to the PCF by the SMF are FFS.

Editor's note:
The PCF discovery and selection is FFS.

2. If PCF does not have the subscription data for the Subscriber Permanent Identifier and DNN, the PCF sends the Subscription Data request message to the UDM.

3. The UDM responds to the PCF with the subscription data.

4. The PCF makes the policy decision including, e.g. PCC rules.

Editor's note:
Other policies determined by the PCF are FFS.

5. The PCF responds to the SMF by including the policy determined by the PCF.

Editor's note:
Other information included in the message is FFS.

6. The PCF subscribes to event notifications.
7. The SMF confirms the subscription.
5.3.2.2
PDU-CAN Session Modification

5.3.2.2.1
PCF-initiated PDU-CAN Session Modification
This procedure is performed when the PCF decides to modify a PDU-CAN session.
Editor’s Note: Other triggers to initiate the procedure is FFS.


[image: image12.emf] 

PCF   SM F  

1 .  Policy decision  

  2 .  Npcf_SMPolicyControl_UpdateNotify  Request  

  3 .  Npcf_SMPolicyCon trol_UpdateNotify  Response  


Figure 5.3.2.2.1-1 PCF-initiated PDU-CAN Session Modification
1. The PCF makes policy decisions to modify the PDU-CAN session based on e.g. the operation policy or upon AF requests or the UE subscription data is modified.
Editor’s note: The interaction between the PCF and UDR, and the interaction between the PCF and AF is FFS

2. The PCF sends the PDU-CAN Session Modification Request message to the SMF. 
Editor's note:
The parameters sent by the PCF are FFS.

3. The SMF enforces the corresponding policy and responds to the PCF.
5.3.2.2.2
SMF-initiated PDU-CAN Session Modification
This procedure is performed when the SMF decides to modify a PDU-CAN session.
Editor’s Note: Other triggers to initiate the procedure is FFS.
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Figure 5.3.2.2.2-1 SMF-initiated PDU-CAN Session Modification
1.
The SMF sends the PDU-CAN Session Modification Request message to the PCF to retrieve policy.
Editor's note:
The parameters sent to the PCF by the SMF are FFS. It is also FFS if the Ppcf_SMPolicyControl_Get Request or the Nsmf_EventExposure_Notify Request is used to indicate whether whether a PCC decision has been enforced successfully.
2.
The PCF makes policy decisions.

3.
The PCF sends the PDU-CAN Session Modification Response message to the SMF.

5.3.2.3
PDU-CAN Session Termination

5.3.2.3.1

PDU-CAN Session Termination initiated by the SMF
This procedure is performed when the UE requests to release a PDU-CAN session.
Editor's note:
Other triggers to initiate the procedure are FFS.
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Figure 5.3.2.3.1-1 PDU-CAN Session Termination procedure initiated by the SMF
1.
The SMF sends the PDU-CAN Termination Request message to the PCF.

Editor's note:
The parameters sent to the PCF by the SMF are FFS.

2.
The PCF removes the corresponding session context.

3.
The PCF responds to the SMF.

5.3.2.3.2

PDU-CAN Session Termination initiated by the PCF
This procedure is performed when the PCF requests to release a PDU-CAN session.
Editor's note:
Other triggers to initiate the procedure are FFS.
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Figure 5.3.2.3.2-1 PDU-CAN Session Termination procedure initiated by the PCF
The PCF makes policy decisions to terminate the PDU-CAN Session based on the external trigger, e.g. UE subscription data is deleted, or internal trigger, e.g. operator policy is changed.

Editor’s note: The interaction between the PCF and UDR is FFS.
The PCF initiate the Npcf_SMPolicyControl_UpdateNotify procedure to request the release of the PDU session.


Editor's note:
The parameters sent by the PCF are FFS.

The SMF responsdes to the Npcf_SMPolicyControl_UpdateNotify.
Editor's note:
The parameters sent by the SMF are FFS.

4. 
Editor’s note: It is FFS if the SMF then executes the procedure in subclause 5.3.2.3.1.
5.3.2.2
SMF Event Exposure
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Figure 5.3.2.2-1 SMF-initiated PDU-CAN Session Modification
1.
An event that the PCF has subscribed occurs.

2.
The SMF sends an Event Exposure Notification Request message to the PCF.
3.
The PCF can make policy decisions and/or send an event notification to the AF.
4.
The PCF sends the PDU-CAN Session Modification Response message to the SMF.

*** 4th Change ***

5.4
Network Function Service Procedures

This clause will analyse the Network Function Service Procedures for the 5G Policy Framework. It includes (to be updated):

· Possible Service-based interfaces: Npcf, 

5.4.1
General
The following NF services are specified for PCF:

Table 5.4.1-1: NF Services provided by PCF

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	



	Service Name
	See subclause
	Known Consumer(s)
	Service Operations
	Description

	Npcf_AMPolicyControl
	5,2,2
	AMF
	Get
	Provides the requested policy to the AMF

	
	
	
	UpdateNotify
	Provides updated policy to the AMF

	
	
	
	Delete
	Provides means for the AMF to delete the Policy context 

	Npcf_Policy Authorization
	5,2,3
	AF, NEF
	Create
	Authorizes the request, and optionally determines and installs the policy according to the information provided by the NF Consumer.

	
	
	
	Update
	Provides updated information to the PCF

	
	
	
	Delete
	Provides means for the NF Consumer to delete the context of application level session information.

	
	
	
	Notify
	Provided by the PCF to notify NF consumers of the subscribed events, such as UE mobility events (e.g. registration status change, connection status change, location change), session events (e.g. usage report, credit report) and policy states of the UE(s).

	
	
	
	Subscribe
	Provided by the NF consumer to explicitly subscribe the notification of UE mobility events (e.g. registration status change, connection status change, location change), session events (e.g. usage report, credit report) and policy states of the UE(s).

	
	
	
	Unsubscribe
	Provided by the NF consumer to explicitly unsubscribe the notification of UE mobility events (e.g. registration status change, connection status change, location change), session events (e.g. usage report, credit report) and policy states of the UE(s).

	Npcf_SMPolicyControl
	5.2.4
	SMF
	Get
	Provides the requested policy to the SMF

	
	
	
	UpdateNotify
	Provides updated policy to the SMF

	
	
	
	Delete
	Provides means for the SMF to delete the Policy context 


The following policy control related NF services are specified for the SMF:

Table 5.4.1-2: NF Services provided by SMF
	Service Name
	See subclause
	Known Consumer(s)
	Service Operations
	Description

	Nsmf_EventExposure
	5,2,5
	PCF, NEF
	Notify
	Report UE PDU session related event(s) to the NF which has subscribed to the event report service. The events that will be reported by this service operation includes: start of application traffic detection and stop of application traffic detection, SMF change, UPF change, Usage report, Out of credit, PDU session release.

	
	
	
	Subscribe
	This service operation is used by an NF to subscribe for event notifications on a specified PDU session.






5.4.2
Npcf_AMPolicyControl service
5.4.2.1

General
This service provides access control, network selection and mobility management related policies to the AMF and UE Route Selection Policy to the UE via the AMF.

The service supports the following operations:

-
Create policies based on the request from AMF during UE registration;

-
Notify AMF of the updated policies which are subscribed; and

-
Delete policies for an UE.

5.4.2.2

Operations
Table 5.4.2.2-1: Stage 2 requirements for Operations of the Npcf_AMPolicyControl service
	Service Operations
	Initiated by
	Description
	Input (required)
	Input (optional)
	Output (required)
	Output (optional)

	Get
	NF consumer (AMF)
	Provides the requested policy to the AMF
	SUPI, Request Type (initial or update), Subscription to notification indicator
	none
	UE policy (see subclause 5.6: Access network discovery & selection policy, User Route selection Policy (URSP, contains SSCMSP, NSSP, and DNN Selection Policy) )

UE Access and Mobility Management Control Policy (see subclause 5.8: Service Area Restrictions, RFSP Index)
	none

	UpdateNotify
	PCF
	Provides updated policy to the AMF
	SUPI, Updated Policies
	none
	Success or Failure
	none

	Delete
	NF consumer (AMF)
	Provides means for the AMF to delete the Policy context 
	SUPI
	none
	Success or Failure
	none


Editor´s Note: Stage 2 also defines a " Delete Type" as Input parameter to the Delete. The Delete Type is FFS and its meaning and necessity requires clarification on stage 2 level.
Editor´s Note: Stage 2 uses UE Permanent ID as Input parameter, but does not define it elsewhere. It is assumed that the SUPI defined in TS 23.501 is meant.
5.4.2.3
Encoding Proposal 1: RestFul HTTP

Table 5.4.2.3-1: Proposed type Npcf_AMPolicyControl
	Attribute name
	Data type
	Cardinality
	Description

	supi
	SUPI (FFS)
	1
	Subscriber Permanent Identifier

	self
	Link
	0..1
	Link to this resource. This parameter shall be supplied by the PCF in HTTP responses that include an object of Npcf_AMPolicyControl type

	notificationURI
	Link
	1
	Identifies the recipient of Notifications sent by the PCF.

	uePolicy
	UePolicy
	0..1
	UE policy (see subclause 5.6)

This parameter shall be supplied by the PCF in HTTP responses that include an object of Npcf_AMPolicyControl type

	ueAccessAndMobilityManagementControlPolicy
	UeAccessAndMobilityManagementControlPolicy
	0..1
	UE Access and Mobility Management Control Policy (see subclause 5.8)
This parameter shall be supplied by the PCF in HTTP responses that include an object of Npcf_AMPolicyControl type


Table 5.4.2.3-2: Proposed type Npcf_AMPolicyControlNotification

	Attribute name
	Data type
	Cardinality
	Description

	supi
	SUPI (FFS)
	1
	Subscriber Permanent Identifier

	uePolicy
	UePolicy
	0..1
	UE policy (see subclause 5.6)

	ueAccessAndMobilityManagementControlPolicy
	UeAccessAndMobilityManagementControlPolicy
	0..1
	UE Access and Mobility Management Control Policy (see subclause 5.8)


Table 5.4.2.3-3: Proposed type UePolicy
	Attribute name
	Data type
	Cardinality
	Description

	accessNetworkDiscoverySelectionPolicy
	FFS
	0..1
	

	sscmsp
	FFS
	0..1
	SSC Mode Selection Policy (SSCMSP) component of UE Route Selection Policy (URSP)

	nssp
	FFS
	0..1
	Network Slice Selection Policy (NSSP) component of UE Route Selection Policy (URSP)

	dnnSelectionPolicy
	FFS
	0..1
	Data Network Name (DNN)Selection Policy component of UE Route Selection Policy (URSP)


Table 5.4.2.3-4: Proposed type UeAccessAndMobilityManagementControlPolicy
	Attribute name
	Data type
	Cardinality
	Description

	serviceAreaRestrictions
	FFS
	0..1
	Service Area Restriction Policy

	rfspIndex
	UInteger (FFS)
	0..1
	RAT/Frequency Selection Priority Index
Note: Is encoded as unsigned integer with 256 values in LTE.


Table 5.2.4.3-5: Proposed resources and methods overview for the Npcf_AMPolicyControl service
	Resource name
	Resource URI
	HTTP method
	Request body
	Successful response body
	Meaning

	SM Policies
	{PCFhost}/
npsf_am_policy_control/
v1/
	GET
	none
	1..N Npcf_AMPolicyControl
	Read all AM Policies resources at an AS.
Query parameters are FFS and can contain the NotificationURI (to identify all resources related to a given SMF)

	Individual SM Policy
	{PCFhost}
/npsf_am_policy_control/
v1/
{supi}
	PUT
	Npcf_AMPolicyControl
	Npcf_AMPolicyControl
	Create a new or update an existing Individual AM Policy resource for a SUPI supplied by the SMF. 

	
	
	PATCH
(FFS)
	FFS
	FFS
	Update an existing Individual AM Policy resource for a SUPI supplied by the SMF.

	
	
	GET
	none
	Npcf_AMPolicyControl
	Read the Individual AM Policy resource for a SUPI supplied by the SMF

	
	
	DELETE
	none
	none
	Delete the Individual AM Policy resource for a SUPI supplied by the SMF,


Table 5.2.4.3-6: Proposed methods overview for the Npcf_AMPolicyControl service Notification
	Resource name
	URI
	HTTP method
	Request body
	Successful response body
	Meaning

	AM Policy Notification
	{notificationURI}
	POST
	Npcf_AMPolicyControlNotification
	FFS
	Notify the AMF about updated policies


5.4.3
Npcf_Policy Authorization service
5.4.3.1

General

This service allows the NF consumer, i.e. an AF or NEF, to authorise services, The PCF create policies as requested by the authorised NF consumer for the PDU-CAN session to which the authorized service is bound. This service also allows to NF consumer to subscribe and unsubscribe for notification of UE mobility events (e.g. registration status change, connection status change, location change) and session events (e.g. usage report, credit report).
5.4.3.2

Operations

Table 5.4.2.2-1: Stage 2 requirements for Operations of the Npcf_Policy Authorization service
	Service Operations
	Initiated by
	Description
	Input (required)
	Input (optional)
	Output (required)
	Output (optional)

	Create
	consumer (AF or NEF)
	Authorizes the request, and optionally determines and installs the policy according to the information provided by the NF Consumer.
	UE Identity (e.g. UE IP address, MSISDN, SUPI), the requested policy container
	None
	Success or Failure

	None

	Update
	consumer (AF or NEF)
	Provides updated information to the PCF
	The UE Identity (e.g. UE IP address, MSISDN, SUPI), the requested policy container
	None
	None
	None

	Delete
	consumer (AF or NEF)
	Provides means for the NF Consumer to delete the context of application level session information.
	SUPI
	None
	None
	None

	Notify
	PCF
	Provided by the PCF to notify NF consumers of the subscribed events, such as UE mobility events (e.g. registration status change, connection status change, location change), session events (e.g. usage report, credit report) and policy states of the UE(s).
	The list of event type and its object, Notify ID
	None
	The event information for the subscribed event type and event object
	None

	Subscribe
	consumer (AF or NEF)
	Provided by the NF consumer to explicitly subscribe the notification of UE mobility events (e.g. registration status change, connection status change, location change), session events (e.g. usage report, credit report) and policy states of the UE(s).
	SUPI or External ID, List of events (including the event type and event object)
	None
	Success or Failure
	None

	Unsubscribe
	consumer (AF or NEF)
	Provided by the NF consumer to explicitly unsubscribe the notification of UE mobility events (e.g. registration status change, connection status change, location change,), session events (e.g. usage report, credit report) and policy states of the UE(s).
	SUPI or External ID, List of events (including the event type and event object)
	None
	Success or Failure
	None


Editor´s Note: It is FFS if Create, Update and Subscribe / unsubscribe indeed require different UE identifiers. This might require clarifications on stage 2 level. In addition, stage 2 uses UE Permanent ID as Input parameter only for the Delete, but does not define it elsewhere. It is assumed that the SUPI defined in TS 23.501 is meant.
5.4.3.3
Encoding Proposal 1

5.4.4
Npcf_SMPolicyControl service
5.4.4.1

General

5.4.4.2

Operations

Table 5.4.4.2-1: Stage 2 requirements for Operations of the Npcf_SMPolicyControl service
	Service Operations
	Initiated by
	Description
	Input (required)
	Input (optional)
	Output (required)
	Output (optional)

	Get
	consumer (SMF)
	Provides the requested policy to the SMF
	SUPI, Request Type (initial or update), Subscription to notification indicator
	none
	Session Management Policy Rules (see subclause 5.7) for the PDU-CAN session 
	none

	UpdateNotify
	PCF
	Provides updated policy to the SMF
	NF ID, SUPI, Updated Session Management Policy Rules (see subclause 5.7)
	none
	Success or Failure
	none

	Delete
	consumer (SMF)
	Provides means for the SMF to delete the Policy context 
	SUPI
	none
	Success or Failure
	none


Editor´s Note: Stage 2 also defines a " Delete Type" as Input parameter to the Delete. The Delete Type is FFS and its meaning and necessity requires clarification on stage 2 level.

Editor´s Note: Stage 2 uses UE Permanent ID as Input parameter, but does not define it elsewhere. It is assumed that the SUPI defined in TS 23.501 is meant.
5.4.4.3
Encoding Proposal 1: RestFul HTTP

Table 5.4.2.3-1: Proposed type Npcf_SMPolicyControl
	Attribute name
	Data type
	Cardinality
	Description

	supi
	SUPI (FFS)
	1
	Subscriber Permanent Identifier

	pduSessionId
	FFS
	1
	PDU session Id

	self
	Link
	0..1
	Link to this resource. This parameter shall be supplied by the PCF in HTTP responses that include an object of Npcf_SMPolicyControl type

	notificationUri
	Link
	1
	Identifies the recipient of Notifications sent by the PCF.

	nsmfEventSubscriptionUri
	Link
	1
	Identifies the URI where to subscribe to event notifications from the SMF. Shall be the resource URL of the SMF Notification Subscriptions resource, as defined in Table 5.2.5.3-6

	sessionPolicy
	SessionPolicy (FFS)
	0..1
	Session management policy (see subclause 5.7)

This parameter shall be supplied by the PCF in HTTP responses that include an object of Npcf_SMPolicyControl type


Table 5.4.2.3-2: Proposed type Npcf_SMPolicyControlNotification

	Attribute name
	Data type
	Cardinality
	Description

	supi
	SUPI (FFS)
	1
	Subscriber Permanent Identifier

	sessionPolicy
	UePolicy
	1
	Session management policy (see subclause 5.7)


Table 5.4.2.3-3: Proposed type SessionPolicy

	Attribute name
	Data type
	Cardinality
	Description

	FFS
	
	
	


Table 5.2.4.3-5: Proposed resources and methods overview for the Npcf_SMPolicyControl service
	Resource name
	Resource URI
	HTTP method
	Request body
	Successful response body
	Meaning

	SM Policies
	{PCFhost}/
npcf_sm_policy_control/
v1/
	GET
	none
	1..N Npcf_AMPolicyControl
	Read all SM Policies resources at an AS.
Query parameters are FFS and can contain the NotificationURI (to identify all resources related to a given SMF)

	Individual SM Policy
	{PCFhost}
/npcf_sm_policy_control/
v1/
{supi}
	PUT
	Npcf_SMPolicyControl
	Npcf_SMPolicyControl
	Create a new or update an existing Individual SM Policy resource for a SUPI supplied by the SMF. 

	
	
	PATCH
(FFS)
	FFS
	FFS
	Update an existing Individual SM Policy resource for a SUPI supplied by the SMF.

	
	
	GET
	none
	Npcf_SMPolicyControl
	Read the Individual SM Policy resource for a SUPI supplied by the SMF

	
	
	DELETE
	none
	none
	Delete the Individual SM Policy resource for a SUPI supplied by the SMF,


Table 5.2.4.3-6: Proposed methods overview for the Npcf_SMPolicyControl service Notification
	Resource name
	URI
	HTTP method
	Request body
	Successful response body
	Meaning

	SM Policy Notification
	{notificationURI}
	POST
	Npcf_SMPolicyControlNotification
	FFS
	Notify the SMF about updated policies


5.4.5
Nsmf_EventExposure
5.4.5.1

General

This service provides events related to PDU sessions towards consumer NF. The service operations exposed by this service allow other NFs to subscribe and get notified of events happening on the PDU session. The following are the key functionalities of this NF service.

-
Allow consumer NFs to Subscribe and unsubscribe for events on a PDU session; and

-
Notifying events on the PDU session to the subscribed NFs.

The following are the types of events for which a subscription can be made:

-
UPF change (Addition and/or removal of PDU session anchor.);


SMF change;

-
Application traffic detection (start and stop);

-
PDU session statistics (for example usage reporting);

-
PDU session release; and 

-
Out of credit
Editor´s Note: Stage 2 indicates that this list is not yet complete.
5.4.5.2

Operations

Table 5.4.5.2-1: Stage 2 requirements for Operations of the Nsmf_EventExposure service
	Service Operations
	Initiated by
	Description
	Input (required)
	Input (optional)
	Output (required)
	Output (optional)

	Notify
	SMF
	Report UE PDU session related event(s) to the NF which has subscribed to the event report service 
	UE ID, PDU Session ID, Event Trigger, Event co-relation ID 
	none
	The consumer is notified of the events it subscribed to
	none

	Subscribe
	consumer (PCF or NEF)
	This service operation is used by an NF to subscribe for event notifications on a specified PDU session. 
	NF ID, PDU Session ID, UE ID (SUPI or IP address and DNN), Event co-relation ID, Event filter, event notification method (periodic, one time, on event detection)
	None
	None
	None


5.4.5.3
Encoding Proposal 1: RestFul HTTP

Table 5.4.5.3-1: Proposed type Nsmf_EventExposure

	Attribute name
	Data type
	Cardinality
	Description

	supi
	SUPI (FFS)
	1
	Subscriber Permanent Identifier

	pduSessionId
	FFS
	1
	PDU session Id

	subscriptionId
	FFS
	0..1
	Event co-relation ID.
This parameter shall be supplied by the SMF in HTTP responses that include an object of Nsmf_EventExposure type.

	self
	Link
	0..1
	Link to this resource.
This parameter shall be supplied by the SMF in HTTP responses that include an object of Nsmf_EventExposure type.

	notificationURI
	Link
	1
	Identifies the recipient of Notifications sent by the SMF.

	eventSubscriptions
	IndividualEventSubscription
	1..N
	Subscribed events


Table 5.4.5.3-3: Proposed type IndividualEventSubscription
	Attribute name
	Data type
	Cardinality
	Description

	event
	Enumeration SmfEvents (FFS)
	1
	Subscribed events

	notificationMethod
	Enumeration (Inlined)
	1
	Permissable enumeration values:
periodic, one time, on event detection

	notificationPeriod
	FFS
	0..1
	Is supplied for notificationMethod "periodic"


Table 5.4.5.3-4: Proposed type Nsmf_EventExposureNotification

	Attribute name
	Data type
	Cardinality
	Description

	supi
	SUPI (FFS)
	1
	Subscriber Permanent Identifier

	pduSessionId
	FFS
	1
	PDU session Id

	subscriptionId
	FFS
	1
	Event co-relation ID

	eventNotifications
	EventNotification
	1..N
	Notifications about Individual Events


Table 5.4.5.3-5: Proposed type EventNotification
	Attribute name
	Data type
	Cardinality
	Description

	event
	Enumeration SmfEvents (FFS)
	1
	Event that is notified

	FFS
	FFS
	0..1
	Depending on the event type, additional information can be required


Table 5.2.5.3-6: Proposed resources and methods overview for the Nsmf_EventExposure service
	Resource name
	Resource URI
	HTTP method
	Request body
	Successful response body
	Meaning

	SMF Notification Subscriptions
	{SMFhost}/
nsmf_event_exposure/
v1/
subscriptions
	GET
	none
	1..N
Nsmf_EventExposure
	Read all SMF Notification Subscriptions at an SMF.
Query parameters are FFS and can contain the NotificationURI (to identify all resources related to a given PCF or NEF), and the SUPI,

	
	
	POST
	Nsmf_EventExposure
	Nsmf_EventExposure
	Create a new Individual SMF Notification Subscription resource.

	Individual SMF Notification Subscription 
	{SMFhost}/
nsmf_event_exposure/
v1/
subscriptions /
{subscriptionId}
	GET
	none
	Nsmf_EventExposure
	Read an Individual SMF Notification Subscription resource.

	
	
	DELETE
	none
	none
	Delete an Individual SMF Notification Subscription resource and cancel the related subscription


Table 5.2.5.3-7: Proposed methods overview for the Nsmf_EventExposure service Notification
	Resource name
	URI
	HTTP method
	Request body
	Successful response body
	Meaning

	SMF Event Notification
	{notificationURI}
	POST
	Nsmf_EventExposureNotification
	FFS
	Notify the NF service consumer about subscribed events


*** End of Changes ***
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