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Proposed changes:
*** 1st Change ***
6
Interworking between the 5G System and external Data Networks (DN)
6.1
Reference Model

This clause will describe the Reference Architecture related to the interworking between the 5G system and external Data Networks.

6.1.1
General
The PDU-CAN domain can interwork with IP networks and networks handling non-IP data services. When interworking with the IP networks, the PDU-CAN domain can operator IPv4 or IPv6. The interworking point with the external networks is at N6 reference point. This interworking point is shown in the following figure.
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Figure 6.1.1-1: External network interworking

The UPF for interworking with the external network is the access point of the PDU-CAN domain. See 3GPP TS 23.501 [2] for further details.
*** 2nd Change ***
6.3
System Procedures

This clause will analyse the System Procedures related to the interworking between the 5G system and external Data Networks.

6.3.y
DN Authentication & Authorization

The SMF will interact with an external DN for transport of signalling for PDU session authorization/authentication by the external DN.
The following system procedure describes the signalling flows for the authentication/authorization procedures for 5G system. The procedures are based on the descriptions in 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3]. 
1.
UE initiates the PDU Session Establishment procedure, including authentication/authorization information.
2.
The AMF sends Session Management Request including the PDU Session Establishment Request to the SMF.
3.
The SMF triggers the N4 PDU session establishment request towards the UPF.
4.
The UPF sends the Authentication/Authorization request to the DN. It includes the received authentication/authorization data.
5.
The DN responds the UPF. The DN may provide a SM PDU DN Response Container to the UPF with authentication/authorization information.
6.
The UPF responds the SMF including the received Authentication/Authorization information within the SM PDU DN Response container.
7.
The SMF responds to the AMF.

8.
The AMF responds the UE. 
Steps 1 to 8 may be repeated depending on the authentication/authorization mechanism used.
Editor’s note: The details about the supported authentication/authorization mechanisms require further stage 2 work.
Editor’s note: If AAA signalling is tunnelled in steps 3 and 6 is FFS. 
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Figure 6.3.y-1: DN Authentication & Authorization
*** End of Changes ***
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