Page 1



3GPP TSG-CT WG3 Meeting #90
C3-173153
Zhangjiajie, China, 15 - 19 May 2017
	5PCR-Form-v0.3 

	PSEUDO  CR

	
	

	(

	Spec. number:
	29.251
	Current version:
	1.1.0
	(



	Title:                     
(

	 Caching time handling in TS 29.251

	
	

	Source:            
    (

	Ericsson, ZTE, Nokia

	
	

	Work item code:  
(

	SDCI-CT
	

	
	

	Reason for           (
   

change:

	S2-17xxxx clarifies the caching time handling in different network entity involved in the SDCI. Thus it is desired that the corresponding stage 3 specification shall align with the stage 2 specification.


	
	

	Summary of 

change:                (

	The caching time handling is specified.



	
	

	Consequences    (
  

if not agreed:
	Incomplete function and procedure for Gw/Gwn.

	
	

	Other specs         (

	

	affected(if any):
	

	
	 

	
	

	Other comments (

	


*** 1st Change ***
4.4.1
Request for PFDs (“Pull mode”)

At the time a PCC Rule with an application identifier for which PFDs are not available is activated or provisioned, or when the caching timer for an application identifier elapses and a PCC Rule for the application identifier is still active, the PCEF shall request all PFDs for the application identifier from the PFDF. 

The PCEF shall send an HTTP GET message to the PFDF to retrieve the PFDs for one or more application identifier(s) as defined in subclauses 6.3.3.2, 6.3.3.3 and 6.3.3.4. 
Upon receipt of the HTTP request for the pull operation, the PFDF shall respond to the PCEF indicating whether the pull operation was successful or not by using one of the HTTP status codes; if the pull operation is successful, the PFDF:

· shall include the PFDs of the specified application identifier(s) from the request within the body of the HTTP response;
· if there are caching time value(s) configured for any of the specified application identifier(s), shall also include the caching time value(s) for those application identifier(s) in the body of the HTTP response; and

· may start timer(s) for the specified application identifier(s) and the PCEF that pulled the information with value(s) according to configured caching time(s) for those application identifiers, and otherwise according to a default configured caching time.
NOTE a:
The timer(s) can be used to determine until when the PCEF will again request the PFDs for an application identifier. The PFDF can use this information to determine whether to accept the PFDs from the SCEF for an application identifier with an allowed delay.

The PCEF shall enforce the received PFDs for the application identifier(s). The PCEF shall also for each application identifier start a caching timer with a value

· according to the received caching time value for that application identifier, if such a value is received for that application identifier; or

· otherwise with a default caching time value configured in the PCEF.

NOTE b:
It is assumed that all PCEF(s) and PFDF(s) in an operator network are configured with the same default caching time value to be applied for all application identifiers.

When the PFDF receives PFDs for an application identifier from the SCEF together with an allowed delay, if the PFDF knows the PFDs has not been requested by any PCEF, the PFDF may wait for the PCEF to pull the PFDs; otherwise the PFDF shall check as follows whether the PFDs will be pulled with certainty by all PCEFs it serves within the allowed delay:
-
If the PCEF has running timer(s) for that application identifiers for all PCEFs it serves, the PFDs will be pulled with certainty by all PCEFs it serves within the allowed delay if all running timers will expire within the allowed delay.

-
Otherwise, the PFDs will be pulled with certainty by all PCEFs it serves within the allowed delay if the allowed delay is longer than:

-
the configured caching time value for that application identifier, if a caching time value is configured for that application identifier; or

-
the default caching time value, if no caching time value is configured for that application identifier.

If the PFDs will not be pulled with certainty by all PCEFs within the allowed delay, the PFDF will inform the SCEF that the allowed delay cannot be met as specified in 3GPP TS 29.250 [14]. The PFDF may still store the PFDs.

When the PCEF removes the last PCC/ADC rules that refer to the corresponding application identifier, the PCEF may remove the PFDs associated with the application identifier, or remove the PFDs when the caching timer expires.
*** 2nd Change ***

4.4.2
Provisioning of PFDs (“Push mode” and "Combination mode")

The PFDF may create, update or remove one or multiple PFDs associated with application identifier(s) to the PCEF.When the request for creation, update, or removal for an application identifier(s) is received from the SCEF, the PFDF shall for each PCEF it serves:

-
immediately send to the PCEF an HTTP POST message including the provisioned changes and/or notification of PFD creation/update/deletion for that application identifier as specified in subclause 6.3.3.5, or 
-
wait for a period shorter than the allowed delay (e.g. to aggregate all the PFDs for several application) and, if no HTTP GET request for that application identifier is received during the waiting time, then send an HTTP POST message including the provisioned changes and/or notification of PFD creation/update/deletion for that application identifier as specified in subclause 6.3.3.5.
In the combination mode, the PFDF may also check the received allowed delay against the caching time as specified in subclause 4.4.1, in order to utilize the pull procedure.
When the PCEF receives the HTTP POST message, the PCEF shall

-
delete the PFDs for the application identifier(s) where the removal-flag is included and set to true; 
-
install or update the PFDs for the application identifier(s) where the PFDs are provided;
-
acknowledge the HTTP POST message by sending a corresponding HTTP response with the appropriate status code (200 OK for success); and

-
retrieve the PFDs for the corresponding application identifier(s) as defined in subclause 4.4.1 either immediately if the allowed-delay is not provided, or within the provided allowed-delay for the application identifier(s) where the notification-flag is included and set to true.

NOTE:
It depends on the implementation whether the PCEF initiates separate pull requests to retrieve the PFDs for different application identifier(s) within the allowed-delay.The decision to send PFD, or notification of PFD creation/update for certain application identifier (if the notification is supported) on the PFDF is based on the operator policy.
The notification of PFD creation/update is only applicable in the Combination mode.
Editor’s note:
 It is FFS to define how the PFDF shall be able to determine that a PFD is successfully provisioned to a PCEF/TDF or not.

NOTE:
In the push mode, the PFDF can be configured with the list of PCEFs per application identifier(s).


*** 3rd Change ***

6.3.3.5
POST /gwapplication/provisioning
The provisioning of the PFDs shall be performed by the PFDF by using the POST method as follows:

-
The request URI formatted as defined in subclause 6.3.2 with the "path" part set to: /gwapplication/provisioning.

-
The Content-Type header field set to "application/json"
-
The body of the message encoded in JSON format as defined in Annex A.2. The body shall include

-
For the PFDs creation or update, the application identifier(s) and its full list of PFDs to be created or replace the previous PFDs for the same application identifier.

-
For the PFDs removal, the application identifier(s) and the removal indication.
-
For the PFDs notification, the application identifier(s), the notification indication and an optional allowed delay time for the PCEF/TDF to pull the corresponding PFDs within the allowed delay time.
Upon receipt of the HTTP POST, the PCEF/TDF shall respond to the PFDF indicating whether the provisioning was successful or not using one of the HTTP status codes as defined in subclause 6.3.4. If the provisioning was accepted, the PCEF/TDF shall respond with an HTTP 200 OK status code if no resource is created, or an HTTP 201 Created status code if one or more resources are created. If the provisioning was rejected, the PFDF shall indicate the reason using an appropriate HTTP status code for as defined in subclause 6.3.4 and optionally additional information in the body of the response as defined in Annex B.3.
Editor’s note:
The information indicating the statuses of the PFDs in the body of the response defined in Annex A is FFS.
Below is an example of an HTTP POST and a corresponding successful response:

POST /gwapplication/provisioning HTTP/1.1

Host: pcefserver.example.com

Content-Type: application/json

Content-Length: …

[

   {

      "application-identifier":"test-application-1",

      "notification-flag":true,

      "allowed-delay":600

   },

   {

      "application-identifier":"test-application-2",

      "removal-flag":true

   },

   {

      "application-identifier":"test-application-3",


      "pfds":[


 {

            "pfd-identifier":"pfd1",

            "flow-descriptions":[

               "permit in ip from 10.68.28.39 80 to any"

            ]

         },

         :{

            "pfd-identifier":"pfd2",

            "urls":[

               "^http://test.example.com(/\\S*)?$"

            ]

         }

      ]
   }

] 
 Here is an example of a successful response:

HTTP/1.1 200 OK
Date: Mon, 23 Apr 2012 17:10:00 GMT

Server: pcefserver.example.com

*** 4th Change ***

A.2
Provisioning schema
This subclause defines the JSON schema for the body of HTTP request providing the provisioned PFDs as well as the PFDs notifications in push mode. The schema is based on IETF draft-newton-json-content-rules [12] and is defined below:
# jcr-version 0.7
# ruleset-id 3gpp.gwapplication.provisioning
# import 3gpp.gwapplication.pfds as pfds
; JCR based on draft v7 representing the PFDs provisioning data 

$provisioning-root = @{root}{

  $pfds.application-identifier,

  $notification-flag ?,
  $removal-flag ?,
  $allowed-delay ?,


  $pfds.pfds ?
}

; An array list of the PFDs provisioning/notification for multiple application identifiers 
$provisioning-array-root = @{root} [ $provisioning-root * ]

; A flag indicates whether this is a notification or a provisioning
$notification-flag = "notification-flag" : boolean
; A flag indicates whether this is a removal or not
$removal-flag = "removal-flag" : boolean

; The allowed delay time for the PFDs deployment

$allowed-delay = "allowed-delay" : uint64

*** End of Changes ***
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