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2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication and/or edition number or version number) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: “Vocabulary for 3GPP Specifications”.

[2]
3GPP TS 23.203: “Policy Control and charging architecture”.

[3]
3GPP TS 23.060: “General Packet Radio Service (GPRS); Service description; Stage 2”.

[4]
3GPP TS 23.107: “Quality of Service (QoS) concept and architecture”.

[5]
3GPP TS 24.229: “IP Multimedia Call Control Protocol based on SIP and SDP; Stage 3”.
[6]
3GPP TS 26.234: “End-to-end transparent streaming service; Protocols and codecs”.

[7]
Void.

[8]
Void

[9]
3GPP TS 29.212: “Policy and Charging Control (PCC); Reference points”.

[10]
3GPP TS 29.214: “Policy and Charging Control over Rx reference point”.

[11]
IETF RFC 2327: “SDP: Session Description Protocol”.

[12]
IETF RFC 3264: “An Offer/Answer model with the Session Description Protocol (SDP)”.

[13]
IETF RFC 3556: “Session Description Protocol (SDP) Bandwidth Modifiers for RTP Control Protocol (RTCP) Bandwidth”.

[14]
Void.

[15]
IETF RFC 5245: “Interactive Connectivity Establishment (ICE): A Protocol for Network Address Translator (NAT) Traversal for Offer/Answer Protocols”.

[16]
IETF RFC 4145: “TCP-Based Media Transport in the Session Description Protocol (SDP)”.

[17]
IETF RFC 4975: “The Message Session Relay Protocol (MSRP)”.
[18]
3GPP2 C.S0046-0 v1.0: “3G Multimedia Streaming Services”.
[19]
3GPP2 C.S0055-A v1.0: “Packet Switched Video Telephony Services (PSVT/MCS)”.

[20]
Void

[21]
3GPP TS 23.402: “Architecture Enhancements for non-3GPP accesses”.
[22]
3GPP TS 29.215: “Policy and Charging Control over S9 reference point”.
[23]
IETF RFC 3890: “A Transport Independent Bandwidth Modifier for the Session Description Protocol (SDP) “.

[24]
3GPP TS 24.292: “IP Multimedia (IM) Core Network (CN) subsystem Centralized Services (ICS); Stage 3”.
[25]
3GPP TS 23.335: “User Data Convergence (UDC); Technical realization and information flows; Stage 2”.

[26]
3GPP TS 29.335: “User Data Convergence (UDC); User Data Repository Access Protocol over the Ud interface; Stage 3”.
[27]
3GPP TS 23.216: “Single Radio Voice Call Continuity (SRVCC); Stage 2”.
[28]
3GPP TS 29.219: “Policy and Charging Control over Sy reference point”.
[29]
3GPP TS 26.114: “IP Multimedia Subsystem (IMS); Multimedia Telephony; Media handling and interaction”
[30]
3GPP TS 26.247: “Transparent end-to-end Packet-switched Streaming Service (PSS) Progressive Download and Dynamic Adaptive Streaming over HTTP (3GP-DASH) “.
[31]
Void.
[32]
Broadband Forum WT-134: “Policy Control Framework” (work in progress).

[33]
IETF RFC 7683: "Diameter Overload Indication Conveyance".
[34]
3GPP TS 23.468: "Group Services and System Aspects; Group Communication System Enablers for LTE (GCSE LTE).

[35]
3GPP TS 23.380: "IMS Restoration Procedures".
[36]
3GPP TS 29.217: “Policy and Charging Control: Congestion Reporting over Np reference point”.
[37]
3GPP TS 23.003: "Numbering, addressing and identification".
[38]
3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications".

[39]
IETF RFC 5761: "Multiplexing RTP Data and Control Packets on a Single Port".
[40]
IETF RFC 7944: "Diameter Routing Message Priority".
[51]
3GPP TS 23.335: "User Data Convergence (UDC); Technical realization and information flows; Stage 2".

[52]
3GPP TS 29.335: "User Data Convergence (UDC); User Data Repository Access Protocol over the Ud interface; Stage 3".
[53]
3GPP TS 29.201: "Representational State Transfer (REST) reference point between Application Function (AF) and Protocol Converter (PC)".

[54]
3GPP TS 29.155: "Traffic Steering Control; Representational State Transfer (REST) over St reference point".

[55]
3GPP TS 32.240: "Telecommunication management; Charging management; Charging architecture and principles".
[56]
3GPP TS 29.154: "Service Capability Exposure Function over Nt reference point".

[57]
Void.
[58]
3GPP TS 22.153: "Multimedia Priority Service".
[59]
3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".
[60]
IETF draft-ietf-dime-load-03: "Diameter Load Information Conveyance".
Editor's note:
The above document cannot be formally referenced until it is published as an RFC.

[61]
IETF RFC 6733: "Diameter Base Protocol".
[62]
3GPP TS 29.250: "Nu reference point between SCEF and PFDF for sponsored data connectivity".

[63]
3GPP TS 29.251: "Gw and Gwn reference points for sponsored data connectivity".
[xx]
3GPP TS 23.280: "Common functional architecture to support mission critical services; Stage 2".
* * * 2nd change * * *
7.3.7
PCRF selection by AF

If the AF has the realm identification (i.e. FQDN from a UE NAI) and is located in the HPLMN, the AF sends the user identity in the Subscription-Id AVP and PDN information (i.e. APN) if available in the Called-Station-Id AVP in a Diameter request to the DRA which acts as a Diameter agent.
For an AF serving mission critical communication services (e.g. MCPTT), the AF shall derive the realm of the PCRF based on the IP address and, based on the PLMN ID, construct the Diameter destination realm and use that destination realm in the initial request to address the DRA.

NOTE 1:
An AF serving mission critical communication services as defined in 3GPP TS 23.280 [xx] can be independent from a PLMN and is not guaranteed to have any realm identification.
If the AF does not have proper knowledge about the user identity and the AF is located in the HPLMN, the AF may use pre-configured information to find the DRA.

Editor’s Note: It is FFS how the AF (e.g. a third party or non-IMS application server) finds the DRA if it does not have the proper knowledge about the user identity. It is FFS whether a pre-configured destination realm will suffice in these cases.

The AF shall provide the DRA of the PCRF realm with identity parameters upon the first interaction between the AF and the PCRF realm.
If redirect agent is used for DRA, the DRA shall use the redirecting requests procedure as specified in IETF RFC 6733 [61], and include the PCRF identity in the Redirect-Host AVP in the Diameter reply sent to the AF.

If proxy agent is used for DRA, the DRA should use the proxy procedure as specified in IETF RFC 6733 [61]. For PA2 solution (described in clause 7.1), only AF session establishment messages shall be sent through the DRA.
The parameters from the AF may comprise the UE IP address in either the Framed-IP-Address AVP or the Framed-Ipv6-Prefix AVP, PDN information in the Called-Station-Id AVP, user identity in the Subscription-Id AVP and domain Identity in the IP-Domain-Id AVP (3GPP TS 23.203 [2]).
NOTE 2:
In case the user identity in the IP‑CAN and the application level identity for the user are of different kinds (e.g. user identity is the IP-CAN is IMSI and application level identity for the user is SIPURI), the DRA needs to maintain, or have access to, the mapping between the identities. Such mapping is not subject to specification within this TS.
* * * End of changes * * *
