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Proposed changes:

*** 1st Change ***

5.7.4.5.1
Registration/erasure

If the user has the subscription option "control of barring services" set to "by subscriber using a password" a password is registered at provisioning time and the UE can change the registered password at any later time using the procedures in this subclause.
When the MSC Server receives a REGISTER message with an invoke component of the operatation "register password" as specified in 3GPP TS 24.010 [41], the MSC Server enhanced for ICS first sends a FACILITY message towards the UE with an invoke component of the operation "get password". After receiving a FACILITY message from the UE with a return result component including a password, the MSC Server enhanced for ICS shall use this password to perform a password check procedureby sending an HTTP POST request towards the XCAP server as specified in 3GPP TS 24.623 [42].
Upon receiving an HTTP 200 (OK) response to the password check request as above, the MSC Server enhanced for ICS requests the new password from the UE as specified in 3GPP TS 24.010 [41] by sending a FACILITY message towards the UE with an invoke component of the operation "get password". When the UE returns the password the MSC Server enhanced for ICS requests the new password again. After receiving the password again, the MSC Server enhanced for ICS compares the two passwords, and if they are equal, registers the new password by performing the password change procedure as specified in 3GPP TS 24.623 [42].
Upon receiving the HTTP 200 (OK) response to the password change request as above, the MSC Server enhanced for ICS sends a Release Complete with the return result component of the operation "register password" as specified in 3GPP TS 24.010 [41].
Error responses towards the UE are sent as specified in 3GPP TS 24.010 [41].

Erasure of the CB service is not specified for NAS signalling in 3GPP TS 24.088 [30], therefore interworking procedures for service erasure are not applicable.

*** End of Changes ***

