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1. Introduction
Several editor's notes related to charging are still open in TS 29.244. The main open issue is to finalize the definition of the Sxb and Sxc interfaces to support online charging with CUPS. 
SA5 replied to the related CT4 questions in C4-172153. 
2. Reason for Change
SA5 replied that the OCS does not expect the used quota to exceed the granted quota and that this would be an error if this was happening. 
Q1 from CT4: Is it acceptable that, in some relatively rare cases, traffic is sent by the UP function beyond an intermediate or final quota granted by the OCS, also considering that any traffic in excess would still normally be reported to the CP function and the OCS? Or is it required that the traffic forwarded shall never exceed an intermediate or final quota?  

Answer from SA5: SA5 understands the scenario described by CT4 would result in situations where "used quota" returned by the CP would exceed "granted quota" previously granted by the OCS, which corresponds to an error scenario.

Based on the RFC 4006 definition of granted quota (which is the reference), partially copied here:

Granted-Service-Unit AVP (AVP Code 431) is of type Grouped and contains the amount of units that the Diameter credit-control client can provide to the end user until the service must be released or the new Credit-Control-Request must be sent.   

We can conclude the OCS assumes that used quota would not exceed quota granted.
This functionality also needs further investigation.  

It shall therefore be ensured that the used quota never exceeds the quota granted by the OCS. This applies to intermediate as well as final quotas. This is in line with TS 32.299 which also specifies that the client shall continue to forward the traffic, whilst new quotas are being requested to the OCS, until the original quota has been consumed. 

6.5.2
Threshold based Re-Authorization triggers

The server may optionally include as part of the Multiple-Services-Credit-Control AVP, when it is providing a quota, an indication to the client of the remaining quota threshold that shall trigger a quota re-authorization. 
The Time-Quota-Threshold AVP indicates the threshold in seconds when the granted quota is time, and the Volume-Quota-Threshold AVP indicates the threshold in octets when the granted quota is volume. 
The Unit-Quota-Threshold AVP indicates the threshold in service specific units, that are defined in the service specific documents, when the granted quota is service specific.

If the threshold triggers were included along with the quota granted, the Credit-Control client, then, shall seek re-authorization from the server for the quota when the quota contents fall below the supplied threshold. The client shall allow service to continue whilst the re-authorization is progress, until the original quota had been consumed.
It is thus required to support the concept of Time and Volume Quotas over Sxb and Sxc to enable user plane traffic to be passed on until the granted quota is reached.
CUPS needs also to support the concept of Quota Holding Time specified in TS 32.299:
The server may specify an idle timeout associated with a granted quota using the Quota-Holding-Time AVP. 
If no traffic associated with the quota is observed for this time, the client shall understand that the traffic has stopped and the quota is returned to the server. The client shall start the quota holding timer when quota consumption ceases.  This is always when traffic ceases, i.e. the timer is re-started at the end of each packet. It applies equally to the granted time quota and to the granted volume quota. The timer is stopped on sending a CCR and re-initialised on receiving a CCA with the previous used value or a new value of Quota-Holding-Time AVP if received.

Alternatively, if this AVP is not present, a locally configurable default value in the client shall be used. 
A Quota-Holding-Time AVP value of zero indicates that this mechanism shall not be used.

This functionality requires the UP function to monitor the absence of traffic, to report an event to the CP function when the inactivity period exceeds the Quota Holding Time and to stop forwarding packets until a new quota is provided. This applies regardless of whether volume/time/event based charging is used. 

NOTE: 
Without supporting the concept of quotas and quota holding time over Sx, packets may be sent by the UP function beyond the granted (intermediate or final) quotas or Quota Holding Time, until the UP function receives a new PFCP request from the CP function to stop the forwarding of the packets, or reroute such packets or terminate the Sx session. The traffic in excess to the granted quotas would depend on the time elapsed between the instant the UP function reports that the quota is reached and the reception of the new CP function's instruction. Loss of PFCP messages, overload in the CP or UP function, or latency on the Gy interface would result in even more traffic sent beyond the granted quotas. Considering the very high throughput supported by E-UTRAN and/or WLAN accesses, the amount of such traffic may not be negligible. 

Possible technical solutions

Solution 1: It is proposed to support the concept of Time and Volume Quotas over Sxb and Sxc by:

· defining new Time Quota and Volume Quota IEs in the URR; 

· defining a new Quota Holding Time IE in the URR;

· defining a new FAR ID for Quota Action IE in the URR, identifying a substitute FAR the UP function shall apply for the traffic associated to the URR when exhausting a Time or Volume Quota. This FAR may request the UP function to drop the packets or to redirect the traffic to a redirect address as already specified for Traffic Redirection. 

This requires the CP function to provision a second FAR for the Sx session, when provisioning volume/time quotas, which substitutes to the first (regular) FAR for traffic that exhausts its quota. In its simplest form, this FAR just contains the Apply Action parameter requiring to drop packets. This FAR may also be predefined in the UP function, in which case it is sufficient to simply refer to the pre-defined FAR ID in the URR. 

This approach complies with the PFCP forwarding model, where instructions to drop or redirect packets are provisioned by the means of FAR. This also reuses the functionalities and parameters already specified in FARs for implementing the quota action when quotas are exchausted (be it for dropping or redirecting the traffic). This approach still result in only 1 FAR being applied to any specific traffic at a time. However it requires to create an extra FAR for the Sx session and requires the UP function to switch the FAR it applies when reaching a quota and when being subsequently re-provisioned with a new quota.
Solution 2:

Same solution as solution 1, but with defining a Quota Action IE instead of a "FAR ID for Quota Action IE", i.e. without creating and referencing a second FAR. The Quota Action would indicate whether to drop or redirect the packets when the volume/time quota is reached. 
Several IEs currently encoded in the FAR would however need to be reproduced in such a Quota Action IE (e.g. Redirect Information, PDN instance, Destination Interface, etc). It was also hinted at a previous CT4 meeting that such an approach would deviate from the packet forwarding model supported over Sx since resulting in providing instructions in a URR on whether to forward/drop packets.
Solution 3:

Same solution as solution 1, but without a FAR ID for Quota Action IE. The UP function always stop forwarding the packets when reaching the quota. Traffic redirection, when applicable, is performed by the CP function, when being notified that the quota has been reached, by modifying the FAR of the session. 
This approach is simpler for the UP function and ensures that traffic is never sent in excess to the granted quota. It could possibly cause some packet losses and latency when performing traffic redirection, but in most cases traffic redirection would be performed in minimal time.
Whatever the solution, when getting new quotas from the OCS, the CP function updates the UP function with the new granted quotas. If an intermediate quota had been reached, this results in the UP function starting to consume the new granted quota and to resume forwarding packets until the new granted quota is exhausted. 
The call flow is illustrated in the figure below. 

[image: image1.wmf] 

OCS

 

UP function

 

(

PGW

-

U/TDF

-

U

)

 

 

2

. 

 

Sx Session Mod. 

Req

uest

 

 

(

Volume Thresh=90

, Volume Quota=100

)

 

1

. 

request credit

 

1'. Granted Quota

 

1

00

, Quota Thres

hold 10

 

 

3

. 

Sx Session Rep

ort

 

Req

uest

 

 

(

Volume

 

Thres

h

 

reached

, Vol.Meast= 90

)

 

CP function

 

(PGW

-

C/TDF

-

C

)

 

 

4. request credit

 

After consuming

 

90

:

 

-

 

UP sends a report 

 

-

 

UP 

forward

s

 

packets 

till

 

100 M

 

 

7. request credit

 

7

'. Final Quota 50

 

Terminate the service

 

4

'. Granted Quota 100, Quota Threshold 10 

 

5. 

 

Sx Session Mod. 

Request 

 

(Volume Thresh=90

, Volume Quota=100

)

 

6. Sx Session Report Request 

 

(Volume Thresh reached, Vol.Meast= 90)

 

8. 

 

Sx Session Mod. 

Request 

 

(Volume Quota=50

)

 

9

. Sx Session Report Request 

 

(Volume Quota reached, Vol.Meast= 50)

 

After consuming 90:

 

-

 

UP sends a report 

 

-

 

UP 

forward

s

 

packets 

till

 

100 M

 

 

After consuming 50:

 

-

 

UP sends a report 

 

-

 

UP stops forwarding

 

packets 

 

 


In this call flow, it is assumed that the OCS provides both a volume (or time) quota and quota threshold. 

In the steps 2 and 5 above, the URR is set with:

· the Volume/Time Threshold IE set to the difference between the granted quota and the quota threshold
· the Volume/Time Quota IE set to the granted quota. 

The UP function determines when to send its next usage report to the CP function by deducting from the newly provisioned threshold or quota the traffic it has forwarded since its last usage report. For instance, if the UP function had forwarded 10 Mbytes of traffic between the steps 3 and 5 (thus reaching the intermediate quota), upon receiving the message 5 provisioning a new volume threshold of 90 Mbytes, the UP function sends its next usage report upon newly forwarding 80 Mbytes of traffic (90 – 10). 
When both a Volume Threshold and a Volume Quota are provisioned, the UP function sends one usage report only when reaching the volume threshold. When subsequently reaching the volume quota (before being provisioned with a new quota), the UP function stops forwarding the traffic but does not send a second usage report to the CP function.
3. Conclusions
It is proposed to implement the solution 3. 
4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.244 v1.1.0.
* * * First Change * * * *

5.2.2
Usage Reporting Rule Handling 

5.2.2.1
General

The CP function shall provision URR(s) for an Sx session in an Sx Session Establishment Request or an Sx Session Modification Request to request the UP function to: 

-
measure the network resources usage in terms of traffic data volume, duration (i.e. time) and/or events, according to the provisioned Measurement Method; and

-
send a usage report to the CP function, when the measurement reaches a certain threshold, periodically or when detecting a certain event, according to the provisioned Reporting Triggers.

NOTE:
The UP function sends a usage report without performing network resources usage measurements when being requested to detect and report the the start of an SDF or application traffic.
Editor's Note:
It is FFS whether the credit pooling requirements specified in subclause 5.5.2.1 of 3GPP TS 32.240 apply to a PGW and TDF, and if so, how to support them.

Editor's Note:
It is FFS whether the envelope reporting requirements specified in 3GPP TS 32.251 and subclause 6.5.6 of 3GPP TS 32.299 require any specific consideration for CUPS.


5.2.2.2
Provisioning of Usage Reporting Rule in the UP function
When provisioning a URR, the CP function shall provide the reporting trigger(s) in the Reporting Triggers IE of the URR which shall cause the UP function to generate and send a Usage Report to the CP function. When adding or removing reporting trigger(s) to or from the URR, the CP function shall provide the new complete list of applicable reporting triggers in the Reporting Triggers IE in the Sx Session Modification Request message.

For the volume-based measurement method, the CP function may provision: 

-
the Volume Threshold IE, to request the UP function to generate a usage report when the measured traffic reaches the threshold;

-
the Volume Quota IE, to request the UP function to stop forwarding packets and, if no Volume Threshold is provisioned, to also generate a usage report, when the measured traffic reaches the quota; 

-
the Dropped DL Traffic Threshold IE, to request the UP function to generate a usage report when the downlink traffic that is being dropped reaches the threshold; and/or

NOTE 1:
The Dropped DL Traffic Threshold can be armed in a SGW-U for triggering the PGW Pause of Charging feature (see 3GPP TS 23.401 [14]).

-
a Measurement Information with the 'Measurement Before QoS Enforcement' flag set to 1, to request the UP function to measure the traffic usage before any QoS enforcement. 


For the time-based measurement method, the CP function may provision:

-
a Time Threshold IE, to request the UP function to generate a usage report when the measured traffic reaches the threshold; 

-
a Time Quota, to request the UP function to stop forwarding packets and, if no Time Threshold is provisioned, to also generate a usage report, when the measured traffic reaches the quota; and/or

-
an Inactivity Detection Time, to request the UP function to suspend the time measurement when no packets are received during the provisioned inactivity detection time. The time measurement shall then be resumed by the UP function when subsequent traffic is received. If an Inactivity Detection Time value of zero is provided, or if no Inactivity Detection Time has been provided by the CP function, the time measurement shall be performed continuously from the point when the first packet is received until the time-based usage measurement is stopped.
The CP function may provision a Volume Threshold, a Volume Quota, or both (and/or respectively a Time Threshold, a Time Quota, or both).
When both a Volume (or Time) Threshold and a Volume (or Time) Quota are provisioned, the UP function shall send a usage report only when reaching the Volume (or Time) Threshold; when subsequently reaching the Volume (or Time) Quota, the UP function shall stop forwarding packets without sending a new usage report to the CP function.
NOTE 2:
For online charging, the Volume Threshold (or Time Threshold) can be set in a PGW-U or TDF-U to the value of the granted volume (or time) quota minus the volume (or time) quota threshold, such as to get a usage report from the UP function when the volume (or time) based credit falls below the remaining quota thresholds provided by the OCS.
NOTE 3:
The Volume Quota or Time Quota can be armed in a PGW-U or TDF-U for online charging to enable the traffic to be forwarded up to an intermediate or final quota granted by the OCS. The CP function can provision both a Volume (or Time) Threshold and a Volume (or Time) Quota to request the UP function to send a usage report when the consumed resources reach the volume (or time) usage threshold provided by the OCS, and to stop forwarding packets (without sending a second usage report) when the granted volume (or time) quota is exhausted. 

For all the measurement methods (i.e. volume, time or event), the CP function may also provision:

-
a Quota Holding Time, to request the UP function to send a usage report and to also stop forwarding packets when no packets have been received for the duration indicated in this parameter; 

NOTE 4:
A Quota Holding Time can be armed in a PGW-U or TDF-U for online charging to request the UP function to send a Usage Report when the Quota Holding Time provided by the OCS (see 3GPP TS 32.299 [18]) expires. The UP function can be instructed in the same Usage Reporting Rule with the Report Triggers – START to generate a new Usage Report upon receiving any subsequent packets associated with this URR.

-
a Monitoring Time, to request the UP function to measure the network resources usage before and after the monitoring time in separate counts and to re-apply the volume and time thresholds at the monitoring time. The CP function may additionally provision a Subsequent Volume (or Time) Threshold IE, for a volume (or time) based measurement. When being provisioned with a Monitoring Time, the UP function shall:

-
reset its usage thresholds at the monitoring time to the value provided in the Subsequent Volume (or Time) Threshold IE, if provisioned in the URR, or to the remaining value of the Volume (or Time) threshold used before the monitoring time (i.e. excluding the already accumulated volume or time usage); 

-
shall indicate the usage up to the Monitoring time and usage after the Monitoring time in the first usage report after the Monitoring Time is reached;

-
a Measurement Period, indicating the period to generate periodic usage reports to the CP function. 

The CP function may request at any time the UP function to activate or deactivate a network resources usage measurement and the sending of corresponding Usage Reports, using the Active/Inactive Rule IE of the URR. 

NOTE 5:
This can be used in a PGW-U for the PGW Pause of Charging procedure (see 3GPP TS 23.401 [14]). 
* * * Next Change * * * *

5.2.2.3
Reporting of Usage Report to the CP function
When detecting that a provisioned reporting trigger occurs, the UP function shall generate a Usage Report and send it to the CP function by initiating the Sx Session Report procedure. 
The UP function shall continue to apply the provisioned URR(s) and perform the network resources usage measurement after a threshold is reached, and re-apply the provisioned threshold (for sending any further Usage Report) until getting any further instruction or a new threshold from the CP function. The UP function shall reset its ongoing measurement counts when generating a usage report towards the CP function, i.e. the UP function shall report in a usage report the network resources usage measurement since the last usage report. 

When receiving a new threshold or quota from the CP function for a measurement that is already ongoing in the UP function, the UP function shall consider its ongoing measurements counts against the new threshold or quota to determine when to send its next usage report to the CP function. 
NOTE 1:
The UP function determines when to send its next usage report to the CP function by deducting from the newly provisioned threshold or quota the traffic it has forwarded since its last usage report. As an example, if the UP function has forwarded 10 Mbytes of traffic since it last usage report to the CP function and the CP function provisions a new volume threshold or quota of 100 Mbytes, the UP function sends its next usage report upon newly forwarding 90 Mbytes of traffic.
When reporting the network resources usage before and after a Monitoring Time, the UP function shall send two Usage Reports in the PFCP message (e.g. Sx Session Report Request) for the same URR ID. Each Usage Report shall then include the Usage Information IE indicating whether the reported network resource usage was consumed before or after the Monitoring Time. Omission of this IE in a Usage Report indicates that no monitoring time has occurred. The UP function shall send Usage Reports soon after the occurrence of the Monitoring Time.

NOTE 2:
The UP function needs to take care to smooth the signalling load towards the CP function if Usage Reports need to be generated for a large number of Sx sessions after the occurrence of the Monitoring Time.
For the volume-based measurement method, the UP function shall report the traffic usage after any QoS enforcement. Additionally, if the CP function requested to measure the traffic usage before QoS enforcement, the UP function shall also report corresponding measurements, when measurements needs to be reported for the traffic usage after QoS enforcement, by sending two Usage Reports in the PFCP message (e.g. Sx Session Report Request) for the same URR ID. Each Usage Report shall then include the Usage Information IE indicating whether the reported network resource usage corresponds to the traffic before or after QoS enforcement. Thresholds provisioned in a URR shall apply to the traffic usage after any QoS enforcement.

When being instructed to deactivate a network resources usage measurement, via the Active/Inactive Rule IE of the URR, the UP function shall include a Usage Report in the Sx Session Modification Response and reset its ongoing measurements for the URR that is deactivated.

The CP function may request the UP function, in an Sx Session Modification Request, to report its ongoing network resources measurement for one or multiple URRs of the Sx session. In this case, the UP function shall reset its ongoing measurements for the URR(s) being queried and include corresponding usage report(s) in the Sx Session Modification Response. 

NOTE 3:
It is up to the CP function to request the UP function to generate an immediate report (or not) as specified above when the CP function modifies a URR or any other rules of the Sx session. As an exception, the UP function always generates an immediate report when being instructed to deactivate a network resource measurement via the Active/Inactive Rule IE of the URR.
At the Sx session termination, the UP function shall indicate to the CP function, in the Sx Session Deletion Response, the resources that have been consumed for each URR that was provisioned in the Sx session since the last usage report (respective to each URR).

* * * Next Change * * * *

5.4.10
Charging

The charging requirements for online and offline charging in the PS domain specified in 3GPP TS 32.251 [17] shall be preserved with a split SGW, PGW and TDF architecture. 

Charging is supported by the CP function by activating in the UP function the measurement and reporting of the accumulated usage of network resources per: 

-
IP-CAN bearer, for an SGW;

-
IP-CAN bearer, IP-CAN session and/or individual or group of service data flows, for a PGW; 

-
TDF session and/or individual or group of applications, for a TDF. 

See subclauses 5.3 and 7.8.4 of 3GPP TS 23.214 [2]. 
The CP function shall control the usage measurement and reporting in the UP function by: 

-
creating the necessary PDR(s) to represent the service data flow, application, bearer or session; 

-
creating a URR for each Charging Key, combination of Charging Key and Service ID, or combination of Charging Key, Sponsor ID and Application Service Provider Id;

-
associating the URR to the relevant PDRs defined for the Sx session, for usage reporting at IP-CAN bearer, IP-CAN session, TDF session, SDF or application level.
For online charging, the CP function shall provision the URR with the Volume (or Time) Quota, and with the Volume (or Time) Quota if a quota threshold was received from the OCS, as specified in subclause 5.2.2.2. Besides, when the OCS provides a final quota and requests to redirect the traffic towards a redirect destination when exhausing this quota, the CP function shall redirect the traffic towards a redirect destination as specified in subclause 5.4.7 upon being notified that the final quota has been reached. An example call flow is depicted in Annex X.2.1.1. 
To avoid the risk of signalling storms between the CP and UP functions at times of tariff change, the CP function may include the Monitoring Time IE in the URR and set it to the time of tariff change to request the UP function to report separately the resource usage before and after the time of tariff change (see e.g. subclause 6.3.7.1 of 3GPP TS 32.299 [18]).

Editor's Note: 
Upon receiving the Usage Report from the UP function, the behaviour of the CP function, e.g. to initiate Sx Session Modification procedure to create a new FAR (for re-direct) and/or to modify the existing FAR and the URR which is generating the Usage Reporting Rules as result of the communication with the OCS, is FFS.
* * * Next Change * * * *

7.5.2.4
Create URR IE within Sx Session Establishment Request
The Create URR grouped IE shall be encoded as shown in Figure 7.5.2.4-1.
Table 7.5.2.4-1: Create URR IE within Sx Session Establishment Request 

	Octet 1 and 2
	
	Create URR IE Type = 6 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	URR ID
	M
	This IE shall uniquely identify the URR among all the URRs configured for this Sx session.
	X
	X
	X
	URR ID

	Active/Inactive Rule 
	M
	This IE shall indicate if the measurement shall be performed (active) or be paused (inactive). 
	-
	X
	-
	Active/Inactive Rule

	Measurement Method
	M
	This IE shall indicate the method for measuring the network resources usage, i.e. whether the data volume, duration (i.e. time), combined volume/duration, or event shall be measured.
	X
	X
	X
	Measurement Method

	Reporting Triggers
	M
	This IE shall indicate the trigger(s) for reporting network resources usage to the CP function, e.g. periodic reporting or reporting upon reaching a threshold.
	X
	X
	X
	Reporting Triggers

	Measurement Period 
	C
	This IE shall be present if periodic reporting is required. When present, it shall indicate the period for generating and reporting usage reports. 
	X
	X
	X
	Measurement Period

	Volume Threshold
	C
	This IE shall be present if volume-based measurement is used and reporting is required upon reaching a volume threshold. When present, it shall indicate the traffic volume value after which the UP function shall report network resources usage to the CP function for this URR.
	X
	X
	X
	Volume Threshold

	Volume Quota
	C
	This IE shall be present if volume-based measurement is used and the CP function needs to provision a Volume Quota in the UP function (see subclause 5.2.2.2). 

When present, it shall indicate the Volume Quota value.
	-
	X
	X
	Volume Quota

	Time Threshold
	C
	This IE shall be present if time-based measurement is used and reporting is required upon reaching a time threshold. When present, it shall indicate the time usage after which the UP function shall report network resources usage to the CP function for this URR.
	X
	X
	X
	Time Threshold

	Time Quota
	C
	This IE shall be present if time-based measurement is used and the CP function needs to provision a Time Quota in the UP function (see subclause 5.2.2.2). 

When present, it shall indicate the Time Quota value.
	-
	X
	X
	Time Quota

	Quota Holding Time
	C
	This IE shall be present, for a time, volume or event-based measurement, if reporting is required and packets are no longer permitted to pass on when no packets are received during a given inactivity period. 

When present, it shall contain the duration of the inactivity period.
	-
	X
	X
	Quota HoldingTime 

	Dropped DL Traffic Threshold
	C
	This IE shall be present if reporting is required when the DL traffic being dropped exceeds a threshold. 

When present, it shall contain the threshold of the DL traffic being dropped.
	X
	-
	-
	Dropped DL Traffic Threshold

	Monitoring Time
	O
	When present, this IE shall contain the time at which the UP function shall re-apply the volume or time threshold. 
	-
	X
	X
	Monitoring Time

	Subsequent Volume Threshold
	
	This IE may be present if the Monitoring Time IE is present and volume-based measurement is used. 
When present, it shall indicate the traffic volume value after which the UP function shall report network resources usage to the CP function for this URR for the period after the Monitoring Time.
	-
	X
	X
	Subsequent Volume Threshold

	Subsequent Time Threshold
	
	This IE may be present if the Monitoring Time IE is present and time-based measurement is used. 
When present, it shall indicate the time usage after which the UP function shall report network resources usage to the CP function for this URR for the period after the Monitoring Time.
	-
	X
	X
	Subsequent Time Threshold

	Inactivity Detection Time
	C
	This IE shall be present if time-based measurement is used and the time measurement need to be suspended when no packets are received during a given inactivity period. When present, it shall contain the duration of the inactivity period.
	-
	X
	X
	Inactivity Detection Time

	Linked URR ID
	C
	This IE shall be present if linked usage reporting is required. When present, this IE shall contain the linked URR ID which is related with this URR (see subclause 5.2.2.4). 
	-
	X
	X
	Linked URR ID 

	Measurement Information
	C
	This IE shall be included if any of the following flag is set to 1.

Applicable flags are:

-
Measurement Before QoS Enforcement Flag: this flag shall be set to 1 if the traffic usage before any QoS Enforcement is requested to be measured.
	-
	X
	X
	Measurement Information


Editor’s note: additional and conditions of IEs are FFS.
* * * Next Change * * * *

7.5.4.4
Update URR IE within Sx Session Modification Request
The Update URR grouped IE shall be encoded as shown in Figure 7.5.4.4-1.
Table 7.5.4.4-1: Update URR IE within Sx Session Modification Request 

	Octet 1 and 2
	
	Update URR IE Type = 13 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	URR ID
	M
	This IE shall uniquely identify the URR among all the URRs configured for that Sx session
	X
	X
	X
	URR ID

	Active/Inactive Rule 
	C
	This IE shall be present if the measurement needs to be newly activated or paused. 

When present, it shall indicate if the measurement shall be performed (active) or be paused (inactive). 
	-
	X
	-
	Active/Inactive Rule

	Measurement Method
	C
	This IE shall be present if the measurement method needs to be modified. 

When present, this IE shall indicate the method for measuring the network resources usage, i.e. whether the data volume, duration (i.e. time), combined volume/duration, or event shall be measured.
	X
	X
	X
	Measurement Method

	Reporting Triggers
	C
	This IE shall be present if the reporting triggers needs to be modified. 

When present, this IE shall indicate the trigger(s) for reporting network resources usage to the CP function, e.g. periodic reporting or reporting upon reaching a threshold.
	X
	X
	X
	Reporting Triggers

	Measurement Period 
	C
	This IE shall be present if the Measurement Period needs to be modified. 

When present, it shall indicate the period for generating and reporting usage reports. 
	X
	X
	X
	Measurement Period

	Volume Threshold
	C
	This IE shall be present if the Volume Threshold needs to be modified. When present, it shall indicate the traffic volume value after which the UP function shall report network resources usage to the CP function for this URR.
	X
	X
	X
	Volume Threshold

	Volume Quota
	C
	This IE shall be present if the Volume Quota needs to be modified. 

When present, it shall indicate the Volume Quota value.
	-
	X
	X
	Volume Quota

	Time Threshold
	C
	This IE shall be present if the Time Threshold needs to be modified. When present, it shall indicate the time usage after which the UP function shall report network resources usage to the CP function for this URR.
	X
	X
	X
	Time Threshold

	Time Quota
	C
	This IE shall be present if the Time Quota needs to be modified. 

When present, it shall indicate the Time Quota value.
	-
	X
	X
	Time Quota

	Quota Holding Time 
	C
	This IE shall be present if the Quota Holding Time needs to be modified. 

When present, it shall contain the duration of the Quota Holding Time.
	-
	X
	X
	Quota Holding Time 

	Dropped DL Traffic Threshold
	C
	This IE shall be present if the Dropped DL Threshold needs to be modified. 

When present, it shall contain the threshold of the DL traffic being dropped.
	X
	-
	-
	Dropped DL Traffic Threshold

	Monitoring Time
	C
	This IE shall be present if the Monitoring Time needs to be modified. When present, this IE shall contain the time at which the UP function shall re-apply the volume or time threshold. 
	-
	X
	X
	Monitoring Time

	Subsequent Volume Threshold
	C
	This IE shall be present if the Subsequent Volume Threshold needs to be modified and volume-based measurement is used. 
When present, it shall indicate the traffic volume value after which the UP function shall report network resources usage to the CP function for this URR for the period after the Monitoring Time.
	-
	X
	X
	Subsequent Volume Threshold

	Subsequent Time Threshold
	C
	This IE shall be present if the Subsequent Time Threshold needs to be modified. When present, it shall indicate the time usage value after which the UP function shall report network resources usage to the CP function for this URR for the period after the Monitoring Time.
	-
	X
	X
	Subsequent Time Threshold

	Inactivity Detection Time
	C
	This IE shall be present if the Inactivity Detection Time needs to be modified. 
When present, it shall indicate the duration of the inactivity period after which time measurement needs to be suspended when no packets are received during this inactivity period. 
	-
	X
	X
	Inactivity Detection Time

	Linked URR ID 
	C
	This IE shall be present if linked usage reporting is required. When present, this IE shall contain the linked URR ID which is related with this URR (see subclause 5.2.2.4). 


	-
	X
	X
	Linked URR ID 


Editor’s note: additional IEs and conditions are FFS.
* * * Next Change * * * *

8.1.2
Information Element Types

A PFCP message may contain several IEs. In order to have forward compatible type definitions for the PFCP IEs, all of them shall be TLV (Type, Length, Value) coded. PFCP IE type values are specified in the Table 8.1.2-1. The last column of this table indicates whether the IE is:

-
Fixed Length: the IE has a fixed set of fields, and a fixed number of octets.

-
Variable Length: the IE has a fixed set of fields, and has a variable number of octets.
For example, the last octets may be numbered similar to "5 to (n+4)". In this example, if the value of the length field, n, is 0, then the last field is not present.

-
Extendable: the IE has a variable number of fields, and has a variable number of octets.
The last fields are typically specified with the statement: "These octet(s) is/are present only if explicitly specified". The legacy receiving entity shall ignore the unknown octets.
An IE of any of the above types may have a null length as specified in subclause 5.6.3. This shall not be considered as an error by the receiving PFCP entity.
In order to improve the efficiency of troubleshooting, it is recommended that the IEs should be arranged in the signalling messages as well as in the grouped IEs, according to the order the IEs are listed in the message definition table or grouped IE definition table in section 7. However the receiving entity shall be prepared to handle the messages with IEs in any order.

Within IEs, certain fields may be described as spare. These bits shall be transmitted with the value set to 0. To allow for future features, the receiver shall not evaluate these bits. 

Table 8.1.2-1: Information Element Types 

	IE Type value

(Decimal)
	Information elements
	Comment / Reference
	Number of Fixed Octets

	0
	Reserved
	
	

	1
	Create PDR
	Extendable / Table 7.5.2.2-1
	Not Applicable

	2
	PDI
	Extendable / Table 7.5.2.2-2
	Not Applicable

	3
	Create FAR
	Extendable / Table 7.5.2.3-1
	Not Applicable

	4
	Forwarding Parameters
	Extendable / Table 7.5.2.3-2
	Not Applicable

	5
	Additional Forwarding Parameters
	Extendable / Table 7.5.2.3-3
	Not Applicable

	6
	Create URR
	Extendable / Table 7.5.2.4-1
	Not Applicable

	7
	Create QER
	Extendable /Table 7.5.2.5-1
	Not Applicable

	8
	Created PDR
	Extendable / Table 7.5.3.2-1
	Not Applicable

	9
	Update PDR
	Extendable / Table 7.5.4.2-1
	Not Applicable

	10
	Update FAR
	Extendable / Table 7.5.4.3-1
	Not Applicable

	11
	Update Forwarding Parameters
	Extendable / Table 7.5.4.3-2
	Not Applicable

	12
	Update BAR (Sx Session Report Response)
	Extendable / Table 7.5.9.2-1 
	Not Applicable

	13
	Update URR
	Extendable / Table 7.5.4.4
	Not Applicable

	14
	Update QER
	Extendable / Table 7.5.4.5
	Not Applicable

	15
	Remove PDR
	Extendable / Table 7.5.4.6
	Not Applicable

	16
	Remove FAR
	Extendable / Table 7.5.4.7
	Not Applicable

	17
	Remove URR
	Extendable / Table 7.5.4.8
	Not Applicable

	18
	Remove QER
	Extendable / Table 7.5.4.9
	Not Applicable

	19
	Cause
	Fixed / Subclause 8.2.1
	2

	20
	Source Interface
	Extendable / Subclause 8.2.2
	1

	21
	F-TEID
	Extendable / Subclause 8.2.3
	1/9/21/25

	22
	PDN Instance
	Variable Length / Subclause 8.2.4
	Not Applicable

	23
	SDF Filter
	Extendable / Subclause 8.2.5
	2

	24
	Application ID
	Variable Length / Subclause 8.2.6
	Not Applicable

	25
	Gate Status
	Extendable / Subclause 8.2.7
	1

	26
	MBR
	Extendable / Subclause 8.2.8
	10

	27
	GBR
	Extendable / Subclause 8.2.9
	10

	28
	QER Correlation ID
	Extendable / Subclause 8.2.10
	4

	29
	Precedence
	Extendable / Subclause 8.2.11
	4

	30
	DL Transport Level Marking
	Extendable / Subclause 8.2.12
	2

	31
	Volume Threshold
	Extendable /Subclause 8.2.13
	1

	32
	Time Threshold
	Extendable /Subclause 8.2.14
	4

	33
	Monitoring Time
	Extendable /Subclause 8.2.15
	4

	34
	Subsequent Volume Threshold
	Extendable /Subclause 8.2.16
	1

	35
	Subsequent Time Threshold
	Extendable /Subclause 8.2.17
	4

	36
	Inactivity Detection Time
	Extendable /Subclause 8.2.18
	4

	37
	Reporting Triggers
	Extendable /Subclause 8.2.19
	1

	38
	Redirect Information
	Extendable /Subclause 8.2.20
	(8+a-1)-4

	39
	Report Type
	Extendable / Subclause 8.2.21
	1

	40
	Offending IE
	Fixed / subclause 8.2.22
	2

	41
	Forwarding Policy
	Extendable / Subclause 8.2.23
	

	42
	Destination Interface
	Extendable / Subclause 8.2.24
	1

	43
	UP Function Features
	Extendable / Subclause 8.2.25
	1

	44
	Apply Action
	Extendable / Subclause 8.2.26
	1

	45
	Downlink Data Service Information
	Extendable / Subclause 8.2.27
	1

	46
	Downlink Data Notification Delay
	Extendable / Subclause 8.2.28
	1

	47
	DL Buffering Duration
	Extendable / Subclause 8.2.29
	1

	48
	DL Buffering Suggested Packet Count
	Variable / Subclause 8.2.30
	Not Applicable

	49
	SxSMReq-Flags
	Extendable / Subclause 8.2.31
	1

	50
	SxSRRsp-Flags
	Extendable / Subclause 8.2.32
	1

	51
	Load Control Information
	Extendable / Table 7.5.3.3-1
	Not Applicable

	52
	Sequence Number
	Fixed Length / Subclause 8.2.33
	4

	53
	Metric
	Fixed Length / Subclause 8.2.34
	1

	54
	Overload Control Information
	Extendable / Table 7.5.3.4-1
	Not Applicable

	55
	Timer
	Extendable / Subclause 8.2 35
	1

	56
	Packet Detection Rule ID
	Extendable / Subclause 8.2 36
	2

	57
	F-SEID
	Extendable / Subclause 8.2 37
	9

	58
	Application ID's PFDs
	Extendable / Table 7.4.3.1-2
	Not Applicable

	59
	PFD context
	Extendable / Table 7.4.3.1-3
	Not Applicable

	60
	Node ID
	/ Subclause 8.2.38
	

	61
	PFD contents
	Extendable / Subclause 8.2.39
	2

	62
	Measurement Method
	Extendable / Subclause 8.2.40
	1

	63
	Usage Report Trigger
	Extendable / Subclause 8.2.41
	2

	64
	Measurement Period
	/ Subclause 8.2.42
	

	65
	Active/Inactive Rule
	/ Subclause 8.2.43
	

	66
	Volume Measurement
	/ Subclause 8.2.44
	

	67
	Duration Measurement
	/ Subclause 8.2.45
	

	68
	Application Detection Information
	Extendable / Subclause 7.5.8.3
	

	69
	Time of First Packet
	/ Subclause 8.2.46
	

	70
	Time of Last Packet
	/ Subclause 8.2.47
	

	71
	Quota HoldingTime
	Extendable / Subclause 8.2.48
	4

	72
	Dropped DL Traffic Threshold
	/ Subclause 8.2.49
	

	73
	Volume Quota
	Extendable / Subclause 8.2.50
	4

	74
	Time Quota
	Extendable / Subclause 8.2.51
	4

	75
	Start Time
	/ Subclause 8.2.52
	

	76
	End Time
	/ Subclause 8.2.53
	

	77
	Query URR
	Extendable / Table 7.5.4.10-1
	Not Applicable

	78
	Usage Report (in Session Modification Response)
	Extendable / Table 7.5.5.2-1
	Not Applicable

	79
	Usage Report (Session Deletion Response)
	Extendable / Table 7.5.7.2-1
	Not Applicable

	80
	Usage Report (Session Report Request)
	Extendable / Table 7.5.8.3-1
	Not Applicable

	81
	URR ID
	Extendable / Subclause 8.2.54
	4

	82
	Linked URR ID
	Extendable / Subclause 8.2.55
	4

	83
	Downlink Data Report
	Extendable / Table 7.5.8.2-1
	Not Applicable

	84
	Outer Header Creation
	Extendable / Subclause 8.2.56
	

	85
	Create BAR
	Extendable / Table 7.5.2.6-1
	Not Applicable

	86
	Update BAR (Session Modification Request)
	Extendable / Table 7.5.4.11-1
	Not Applicable

	87
	Remove BAR
	Extendable / Table 7.5.4.12-1
	Not Applicable

	88
	BAR ID
	Extendable / Subclause 8.2.57
	1

	89
	CP Function Features
	Extendable / Subclause 8.2.58
	1

	90
	Usage Information
	Extendable / Subclause 8.2.59
	1

	91
	Application Instance ID
	Variable Length / Subclause 8.2.60
	Not Applicable

	92
	Flow Information
	Extendable / Subclause 8.2.61
	4

	93
	UE IP Address
	Extendable / Subclause 8.2.62
	5

	94
	Packet Rate
	Extendable / Subclause 8.2.63
	4

	95
	Outer Header Removal
	Extendable / Subclause 8.2.64
	1

	96
	Sx Profile
	Extendable / Subclause 8.2.65
	1

	97
	DL Flow Level Marking
	Extendable / Subclause 8.2.66
	2

	98
	Header Enrichment
	Extendable / Subclause 8.2.67
	q-4

	99
	Error Indication Report
	Extendable / Table 7.5.8.4-1
	Not Applicable

	100
	Measurement Information
	Extendable / Subclause 8.2.68
	1

	101to 65535
	Spare. For future use.
	
	


* * * Next Change * * * *

8.2.19
Reporting Triggers
The Reporting Triggers IE shall be encoded as shown in Figure 8.2.11-1. It indicates the reporting trigger(s) for the UP function to send a report to the CP function.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 37 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5
	LIUSA
	DROTH
	STOPT
	START
	QUHTI
	TIMTH
	VOLTH
	PERIO
	

	
	6
	Spare
	Spare
	Spare
	Spare
	Spare
	Spare
	TIMQU
	VOLQU
	

	
	7 to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.2.19-1: Reporting Triggers

Octet 5 shall be encoded as follows:

-
Bit 8: - LIUSA (Linked Usage Reporting): when set to 1, this indicates a request for linked usage reporting, i.e. a request for reporting a usage report for a URR when a usage report is reported for a linked URR (see subclause 5.2.2.4). 

-
Bit 7 - DROTH (Dropped DL Traffic Threshold): when set to 1, this indicates a request for reporting when the DL traffic being dropped reaches a threshold.

-
Bit 6 – STOPT (Stop of Traffic): when set to 1, this indicates a request for reporting when detecting the stop of an SDF or Application Traffic.

-
Bit 5 – START (Start of Traffic): when set to 1, this indicates a request for reporting when detecting the start of an SDF or Application traffic.

-
Bit 4 – QUHTI (Quota Holding Time ): when set to 1, this indicates a request for reporting when no packets have been received for a period exceeding the quota holding time.

-
Bit 3 – TIMTH (Time Threshold): when set to 1, this indicates a request for reporting when the time usage reaches a time threshold.

-
Bit 2 – VOLTH (Volume Threshold): when set to 1, this indicates a request for reporting when the data volume usage reaches a volume threshold.

-
Bit 1 – PERIO (Periodic Reporting): when set to 1, this indicates a request for periodic reporting.

Octet 6 shall be encoded as follows:

-
Bits 3 to 8: Spare, for future use and set to zero. 

-
Bit 2 – TIMQU (Time Quota): when set to 1, this indicates a request for reporting when a Time Quota is exhausted.

-
Bit 1 –VOLQU (Volume Quota): when set to 1, this indicates a request for reporting when a Volume Quota is exhausted.

At least one bit shall be set to 1. Several bits may be set to 1.

* * * Next Change * * * *

8.2.41
Usage Report Trigger
The Usage Report Trigger IE shall be encoded as shown in Figure 8.2.41-1. It indicates the trigger of the usage report.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 63 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5
	IMMER
	DROTH
	STOPT
	START
	QUHTI
	TIMTH
	VOLTH
	PERIO
	

	
	6
	Spare
	Spare
	Spare
	Spare
	Spare
	LIUSA
	TIMQU
	VOLQU
	

	
	7 to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.2.41-1: Usage Report Trigger

Octet 5 shall be encoded as follows:

-
Bit 8 – IMMER (Immediate Report): when set to 1, this indicates an immediate report reported on CP function demand.

-
Bit 7 - DROTH (Dropped DL Traffic Threshold): when set to 1, this indicates that the DL traffic being dropped reaches a threshold.

-
Bit 6 – STOPT (Stop of Traffic): when set to 1, this indicates that the stop of traffic is detected.

-
Bit 5 – START (Start of Traffic): when set to 1, this indicates that the start of traffic is detected.

-
Bit 4 – QUHTI (Quota Holding Time): when set to 1, this indicates that no packets have been received for a period exceeding the Quota Holding Time.

-
Bit 3 – TIMTH (Time Threshold): when set to 1, this indicates that the time usage reaches a volume threshold.

-
Bit 2 – VOLTH (Volume Threshold): when set to 1, this indicates that the data volume usage reaches a volume threshold.

-
Bit 1 – PERIO (Periodic Reporting): when set to 1, this indicates a periodic report.

Octet 6 shall be encoded as follows:

-
Bits 4 to 8: Spare, for future use and set to zero. 

-
Bit 3 - LIUSA (Linked Usage Reporting): when set to 1, this indicates a linked usage report, i.e. a usage report being reported for a URR due to a usage report being also reported for a linked URR (see subclause 5.2.2.4).

-
Bit 2 – TIMQU (Time Quota): when set to 1, this indicates that the Time Quota has been exhausted.

-
Bit 1 –VOLQU (Volume Quota): when set to 1, this indicates that the Volume Quota has been exhausted.

At least one bit shall be set to 1. Several bits may be set to 1.

* * * Next Change * * * *

8.2.48
Quota Holding Time

The Quota Holding Time IE type shall be encoded as shown in Figure 8.2.48-1. It contains the quota holding time in seconds.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 71 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5 to 8
	Quota Holding Time value
	

	
	9 to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.2.48-1: Quota Holding Time

The Quota Holding Time value shall be encoded as an Unsigned32 binary integer value. 

* * * Next Change * * * *

8.2.50
Volume Quota

The Volume Quota IE type shall be encoded as shown in Figure 8.2.50-1. It contains the volume quota to be monitored by the UP function.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 73 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5
	Spare
	DLVOL
	ULVOL
	TOVOL
	

	
	m to (m+7)
	Total Volume
	

	
	p to (p+7)
	Uplink Volume
	

	
	q to (q+7)
	Downlink Volume
	

	
	S to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.2.50-1: Volume Quota

The following flags are coded within Octet 5:

-
Bit 4 to bit 8: Spare, for future use and set to 0.

-
Bit 3 – DLVOL: If this bit is set to "1", then the Downlink Volume field shall be present, otherwise the Downlink Volume field shall not be present.

-
Bit 2 – ULVOL: If this bit is set to "1", then the Uplink Volume field shall be present, otherwise the Uplink Volume field shall not be present.

-
Bit 1 – TOVOL: If this bit is set to "1", then the Total Volume field shall be present, otherwise the Total Volume field shall not be present.

At least one bit shall be set to 1. Several bits may be set to 1.

The Total Volume, Uplink Volume and Downlink Volume fields shall be encoded as an Unsigned64 binary integer value. They shall contain the total, uplink or downlink number of octets respectively.

* * * Next Change * * * *

8.2.51
Time Quota

The Time Quota IE type shall be encoded as shown in Figure 8.2.51-1. It contains the time quota to be monitored by the UP function.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 74 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5 to 8
	Time Quota value
	

	
	9 to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.2.51-1: Time Quota

The Time Quota value shall be encoded as an Unsigned32 binary integer value. It contains a duration in seconds.
* * * Next Change * * * *

Annex X (Informative):
Examples scenarios
X.1
General
This clause provides example call flows illustrating how the CP function can provision the UP function to support certain functionalities.
This Annex is informative and the normative descriptions in this specification and in 3GPP TS 23.214 [2] prevail over the descriptions in this Annex if there is any difference.
X.2
Charging support

X.2.1
Online Charging

X.2.1.1
Online charging call flow – normal scenario
Figure X.2.1.1-1 illustrates the exchanges taking place over the Sxb or Sxc reference points when applying online charging. In this example, the OCS grants quotas by chunks of 100 Mbytes and requests the CP function to request new credits when the remaining credit falls below 10 Mbytes.
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Figure X.2.1.1-1: Online charging with intermediate and final quotas

1.
Upon the request from the CP function, the OCS grants an intermediate quota of 100 Mbytes and requests the CP function to request a new credit when the remaining credit falls below 10 Mbytes. 
2.
The CP function sends an Sx Session Modification Request to the UP function with an Update URR IE including the Volume Threshold IE set to 90 Mbytes and the Volume Quota IE set to 100 Mbytes.
3.
Upon reaching the Volume Threshold (i.e. 90 Mbytes), the UP function sends an Sx Session Report Request to the CP function with a Usage Report IE including the Usage Report Trigger set to "Volume Threshold" and the Volume Measurement set to 90 Mbytes. The UP function continues to pass on traffic until reaching the Volume Quota (i.e. an extra 10 Mbytes of traffic can be passed on).
4.
Upon the request from the CP function, the OCS grants a new intermediate quota of 100 Mbytes and requests the CP function to request a new credit when the remaining credit falls below 10 Mbytes. 
5.
The CP function sends an Sx Session Modification Request to the UP function with an Update URR IE including the Volume Threshold IE set to 90 Mbytes and the Volume Quota IE set to 100 Mbytes. If the UP function had forwarded e.g. 5 Mbytes of traffic since the last usage report, the UP function knows that it shall send the next usage report upon passing on an extra 85 Mbytes of traffic. 
6.
Upon reaching the Volume Threshold (i.e. 90 Mbytes), the UP function sends an Sx Session Report Request to the CP function with a Usage Report IE including the Usage Report Trigger set to "Volume Threshold" and the Volume Measurement set to 90 Mbytes. The UP function continues to pass on traffic until reaching the Volume Quota (i.e. an extra 10 Mbytes of traffic can be passed on).

7.
Upon the request from the CP function, the OCS grants a new final quota of 50 Mbytes and requests the CP function to terminate the service or to redirect the traffic towards a redirect destination when the quota is consumed. 
8.
The CP function sends an Sx Session Modification Request to the UP function with an Update URR IE including the Volume Quota IE set to 50 Mbytes. If the UP function had forwarded e.g. 5 Mbytes of traffic since the last usage report, the UP function knows that it shall send the next usage report upon passing on an extra 45 Mbytes of traffic. 

9.
Upon reaching the Volume Quota (i.e. 50 Mbytes), the UP function sends an Sx Session Report Request to the CP function with a Usage Report IE including the Usage Report Trigger set to "Volume Quota" and the Volume Measurement set to 50 Mbytes. The UP function stops passing on traffic.

10.
Upon being notified that the final quota has been reached, the CP function terminates the service (e.g. by preventing the traffic of the corresponding SDF to further pass on in the UP function) or redirects the traffic towards a redirect destination by provisioning a Redirect Information IE within the FAR associated to the traffic.
* * * End of Changes * * * *
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