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1. Usage of Grant Types
Section 4 of RFC6749 defines four grant types

OAuth defines four grant types: authorization code, implicit, resource owner password credentials, and client credentials.
that are defined in subsection 1.3 of RFC6749.

Is there a reason why TS 29.116 only states to use OAuth2 but does not specify the grant type?
2. Authentication & Authorization
Clause 7.2 of TS 29.116 states:

Both client and server shall at least support the HTTP Basic authentication scheme as defined in IETF RFC 7235 [17].
This is surprising, as section 1.4 of RFC6749 says:
The access token provides an abstraction layer, replacing different authorization constructs (e.g., username and password) with a single token understood by the resource server.
The purpose of OAuth2 is that the Resource Server (Content Provider) does not have to take care of the authentication of the client (BM-SC). OAuth2 does not cover the authentication of users as this is standardised in OpenID Connect.
Finally, there is the access token which is presented to the Resource Server, and no further authentication is required for resource access. The access token can, of course, be transported as “Basic Auth” http header, but RFC6749 describes a variant “Authorization: Bearer mF_9.B5f-4.1JqM” in section 7.1 that is described in RFC6750.

Is there a similar image where the Authorisation Server is depicted? With whom does the BM-SC speak OAuth2? Is the Authorisation Server dependent on the content provider?
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