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Proposed changes:

*** 1st Change ***

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

3PCC
3rd Party Call Control
ACR
Anonymous Communication Rejection
BAIC
Barring of All Incoming Calls
BAOC
Barring of All Outgoing Calls

BIC-Roam
Barring of Incoming Calls when Roaming outside the home PLMN country
BOIC
Barring of Outgoing International Calls

BOIC-exHC
Barring of Outgoing International Calls except those directed to the Home PLMN Country
CB
Communication Barring
CCBS
Completion of Communication to Busy Subscriber

CCNL
Completion of Communications on Not Logged-in

CCNR
Completion of Communications on No Reply
CD
Communication Deflection

CDIV
Communication DIVersion

CFNL
Communication Forwarding on Not Logged-in

CFNR
Communication Forwarding No Reply

CFNRc
Communication Forwarding on subscriber Not Reachable

CFU
Communication Forwarding Unconditional

CONF
CONFerence

CS
Circuit Switched

CS-MGW
Circuit Switched Media Gateway
ECN
Explicit Congestion Notification
ECT
Explicit Communication Transfer

EVS
Enhanced Voice Services

GRUU
Globally Routable User Agent URI

HOLD
communication HOLD

ICB
Incoming Communication Barring
ICE
Interactive Connectivity Establishment

ICS
IM CN subsystem Centralized Services

IMS-MGW
IP Multimedia Subsystem-Media Gateway Function

IuFP
Iu Framing Protocol

MboIP
Mb over IP

MRFP
Media Resource Function Processor

MPS
Multimedia Priority Service
NAS
Non Access Stratum

OCB
Outgoing Communication Barring
OIP
Originating Identification Presentation

OIR
Originating Identification Restriction

RTCP
RTP Control Protocol

SDPCapNeg
SDP Capability Negotiation

TDM
Time Division Multiplex

TIP
Terminating Identification Presentation

TIR
Terminating Identification Restriction

*** 2nd Change ***

5.7.4.5.2
Activation/deactivation

When the MSC Server receives a REGISTER message with an ActivateSS or DeactivateSS invoke operation for any call barring supplementary service code as described in 3GPP TS 24.088 [30], the MSC Server shall perform the password procedure as specified in 3GPP TS 24.088 [30]. and store the received password for later mapping to the password portion of the SIP URI in the XCAP user identity as specified in 3GPP TS 24.623 [42]. The MSC Server shall then perform an interrogation as specified in 3GPP TS 24.611 [31] of either the <incoming-communication-barring> element or the <outgoing-communication-barring> element depending on whether the received supplementary service code indicated an incoming or an outgoing barring service.
To perform the interrogation the MSC Server populates the HTTP GET request as specified in 3GPP TS 24.623 [42]. If the result of the interrogation is that the user is not provisioned with the service indicated in the received REGISTER message, the MSC Server sends an appropriate error response.
If the result of the interrogation is that the user is provisioned with the supplementary service indicated in the REGISTER request, and the activation status is different than the desired status, the MSC Server sends an HTTP PUT request as specified in 3GPP TS 24.623 [42] including the following rule:
1)
If the invoke operation is ActivateSS, the MSC Server shall set the "active" attribute to "true":
a)
If the supplementary service code is BAOC the MSC Server shall include an <outgoing-communication-barring> element including barring rule where the condition element is empty or no condition element is included, and not include the <rule-deactivated> elemenent, as defined in 3GPP TS 24.611 [31].

b)
If the supplementary service code is BOIC the MSC Server shall include an <outgoing-communication-barring> element including a barring rule for the international condition, and not include the <rule-deactivated> elemenent, as defined in 3GPP TS 24.611 [31].

c)
If the supplementary service code is BOIC-exHC excluding home the MSC Server shall include an <outgoing-communication-barring> element including a barring rule for the international-exHC condition, and not include the <rule-deactivated> elemenent, as defined in 3GPP TS 24.611 [31].

d)
If the supplementary service code is BAIC the MSC Server shall include an <incoming-communication-barring> element including a barring rule where the condition element is empty or no condition element is included, and not include the <rule-deactivated> elemenent, as defined in 3GPP TS 24.611 [31].

e)
If the supplementary service code is BIC-Roam the MSC Server shall include an <incoming-communication-barring> element including a barring rule for the roaming condition, and not include the <rule-deactivated> elemenent, as defined in 3GPP TS 24.611 [31].
2)
If the invoke operation is DeactivateSS:
a)
If the supplementary service code is BAOC the MSC Server shall include an <outgoing-communication-barring> element including barring rule where the condition element is empty or no condition element is included, as defined in 3GPP TS 24.611 [31]. In addition, the MSC server shall in the condition element add a <rule-deactivated> element.
b)
If the supplementary service code is BOIC the MSC Server shall include an <outgoing-communication-barring> element including a barring rule for the international condition, as defined in 3GPP TS 24.611 [31]. In addition, the MSC server shall in the condition element add a <rule-deactivated> element.
c)
If the supplementary service code is BOIC-exHC excluding home the MSC Server shall include an <outgoing-communication-barring> element including a barring rule for the international-exHC condition, as defined in 3GPP TS 24.611 [31]. In addition, the MSC server shall in the condition element add a <rule-deactivated> element.
d)
If the supplementary service code is BAIC the MSC Server shall include an <incoming-communication-barring> element including a barring rule where the condition element is empty or no condition element is included, as defined in 3GPP TS 24.611 [31]. In addition, the MSC server shall in the condition element add a <rule-deactivated> element.
e)
If the supplementary service code is BIC-Roam the MSC Server shall include an <incoming-communication-barring> element including a barring rule for the roaming condition, as defined in 3GPP TS 24.611 [31]. In addition, the MSC server shall in the condition element add a <rule-deactivated> element.

*** 3rd Change ***

5.7.4.5.3
Interrogation

If the MSC Server supports supplementary service configuration interworking for the CB service, the interworking procedures in this clause shall be applied.

When the MSC Server receives a REGISTER message with an InterrogateSS invoke operation for the BAOC, BAIC, BOIC, BOIC-exHC or BIC-Roam supplementary service code as described in 3GPP TS 24.088 [30], the MSC Server shall generate and send an HTTP GET request to fetch the instance of the Communication Barring document as specified in 3GPP TS 24.623 [42].

When a response to the HTTP GET request is received, the MSC Server shall apply the following interworking:

1)
If an HTTP 200 (OK) response is received which includes a Communication Barring document as defined in 3GPP TS 24.611 [31], the MSC Server shall send a RELEASE COMPLETE message as follows:

-
If the Communication Barring document indicates the call barring service being interrogated is active, the MSC Server shall include a BasicServiceCode set to the TS11 service code;

-
If the Communication Barring document indicates the call barring service being interrogated is not active, the MSC Server shall include an SS-Status of deactivated;

2)
If an HTTP non 200 (OK) response is received or if an HTTP 200 OK response is received which does not include a Communication Barring document, the MSC Server shall send a RELEASE COMPLETE message with an implementation-specific error code.


*** End of Changes ***

