Page 1



3GPP TSG-CT WG3 Meeting #89
C3-172139
Spokane, USA, 3 - 7 April 2017
	5PCR-Form-v0.3 

	PSEUDO  CR

	
	

	(

	Spec. number:
	29.251
	Current version:
	1.0.0
	(



	Title:                     
(

	 Caching timer handling

	
	

	Source:            
    (

	Ericsson

	
	

	Work item code:  
(

	SDCI-CT
	

	
	

	Reason for           (
   

change:

	Due to the timers (caching timer and allowed delay) introduced in stage 2, the Gw/Gwn interface needs to have corresponding description for the PFD handling in different PFD management mode.



	
	

	Summary of 

change:                (

	The caching timer handling is specified.



	
	

	Consequences    (
  

if not agreed:
	Incomplete function and procedure for Gw/Gwn.

	
	

	Other specs         (

	

	affected(if any):
	

	
	 

	
	

	Other comments (

	


Additional discussion:
Allowed delay and caching timer, PFDs handling
If the PFDF is deployed and the management of PFDs is supported by the PCEF/TDF, either push or pull mode or a combination mode can be used between the PCEF/TDF and the PFDF.

When only the push mode is used, the PFDF is supposed to push the received PFDs from the SCEF/AS to the PCEF/TDF. If at the time a PCC/ADC Rule with an application identifier for which PFDs are not available is activated or installed and there is no PFD associated with the application, the PCEF/TDF cannot pull the PFDs from the PFDF, which means the corresponding traffic will not be detected to be sponsored. 
When only the pull mode is used, the PCEF/TDF will pull the PFDs from the PFDF when the PCC/ADC rule is activated/installed. If the ASP doesn’t provide any PFD to the PFDF via SCEF, nothing will be pulled. The ASP may provide an allowed delay to the PFDF, in such case the PFDF should expect the PCEF/TDF will pull the PFDs in time before the allowed delay.
Thus the 3rd party should have a proper provisioning order for the media flow to be sponsored, which is out of 3GPP scope.

The PCEF/TDF can also have a caching timer associated with the application, when it elapses, if there is still active PCC/ADC rule for the application, the PCEF/TDF will pull the PFDs again from the PFDF. There is a note in 3GPP TS 23.203:

Within one PLMN, a combination of pull and push mode may be supported if the feature is supported.

NOTE 3:
When only pull mode is supported in one PLMN, coordination between the caching timer and the time interval indicated by the Allowed Delay is needed. For example, the SCEF may reject any requests for an Allowed Delay which is shorter than the caching timer.

The above informative text suggests a need for rejecting the request from the 3rd party if an Allowed Delay is shorter than the caching timer. There are two alternatives to achieve this:

A) The SCEF maintains the caching timer.
B)    The PFDF maintains the caching timer.
For A) it will be more complicated to synchronize the caching timer in the PCEF/TDF and the SCEF, so it is not recommended. For B), there are two sub-alternatives:

B1) The caching timer is signalled in the Nu interface for the SCEF to perform timer comparison.
B2) The SCEF delegates the timer comparison to the PFDF (i.e. the PFDF may reject the PFD provisioning request from the SCEF).
For B1, the SCEF needs to fetch the caching timer everytime at reception of the 3rd party request, it will require additional Nu signalling if the comparison result is to proceed with the provisioning. For B2, in the combination mode, if the PFDF has the knowledge of caching timer, it can wait for the pull when the caching timer is shorter than the allowed delay, which utilizes pull capability in such mode and may further optimize the Gw/Gwn signaling. Therefore, it is suggested the PFDF to store and maintain the caching timer, and validate against the allowed delay received from the SCEF in the pull mode or the combination mode (i.e. alternative B2 is recommended).
Note: In the case when multiple PCEFs/TDFs are connected to the same PFDF, the caching timer shall be maintained per application and per PCEF/TDF.
The synchronization of the caching timer in the PCEF/TDF and the PFDF is done in the pull procedure (i.e. the PCEF/TDF pulls the timer from the PFDF). In case the caching timer expires in the PFDF and there is no new pull message received from the PCEF/TDF for the PFDs, the PFDF may report the failure to the O&M function.
In 3GPP TS 23.203, when the caching timer expires and if there is no active PCC/ADC rule to the application, the PCEF stops the PFDs refreshment (i.e. pull mode is disabled):
When the "pull" mode is used, at the time a PCC/ADC Rule with an application identifier for which PFDs are not available is activated or provisioned, the PCEF/TDF requests all PFDs for that application identifier from the PFDF. The PFDs retrieved for an application identifier from the PFDF may be cached in the PCEF/TDF with an associated caching timer to control how long the PFDs are valid. When the caching timer elapses, if there are still active PCC/ADC rules that refer to the corresponding application identifier, the PCEF/TDF reloads the PFD(s) from the PFDF.
In the combination mode, in order to avoid unnecessary push when there is no PCC/ADC rule active/installed at all the PFDF may wait for the possible pull according to the operator policy if the caching timer has expired (i.e. the PCEF/TDF stopped the pull due to PCC/ADC rule deactivation/removal).

Therefore, when the PFDF receives the PFDs from the SCEF and the caching timer has not been started, the PFDF may push the PFDs to the PCEF/TDF or wait for the pull for the period of allowed delay in the combination mode; or wait for the pull for the period of allowed delay in the pull mode. If the caching timer has been started and the received allowed delay is longer than the caching timer, the PFDF may wait for the pull in the non-push only mode until the caching timer expires; otherwise if the received allowed delay is not longer than the caching timer, the PFDF shall reject the PFD management request from the SCEF in the pull mode, or push the PFDs to the PCEF/TDF in the combination mode.

Recommendation:

According to above discussion, it is suggested to agree the following changes in 3GPP TS 29.251.

Proposed changes:
*** 1st Change ***
4.4.1
Request for PFDs ("Pull mode")
At the time a PCC Rule with an application identifier for which PFDs are not available is activated or provisioned, or when the caching timer for an application identifier elapses and a PCC Rule for the application identifier is still active, the PCEF shall request all PFDs for the application identifier from the PFDF. 

The PCEF shall send an HTTP GET message to the PFDF to retrieve the PFDs for one or more application identifier(s) as defined in subclauses 6.3.3.2, 6.3.3.3 and 6.3.3.4. Upon receipt of the HTTP request for the pull operation, the PFDF shall respond to the PCEF indicating whether the pull operation was successful or not by using one of the HTTP status codes; if the pull operation is successful, the PFDF shall start or restart the caching timer (the caching timer is configured in the PFDF) for the PCEF, and include the PFDs and the caching timer of the specified application identifier(s) from the request within the body of the HTTP response.
NOTE :
In a deployment where multiple PCEFs are connected to the same PFDF, the caching timer in the PFDF is maintained per application and per PCEF.
The PCEF shall enforce the received PFDs for the application identifier(s) and start the received caching timer.
When the caching timer expires in the PCEF, all PFDs associated with the caching timer shall be deleted and the PCEF shall trigger the pull if there is an active PCC rule for the application identifer. When the caching timer expires in the PFDF, the PFDF may report the failure to the O&M function.
In the Pull mode only, when the PFDF receives the PFDs from the SCEF,
-
if the caching timer has not been started, it shall wait for the pull for the period of the allowed delay. If the PFDF does not receive the pull during that period, it may report the failure to the O&M function.
-
if the caching timer has been started and 
-
if the received allowed-delay is longer than the caching timer, the PFDF shall wait for the pull for the period of the caching timer. If the PFDF does not receive the pull during that period, the PFDF may report the failure to the O&M function;
-
if the received allowed-delay is not longer than the caching timer, the PFDF shall reject the PFD management request from the SCEF as specified in 3GPP TS 29.250 [xx].
NOTE:
In a deployment where multiple PCEFs are connected to the same PFDF, the PFDF rejects the SCEF if one caching timer is longer than or equal to the received allowed-delay.

*** 2nd Change ***

4.4.2
Provisioning of PFDs (“Push mode” and "Combination mode")

The PFDF may create, update or remove one or multiple PFDs associated with application identifier(s) to the PCEF.When the creation/update/removal for one or more application identifiers is received from the SCEF, the PFDF may:

-
immediately send to the PCEF an HTTP POST message including the provisioned changes and/or notification of PFD creation/update/deletion of one or more application identifiers as specified in subclause 6.3.3.5, or 
-
wait (i.e. indicated by the received allowed delay of the affected application identifier(s)) to aggregate all the PFDs for the application(s).
When the PCEF receives the HTTP POST message, the PCEF shall

-
delete the PFDs for the application identifier(s) where the removal-flag is included and set to true; 
-
install or update the PFDs for the application identifier(s) where the PFDs are provided;
-  acknowledge the HTTP POST message by sending a corresponding HTTP response with the appropriate status code (200 OK for success); and

-
retrieve the PFDs for the corresponding application identifier(s) as defined in subclause 4.4.1 either immediately if the allowed-delay is not provided, or within the provided allowed-delay for the application identifier(s) where the notification-flag is included and set to true.
The decision to send PFD, or notification of PFD creation/update for certain application identifier (if the notification is supported) on the PFDF is based on the operator policy.
The notification of PFD creation/update is only applicable in the Combination mode.
Editor’s note:
 It is FFS to define how the PFDF shall be able to determine that a PFD is successfully provisioned to a PCEF/TDF or not.



In the Combination mode, the PCEF may start the caching timer when the first PCC Rule with the application identifier for which PFDs are already available is activated or provisioned.
NOTE x:
The PFDs can be provisioned in advance before any IP-CAN session activation with the corresponding traffic to be sponsored. 
In the combination mode, when the caching timer expires, or when the allowed delay expires if the PCEF is not be able to pull the PFDs in time and the caching timer is not started, the PFDF may report the failure to the O&M function.
In the combination mode, when the PFDF receives the PFDs from the SCEF, 

-
if the caching timer has not been started, it may push the PDFs to the PCEF or wait for the pull for the period of the allowed delay;
-
if the caching timer has been started and 

-
if the received allowed-delay is longer than the caching timer, the PFDF may wait for the pull for the period of the caching timer; if the PFDF does not receive the pull during that period, the PFDF shall push the PFDs to the PCEF within the rest time of the allowed delay.
-
if the received allowed-delay is not longer than the caching timer the PFDF shall push the PFDs to the PCEF within the allowed delay.
*** 3rd Change ***

6.3.3.5
POST /gwapplication/provisioning
The provisioning of the PFDs shall be performed by the PFDF by using the POST method as follows:

-
The request URI formatted as defined in subclause 6.3.2 with the "path" part set to: /gwapplication/provisioning.

-
The Content-Type header field set to "application/json"
-
The body of the message encoded in JSON format as defined in Annex A.2. The body shall include

-
For the PFDs creation or update, the application identifier(s) and its full list of PFDs to be created or replace the previous PFDs for the same application identifier.

-
For the PFDs removal, the application identifier(s) and the removal indication.
-
For the PFDs notification, the application identifier(s), the notification indication and an optional allowed delay time for the PCEF/TDF to pull the corresponding PFDs within the allowed delay time.
Upon receipt of the HTTP POST, the PCEF/TDF shall respond to the PFDF indicating whether the provisioning was successful or not using one of the HTTP status codes as defined in subclause 6.3.4. If the provisioning was accepted, the PCEF/TDF shall respond with an HTTP 200 OK status code if no resource is created, or an HTTP 201 Created status code if one or more resources are created. If the provisioning was rejected, the PFDF shall indicate the reason using an appropriate HTTP status code for as defined in subclause 6.3.4 and optionally additional information in the body of the response as defined in Annex B.3.
Editor’s note:
The information indicating the statuses of the PFDs in the body of the response defined in Annex A is FFS.
Below is an example of an HTTP POST and a corresponding successful response:

POST /gwapplication/provisioning HTTP/1.1

Host: pcefserver.example.com

Content-Type: application/json

Content-Length: …

[

   {

      "application-identifier":"test-application-1",

      "notification-flag":true,

      "allowed-delay":600

   },

   {

      "application-identifier":"test-application-2",

      "removal-flag":true

   },

   {

      "application-identifier":"test-application-3",


      "pfds":{

         "pfd1":{

            "pfd-identifier":"pfd1",

            "flow-descriptions":[

               "permit in ip from 10.68.28.39 80 to any"

            ]

         },

         "pfd2":{

            "pfd-identifier":"pfd2",

            "urls":[

               "^http://test.example.com(/\\S*)?$"

            ]

         }

      }

   }

] 
 Here is an example of a successful response:

HTTP/1.1 200 OK
Date: Mon, 23 Apr 2012 17:10:00 GMT

Server: pcefserver.example.com
*** 4th Change ***

A.2
Provisioning schema
This subclause defines the JSON schema for the body of HTTP request providing the provisioned PFDs as well as the PFDs notifications in push mode. The schema is based on IETF draft-newton-json-content-rules [12] and is defined below:
# jcr-version 0.7
# ruleset-id 3gpp.gwapplication.provisioning
# import 3gpp.gwapplication.pfds as pfds
; JCR based on draft v7 representing the PFDs provisioning data 

$provisioning-root = @{root}{

  $pfds.application-identifier,

  $notification-flag ?,
  $removal-flag ?,
  $pfds.allowed-delay ?,


  $pfds.pfds ?
}

; An array list of the PFDs provisioning/notification for multiple application identifiers 
$provisioning-array-root = @{root} [ $provisioning-root * ]

; A flag indicates whether this is a notification or a provisioning
$notification-flag = "notification-flag" : boolean
; A flag indicates whether this is a removal or not
$removal-flag = "removal-flag" : boolean

*** End of Changes ***
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