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*** 1st Change ***
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[x]
3GPP TS 23.203: "Policy Control and Charging architecture".
It is preferred that the reference to 21.905 be the first in the list.

*** 1st Change ***

4.2
Requirements for the 5G Policy Framework

The 5G policy framework shall provide the relevant parts of the PCC framework as specified in TS 23.203 [4], including:

a.
Policy Control Function (PCF) shall support interfaces to the Policy and Charging Enforcement Function (PCEF), Network Exposure Function (NEF), the Application Function (AF), and the Online Charging System (OCS).

b.
The PCF shall be able to evaluate operator policies that are triggered by events received from the PCEF, NEF, the AF, and the OCS.

c.
The PCF shall provide Rules for application and service data flow detection, gating, QoS and flow based charging to the PCEF.
d.
The Policy Framework shall be able to manage the Packet Filter Descriptions (PFDs) in the PCEF by the 3rd party AS via the NEF and PFDF.
e.
The Policy Framework shall support to negotiate the background data transfer policy with the 3rd party AS via the NEF.
f.
The PCF shall implement a Front End to access subscription information relevant for policy decisions in a User Data Repository (UDR) including dynamic profile updates pushed by the UDR.

g.
Traffic Steering Control for steering traffic for the services on the DN side of the N6 reference point,
h.
The PCF shall be able to take input from Network Data Analytics (NWDA) into consideration for policies on assignment of network resources and for traffic steering policies.
NOTE 1:
The existing PCC framework is applicable to PDU sessions of IP Type only.

Editor's note:
How the PCC framework applies to PDU sessions other than IP Type is FFS. Also, where IP-CAN is used, may need to update per 5G terminology.

Additionally, the policy framework shall provide following functionality for the access and mobility enforcement:

a.
Policy Control Function (PCF) shall support the interface to the Access and Mobility Policy Enforcement Function (AMPEF).

b.
The PCF shall be able to provide Access and Mobility Management related policies to the AMPEF.

c.
The PCF shall be able to evaluate operator policies that are triggered by events received from the AMPEF.

Editor's note:
How to enforce the access and mobility policy when interfacing with PCF is FFS.

Editor's note:
The list above covers the high level requirements that are addressed in the document so far. Additional requirements are to be added when the related information is agreed.  Mapping of PCEF and AMPEF into 5G CN entities are FFS.

*** End of Changes ***
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