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Abstract of the contribution: In this discussion paper, it is proposed to enhance E-CSCF/IBCF procedures in TS 24.229, and define the IMS emergency traversal senario over the II-NNI in TS 29.165, based on the current version of TS 23.167.
1.
Introduction
At the SA#75 meeting, a CR (CR 0314) for TS 23.167 to clarify functionalities and scenarios for interconnection of IMS emergency session over II-NNI was approved under TEI14/EMC1.
In this discussion paper, it is proposed to enhance E-CSCF/IBCF procedures in TS 24.229, and define the IMS emergency traversal senario over the II-NNI in TS 29.165.
2.
Interconnection of IMS emergency sessions over the II-NNI between the different IMS operator’s networks
Making a transition from PSTN to IP-cased system including IMS network, the IMS operator(s) that accomodates PSAPs may need to provide the interconnection interface to domestic network operators for IMS emergency sessions. When an originating network is deployed based on IMS architecture, the interconnection interface will be the II-NNI as shown in figure 2.1, which defines the interconnection interface between two different operator's IMS networks.
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NOTE 1:
Originating IMS network O represents the IMS network to which the originating UE is attached to, and terminating IMS network T represents the IMS network which accomodates a PSAP.
NOTE 2:
Originating IMS network O can be a visited IMS network or a home IMS network.
NOTE 3:
Any II-NNI between originating IMS network O and terminating IMS network T does not use any specific capabilities for roaming II-NNI, and is treated as non-roaming II-NNI.
Figure 2.1: IMS emergency session traversal scenario on non-roaming II-NNI
To ensure the IMS emergency session establishment between IMS networks:

· CT1: E-CSCF and IBCF procedures need to be clearly specified in TS 24.229, and
· CT3: the IMS emergency traversal scenarios and signalling requirements over the II-NNI need to be documented in TS 29.165
In clause 2.1 the current architectural requirements of TS 23.167 are described. Impacts of SIP signalling procedures and II-NNI are analyzed in clause 2.2 and 2.3, respectively.

2.1.
The current 3GPP architecture for IMS emergency sessions
In the current 3GPP architecture for IMS emergency sessions defined in TS 23.167, the inter-connection of IMS emergency sessions over the II-NNI (blue frame in the figure 2.2.1) is clarly supported. The IMS emergency session from private network (e.g. Enterprise networks) (red frame in the figure 2.2.1) is also allowed in TS 23.167.

Excerpt from TS 23.167.
NOTE: A part of requirements which were clarified in CR 0314 is highlighted in green.


4.1
Architectural Principles

(snipped)

-
The E‑CSCF is the IMS network entity, which is responsible to route the request to an emergency centre/PSAP via BGCF, IBCF or IP multimedia network based on location information and additionally other information such as type of emergency service in the request.
-
As a regional option where the emergency centre/PSAP is connected to the IMS of another network (e.g. TTC spec), emergency sessions may be routed over Inter-IMS Network to Network Interface between two IM CN subsystem networks.
6.2.12
IBCF

-
Forward emergency session establishment requests.

-
Prioritize the emergency session based on operator policy.
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Figure 2.1.1: E-CSCF in reference architecture in TS 23.167
2.2.
SIP signalling procedure impacts

This clause describes a general callflow for the inter-connection scenario of IMS emergency sessions based on the TS 23.167 and TS 24.229, focusing on the SIP routing procedures and the corresponding SIP elements (i.e. Request-URI, Route header field).
NOTE: A procedure which is not clarified in current Stage 3 specification is highlighted in yellow.
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Figure 2.2.1: The callflow regarding the interconnection of IMS emergency sessions over the II-NNI
1) The UE includes a service URN (e.g. urn:service:sos.police) in both Request-URI and To header field in the initial INVITE request according to TS 24.229 clause 5.1.6.8.
2) Upon receipt of the Request-URI set to an emergency service URN in the initial INVITE request, the P-CSCF sets the Request-URI as received from the UE according to TS 24.229 clause 5.2.10. Then, the P-CSCF includes a topmost Route header field set to the URI associated with the E-CSCF and forwards the request to the E-CSCF.
3) Upon receipt of the Request-URI set to an emergency service URN in the initial INVITE request, the E-CSCF removes its own URI in the topmost Route header field. Then, the E-CSCF adds the PSAP URI to the topmost Route header field according to step 6) of TS 24.229 clause 5.11.2. Subsequently, the E-CSCF adds the address of the IBCF an exit point to the topmost Route header field according to step 8), and route the request based on SIP routing procedures (i.e. based on the topmost Route header field).
4) Upon receipt of the Request-URI set to an emergency service URN in the initial INVITE request, the IBCF acting as an exit point forwards the request according to RFC 3261, as described in TS 24.229 clause 5.10.2.2. That is, firstly the IBCF removes its own URI in the topmost Route header field. Then, the IBCF adds the address of the different IMS network’s IBCF an entry point to the topmost Route header field.
5) Upon receipt of the Request-URI set to an emergency service URN in the initial INVITE request and a valid P-Private-Network-Indication header field is not included, then the the IBCF acting as an entry point will remove its own URI in the topmost Route header field and forwards the request according to RFC 3261.
6) Upon receipt of the Request-URI set to an emergency service URN in the initial INVITE request, the entity routes the request based on SIP routing procedures.

According to TS 24.229 clause 5.10.3.2 step 2C), when receiving the Request-URI set to an emergency service URN, the IBCF as an entry point inserts a Route header field containing E-CSCF URI, supposing the request is sent from a enterprise network. Therefore, in order to enable this interconnection scenario, the enhancement considering step 5) in the callflow will be needed in TS 24.229.
2.3.
II-NNI impacts
The IMS emergency sessions may be traversed over the II-NNI. In this IMS emergency session traversal senario, any capabilities specific to the roaming II-NNI (e.g. SIP REGISTER) are not needed and the inter-connection interface is treated as non-roaming II-NNI. In order to enable this interconnection scenario, the IMS emergency session traversal scenario on non-roaming II-NNI will be needed in TS 29.165.
3.
Proposal

CT1 and CT3 CRs are proposed in order to enable the interconnection of IMS emergency sessions over the II-NNI under TEI14/EMC1, where TS 23.167 CR was approved.
1. CT1: Enhancements to the E-CSCF / IBCF procedures in TS 24.229, and correction of Majior capabilities for service URN as described in clause 2.2. (C1-171325)
2. CT3: Definition of the II-NNI traversal scenario for IMS emergency sessions and profile/signalling impact over the II-NNI in TS 29.165 as described in clause 2.3. (C3-172037)
3GPP
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