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Abstract of the contribution: 
For 5G service-based architecture, it should have a clear work split between CT3 and CT4 before the stage 3 work is started.
1. Introduction
In CT#75 plenary meeting, 5G CT WID 5GS_Ph1-CT has been approved (CP-170238), then the stage 3 work can start. However, as the service based architechture includes multiple interfaces, it should have a clear work split between CT3 and CT4 before the stage 3 work is started.
2. Discussion

(1) Service-based architecture
Excerpted from TS 23.501, the Service-based architecture is as following :
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Figure 4.2.3-1: 5G System Service-based architecture

The network functions (NF) in above figure are as following:
-
Authentication Server Function (AUSF)

-
Core Access and Mobility Management Function (AMF)

-
Data network (DN), e.g. operator services, Internet access or 3rd party services

-
Network Exposure Function (NEF)

-
NF Repository Function (NRF)

-
Policy Control function (PCF)

-
Session Management Function (SMF)

-
Unified Data Management (UDM)

-
User plane Function (UPF)

-
Application Function (AF)

-
User Equipment (UE)

-
(Radio) Access Network ((R)AN)

The reference points in above figure are as following:

Namf:
Service-based interface exhibited by AMF.

Nsmf:
Service-based interface exhibited by SMF.

Nnef:
Service-based interface exhibited by NEF.

Npcf:
Service-based interface exhibited by PCF.

Nudm:
Service-based interface exhibited by UDM.

Naf:
Service-based interface exhibited by AF.

Nnrf:
Service-based interface exhibited by NRF.

Nausf:
Service-based interface exhibited by AUSF.

(2) NFs and reference points under CT3 responsibility 

Based on the ToR, the following NFs and reference points are under CT3 responsibility:

-
Data network (DN), e.g. operator services, Internet access or 3rd party services

-
Network Exposure Function (NEF)

-
Policy Control function (PCF)

-
Application Function (AF)

Nnef:
Service-based interface exhibited by NEF.

Npcf:
Service-based interface exhibited by PCF.

Naf:
Service-based interface exhibited by AF.
(3) NFs and reference points under CT4 responsibility 

The following NFs and reference points are under CT4 responsibility:

-
Authentication Server Function (AUSF)

-
Core Access and Mobility Management Function (AMF)

-
User plane Function (UPF)

Namf:
Service-based interface exhibited by AMF.

Nudm:
Service-based interface exhibited by UDM.

Nausf:
Service-based interface exhibited by AUSF.

(4) NFs and reference points under both CT3 and CT4 responsibility 
a) Unified Data Management (UDM) and Nudm interface
The UDM is similar to UDR, so, the UDM function should be standardized by CT4, and PCF can be the front end to query the user subscription information from UDM through Nudm. In this case, the UDM provide the service to the PCF, then the Nudm should be specified by CT4.
However, the UDM may also push the subscription information to the PCF, in this case, the PCF provide the service to the UDM, then the Nudm should be specified by CT3.
It’s FFS how to resolve above problem.
b) Session Management Function (SMF) and Nsmf interface

The SMF includes the policy enforcement and QoS function and session management related functions, the policy enforcement and QoS function is similar to PCEF which is under CT3 responsibility, and all the other functions of SMF are under CT4 responsibility.
The SMF includes the following functions:
-
Session Management e.g. Session establishment, modify and release, including tunnel maintain between UPF and AN node.

-
UE IP address allocation & management (incl optional Authorization).

-
Selection and control of UP function.

-
Configures traffic steering at UPF to route traffic to proper destination.

-
Termination of interfaces towards Policy control functions.

-
Control part of policy enforcement and QoS.

-
Lawful intercept (for SM events and interface to LI System).

-
Termination of SM parts of NAS messages.

-
Downlink Data Notification.

-
Initiator of AN specific SM information, sent via AMF over N2 to AN.

-
Determine SSC mode of a session (for IP type PDU session).
-
Roaming functionality:

-
Handle local enforcement to apply QoS SLAs (VPLMN).

-
Charging data collection and charging interface (VPLMN).

-
Lawful intercept (in VPLMN for SM events and interface to LI System).

-
Support for interaction with external DN for transport of signalling for PDU session authorization/authentication by external DN.
c) NF Repository Function (NRF) and Nnrf interface

The NRF is used for the NF discovery, the NF can be AUSF under CT4 responsibility, or PCF under CT3 responsibility, for CT3, the NRF is similar to DRA. 
Considering the different parameters and mechanism for the NF discovery, it’s suggested to ask SA2 to split NRF to different function modules which will be under CT3 and CT4 responsibilities respectively, to decouple the work between CT3 and CT4.
3. Conclusion

It’s proposed to take above work split information into account and start the CT3 and CT4 work respectively.
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